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1. Introduction

As part of the Release 7 work item on the evolution of the policy control and charging architectures, SA2 has introduced a new network entity – the PCCN – which is a combination of the PDF and CRF.  With the introduction of the PCCN, it is appropriate to provide for more efficient signalling with a combination of the Gq and Rx interfaces, and a combination of the Go and Gx interfaces.  This paper proposes how to join the SBLP and FBC provisioning mechanisms at the PCCN and how to realize the associated joint interfaces.  
2. The Combination of SBLP and FBC functions at the PCCN

2.1 SBLP and FBC offer overlapping sets of functionalities on IP flows

SBLP and FBC offer functionalities to IP flows that are both unique and overlapping.

SBLP offers 

· Metering (to support off-line charging)

· Gating

· QoS policy control

FBC offers 

· Metering (to support off-line charging)

· Gating

· Off-line charging 

· On-line charging

As a result, for an individual IP flow, whether SBLP, FBC or both should be used depends on the functionalities needed.

Both SBLP and FBC operate on the same granularity, at the level of IP flows. However, there are some subtle differences: SBLP can control each PDP context as an entity, where each PDP context can contain a subset of all the IP flows of a single AF session. FBC can control all the IP flows of a single AF session; it can also control a group of IP flows across different AF sessions.

2.2 Both SBLP and FBC use TFT

Because both SBLP and FBC deal with IP flows, TFT is used in both of them. In SBLP, TFT is constructed by the UE and sent to the GGSN when UE initiates a secondary PDP context setup with the GGSN. The TFT contains packet filters and QoS treatment for the IP flows in the AF session. In FBC, TFT is used to specify charging rules at the CRF.

2.3 Authorization Token in SBLP should be simplified
SBLP uses Authorization Token to associate the authorized QoS treatment with the IP flows in the AF session. FBC does not use the concept of Authorization Token. We believe a simplified and optional Authorization Token can be used for both SBLP and FBC.

In the current SBLP, the Authorization Token has two purposes:

(a) For the GGSN to locate the PDF using the "AUTH_ENT_ID" field.

(b) To specify packet filter (for multiple IP flows) and resources authorized for these IP flows.

The information in (b) is redundant with the TFT for the IP flows that the GGSN sends to the PDF along with the Authorization Token, since the TFT alone uniquely identifies the IP flows.  To avoid the potential inconsistency between the TFT and the packet filters in the token, we propose to optionally use a simplified version of the Authorization Token with only the “AUTH_ENT_ID” field to specify the PDF that the GGSN should contact to authorize the IP flows. The Authorization Token conforms to the format specified in IETF RFC3520, and it is valid for the Authorization Token to contain only the “AUTH_ENT_ID” field. 

In FBC, we do not need an Authorization Token, but there is a need for the GGSN to locate the CRF. It is natural to optionally use the "AUTH_ENT_ID" field of the simplified Authorization Token in SBLC for this purpose to uniquely identify the CRF assigned for the flow.

If the Authorization Token is not used for PDF or CRF discovery, the GGSN must use some other discovery process, possibly based on APN.
Both SBLP and FBC operate on the level of IP flows, use TFTs and may optionally use simplified Authorization Tokens.  Therefore from a functional perspective, it is appropriate to combine PDF and CRF into one entity when offering both SBLP and FBC.

3.  Architecture Specification

SBLP involves the GGSN, PDF and AF. FBC involves the GGSN(TPF), CRF and AF. The current Release 6 architecture for SBLP and FBC is shown in Figure 1.
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Figure 1. Release 6 architecture model with Go, Gx, Gq and Rx interfaces

SBLP and FBC are closely related due to their roles in managing PDP context activation. PDF and CRF are separate but closely related logical entities. In Release 6, the PDF and CRF remain separate entities in the architecture.  It is possible to apply both SBLP and FBC to a flow by executing the corresponding procedures in parallel. 

The Release 7 architecture provides for a combined PDF and CRF in a new logical entity called a PCCN, which would be used when performing both SBLP and FBC on a flow.  Rather than have separate Go and Gx interfaces to the GGSN and separate Gq and Rx interfaces to the AF, the Go and Gx interfaces should be merged into a combined Go-Gx interface over Diameter, and the Gq and Rx interfaces should be merged into a combined Gq-Rx interface over Diameter.  Figure 2 highlights the portion of the architecture around the PCCN and the new combined interfaces.  

Note that a by-product of the process of developing a combined Go-Gx interface over Diameter is that the Go functionality will also be available on a Diameter interface.
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Figure 2. Release 7 architecture model with combined Go-Gx interface over Diameter, 
combined Gq-Rx interface over Diameter and PCCN

4. Interface Specification

4.1. Gq and Rx interface evolution

For SBLP, the Gq interface between the PDF and the AF exchanges QoS related policies regarding IP flows. For FBC, the Rx interface between the CRF and the AF exchanges charging rules regarding IP flows. In the current specifications, both Gq and Rx are designed to be an inter-domain or intra-domain interfaces [TS 23.125]. 

Both Gq and Rx interfaces are based on Diameter protocol, and share a set of common AVPs. In fact, most of the AVPs from the Gq interface are reused in the Rx interface. Naturally, the Gq and Rx interfaces can be merged into a combined Gq-Rx interface  using Diameter protocol.

Both Gq interface [3GPP TS 29.209 v6.1.0] and Rx interface [addition to 3PGG TS 29.211-v1.0.0] use the following set of eight Diameter messages 

· AAR: AA-Request 

· AAA: AA-Answer 

· RAR: Re-Auth-Request 

· RAA: Re-Auth-Answer 

· STR: Session-Termination-Request 

· STA: Session-Termination-Answer 

· ASR: Abort-Session-Request 

· ASA: Abort-Session-Answer 

The set of AVPs for each Diameter message is identical for both Gq and Rx interfaces with only one exception. The AAA message for Gq has an extra AVP – Authorization Token. In Section 2.3, we have proposed the use of a simplified optional authorization token, where the Authorization Token AVP contains only the “AUTH_ENT_ID” field of the authorization token format specified in RFC3520.

This clearly indicates that any of the above mentioned eight Diameter messages could be used as a Gq message, a Rx message or a Gq-Rx message. The “Auth-Application-Id” AVP in each Diameter message should specify which application this message belongs to. There are three possible values for the authorization application:

Gq, Rx and Gq-Rx.

· When “Auth-Application-Id” = Gq, this message is for SBLP only. 

· When “Auth-Application-Id” = Rx, this message is for FBC only.

· When “Auth-Application-Id” = Gq-Rx, this message is for both SBLP and FBC. When this message is sent to the PCCN or AF, it triggers both PDF and CRF actions.
The existing call flows for the Gq interface [3GPP TS29.208] and the Rx interface [3GPP TS29.211] are valid in the sense that each of the eight Diameter messages mentioned above are either a Gq message or a Rx message. Because SBLP and FBC are closely related, opportunities exist to merge a pair of Gq and Rx messages with identical Diameter message type into one message that triggers both SBLP and FBC actions. And this message should have “Auth-Application-ID” set to Gq-Rx.

The merge of Gq and Rx interfaces would impact the call flows for Gq and Rx. The corresponding call flow specification [3GPP TS29.208] and [3GPP TS29.211] need to be updated accordingly.

4.2 Go and Gx interface evolution

Currently in Release 6, the Go interface between the GGSN and the PDF is based on COPS and COPS-PR, and the Gx interface between the GGSN(TPF) and the CRF is based on the Diameter protocol. 

Before merging the Go and Gx interfaces, they must use a common base protocol.  The logical candidate is Diameter rather than COPS, given the extensive use of Diameter with IMS and the limited use of COPS.  

As a first step, we should map the Go interface over Diameter. 

The four key COPS messages used for the Go interface are:

· REQ: Authorization_Request 

· DEC: Decision

· Authorization_Decision 

· Authorization_Failure_Decision

· Gate_Decision 

· Remove_Decision 

· RPT: Report

· Report_of_Success_or_Failure 

· Report_of_State_Changes

· DRQ: Delete_Request_State 

The four Diameter messages used for the Gx interface are [3GPP TS 29.210-v2.0.0]:

· CCR: Credit-Control-Request

· CCA: Credit-Control-Answer

· RAR: Re-Authorization Request

· RAA: Re-Authorization Answer

It is reasonable to map COPS messages to Diameter messages using the following rules in the order of increasing rule number.  The order is important since when Rule 1 applies, we do not apply Rule 2 and Rule 4.

1. Map the (REQ, DEC, RPT) set of COPS message sequence into the (CCR, CCA) sequence followed by the (RAR, RAA) sequence of Diameter messages. We choose (RAR, RAA) pair to mirror message exchanges in Gx as closely as possible.

2. Map the (REQ, DEC) pair of COPS message sequence into the (CCR, CCA) sequence of Diameter messages.

3. Map the (DEC, RPT) COPS message sequence into the (RAR, RAA) sequence of Diameter messages. Again, the reason to choose (RAR, RAA) pair is because Gx interface uses the same pair in similar call flows.

4. Map a standalone RPT COPS message into the (CCR, CCA) sequence of Diameter messages.

5. Map the DRQ COPS message into the (CCR, CCA) pair of Diameter messages.

A preliminary set of call flows using this proposed mapping is provided in a companion contribution to 3GPP WG CN3 (see N3-050071).

This clearly indicates that any of the above mentioned four Diameter messages could be used as a Go message, a Gx message or a Go-Gx message. The “Auth-Application-Id” AVP in each Diameter message should specify which application this message belongs to. There are three possible values for the authorization application:

Go, Gx and Go-Gx.

· When “Auth-Application-Id” = Go, this message is for SBLP only.

· When “Auth-Application-Id” = Gx, this message is for FBC only.

· When “Auth-Application-Id” = Go-Gx, this message is for both SBLP and FBC. When this message is sent to the PCCN or AF, it triggers both PDF and CRF actions.
The existing call flows for the Go interface [3GPP TS 29.208] should be updated in either TS 29.208 or a new specification to reflect the availability of Go procedures over Diameter. The existing specification of call flows for the Gx interface [3GPP TS29.211] remains valid. Because SBLP and FBC are closely related, opportunities exist to merge pairs of Go and Gx messages that use identical Diameter message type and are triggered by the same events into a single message pair that triggers both SBLP and FBC actions. These messages will use the “Auth-Application-ID” Go-Gx.

A new set of call flows is also needed to describe the PCCN case when both SBLP and FBC apply to an IP flow.  The new call flows will be a combination of those in [3GPP TS 29.208] modified for Go procedures over Diameter, and those in [3GPP TS 29.211].  

The details of the AVP specifications for the combined Go-Gx and combined Gq-Rx interfaces are TBD.

5. Recommendations

We recommend the following actions:

1. Identify an appropriate Release 7 work item in for the combined Go-Gx and Gq-Rx interfaces.

2. Agree in principle on the desirability of an optional simplified Authorization Token.

3. Agree on an initial set of design principles for the Go functionality over Diameter.

Next steps include:

1. The development of call flows for Go functionality over Diameter (we propose a set of call flows in a companion contribution N3-050071).

2. The development of call flows for combined SBLP and FBC using the combined Go-Gx and Gq-Rx interfaces.

3. The development of the following protocols:

a. Go over Diameter

b. Go-Gx

c. Gq-Rx

4. A decision on how to document these new call flows and protocols in existing and/or new technical specifications.

