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Abstract

This contribution provides further analysis of the issues raised in a companion contribution to 3GPP WGs CN1 and CN3 (see N1-050069/N3-050067).  Recent CRs to 22.228 and 23.228 have made it clear that IMS must be able to signal PSTN supplementary service information beyond its current capabilities.  Ideally, the IMS SIP profile should be enhanced to allow interworking between UE, AS and MGCF endpoints with the option to signal full PSTN supplementary service information between different combinations of AS and MGCF endpoints.  It has been suggested that the same functionality could be accomplished by supporting two different profiles within IMS: one profile between AS and MGCF (perhaps SIP-I), and a second profile between UE and AS (the current IMS SIP profile).  This approach will work but has the significant drawback that a potentially additional AS must be included whenever signalling between ISUP-aware and non-ISUP-aware endpoints to perform this conversion.  This paper analyzes the differences between IMS SIP and SIP-I (profiles A and C of ITU-T Recommendation Q.1912.5, respectively) to determine the requirements and characteristics of a new IMS SIP profile with the ability to dynamically adapt between the capabilities of profile A and profile C, as necessary.  All types of IMS SIP endpoints could use this single new profile. 

Introduction

An analysis of ITU-T Recommendation Q.1912.5 shows that profiles A and C differ in the following areas:

· Profile C uses encapsulated ISUP in SIP messages between signalling entities in a trusted domain.  The encapsulated ISUP provides for signalling of additional information, including supplementary service information that is not available within SIP.  The encapsulated ISUP is marked for mandatory disposition within the SIP messages.  A sender of encapsulated ISUP with mandatory disposition assumes that the recipient is able to process and properly respond to any ISUP content not redundant with SIP header information.  Profile A does not use encapsulated ISUP and is limited to supporting only a subset of the supplementary services as described in Annex B of ITU-T Recommendation Q.1912,5, and of the ones “supported” not all functionality is provided.

· Profile C encapsulates two categories of ISUP messages:  those that provide information to augment existing SIP session management procedures; and those associated with ISUP procedures that have no SIP counterparts.  For example, the ISUP IAM serves to augment information in the SIP INVITE request, while the ISUP IDR is carried in a SIP INFO request since it is not associated with a SIP session management procedure.  

· Default values exist for all mandatory ISUP information when there is no encapsulated ISUP associated with SIP session management procedure messages.  Profile A does not use the SIP INFO request for interworking purposes since it does not support ISUP procedures not associated with SIP session management. 

· Profile C supports signalling of the Forward and Backward Call Indicators across a SIP network.  The most significant information passed in these parameters is for echo control, allowing allocation of only the minimum required echo control units.  Since a profile A network cannot signal echo control information, it will typically assume that echo suppression is handled locally before reaching the SIP network.

· A profile C interworking unit always behaves like a transit exchange, performing cut-through in both directions as soon as possible and providing no call progress tones.  A profile A interworking unit may take on some of the characteristics of an originating or destination exchange with respect to cut-through and call progress tones, since it may be directly connected to a SIP UE.  For example, a profile A IWU with SIP on the outgoing side may provide call progress (in-band ringing) based on the receipt of a 180 (Ringing) response to a SIP INVITE request, while a profile A IWU with SIP on the incoming side may perform forward cut-through only on receipt of a 200 (OK) response to a SIP INVITE request.

· A profile C interworking unit is able to communicate the Terminal Portability Suspend and Resume simply by encapsulating them in a SIP INFO request without affecting the call state or the bearer. However, a profile A is not able to indicate the event in a non-impacting manner. Since it is desirable to inform the other party of the event, the Terminal Portability events at a profile A interworking unit are represented in a similar manner as Call Hold. The end result is a close approximation, but still not a true representation of the service.

· As a result of the differences above, profile C supports signalling for all of the supplementary services while profile A only supports a subset.  For those services not supported, profile A must either reject the call, or continue the call with a subset of the capabilities of the service.  In the latter case, profile A may perform the service but fail to deliver status information to endpoints, and/or it may fail to perform some portion of the service.

In the following sections we will derive requirements for a new combined SIP profile based on an examination of these differences, propose some potential changes to the IMS SIP profile to accommodate these requirements, summarize the main characteristics of a solution, and provide some recommendations.

Requirements and Proposed Enhancements

In the following sections, numbered requirements are marked Rn where n is the requirement number, and proposed solutions are marked Sn where n corresponds to a previous requirement.

Trust Domain

Profile C supports signalling only between members in a trust domain to assure that private information within encapsulated ISUP is shared only among the trusted entities.  IMS consists of a combination of endpoints that either may have or must not have access to the information in encapsulated ISUP.  IMS also supports direct signalling to untrusted non-IMS endpoints.

R1: Since SIP messages may be shared with both trusted and untrusted endpoints, it must be possible to secure ISUP information so that endpoints unauthorized to access the ISUP information are unable to interpret the contents of any encapsulated ISUP messages they receive.

S1: S/MIME [RFC 2633] already provides a way of securing SIP attachments among trusted endpoints.

R2: SIP endpoints must be able to interoperate whether or not they can decode, recognize, or generate encapsulated ISUP.

S2: Encapsulated ISUP should be marked with optional disposition to allow calls to proceed normally when the ISUP cannot be decoded or recognized by a receiver and the information is not critical to the call.  Some exceptions are noted below.

R3: It should be possible for a P-CSCF to recognize and compress to minimum length any optional attachments in SIP messages destined to a UE and not intended by the network to be readable by the UE.

S3: A P-CSCF should use information available either within the S/MIME or associated with the S/MIME to determine that it is not intended to be readable by the UE and to compress the attachment. 

ISUP Augmenting SIP Session Management

For most basic calls, the information available in encapsulated ISUP (profile C) is redundant with the information available in the SIP headers.  In this case, any processing of encapsulated ISUP is unnecessary for any endpoint.  

Information available in the encapsulated ISUP associated with SIP session control messages can be categorized as follows:

1. Information redundant with SIP headers.

2. Information with acceptable default values and handling.

3. Non-essential feature control or reporting information not available in SIP headers, where the call can continue without processing of the information, but may lack an optional service capability such as the ability to report service status information.

4. Non-essential feature control information not available in SIP headers, where the call can continue without processing of the information, but the related service cannot be provided.

5. Essential feature control information not available in SIP headers, where the call cannot continue unless the information is correctly processed.

Feature control information may span more than one of these categories.  The correct behavior when unable to communicate supplementary services information in categories 3, 4 or 5 can be identified from the "interworking with other networks" clauses of the affected supplementary services specifications.  

R4: It must be possible to identify situations in which feature control information included in encapsulated ISUP associated with SIP session management procedures is essential to the nature of the call and assure that the call is properly handled (e.g., released) if the feature control information cannot be communicated between peer SIP signalling entities.

S4: After reviewing the impact of SIP profile A on various services, the requirement to release a call when unable to communicate certain essential ISUP information is unique to the ISUP IAM encapsulated within a SIP INVITE request.  In this case, by marking the encapsulated ISUP IAM with mandatory disposition, it assures that an endpoint receiving the INVITE request that is incapable of processing the encapsulated IAM will reject the INVITE request with a 415 (Unsupported Media Type) response.

The following list provides a brief description of the impact on various ISUP features and services of the inability to communicate encapsulated ISUP information within SIP session management messages.  Most of these are supplementary services listed in ITU-T Recommendation Q.1912.5 Annex B:

· Calling Line Presentation/Restriction (CLIP/CLIR) – addressed by interworking

· Connected Line Presentation/Restriction (COLP/COLR) – addressed by interworking

· Direct-Dialing-In (DDI) – no impact

· Sub-Addressing (SUB) – no impact

· Call Forwarding (CFB, CFNR, CFU) – category 3.  Some status information is unavailable.

· Call Deflection (CD) – category 3.  Some status information is unavailable.

· Call Waiting (CW) – category 3.  Some status information is unavailable.

· Completion of Call to Busy Subscriber (CCBS) – category 4.  The service is unavailable.

· Completion of Calls on No Reply (CCNR) – category 4.  The service is unavailable.

· Closed User Group (CUG) – category 5.  If the call indicated CUG without outgoing access then the call must be released.

· Multi-Level Precedence and Preemption (MLPP) – category 3.  Some status information is unavailable.

· Global Virtual Network Services (GVNS) – no impact

· International Telecommunication Charge Card (ITCC) – no impact

· Reverse Charging (REV) – no impact

· User-to-User Signalling (UUS) – category 4 or 5.  If the call indicates an essential UUS service then the call must be released.

· Multiple Subscriber Number (MSN) – no impact

· Calling party category - category 3.  The information is unavailable to subsequent exchanges but does not inhibit basic call establishment.

· Hard to Reach Information, pivot routing, geodetic location information, and other information (e.g. redirection service) allowed as national options - category 3.  This information is typically in the ISUP RELEASE message.

ISUP Procedures Unrelated to SIP

Clause 5.4.3 of ITU-T Recommendation Q.1912.5 identifies certain ISUP messages for special treatment since they are unrelated to SIP session management procedures.  Those that are local to the ISUP interface can be safely ignored.  Clause 5.4.3.2, however, describes the procedures for transparent transport of certain messages in either the first 183 (Session Progress) provisional response to a SIP INVITE request or in the SIP INFO request.  Messages in this category include:

· Confusion

· Facility Reject, Facility Accepted, Facility Request and Facility

· User to User Information

· Forward Transfer

· Suspend and Resume

· Network Resource Management

· Identification Request and Identification Response

· Loop Prevention

· Application Transport

· Pre-release Information

The information carried by these ISUP messages supports various services.  This information can be characterized by the same categories 1-5 defined in the previous section, except that categories 1 and 5 do not apply.  Category 1 does not apply since SIP session management procedures do not apply.  Category 5 is not applicable since interworking with these procedures does not require call release.

1. (not applicable)

2. Information with acceptable default values and handling.

3. Optional feature control or reporting information, where the call can continue without processing of the information, but may lack an optional service capability such as the ability to report service status information. 

4. Non-essential feature control information not available in SIP headers, where the call can continue without processing of the information, but the related service cannot be provided.

5. (not applicable)

R5: It must be possible to identify when a peer SIP signalling entity is unable to process ISUP information not associated with SIP session management procedures and back off to the corresponding procedures defined for interworking with other networks.

S5: Since it is not possible to reject a 183 (Session Progress) responseto an INVITE request, these ISUP messages with category 3 or 4 information must only be carried in SIP INFO requests.  ISUP with only category 2 information encapsulated in an INFO request can always safely be marked with optional disposition or not be sent.  ISUP with category 3 and 4 information encapsulated in an INFO request should be marked with mandatory disposition.  This assures that an endpoint receiving the INFO request that is incapable of processing the encapsulated ISUP message will reject the INFO request with a 415 (Unsupported Media Type) response.  When initiating an ISUP procedure with a peer SIP signalling entity by transparently signalling the ISUP in a SIP INFO request, an IWU that knows or discovers that its peer SIP signalling entity does not support encapsulated ISUP will back off to the corresponding procedures defined for interworking the service with other networks.  In ITU-T Recommendation Q.1912.5, profile C describes the procedures when ISUP signalling is supported between SIP peers and profile A describes the backoff procedures to be applied when ISUP signalling is not available between SIP peers.

The following list provides a brief description of the impact on various services of the inability to communicate encapsulated ISUP information that is unrelated to SIP session management procedures.  Most of these are supplementary services listed in ITU-T Recommendation Q.1912.5 Annex B:

· Malicious Call Identification (MCID) – category 3.   If the requested information is not returned, the call will proceed.  The interworking node may return what information is known (e.g., country code, area/city code, etc.).

· Explicit Call Transfer (ECT) – category 3.  Some status information is unavailable.

· Call Hold (CH) – category 2.  Acceptable interworking procedures are defined.

· Terminal Portability (TP) – category 2.  Acceptable interworking procedures are defined.

· Conference Calling (CONF) – category 3.  Some status information is unavailable.

· Three-Party Service (3PTY) – category 3.  Some status information is unavailable.

· User-to-User Signalling (UUS) – category 4.  The service is unavailable.

· Network initiated SUS/RES - category 2.  Acceptable interworking procedures are defined.

· Information Request/Response (National Option) - depends on the service

· National Services making use of Application Transport - depends on the service

Echo Control

R6: In the absence of a clear indication from the peer SIP signalling entity of the status of echo suppression in its portion of the bearer path, a signalling node will assure that its portion of the network suppresses any potential echo towards the peer network.

S6: In the absence of encapsulated ISUP indicating other information, an interworking node will signal a media gateway to suppress any potential echo from an ISUP network, if necessary, while assuming there is no potential for echo from an adjacent SIP node.

Call Progress

Profile C assumes that its peer SIP signalling node is assuring that in-band call progress tone is available from the remote network.  Profile A assumes that an O-IWU provides in-band call progress tone locally towards the originating side upon receipt of a 180 (Ringing) response to a SIP INVITE request.

R7: It must be possible to determine at an node originating a SIP session whether to pass in-band call progress from the terminating network towards the call originator (requiring backward cut-through), or to locally generate in-band ringing tone toward the originating side.

S7: A node originating a SIP session that receives encapsulated ISUP in SIP provisional responses knows that the peer is capable of performing profile C procedures and is likely to have in-band call progress.  Such a node could signal an additional 180 (Ringing) response  to a SIP INVITE request without encapsulated ISUP to indicate that in-band call progress is unavailable and that the receiving node should generate in-band ringing tone locally.  A node originating a SIP session that receives no encapsulated ISUP in SIP provisional responses assumes that the peer is performing profile A procedures and requires the node to generate in-band ringing tone locally towards the originating side.  Such a node could signal an additional 183 (Call Progress) response to a SIP INVITE request to indicate that in-band call progress is available from the remote network and that the receiving node should cease to generate in-band ringing tone locally.

Other solutions are possible but are generally more complex.  One could require a media gateway to monitor for in-band call progress from the network and override any local ringing in the presence of in-band information.  Other solutions require the establishment of special media flows for remote call progress.

Cut-Through

In ITU-T Recommendation Q.1912.5, a Profile A I-IWU performs cut-through per ITU-T Recommendation Q.764 for an originating exchange.  This results in a backward cut-through during call setup and forward cut-through on answer.  A Profile A O-IWU performs cut-through in both directions upon answer if the Adjacent SIP Node (ASN) does not support terminating node procedures (determined by provisioning).  If the ASN does support terminating node procedures, then the path is cut-through in both directions during call setup.

Profile C behaves like an ITU-T Recommendation Q.764 transit exchange and provides cut-through in both directions during call setup.

While it would be desirable to know when transit exchange behavior is appropriate, this is not always possible. An additional complication is that the presence of encapsulated ISUP cannot be interpreted as an indication that a PSTN switch is involved in the call. It may be that an ISUP-aware Application Server has provided the information! Further, it is not always possible to know if the Adjacent SIP Node (ASN) as mentioned in ITU-T Recommendation Q.1912.5 will provide the required terminating node functionality. 

R8: A SIP signalling node shall perform backward cut-through at call setup if it not locally generating in-band call progress.  A SIP signalling node locally generating in-band call progress shall perform backward cut-through either when it stops locally generating in-band call progress or on answer.

S8: This information is available from the signalling described in S7.

R9: A SIP signalling node shall perform forward cut-through no later than at answer.

S9: Performing forward cut-through on answer will always work correctly, but may require extra media gateway signalling compared to establishing both-way cut-through at call setup.  To optimize the procedure, forward cut-through may usually be applied at call setup on an IWU when receiving encapsulated ISUP from an Adjacent SIP Node (ASN).

Call Hold and Terminal Portability

For Profile A, call hold is accomplished across the packet network by signalling changes in the SDP directionality attributes.  This can be interworked with ISUP procedures without loss of information.  However, when Terminal Portability is invoked over a SIP Profile A session, it is not possible to accurately reflect the service. Instead the behavior is treated like a call hold so that the user experience is similar. For PSTN calls that have been redirected back out to the PSTN by the IMS CN, the resulting ISUP will incorrectly reflect the invoked service, but without a significant impact on the nature of the service.

For these services, the existing interworking functionality is sufficient.

Recommendations

We believe that 3GPP needs to study these issues. We believe CN3 is probably the best starting focus for this study and therefore CN3 should consider:

· the appropriate work item that could cover such study (new or existing).

· the appropriate means of documenting the requirements so that they are carried from one meeting to the next. This could either be an 800 series TR, or an agreement to carry tdoc content between meetings.

When CN3 has established a set of requirements, these should be liaised for review and comment by other groups with interest in this work, e.g. ETSI TISPAN and 3GPP CN1. 

Such a study could lead to specification work in CN3, as well as documentation of any SIP extensions in CN1, and definition of appropriate ISUP interworking requirements in ITU-T. 

For any IMS entities that end up processing ISUP (sent encapsulated in SIP) and therefore performing ISUP requirements, we believe CN3 should perform the specification, either directly by writing its own specification, or by reference to existing or modified ITU-T specifications.

