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INTRODUCTION

The purpose of this discussion paper is to reinforce the requirements to further enhance the Gi interface with the addition of two new Radius Vendor Specific Attributes containing the following information:
· Packet Filters 

· Negotiated DSCP

This Discussion Paper is aligned with a set of multiple CRs that have already been discussed in recent CN3 meetings which also proposed to allow operators to use the information provided in the Radius messages by the GGSN to perform authentication, authorization and billing functions.

The Gi interface has always been evolving through the various 3GPP specifications due to its openness. The proposed changes would allow for further flexibility in the operator environment and vendor implementation. This should also be seen as a natural next-step enhancement of the Gi Interface in line with the 3GPP specifications and all the work achieved so far. The requested changes are against TS 29.061, Release 6.
DESCRIPTION

The Gi interface has been designed to use the standard Radius protocol which can easily be implemented on top of the existing IP infrastructure. Multiple 3GPP specific Radius Vendor Specific Attributes have already been specified by CN3 to enhance the Radius interface from the GGSN and fulfil the Operator and Vendor requirements.
In order to allow the operator/vendor to correctly correlate QoS with the appropriate accounting session when IMS (w/ SBLP) or other services are used, additional information such as SBLP based filters (or TFT in case of SBLP not being used) and the Negotiated DSCP are proposed to be passed by the GGSN on the Radius interface.

To export the required information, two new 3GPP Vendor Specific Attributes are defined:
· 3GPP-Packet-Filters: This attribute contains the packet filters used on the GGSN for this PDP context. These packet filters may come from the TFT provided by the MS, or retrieved from the PDF via the Go interface (if SBLP based filters). This attribute can optionally be sent in the Accounting Request START, Accounting Request STOP and Accounting Request Interim-Update.
· 3GPP-Negotiated-DSCP: The GGSN marks the user packet with a DSCP corresponding to an internal mapping (e.g. UMTS classes to DSCP mapping). This attribute contains the DSCP used by the GGSN to mark this PDP context. This attributes can optionally be sent in the Access Request, Accounting Request START, Interim-Update, and STOP messages.
It is to be highlighted that sending these parameters remains optional and the operator should decide whether it is necessary to send the information in the Radius VSA.
JUSTIFICATIONS

The information provided in the Radius messages sent by the GGSN on the Gi interface are intended to be used to fulfil the potential requirements during authentication or for billing purposes. It is a key requirement to receive the DSCP and SBLP/TFT information on the Gi interface in order to allow for the most accurate correlation of the received information. 
The following example is intended to illustrate a potential use case of these parameters in the context of content charging:

· The DSCP information could provide information related to the session traffic class; it would therefore enable to charge the session according to the QoS. 
· The SBLP based filters enable to identify the IP filter restrictions associated with a PDP context in case of IMS. Note that when received through the Go interface, the SBLP based filters are the only information used by the GGSN. Consequently, the SBLP based filters become the only relevant information to identify the IP flow on the Gi interface. This information allows an operator to differentially account for packets according to the packet restrictions in place.
The introduction of these two parameters on the Gi interface does not impact nor even challenge the IMS charging architecture. This change should be seen as a separate and additional feature to provide operators and vendors with further flexibility in their session correlation and flow identification implementation.
Bearing in mind that the introduction of the TFT filter already seemed acceptable to be approved by CN3, there should not be any particular reasons why the SBLP parameter could not be accepted too. 
The Gi interface should remain an open interface and this also seems to be the opinion of the SA2 group. SA2 responded back to a CN3 LS on the same topic by explaining as follows: 
Otherwise, CN3 is assumed to develop Gi stage-2 and stage-3 for Rel6, including consideration of RADIUS parameters where no requirements have been identified by SA2.
In Rel7, SA2 is discussing a proposed work item for starting overall architectural investigation on harmonization possibilities of GGSN’s interfaces. Hence, future guidance on the functions of Gi can be expected within the Rel7 timeframe.

Also, the following editor's note in TS 23.125 seems to reinforce this idea:
For GPRS, it shall be possible to provide flow based charging functions for different service data flows even if they are carried in the same PDP Context. For GPRS, the traffic Plane Function is a logical function allocated to the GGSN.
Editor’s Note:
The effects of this co-location to the interfaces still needs to be studied e.g. Gy, Gz, Gi. Gi radius extensions for charging purposes are not precluded.
Radius is a widely deployed protocol and adding such optional attributes brings great flexibility for the operators to better manage their services with respect to authentication, authorization, QoS, security, billing, etc.
PROPOSAL

It is proposed to consider the N3-040755 and N3-040756 CRs (postponed from the CN3 #33 meeting) to enhance the Radius interface with the above listed information. This is in line with the on-going Radius enhancements specified by CN3.



