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Introduction

This contribution aims to compare requirements for the Rx interface and the Gq interface. Furthermore, it considers an appropriate specification to implement the Rx interface, which should allow handling differences between those interfaces appropriately while making use of communalities.
Requirements for Rx interface and their Gq counterparts

Provisioning of service information

Although the service information to be provided over Rx  (according to TS 23.125, Clause 6.2.5) and Gq is quite similar, there are some differences:
1. Information to identify the service data flow: According to 23.125, Clause 5.3 this may be either

a. Filter based on IP 5 tupel. This information is also at the Gq interface and encoded as Flow-Description AVP.
However, according to TS 23.125, Annex B.2:
“B. Client/Server IMS media flows. Filters for these flows need to be identified dynamically when the session control is established to the server, but can reference well known IP 5-tuple for the client/server services used.”
Referencing well known IP 5-tuple is new Rx functionality without an Gq counterpart. However, the Gq Application ID may be a suitable candidate for the encoding.
b. “Special filters which look further into the packet, or require other complex operation (e.g. maintaining state) may be pre-defined in the TPF and invoked by the CRF using standardised means. Such filters may be used to support filtering with respect to a service data flow based on the transport and application protocols used above IP. This shall be possible for HTTP and WAP. This includes the ability to differentiate between TCP, Wireless-TCP according to WAP 2.0, WDP, etc, in addition to differentiation at the application level. Filtering for further application protocols and services may also be supported.” 
The Gq Application ID in combination with an IP 5 tupel may be a candidate to demand such application level filtering .
Similar information is required at the Gx interface, but the encoding is not yet defined. If may be beneficial to apply the same encoding at the Rx and Gx interfaces.
2. Information to support charging rule selection:

a. Application identifier; available at Gq.
b. Application event identifier; this may have no Gq counterpart. However, this information may be merged into the Application ID
c. Type of Stream (e.g. audio, video) (optional); available at Gq.
d. Data rate of stream (optional); available at Gq.
e. User information (such as user identity). “An AF may communicate with multiple CRFs. The AF contacts the appropriate CRF for a user at any time based on UE identity information. Editor’s note:
The specific identity information used to identify the appropriate CRF is FFS.” This has no Gq counterpart.
Bearer Event Notifications

TS 23.125, new Clause 5.8.5:

“A charging rule either only applies to that particular bearer, or may apply to two or more bearers of a UE IP address:

-
In case a charging rule for an AF service flow applies to a particular bearer, it is possible for the CRF to inform the AF about events related to that bearer. Hence, it is possible for the AF to initiate AF session actions accordingly. 

-
In case a charging rule for an AF service flow applies to more than one bearer of a UE IP address, the CRF informs the AF when all these bearers of a UE IP address have been removed. Hence, when a Charging Rule for a particular service is allowed for multiple bearers, the AF is not aware of the removal of individual bearers. 

”

For Gq, bearer events for any bearer are reported and the affected IP flows are expressed using the flows AVP. On Rx, only bearer events for the single or last bearer are reported, and the flows AVP is therefore not required.
For Gq, the bearer event notifications are enabled or disabled by the AF. Although there is no stage 2 requirement for Rx, the same mechanism could be applied.

Gq functionality not applicable at Rx:

· Authorization token generation and transport

· Transport of Access Network Charging Identifier
· Transport of AF Charging Identifier

· Pulling of Service information by PDF

· Enforcement of flow grouping

Functionality at CRF compared to PDF

Apart from the above differences in the Gq and Rx protocol, also the procedures invoked by Gq and Rx requests at the PDF and CRF, respectively, are almost entirely different. The only similarities are in the construction of answer messages to the request messages.

· The PDF performs SBLP procedures like authorizing QoS per binding info and installing filters over the Go interface.

· The CRF installs charging rules over the Gq interface.
Functionality at AF

Apart from the above differences in the Gq and Rx protocol, also the procedures of an AF using SBLP over the Gq interface and FBC over the Rx interface vary to some extent:

· The AF needs to forward an authorization token only for SBLP

· The AF may need to collect own charging data for SBLP, but not for FBC.
· For FBC, the AF should take into account that a notification of bearer events is not reliable.
What needs to be specified for the Rx interface?

The above considerations show that the following needs to be specified:

· Procedures at AF and CRF

· List of  reused AVPs from Gq (not all are reused)

· New AVPs for Rx

· ABNF of  Rx  messages (AVPs added and removed compared to Gq)
In addition, the following would be very helpful.

· Rx Call flows
· Considerations on how to combine Rx and Gq in a single interface.

Stage 2 recommends common interface specification for Rx and Ry

TS 23.153, Clause 6.3.5:
“The Ry reference point enables transport of information (e.g. charging rules selection information) from the OCS to the charging rules function. The functionality supported over the Ry reference point should be the same as for the Rx reference point and a common interface specification is expected.”

Where to specify the Rx interface?

The above contents and possible considerations on the Ry interface are best placed in an own new TS
(suggested number 29.211).

Reasons:

· Merging those contents to TS 29.209 would spoil the structure of this specification.

· The amount of specification work is expected to depend primarily on the required contents, rather than the TS where it is placed..
· However, a new TS may be simpler to handle as it does not require change control. CRs on top of CRs between CN3 #33bis and CN3 #34 can be avoided. An unofficial version of TS 29.209 can also be avoided.
· TS 29.209 might be destabilised by placing immature contents on the Rx interface into it.

Conclusions

1. Some differences in the requirements of the Rx interface compared to the Gq interface have been identified. These differences will need to be taken into account for the Rx protocol design.

2. A high-level list of contents for an Rx interface specification has been suggested.

3. The Rx specification is best placed in an own new TS (suggested number 29.211). 
