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6.3.1
AA-Request (AAR) command

The AAR command, indicated by the Command-Code field set to 265 and the ‘R’ bit set in the Command Flags field, is sent by an AF to the PDF in order to request the authorization for the bearer usage for the AF session. 

Message Format:

<AA-Request> ::= < Diameter Header: 265, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





*[ Media-Component-Description ]

                *[ Flow-Grouping ]





 [ AF-Charging-Identifier ]





 [ SIP-Forking-Indication ]




*[ Gq-Specific-Action ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]
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6.5
Gq specific AVPs

The table 6.5.1 describes the Diameter AVPs defined for the Gq interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 6.5.1: Gq specific Diameter AVPs 

	
	AVP Flag rules (note 1)
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (note 2)
	Must
	May
	Should not
	Must not
	May Encr.

	Access-Network-Charging-Identifier
	
	6.5.1
	Grouped
	M,V
	P
	
	
	Y

	Access-Network-Charging-Identifier-Value
	
	6.5.2
	OctetString
	M,V
	P
	
	
	Y

	AF-Application-Identifier
	
	6.5.3
	OctetString
	M,V
	P
	
	
	Y

	AF-Charging-Identifier
	
	6.5.4
	OctetString
	M,V
	P
	
	
	Y

	Authorization-Token
	
	6.5.5
	OctetString
	M,V
	P
	
	
	Y

	Flow-Description
	
	6.5.6
	IPFilterRule
	M,V
	P
	
	
	Y

	Flow-Grouping
	
	6.5.7
	Grouped
	M,V
	P
	
	
	Y

	Flow-Number
	
	6.5.8
	Unsigned32
	M,V
	P
	
	
	Y

	Flows
	
	6.5.9
	Grouped
	M,V
	P
	
	
	Y

	Flow-Status
	
	6.5.10
	Enumerated
	M,V
	P
	
	
	Y

	
	
	
	
	
	
	
	
	

	Gq-Specific-Action
	
	6.5.11
	Enumerated
	M,V
	P
	
	
	Y

	
	
	
	
	
	
	
	
	

	Max-Requested-Bandwidth
	
	6.5.12
	Unsigned32
	M,V
	P
	
	
	Y

	Max-Requested-Bandwidth-DL
	
	6.5.13
	Unsigned32
	M,V
	P
	
	
	Y

	Max-Requested-Bandwidth-UL
	
	6.5.14
	Unsigned32
	M,V
	P
	
	
	Y

	Media-Component-Description
	
	6.5.15
	Grouped
	M,V
	P
	
	
	Y

	Media-Component-Number
	
	6.5.16
	Unsigned32
	M,V
	P
	
	
	Y

	Media-Type
	
	6.5.18
	Enumerated
	M,V
	P
	
	
	Y

	RR-Bandwidth
	
	6.5.19
	Unsigned32
	M,V
	P
	
	
	Y

	RS-Bandwidth
	
	6.5.20
	Unsigned32
	M,V
	P
	
	
	Y

	RTCP-Flows
	
	6.5.21
	Grouped
	M,V
	P
	
	
	Y

	Session-Abort-Cause
	
	6.5.22
	Enumerated
	M,V
	P
	
	
	Y

	SIP-Forking-Indication
	
	6.5.x
	Enumerated
	M,V
	P
	
	
	Y

	
	
	
	
	
	
	
	
	

	NOTE 1:
The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit denoted as ‘V’, indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [6].

NOTE 2: 
The value types are defined in IETF RFC 3588 [6].
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6.5.xx
SIP-Forking-Indication AVP

The SIP_Forking AVP (AVP code x) is of type Enumerated, and describes if several SIP dialogues are related to one Gq session.:

SINGLE_DIALOGUE (0)

This value is used to indicate that the Gq session relates to a single SIP dialogue.
This is the default value applicable if the AVP is omitted.
SEVERAL_DIALOGUES (1)

This value is used to indicate that the Gq session relates to several SIP dialogues.

next modified Clause

Annex A:

A.x Support for SIP forking
The P-CSCF shall be able to handle forking when SBLP is applied. Forking can occur as specified in 3GPP TS 23.228 [4]. The related UE procedures are described in 3GPP TS 24.229 [14].
A.x.1
Authorization of resources for early media for forked responses

When a SIP session has been originated by a connected UE, the P-CSCF may receive multiple provisional responses due to forking before the first final answer is received. The P-CSCF shall apply the same authorization token to all the forked responses and the corresponding early dialogues.
The UE and the P-CSCF become aware of the forking only when the second provisional response arrives. For this, and any subsequent provisional response, the P-CSCF shall use an AA request within the existing Diameter session containing the SIP-Forking-Indication AVP with value SEVERAL_DIALOGUES and include the service information derived from the latest provisional response.
When receiving an AA request containing the SIP-Forking-Indication AVP with value SEVERAL_DIALOGUES, the PDF shall identify the existing authorization information for that Diameter session. The PDF shall authorize any additional media components and any increased QoS requirements for the previously authorized media components, as requested within the service information. The PDF shall authorize the maximum bandwidth required by any of the dialogues, but not the sum of the bandwidths required by all dialogues. Thus, the QoS authorized for a media component is equal to the highest QoS requested for that media component by any of the forked responses. The PDF shall also send additional packet classifiers as required by the Flow Description AVPs within the session information to the GGSN.
A.x.2
Updating the authorization information at the final answer

The P-CSCF shall store the SDP information for each early dialogue separately till the first final SIP answer is received. Then the related early dialogue is progressed to an established dialogue to establish the final SIP session. All the other early dialogues are terminated. The authorization information for the SIP session is updated to match the requirements of the remaining early dialogue only
When receiving the first final SIP response, the P-CSCF shall send an AA request without the SIP-Forking-Indication AVP and include the service information derived from the SDP corresponding to the dialogue of the final response.

When receiving an AA request with no SIP-Forking-Indication AVP or with a SIP-Forking-Indication AVP with value SINGLE_DIALOGUE, the PDF shall. update authorization information and packet classifiers to match only the requirements of the service information within this AA request.
Editor’s note: Normative and informative annexes are included as needed. 





























































































































































































�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.  


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least three digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


�PAGE \# "'Page: '#'�'"  �� Enter the source of the CR. This is either (a) one or several companies or, (b) if a (sub)working group has already reviewed and agreed the CR, then list the group as the source.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, B & C CRs for release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See � HYPERLINK "http://www.3gpp.org/ftp/information/work_plan/" ��http://www.3gpp.org/ftp/information/work_plan/� .�The list is also included in a MS Excel file included in the zip file containing the CR cover sheet template.


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2002.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed below. For more detailed help on interpreting these categories, see the Technical Report � HYPERLINK "http://www.3gpp.org/ftp/Specs/archive/21_series/21.900/" ��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR was to be rejected. It is necessary to complete this section only if the CR is of category "F" (i.e. correction).


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





CR page 1

