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1. Introduction
Trying to clarify more the issue of requesting or not a new Diameter application-id for the Gmb, this paper explains why Gmb can and must reuse NASREQ application id:

Diameter definitions

RCF3588, sec 1.2.3

To create a new diameter application is only recommended when there are major changes to an application.

"Major changes to an application include:

      - Adding new AVPs to the command, which have the "M" bit set.

      - Requiring a command that has a different number of round trips

        to satisfy a request (e.g. application foo has a command that

        requires one round trip, but new application bar has a command

        that requires two round trips to complete).

      - Adding support for an authentication method requiring definition

        of new AVPs for use with the application. Since a new EAP

        authentication method can be supported within Diameter without

        requiring new AVPs, addition of EAP methods does not require the

        creation of a new authentication application.

   Creation of a new application should be viewed as a last resort. An

   implementation MAY add arbitrary non-mandatory AVPs to any command

   defined in an application, including vendor-specific AVPs without

   needing to define a new application. Please refer to section 11.1.1

   for details.

   In order to justify allocation of a new application identifier,

   Diameter applications MUST define one Command Code, or add new

   mandatory AVPs to the ABNF."

1. The new AVPs defined for Gmb will not have the "M" bit set. The use of the new AVPs for Gmb is mandated by text to be compliant to the Gmb specification. 

2. As shown in the messages flows, there are not extra round trips in the use of the NASREQ commands

3. Now new authentication method is defined.

4. Only NASREQ commands are used. And all of the NASREQ commands are used. So no need to implement more commands that needed, as all are needed in Gmb. (for the accounting commands, in RFC 3588 1.2.4 we can read "Every Diameter implementation MUST support accounting.")

5. No new mandatory AVP is added to the ABNF

Therefore, Gmb satisfy all the conditions for NOT requesting a new application id.

Also in the text quoted above is clear we are entitled (and encouraged also) to add new AVPs to any command, "without needing a new application"

M-flagged attributes.
Another comment heard during the meeting was that we will be forced to implement all of the M-flagged attributes of NASREQ to be compliant, or at least all the  M-flagged NASREQ AVPs must be recognized by our application. A sentence was introduced in the specification clarifying that M-flagged attributes in NASREQ not explicitly used in Gmb are not needed to be compliant. That text is redundant with the following text in RFC 3588 sec 4.1.

"In order to preserve interoperability, a Diameter

      implementation MUST be able to exclude from a Diameter message any

      Mandatory AVP which is neither defined in the base Diameter

      protocol nor in any of the Diameter Application specifications

      governing the message in which it appears.  It MAY do this in one

      of the following ways:…."

It's really important to make the distinction between an AVP being "mandatory to be supported in an implementation" and being "mandatory to be understood in a message". The latter is what the M-bit says. The M-bit indicates that support is required to process this message. It doesn't mean that the AVP MUST be included in a message, and indeed many NASREQ AVPs are optional in the messages but MUST have the M-bit set if they are sent (one can easily find examples of this fact). If another specification says that a particular application of NASREQ will never send a particular AVP, then you could safely not implement it. That's the way to go: say in the specification which are the mandatory AVPs for Gmb.

So, if the NASREQ specification says that the M-bit is set in a given AVP, this means that " if it is included in a message " then the receiver must reject the whole message if it does not understand it. i.e. it indicates that the AVP is essential to understand the message and cannot be ignored. This is very different from whether the AVP is mandatory to be included in the message or not, which is specified instead by showing the AVP in curved brackets {} rather than square ones [] n the ABNF. 

If an implementation that only supports Gmb reference point receives a NASREQ AVP not mandated by Gmb, it could conclude that this was not a Gmb request and reject it. If fact if this AVP has the M-bit set, this is exactly what it will do. So, not implementing these AVPs gives exactly the correct behaviour for a server supporting the Gmb interface.

For extra clarification, even having a NASREQ compliant NAS doesn't imply that having to support all AVPs defined in NASREQ. There are many M-flagged AVPs for various capabilities that a NAS may have, for example setting up IP tunnels. But it is of no much sense to say that a NAS without IP tunnelling capability needs to support all those AVPs. In fact it would be right to reject requests containing those as the server doesn't have that capability. Equally, in NASREQ there are client-to-server AVPs for a variety of different authentication mechanisms, but if a given server does not support authentication mechanism Y, it would be useless to require it to support the AVPs for that. In fact it would be right for it to reject requests containing those.
2. Conclusion

Use of NASREQ application-id (1) is the best practice according to Diameter rules. Nothing in the interface requests to have a new application-id.

NASREQ is the DIAMETER equivalent of RADIUS. A normal use of RADIUS is authorisation of unicast PDP Contexts, so it should be natural to use its successor NASREQ for authorisation of MBMS PDP Contexts.
It is proposed to fix the Gmb application-id to NASREQ (1)
