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During the last CN3#31bis meeting Orange presented a CR (N3-040203) that proposes a new AVP defining the number of authorization token requested by the AF to the PDF. This CR was postponed to the CN3#32 meeting because the handling of multiple authorization tokens at the PDF and at the AF needs to be clarified before agreeing on this new AVP.

The stage 2 specification TS 23.207 does not give much guidance on the use of this multiple authorization token generation.

It is specified in TS 23.207 that: 
"The AF requests multiple authorization tokens. The PDF provides the requested number of authorization tokens. Each of these tokens may later be allocated to a session, and then used for subsequent QoS resource usage authorization procedures for the duration of the session for the specific user."

"The AF shall request one authorization token for a session, or multiple authorisation tokens to be used for future AF sessions, from the PDF in the initial authorisation request. For AF sessions to and from the same UE, the AF(s) shall request authorization tokens from the same PDF."
The PDF can generate multiple authorization tokens at the step of the procedure "Authorize QoS resources at AF session establishment" if in the AAR request, the AF asks for multiple authorization tokens.
However it is unclear on which criteria the authorization tokens for future AF sessions are generated in the PDF? Does this mean that all the generated authorization tokens shall identify AF sessions that will share the same service information/same session characteristics?    
If all the generated authorization tokens identify AF sessions with the same service information, the PDF can then store the calculation of the authorized QoS based on the service information sent by the AF for the first session and keep stored the link between this authorized QoS and the generated authorization tokens for future sessions. The PDF can then reuse this authorized QoS of the future sessions.
If all the generated authorization tokens identify AF sessions with the same service information, the AF can then store the generated authorization tokens and does not need to initiate the AAR/AAA message exchange with the PDF for the sessions following the first session since the AF can directly send an authorization token to the UE in the AF signalling.
However if the PDF keeps the link between the authorized QoS calculated for the first session and the generated authorization tokens for the future sessions, does it keep stored this link and the unused authorization tokens until all the sessions have been established and later released or is there a life time defined in the PDF for the unused authorization tokens?
Orange would like to solve these issues in the CN3 group and if needed an LS could be sent to SA2 for guidance. 

