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************************************** First set of changes *****************************************

5.1 PDF
5.1.1 Initial authorization of QoS resources

When receiving an initial AA-Request from the AF, the PDF allocates Authorisation-Token(s). The PDF shall store the Diameter base protocol Session-Id received in the AA-Request message for the Authorisation-Token(s). If the AA-Request contains one or more Session-Component-Description AVP(s) the PDF shall authorize the required QoS resources and stores the SBLP for the session based on the session description information. The PDF sends the allocated token(s) in the Authorisation-Token AVP to the AF in the AA-Answer message.
If the Gating-Policy AVP in the AA-Request indicates that individual gating control is not used in the session, the PDF shall derive gates from the Session-Component-Description AVP(s) and shall install the gates at the bearer authorisation. The PDF shall open or close the gates at this stage, depending on the gating policy.
5.1.2 Resource reservation

When receiving the bearer authorization request from the Go interface, the PDF shall authorize the request according to the stored SBLP for the session if available. If the SBLP is not available for the session or if the AF has ordered the PDF to contact it at the bearer authorisation in the initial AA-Request, the PDF shall send Re-Auth_Request message with SESSION_DESCRIPTION_REQUEST indication in the Gq-Specific-Action AVP to the AF to request the Session-Component-Description(s). When receiving the Session-Component-Description AVP(s) in the Re-Auth-Answer message the PDF shall authorize the required QoS resources and stores the SBLP for the session.

After the bearer authorization the PDF may send an access network charging identifiers (e.g. GCID) received from the GGSN to the AF for charging correlation purposes. The PDF does this by sending the Re-Auth_Request message with CHARGING_CORRELATION_EXCHANGE indication in the Gq-Specific-Action AVP to the AF.
5.1.3 Gate function

The AF shall indicate to the PDF in the initial AA-Request message whether the media IP flow(s) should be enabled or disabled at the bearer authorization. The PDF may receive a separate AA-Request message(s) from the AF to enable or disable specified IP flows, or to enable or disable IP flows derived from the session description. The PDF makes a final decision to enable or disable the authorized IP flows.  The PDF shall acknowledge the gate control request by issueing an AA-Answer message back to the AF.
5.1.4 Session modification

The PDF may receive AA-Request message from the AF with new or modified Session-Compenent-Description(s) and optionally also related Gate-Description(s). The PDF shall store the SBLP for the session based on the new session description information. The PDF acknowledges the session change by issueing an AA-Answer back to the AF.
************************************** Second set of changes *****************************************
5.2 AF
5.2.1 Initial authorization of QoS resources

When receiving an AF session signalling message initiating a new AF session, the AF requests an authorization for the session from the PDF by sending AA-Request message. The AF shall include the Session-Component-Description AVP(s) into the message if  the required information is already available at the AF. The AF may also include the AF-Charging-Identifier AVP into the message for charging correlation purposes. The AF shall include the Gating-Policy AVP and Bearer-Authorization-Info-Policy AVP into the initial AA-Request in order to indicate to the PDF how the AF will control the gating function for the authorized session and wheter the PDF shall contact the AF at the bearer authorisation.
If the AF controls the gating and includes the Gate-Description AVP(s) into the AA-Request messasge, the Session-Component-Description AVP(s) does not need to contain IP address and ports as they are presented in the related Gate-Description AVP(s). Max-Bandwidth AVPs are included in the Session-Description AVP only if the AF can derive sufficient information.
The AF receives Authorisation-Token AVP from the PDF in the AA-Answer message. The usage of Authorisation-Token(s) is application dependent.
5.2.2 Resource reservation

The PDF may contact the AF at UE resource reservation by sending Re-Auth-Request message with request for session description. The AF shall respond with Re-Auth-Answer message containing the Session-Component-Description AVP(s). The information in the Session-Component-Description AVP(s) shall be based on the session description information negotiated within the AF session signaling. The receiving of session description request does not trigger the sending of new authorization request back to the PDF.

The AF may receive an access network charging identifier (e.g. GCID) for charging correlation purposes from the PDF in a separate Re-Auth-Request message after the bearer has been authorized. The receiving of charging correlation information from the PDF does not trigger the sending of new authorization request back to the PDF.
5.2.3 Gate function

If individual gate control policy is used, the AF shall indicate to the PDF with the Gate-Description AVP whether the media IP flow(s) should be enabled or disabled at the bearer authorization. Depending an application, the AF may instruct the PDF also during a session when a media IP flow is to be enabled or disabled to pass through the access network. The AF does this by sending AA-Request message containing GATE_CONTROL_REQUEST indication in the Session-Authorisation-type AVP and the Gate-Description AVP(s) that contains IP flow classifier and IP flow status information for the flows to be enabled or disabled.
If a gate control policy based upon session description information is used, the AF may use the Gating-Policy AVP to close or open all gates. The AF does this by sending AA-Request message containing GATE_CONTROL_REQUEST indication in the Session-Authorisation-type AVP and the Gating-Policy AVP with the values DERIVE-CLOSED-GATES-FROM-SESSION-INFORMATION or DERIVE-GATES-FROM-SESSION-INFORMATION.
The PDF acknowledges the gate control request by issueing an AA-Answer message back to the AF.
5.2.4 Session modification

During AF session change, the AF shall send an update for the session description information to the PDF based on the new SDI exchanged within AF session signalling. The AF does this by sending AA-Request message containing MODIFY_REQUEST indication in the Session-Authorisation-type AVP and the Session-Component-Description AVP(s) containing updated session description information. The session modification request may also contain a related Gate-Description AVP(s) if the AF applies an individual gate control policy.
If the AF applies an individual gate control policy and includes the Gate-Description AVP(s) into the AA-Request messasge, the Session-Component-Description AVP(s) does not need to contain Flow-Description(s) as they are presented in the related Gate-Description AVP(s). The Max-Bandwidth AVP is included in the Session-Component-Description AVP only if the required information is available.
The PDF acknowledges the session modify request by issueing an AA-Answer message back to the AF.
************************************** Third set of changes *****************************************
6.3.1 AA-Request (AAR) Command

The AAR command, indicated by the Command-Code field set to 265 and the ‘R’ bit set in the Command Flags field, is sent by an AF to the PDF in order to request the authorization for the bearer usage for the AF session. 

Message Format:

<AA-Request> ::= < Diameter Header: 265, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Session-Authorization-Type }

 [ Bearer-Authorization-Info-Policy ]

 [ Gating-Policy ]




*[ Session-Component-Description ]

*[ Single-Reservation-Flow ]





 [ AF-Charging-Identifier ]





*[ Gate-Description ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

************************************** Fourth set of changes *****************************************
6.5
Gq specific AVPs

Editor’s note: The Gq interface specific AVPs that are supported by all Diameter implementations that conform to this specification are to be defined here.

The table 6.5.1 describes the Diameter AVPs defined for the Gq interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-Id header of all AVPs defined in this specification shall be set to 3GPP (10415).

Table 6.5.1: Diameter AVPs for Gq interface

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	Access-Network-Charging_Identifier
	1
	6.5.1
	OctetString
	M,V
	P
	
	
	Y

	AF-Application-Identifier
	X
	6.5.13
	OctetString
	M,V
	P
	
	
	Y

	AF-Charging_Identifier
	2
	6.5.2
	OctetString
	M,V
	P
	
	
	Y

	Authorisation-Token
	3
	6.5.3
	OctetString
	M,V
	P
	
	
	Y

	Bearer-Authorization-Info-Policy
	X
	6.5.31
	Enumerated
	M,V
	P
	
	
	Y

	Data-Rate
	X
	6.5.21
	Unsigned32
	M,V
	P
	
	
	Y

	Data-Rate-Unit
	X
	6.5.20
	Enumerated
	M,V
	P
	
	
	Y

	Direction
	X
	6.5.15
	Enumerated
	M,V
	P
	
	
	Y

	Downlink-Destination-Address
	X
	6.5.24
	Address
	M,V
	P
	
	
	Y

	Downlink-Destination-Port
	X
	6.5.25
	Unsigned32
	M,V
	P
	
	
	Y

	Downlink-Source-Address
	X
	6.5.28
	Address
	M,V
	P
	
	
	Y

	Downlink-Source-Port
	X
	6.5.29
	Unsigned32
	M,V
	P
	
	
	Y

	Flow-Description
	4
	6.5.4
	IPFilterRule
	M,V
	P
	
	
	Y

	Flow-Status
	5
	6.5.5
	Enumerated
	M,V
	P
	
	
	Y

	Gate-Description
	6
	6.5.6
	Grouped
	M,V
	P
	
	
	Y

	Gq-Specific-Action
	7
	6.5.7
	Enumerated
	M,V
	P
	
	
	Y

	Gating-Policy
	X
	6.5.32
	Enumerated
	M,V
	P
	
	
	Y

	IP-Flow-Identifier
	X
	6.5.12
	Unsigned32
	M,V
	P
	
	
	Y

	Media-Component-Identifier
	X
	6.5.11
	Unsigned32
	M,V
	P
	
	
	Y

	Media-Type
	X
	6.5.14
	Enumerated
	M,V
	P
	
	
	Y

	Max-Bandwidth
	X
	6.5.17
	Grouped
	M,V
	P
	
	
	Y

	Number-Of-Ports
	X
	6.5.30
	Unsigned32
	M,V
	P
	
	
	Y

	RS-Bandwidth
	X
	6.5.18
	Grouped
	M,V
	P
	
	
	Y

	RR-Bandwidth
	X
	6.5.19
	Grouped
	M,V
	P
	
	
	Y

	Session-Abort-Cause
	8
	6.5.8
	Enumerated
	M,V
	P
	
	
	Y

	Session-Authorisation-Type
	9
	6.5.9
	Enumerated
	M,V
	P
	
	
	Y

	Session-Component-Description
	10
	6.5.10
	Grouped
	M,V
	P
	
	
	Y

	Single-Reservation-Flow
	x
	6.5.33
	Grouped
	M,V
	P
	
	
	Y

	Transport-Protocol
	X
	6.5.16
	Enumerated
	M,V
	P
	
	
	Y

	Uplink-Destination-Address
	X
	6.5.22
	Address
	M,V
	P
	
	
	Y

	Uplink-Destination-Port
	X
	6.5.23
	Unsigned32
	M,V
	P
	
	
	Y

	Uplink-Source-Address
	X
	6.5.26
	Address
	M,V
	P
	
	
	Y

	Uplink-Source-Port
	X
	6.5.27
	Unsigned32
	M,V
	P
	
	
	Y

	NOTE:
The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit denoted as ‘V’, indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF draft-ietf-aaa-diameter-17 [6].


************************************** Fifth set of changes *****************************************
6.5.10
Session-Component-Description AVP

The Session-Component-Description AVP (AVP code 10) is of type Grouped, and it contains session description information for a single media component or IP flow within an AF session and may be based on the SDI exchanged between AF and AF client in the UE. The information is used by the PDF to determine authorised QoS and IP flow classifiers for bearer authorisation. If SDI with media component concept is used within an AF session, the Media-Component-Description AVP shall be used to describe media components. Otherwise, the Session Description AVP shall be used to describe single IP flows.
If a Session Component Description AVP for a particular media component or IP flow (as designated by the Media-Component-Identifier AVP or IP-Flow-Identifier AVP) is omitted in a Gq message, but has been provided in previous Gq messages, the previous information about the session component remains valid.
If AVPs within a Session Component Description AVP for a particular media component or IP flow (as designated by the Media-Component-Identifier AVP or IP-Flow-Identifier AVP) are omitted in a Gq message, but have been provided in previous Gq messages, the previous information remains valid.
A Session-Component is disabled by setting the Uplink-Destination-Port and/or Downlink-Destination-Port to zero.

AVP Format:


Session-Component-Description ::= < AVP Header: 10 >

        [ Media-Component-Identifier]

        [IP-Flow-Identifier ]


        [AF-Application-Identifier ]


        [ Media-Type ]



[Direction]
                [Transport-Protocol]

        [ Max-Bandwidth ]


        [RS-Bandwidth ]

        [RR-Bandwidth ]
                [Uplink-Destination-Address]

        [Uplink-Destination-Port]
                [Downlink-Destination-Address]


        [Downlink-Destination-Port]
                [Uplink-Source-Address]


        [Uplink-Source-Port]
                [Downlink-Source-Address]


        [Downlink-Source-Port]

          [Number-Of-Ports]
6.5.11
Media-Component-Identifier AVP

The Media-Component-Identifier AVP (AVP code x) is of type Unsigned32, and it contains the ordinal number of the position of the media component in the SDI. This number is used by the PDF to map the Session-Component-Description and its Flow-Descriptions to the Flow identifiers used in Go interface. If SDI with media component concept is used within an AF session, the Media-Component-Identifier AVP shall be provided. Otherwise, the Media-Component-Identifier AVP shall be omitted.
6.5.12
IP-Flow-Identifier AVP

The IP-Flow-Identifier AVP (AVP code x) is of type Unsigned32, and it contains the ordinal number of the IP flow assigned in the order of increasing source port numbers. If SDI with media component concept is not used within an AF session, the IP-Flow-Identifier AVP shall be provided. Otherwise, the IP-Flow-Identifier AVP shall be omitted.

6.5.13 AF-Application-Identifier AVP

The AF-Application-identifier AVP (AVP code x) is of type OctetString, and it contains information that identifies the particular service that the AF service session belongs to. This information may be used by the PDF to differentiate QoS for different application services. For example the AF-Application-Identifier may be used as additional information together with the Media-Type AVP when the QoS class for the bearer authorisation at the Go interface is selected. The AF-Application-Identifier may be used also to complete the QoS authorisation with application specific default settings in the PDF if the AF does not provide full Session-Component-Description information.
6.5.14
Media-Type AVP

The Media-Type AVP (AVP code x) is of type Enumerated, and it determines the media type of a session component. The following values are defined:
AUDIO (0)
VIDEO (1)
DATA (2)
APPLICATION (3)
CONTROL (4)
6.5.15
Direction AVP

The Direction AVP (AVP code x) is of type Enumerated, and it determines the direction of the media component. The following values are defined:

UPLINK (0)
Media IP flows of the session component are only allowed in uplink direction. 
DOWNLINK (1)

Media IP flows of the session component are only allowed in downlink direction.
BIDIRECTIONAL (2)

IP flows of the session component are allowed in uplink and downlink direction.

INACTIVE (3)
Media IP flows of the session component are not allowed.
It this AVP is omitted, the default value is BIDIRECTIONAL.
If Transport Protocol is UDP/RTP, RTCP IP flows of the media component are allowed in in uplink and downlink directions for any value of the Direction AVP.
6.5.16
Transport-Protocol AVP

The Protocol AVP (AVP code x) is of type Enumerated, and it determines the transport protocol of the media component. The following values are defined:

UDP (0)

UDP/RTP (1)

TCP (2)
OTHER (3)
Any other transport protocol
6.5.17
Max-Bandwidth AVP

The Max-Bandwidth AVP (AVP code x) is of type Grouped, and it indicates the maximum allowed bandwidth for a media IP Flow within the session component.

AVP Format:


Max-Bandwidth ::= < AVP Header: x >



{ Data-Rate-Unit }



            { Data-Rate }
6.5.18
RS-Bandwidth AVP

The RS-Bandwidth AVP (AVP code x) is of type Grouped, and it indicates the maximum required bandwidth for RTCP sender reports within the media component, as specified in RFC 3556 [x]. The RS-Bandwidth AVP shall only be used if the Session-Component-Description AVP describes a media component with multiple IP flows and the transport is UDP/RTP and this parameter is available within the SDI.
AVP Format:


RS-Bandwidth ::= < AVP Header: x >



{ Data-Rate-Unit }



        { Data-Rate }

6.5.19
RR-Bandwidth AVP

The RR-Bandwidth AVP (AVP code x) is of type Grouped, and it indicates the maximum required bandwidth for RTCP receiver reports within the media component, as specified in RFC 3556 [x]. The RR-Bandwidth AVP shall only be used if the Session-Component-Description AVP describes a media component with multiple IP flows and the transport is UDP/RTP and this parameter is available within the SDI.
AVP Format:


RR-Bandwidth ::= < AVP Header: x >



{ Data-Rate-Unit }



        { Data-Rate }

6.5.20
Data-Rate-Unit AVP

The Data-Rate-Unit AVP (AVP code x) is of type Enumerated, and it defines the unit of the data rate presented in the related Data-Rate AVP. The following values are defined:

BPS (1)

The data rate unit is bits per second.
KBPS (2)

The data rate unit is kilobits per second.
MBPS (3)

The data rate unit is Megabits per second.
6.5.21
Data-Rate AVP

The Data-Rate AVP (AVP code x) is of type Unsigned32, and it indicates the data rate with unit of measure indicated by Data-Rate-Unit AVP.
6.5.22
Uplink-Destination-Address AVP

The Uplink-Destination-Address (AVP code x) is of type Address, and shall indicate the destination address of uplink IP flows within the Session Component.

6.5.23
Uplink-Destination-Port AVP

The Uplink-Destination-Port (AVP code x) is of type Unsigned32, and shall indicate the lowest destination port number of an uplink IP flow within the Session Component. If the transport protocol is UDP/RTP the default is that only the even numbered ports are used for media IP flows with the corresponding one-higher odd ports used for the RTCP IP flows belonging to the RTP session. Therefore if the transport protocol is UDP/RTP the one higher port number shall be reserved as destination for RTCP IP flows. If a Number of Port higher than one is specified in the Number-Of-Ports AVP, the next higher ports are used for the additional IP flows within the media component.
If the Uplink Destination port is set to zero, the corresponding session component shall be disabled.
6.5.24
Downlink-Destination-Address AVP

The Downlink-Destination-Address (AVP code x) is of type Address, and shall indicate the destination address of uplink IP flows within the Session Component.

6.5.25
Downlink-Destination-Port AVP

The Downlink-Destination-Port (AVP code x) is of type Unsigned32, and shall indicate the lowest destination port number of a downlink IP flow within the Session Component. If the transport protocol is UDP/RTP the default is that only the even numbered ports are used for media IP flows with the corresponding one-higher odd ports used for the RTCP IP flows belonging to the RTP session. Therefore if the transport protocol is UDP/RTP the one higher port number shall be reserved as destination for RTCP IP flows. If a Number of Port higher than one is specified in the Number-Of-Ports AVP, the next higher ports are used for the additional IP flows within the media component.

If the Downlink Destination port is set to zero, the corresponding session component shall be disabled.

6.5.26
Uplink-Source-Address AVP

The Uplink-Source-Address (AVP code x) is of type Address, and shall indicate the source address of uplink IP flows within the Session Component. If no uplink source address is available, the AVP shall be omitted.
6.5.27
Uplink-Source-Port AVP

The Uplink-Source-Port (AVP code x) is of type Unsigned32, and shall indicate the lowest source port number of an uplink IP flow within the Session Component. If no uplink source port is available, the AVP shall be omitted. If the transport protocol is UDP/RTP the default is that only the even numbered ports are used for media IP flows with the corresponding one-higher odd ports used for the RTCP IP flows belonging to the RTP session. Therefore if the transport protocol is UDP/RTP the one higher port number shall be reserved as source for RTCP IP flows. If a Number of Port higher than one is specified in the Number-Of-Ports AVP, the next higher ports are used for the additional IP flows within the media component.

6.5.28
Downlink-Source-Address AVP

The Downlink-Source-Address (AVP code x) is of type Address, and shall indicate the source address of uplink IP flows within the Session Component. If no downlink source address is available, the AVP shall be omitted.
6.5.29
Downlink-Source-Port AVP

The Downlink-Source-Port (AVP code x) is of type Unsigned32, and shall indicate the source source port number of a downlink IP flow within the Session Component.  If no downlink source port is available, the AVP shall be omitted.  If the transport protocol is UDP/RTP the default is that only the even numbered ports are used for media IP flows with the corresponding one-higher odd ports used for the RTCP IP flows belonging to the RTP session. Therefore if the transport protocol is UDP/RTP the one higher port number shall be reserved as source for RTCP IP flows. If a Number of Port higher than one is specified in the Number-Of-Ports AVP, the next higher ports are used for the additional IP flows within the media component.

6.5.30
Number-Of-Ports AVP

The Number-Of-Ports (AVP code x) is of type Unsigned32, and shall indicate the number of (uplink or downlink) destination ports for (uplink or downlink) media IP flows within the Session Component. (For bidirectional media components, the number of uplink and downlink media IP flows is equal. For unidirectional media components, only uplink or downlink media IP flows exist). The ports for possible RTCP IP flows shall not be taken into account. If the Number-Of-Ports AVP is not provided, a default value of 1 shall apply.

6.5.31
Bearer-Authorization-Info-Policy AVP

The Bearer-Authorization-Info-Policy AVP (AVP code x) is of type Enumerated, and it defines if the PDF shall contact to the AF due to to bearer authorisation events. The following values are defined:

NO_CONTACT_REQUIRED (0)

The PDF does not need to contact the AF at bearer authorisation events.

CONTACT_1_REQUIRED (1)

The PDF shall contact the AF at bearer authorisation.
6.5.32
Gating-Policy AVP

The Gating-Policy AVP (AVP code x) is of type Enumerated, and it defines the gating control policy used in the AF session. The following values are defined:

DERIVE-CLOSED-GATES-FROM-SESSION-INFORMATION (0)
The PDF shall derive gates from the latest available Session Information provided within the Session-Component-Description AVPs (contained within the same or previous Gq messages). The PDF shall install the gates at the bearer authorisation. The PDF shall close all installed gates except for gates for RTCP IP flows.
DERIVE-GATES-FROM-SESSION-INFORMATION (1)

The PDF shall derive gates and their state (open or closed) from the latest available Session Information provided within the Session-Component-Description AVPs (contained within the same or previous Gq messages). If the bearer has not yet been authorized, the PDF shall install the gates at bearer authorization. If the bearer has already been authorized, the PDF shall PDF shall adjust the state of the installed gates. The PDF shall remove installed gates if the corresponding the Session-Component-Description AVP has been disabled.

INDIVIDUAL GATE_CONTROL_USED (2)
The PDF shall enable or disable IP flows as controlled by the AF with the Gate-Description AVP.
During an entire AF session, either individual gate control or gate control derived from session information shall be used.  A change between INDIVIDUAL GATE_CONTROL_USED and other gating policy values is therefore forbidden. A change between DERIVE-CLOSED-GATES-FROM-SESSION-INFORMATION and DERIVE-GATES-FROM-SESSION-INFORMATION is allowed, 
6.5.33
Single-Reservation-Flow AVP
The Single-Reservation_flow AVP (AVP code x) is of type Grouped, and it indicates that several media components shall be handled with a single reservation flow:
AVP Format:


Single-Reservation-Flow ::= < AVP Header: x >


        *[ Media-Component-Identifier]
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