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	In order to optimize access to the data of a session (status etc) within the PDF, it may  use an optional “server session handle”, which identifies that session data within the PDF. It adds the handle to the first Gq message sent to the AF within the session. The AF stores the handle and adds it to each Gq message that is sent thereafter to the PDF within the same session. This CR defines a new attribute-value-pair (AVP) for the handle and the rule how to exchange it between PDF and AF.

Note: To optimize access to the data of a session within the AF, it may use the optional part of the session id AVP (see section 8.8 in RFC 3588) as a “client session handle” in a similar manner.
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	 Definition of “server session handle” AVP.
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	Using a server session handle helps to improve performance of the PDF. If not approved, access to session specific data probably needs significantly more resources (CPU, memory) within the PDF because it has to search for the data by use of the session id, which is generated by the AF.

	
	

	Clauses affected:
(

	 6.2, 6.4

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


< First amended section>
2
References

…

[6]

IETF RFC 3588, “Diameter Base Protocol” 
…
< Next amended section >
6.2
Gq messages

...
6.2.X   Messages with Server Session Handle AVP
When the PDF sends the first Gq message within a session to the AF, the message may include a Server Session Handle AVP (see section 6.4), which is generated by the PDF and identifies the session within the PDF. If that message includes a Server Session Handle AVP, the AF shall add it to each Gq message that is sent thereafter to the PDF within the same session.
Note: The Server Session Handle can be used to optimize access to the data of a session within the PDF when it receives a Gq message from the AF. To optimize access to the data of a session within the AF, the AF may use the optional part of the session id AVP (see section 8.8 of [6]) as a “client session handle” in a similar manner.
< Next amended section >
6.4 Gq specific AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	Server Session Handle
	X
	6.4.X
	OctetString
	V
	M, P
	
	
	Y

	NOTE 1:
The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit denoted as ‘V’, indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see [6].


…
6.4.X   Server Session Handle AVP

The Server Session Handle AVP identifies a session within the PDF. Its purpose is to optimize access to the data of a session (status etc) within the PDF when it receives a Gq message from the AF. See also section 6.2.X.
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