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Introduction

This contribution sums up requirements for the encoding of service information and gate control indications at the Gq interface, and outlines design criteria that help to find a suitable encoding of the required information.
Based on these considerations, it is suggested to derive the encoding of service information at the Gq interface from SDP.

A common understanding on the principles of encoding service information seems essential to allow a fast progress of the work in CN3.
From TS 23.207v611 Section 5.3a.2:
Information Exchanged via Gq interface

Service information:

The AF provides the following service information to the PDF to be used as a basis for the service-based local policy decisions.

a) Description of session: the AF may provide one or more of the following information when describing the session (the set of information that needs to be sent in different cases depends on a service for which the media authorisation is required):

-
Information defining the media to which QoS must be applied

-
An indication of the requested type of service handling per media, e.g., conversational voice or video, streaming voice or video
-
AF service signaling message direction (originating or terminating side)

b) Definition of whether PDF shall contact the AF at resource reservation during the session.

c) Install Gating Policy: Definition of whether gating control is used or not in the session. If gating control is not used, the PDF opens the gates in the GGSN at the bearer authorisation.

Authorisation token:

The PDF generates one or more Authorisation token(s) on request from the AF. The Authorization token contains the fully qualified domain name of the PDF and a reference in the PDF, which allows the PDF to uniquely identify the AF session.

Charging correlation related information:

The AF and PDF may exchange charging correlation related information. The AF charging identifier (e.g. ICID in case of IMS), if available, shall be transferred from the AF to the PDF, which shall forward it to the GGSN. GPRS charging identifier, if available in the PDF, shall be transferred to the AF.

Gate control indications:

The AF indicates when a media is to be enabled or disabled to pass through the access network. The indication contains information defining the media and its required status (enabled/disabled). The PDF opens or closes the gate in the GGSN based on this indication. The PDF shall respond with the result of the operation to the AF.

Bearer reservation indication:

The PDF shall send bearer reservation indication to the AF to indicate that the bearer resources have been reserved, if the AF in the initial authorisation request had requested it.
Bearer release indication:

Information available at the PDF on the bearer resource release is forwarded to the AF. The indication may contain information about the reason of the release.

Revoke authorisation command:

The AF determines when all authorisations related to an authorization token and all related authorizations need to be removed e.g. due to the AF session release, and shall instruct the PDF to remove the resources previously authorised for the session. The revoke authorisation command may contain information about the reason of the revoking.
Discussion of Requirements.

The current state of stage 2 gives a considerable degree of freedom with respect to the granularity of the media information in both the service information and the gate control indications.
The following main design criteria are the guiding principles for the suggestions below:

1. Keep things as simple as possible for the IMS use case. Requiring comparable complexity in a Rel.6 P-CSCF to handle the Gq interface as for a Rel-5 P-CSCF/PDF to handle the Go interface should be avoided:

a. Minimize SBLP functionality within P-CSCF.

b. Avoid complicated re-encoding and information mapping within the P-CSCF.

c. Keep as little SBLP state as possible within the P-CSCF

2. It should be possible to concentrate SBLP logic within the PDF:

a. It is already an agreed principle that the SBLP mapping functionality described in TS 29.208 should reside in the PDF.
b. This contribution suggests that it should be possible to allocate the detailed knowledge of gates also within the PDF.
c. It may be possible to perform the mapping from media components to flow identifiers only in the PDF.

3. Provide flexibility for non-IMS AFs. The detailed nature of future services is hard to predict, and the Gq interface should be able to support a wide range of services. Services may either require a detailed SBLP control, or they may want to keep their SBLP functionality as simple as possible. This has implications for the service information at the Gq interface:
a. To allow a detailed control, a fine-grain granularity down to IP flows is desirable both for service information and gates.
b. To keep things simple for the AF, a course-grain functionality should also be possible.
c. The only well-known description of media on a higher granularity level than IP flows is SDP media components. This granularity should therefore be supported.
d. The AF and the UE may exchange session description information. Although this information may be encoded in any format, SDP is the most widespread protocol for such purposes. Complicated re-encoding of this information should therefore be avoided at least for SDP.

e. The AF should not be required to have a detailed knowledge of gates.
f. The encoding of the service information at the Gq interface should allow for some extensibility for future requirements.

4. The solution should require as little changes to Rel.5 as possible. In particular, for the TS 29.208 mapping as well as many other parts of TS 29.207 and TS 29.208 SDP concepts, parameters and values are used. Modifying this description to a large extent bears the risk of unclear descriptions and unintended functional changes.
5. For the IMS use case, some principles must remain unaltered to Rel.5 for backward compatibility:

a. The authorized QoS at the Go interface must be equal to the authorized QoS derived from the SDP at the UE.

b. The authorized QoS at the Go interface should therefore not be modified.

c. The flow identifiers depend upon the order and semantics of SDP media components. This principle needs to remain unchanged.
d. The media grouping concept expressed in terms of SDP media components must be supported.
6. Re-use exiting mature protocols, instead of developing own descriptions from the scratch
a. Helps meeting the ambitious Gq finalization dates.

b. Minimizes the risk of ambiguities and faults.

c. Allows the re-use of existing protocol implementations.

Encoding of Service Information

It is obvious that many of the above criteria can easily be satisfied if the encoding at the Gq interface uses, or is derived from, SDP: 1.b, 2.a, 3.c, 3.d, 4.a., 5, 6, 7
SDP allows for extensions, e.g. by registering new attributes, bandwidth modifiers, media types or transport identifiers at the IANA. SDP extensions for new requirements and services are being developed by the IETF, and are available for a reuse at the Gq interface if suitable. There is some likelihood that the IETF defined extensions suit new services, which may also be defined by the IETF.
How does SDP encode the required information?
· The “c=” line defines the destination IP addresses
· The “m=” line defines:

· destination port(s)

· the optional  number of ports bears information about the number of IP flows

· requested type of service handling via the media type  ("audio", "video", "application", "data" and "control") according to TS 29.208, table 7.1.1.2.

· transport identifies e.g. TCP, UDP or UDP/RTP

Other information within the m line, such as the RTP payload type, is not required.

· The direction attributes (e.g. “a=sendonly”) define the direction of the media and thus the direction and the number of IP flows

· The bandwidth information (“b=”) allows to express the required bandwidth.
Other SDP parameters are not relevant. 

As an optional enhancement, it may be beneficial to add the possibility to express the desired QoS directly, rather than through the media type. This might be done by defining a new SDP attribute.

SDP is also capable to express information in the granularity of IP flows by means of unidirectional media components.

“draft-ietf-mmusic-sdp-srcfilter” allows expressing source IP addresses within SDP.

Specific information about RTCP IP flows may be transmitted with the help of the following RFCs:
· RFC 3556: “Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control Protocol (RTCP) Bandwidth”

· RFC 3605: “Real Time Control Protocol (RTCP) attribute in Session Description Protocol (SDP)”

Alternatively, RTCP IP flows might be encoded with separate ordinary m-lines with arbitrary payload type.

However, an SDP media component may also describe several IP flows, allowing for a higher granularity.
RFC 3388 and RFC 3524 define SDP extensions that allow describing how to group SDP media components to PDP contexts. These extensions are used within the IMS and must be taken into account for SBLP.

SDP therefore allows for the transport of most of the required information and provides some flexibility with respect to the granularity, as well as some extensibility.
It is therefore suggested to derive the encoding of service information at the Gq interface from SDP. Possibilities to do so will be detailed below.

Some service information parameters have no SDP equivalent and must be encoded independently, e.g. as separate DIAMETER attribute value pairs:

· AF service signaling message direction (originating or terminating side)
· Definition of whether PDF shall contact the AF at resource reservation during the session.

· Install Gating Policy and other control information for SBLP procedures
Encoding of Gate Control Indications

For the IMS use case, the information about gates is deduced from the above SDP parameters. It is desirable that such functionality may reside within the PDF.
In order to control gates, the AF should therefore be able to request the PDF to

1. deduce gates from SDP

2. open all suitable gates (for non-held media).
(For the IMS case, at 200 OK)

3. Deduce new gates and gate states and from modified SDP.
(May possibly be combined in one command with 2.)
4. close all gates

In order to control gates, the Gq interface should therefore allow for the transport of the same SDP information as for the service information, plus an attribute value pair encoding the gate operation to be derived from this SDP as described above.
It is for further study if a finer granularity of gate control is also required at the Gq interface, and in which release. If finer granularity is required, it is suggested to provide a gate control at the Gq interface on a IP flow basis similar to the Go interface as an alternative. However, this would require the AF to perform a mapping from media components to IP flow identifiers.
Encoding SDP at the Gq interface
The previous discussion has shown that the essential concepts and parameters of SDP are the following:

1. Media component concept: information from the following parameters
2. Parameter “m=<media> <port>/<number of ports> <transport> …”

3. Parameter “c=<network type> <address type> <connection address>”

4. Parameter “b=<modifier>:<bandwidth-value>”
5. Parameter “a=<attribute>” or “a=<attribute>:<value>”
Only some attributes are of importance, but most SDP extensions define new attributes, so it seems desirable to allow transporting any attribute.
Identified important attributes
a. Direction attributes “sendonly”, “recvonly”, “sendrecv”, “inactive”

b. “group” RFC 3388 and RFC 3524

c. Possibly "rtcp", RFC 3605, ffs.

d. Possibly “source-filter”, draft-ietf-mmusic-sdp-srcfilter, ffs

6. Semantics implied by the order of these parameters.
The Gq service description should be derived with as little modifications to the above as possible.

This still leaves some freedom with respect to the encoding of this information: Possibilities include:

· Define one SDP AVP.  The value would be ASCII containing SDP.  SDP parameters not listed above could be included by the AF, but would be ignored by the PDF.

· Define separate AVPs for each of the above parameters. The order of the parameters should bear the same significance as defined for SDP.

Summary of Suggestions
· derive the encoding of service information at the Gq interface from SDP
· Maintain at least the essential SDP concepts identified

· Allow a course grain filter control concept at Gq, where gates are derived from service information at the PDF.
