3GPP TSG-CN WG3 Meeting #31
N3-040026
Atlanta, USA. 16th - 20th February 2004.

Source:
Nortel Networks
Title:
Gmb interface protocol proposal
Agenda item:
10.6
Document for:
DISCUSSION & APPROVAL
1. Introduction

In the last CN3 meeting, Nortel presented a discussion paper (N3-030691) where It is proposed to consider the use of RADIUS for the Gmb interface for those user Authentication functions (i.e. PDP Context authorisation) for which RADIUS has already been defined. 
Nortel still considers that it makes sense to re-use the Authorization part already implemented in the GGSN and AAA server, instead of duplicate the functionality. This will simplify the development of the new interface, speeding up the introduction of the new functionality. 
For the new functionalities (Content Part) required in the Gmb interface (service specific), DIAMETER is seen as a good option and the NASREQ application could be applied in this case.

2. Discussion

As shown in that previous paper, the intention was to optimize resources in the development of the new interface, saving this way operator investment by reusing existing functionalities.

The possibility of accepting the use of both RADIUS and DIAMETER over Gmb interface was postponed for SA2 to make a decision on the MBMS architecture: Can the BM-SC be considered as a function that can be split between different elements?
In SA2, a proposal for the GGSN to route Gmb requests to different elements was not agreed due to the configuration impacts on the GGSN. But it was noted that, if necessary, proxy functionality could be used to route different Gmb requests to the appropriate device. It is also clear than the BM-SC is a functional, not a physical, element whose functions may vary between different user services, so it seems necessary that these could be physically distributed. Further clarification of this issue may therefore be required in SA2.
Nortel still considers that re-use of existing functionality is always a desirable goal whenever possible, and in this case the requirements concerning the user authorization part are clearly the same as the existing ones for the AAA server through the Gi interface.

CN3 must consider that SA2 has not yet concluded its debate on this architectural issue, which in turn may impact the optimal decision for the protocol to be used over the Gmb interface. But also CN3 must consider the schedule to complete stage 3 development. In an effort to achieve a way forward, that is, finding the best protocol for the Gmb interface taking into consideration the 2 outlined issues above (architectural concept still open, and benefits of reusing existing functionality), Nortel propose to work on the basis of DIAMTER protocol with the following working assumption:

The DIAMETER interaction for Gmb authorisation should be considered as a special case of normal PDP Context authorisation using DIAMETER. That is, the existing Gi RADIUS interface can be evolved in an obvious way to DIAMETER. The Gmb messaging for user authorisation should be based on this principle, rather than defining a new MBMS-specific DIAMETER application. 
3. Conclussion
In order to progress work, acting in a safe manner with regard to possible SA2 architectural decisions, and reusing whenever possible, existing functionality, it’s proposed to use Diameter NASREQ for the Gmb interface for the user authorization part. It is also proposed to use NASREQ for the MBMS specific part, although in this case some extensions may be needed to fulfil all the requirements. 
It is also proposed to adopt the working assumption that the DIAMETER interaction for Gmb authorisation must use the same messaging as for normal PDP Context authorisation using DIAMETER.
Finally, the DIAMETER interactions for different services, those for user authorisation and the service-specific interactions should be functionally independent so that they can be routed differently by a DIAMETER proxy. 
