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1
Introduction

This contribution analyses the requirements of the Reason header with a view to completing the Annex A tables within 3GPP TS 24.229. 

Confirmation of CN3 is also needed with regard to the functionality of the MGCF, in respect of this header when interworking with BICC/ISUP.

The conclusions of this contribution are implemented in an associated CR.

2
Requirements from IETF specifications

There is only one published SIP specification that identifies the Reason header (it is also included in RFC 3398 but that does not add anything to the SIP protocol). No working group internet drafts add further specification to the Reason header.

2.1
The Reason Header Field for the Session Initiation Protocol (RFC 3326)

Clause 1, 4th through 7th paragraph specifies:

An INVITE can sometimes be rejected not because the session initiation was declined, but because some aspect of the request was not acceptable.  If the INVITE forked and resulted in a rejection, the error response may never be forwarded to the client unless all the other branches also reject the request.  This problem is known as the "Heterogeneous Error Response Forking Problem", or HERFP.  It is foreseen that a solution to this problem may involve encapsulating the final error response in a provisional response. The Reason header field is a candidate to be used for such encapsulation.

Initially, the Reason header field defined here appears to be most useful for BYE and CANCEL requests, but it can appear in any request within a dialog, in any CANCEL request and in any response whose status code explicitly allows the presence of this header field.

Note that the Reason header field is usually not needed in responses because the status code and the reason phrase already provide sufficient information.

Clients and servers are free to ignore this header field.  It has no impact on protocol processing.

Clause 2 specifies:

2. The Reason Header Field

The Reason header field MAY appear in any request within a dialog, in any CANCEL request and in any response whose status code explicitly allows the presence of this header field.  The syntax of the header field follows the standard SIP parameter syntax.

Reason


=  "Reason" HCOLON reason-value *(COMMA reason-value)

reason-value

=  protocol *(SEMI reason-params)

protocol


=  "SIP" / "Q.850" / token

reason-params

=  protocol-cause / reason-text / reason-extension

protocol-cause 

=  "cause" EQUAL cause

cause


=  1*DIGIT

reason-text

=  "text" EQUAL quoted-string

reason-extension

=  generic-param

The following values for the protocol field have been defined:

SIP: The cause parameter contains a SIP status code.

Q.850: The cause parameter contains an ITU-T Q.850 cause value in decimal representation.

Examples are:

Reason: SIP ;cause=200 ;text="Call completed elsewhere"

Reason: Q.850 ;cause=16 ;text="Terminated"

Reason: SIP ;cause=600 ;text="Busy Everywhere"

Reason: SIP ;cause=580 ;text="Precondition Failure"

Proxies generating a CANCEL request upon reception of a CANCEL from the previous hop that contains a Reason header field SHOULD copy it into the new CANCEL request.

In normal SIP operation, a SIP status code in a response provides the client with information about the request that triggered the response, the session parameters, or the user.  For example, a 405 (Method not allowed) response indicates that the request contained an unsupported method.  A 488 (Not Acceptable Here) indicates that the session parameters are unacceptable and a 486 (Busy Here) provides information about the status of the user.

Any SIP status code MAY appear in the Reason header field of a request.  However, status codes that provide information about the user and about session parameters are typically useful for implementing services whereas status codes intended to report errors about a request are typically useful for debugging purposes.

A SIP message MAY contain more than one Reason value (i.e., multiple Reason lines), but all of them MUST have different protocol values (e.g., one SIP and another Q.850).  An implementation is free to ignore Reason values that it does not understand.

Clause 4 specifies:

4. IANA Considerations

This document defines a new SIP header field, "Reason", according to Section 27 of RFC 3261.

Protocol values (and their associated protocol cause) to be used with this header field are registered by the IANA into a new sub-registry under http://www.iana.org/assignments/sip-parameters, labeled "Reason Protocols".  Reason protocols MUST refer to either an ITU-T Recommendation number, an IETF protocol name or the recognized protocol identifier from another standardization organization. Protocol cause describes the source of the 'cause' field in the Reason header field.

The only entries in the registry for the time being are:

Protocol Value
Protocol Cause

Reference

--------------
---------------

-----------

SIP

Status code

RFC 3261

Q.850

Cause value in decimal
ITU-T Q.850 representation

Clause 5 specifies:

5. Security Considerations

Spoofing or removing the Reason header field from a response in a HERFP scenario can make it impossible for a client to update properly its previous request, making therefore session establishment impossible. Thus, it is RECOMMENDED that this header field is protected by a suitable integrity mechanism.

3
Requirements summary

3.1
IETF requirements

Where the "The Reason Header Field for the Session Initiation Protocol" extension is supported, the header is allowed in all requests. It is optional for clients to include the header in requests, and optional for a server to understand such received headers in requests.

While the specification makes provision for the header to appear in responses, it clearly states that it can only appear in such responses where the status code has been defined to allow it. No such status code has so far been defined, and therefore currently the header is not allowed in responses.

3.2
3GPP requirements

Current decisions within 3GPP WG CN1 state that this specification is regarded as useful for use in 3GPP, but no explicit specification is made for its use. As such, as specified for IETF and included within the profile, it is generally available for any UA to use (User agent, Application server).

A question lies over the use for the MGCF. The MGCF is a user agent. 

· Receive: There is no mapping that the MGCF can perform when it receives such a header, and therefore the status for receive at the MGCF can only be "x" (prohibited).

· Send: 3GPP TS 29.163 makes no reference to the use of the Reason header, and therefore it is assumed that the send status according to this is "x" (prohibited). 

[Within ITU-T Recommendation Q.1912.5, on which 3GPP TS 29.163 is based, generation of the Reason header is optional for interworking units, and if this was adopted, the send status would become "o". The latter would require an explicit decision for support within 3GPP WG CN3.]

In representation of this MGCF behaviour, the "x" is placed within the major capabilities table, rather than in the individual header rows in the PDU parameters tables.

Additionally, it should be noted that occasionally other entities that normally act as proxies can source and sink requests. These are typically the REGISTER request, and the SUBSCRIBE and NOTIFY requests. While we do not normally expect to see the Reason header occurring in these circumstances, there does not seem to be a great deal of point in explicitly precluding it from these methods, especially as we have not explicitly precluded other end-to-end headers (e.g. Organization) under similar circumstances. Thus if an implementor can really think of a use for it, then we propose that 24.229 will not prevent it happening. We consider the argument for this is different from that relating to the support in the MGCF, as the MGCF functionality should only respond to headers, and generate headers, as a result of interworking functionality.

Further, in the examples given, one shows the use by a proxy in the case of a forked request. The proxy sends a CANCEL to the unsuccessful UAS, the CANCEL containing a Reason header. In this case it is probably best considered that the forking proxy is acting as a UA to send the CANCEL request. As such it will be found that this is perfectly legitimate behaviour for a user agent, and no further entries are required in the SIP profile. Note that if identification of this additional behaviour is considered to be important, then a better representation would be to place an additional new capability in the major capabilities table.

4
Conclusion

This document is submitted to 3GPP WG CN1 for information in support of the associated CR contained in N1-031437 (and associated changes to 24.841 contained in N1-031438).

This document is submitted to 3GPP WG CN3 for confirmation of the behaviour associated with the MGCF.

