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1. Introduction

Gmb Stage 3 specification have to take into account the architecture and functional description contain in TS 23.246:
This includes user specific MBMS signalling and MBMS service specific signalling.
MBMS service specific Gmb signalling:

· The GGSN establishes the MBMS bearer context and registers at BM-SC.

· The GGSN or the BM-SC releases the MBMS bearer context and de-register the GGSN from the BM-SC.

· The BM-SC indicates session start and stop to the GGSN including session attributes like QoS or multicast area.

User specific Gmb signalling:

· The BM-SC authorises the user specific MBMS multicast service activation (join) at the GGSN.

· The GGSN reports to the BM-SC the successful user specific MBMS multicast activation (join) to allow the BM-SC to synchronise the BM-SC UE MBMS context and charging with the MBMS UE contexts in SGSN and GGSN.

· The GGSN reports to the BM-SC when a user specific MBMS multicast service is released or deactivated (e.g. when the radio contact is lost) to synchronise BM-SC UE MBMS contexts and charging with the MBMS UE contexts in SGSN and GGSN.

This imply the interactions described in Figure 7, steps 3, 4 an 10, 11 of the TS 23.246. Basically the GGSN requests authorisation of the user specific MBMS multicast activation join and the BM-SC responds with the authorisation.

The BM-SC initiates the deactivation of a user specific MBMS multicast service when the MBMS service is terminated at application layer.

As it can be seen, there are clearly 2 functionalities well differentiated. The stage 2 requirements are in fact split in 2 parts:

· User Service Part

· Content Service Part

2. Discussion
The BM-SC can be thought of as a functional entity which needs to exist for each service - whether the BM-SC functions for a given service are supported on a general-purpose device (e.g. normal AAA server) or on the application server itself will depend on the service. 

We propose that the exact functional decomposition of the BM-SC across multiple elements remains out of scope for stardardisation. Operators should be free to choose to deploy a variety of products in different combinations to perform the BM-SC functions. The Gmb must support this flexibility. 

Therefore, it should be considered:

· It should not be assumed that the "BM-SC" which terminates the Gmb interface is the same for every MBMS service. The GGSN will need a table mapping Service Identity (=APN+Multicast address) to BM-SC address

· it should not be assumed that the same BM-SC will provide all the different Gmb functions for a given service - user authorisation for a range of services may be performed by a centralised standard AAA service, whereas Session Start/Stop may be handled by the application server itself.

 

Rather than provisioning BM-SC addresses separately for each service, services could be grouped by multicast address range, since it is the operator which decides on the multicast addresses that will be used.

RADIUS could be used for the user authentication part of Gmb since the requirements here have a large amount in common with the existing usage of RADIUS to authorise a PDP Context.

Certainly, if DIAMETER is used, the user authorisation case should be considered just to be a special case of normal PDP Context authorisation (i.e. using the DIAMETER NASREQ application, rather than defining a new one).

 

 

 2.1 Use of RADIUS for the Authentication part
 

RADIUS is already specified in 29.061.

If there are two tasks to achieve, A and B, and they are very different in nature, then there are two sets of sending and receiving functions to develop. A simpler solution will be to use protocols for these two tasks that are perfectly adapted to  their purposes.

 

We should not rule out the idea that user authentication for MBMS is handled by a different platform from Session Start/Stop (e.g. user authentication handled by the existing RADIUS server and Session Start/Stop by the service platform itself.)

 

MBMS service specific Gmb signalling:

· The GGSN establishes the MBMS bearer context and registers at BM-SC.

· This can be achieved with radius

· The GGSN or the BM-SC releases the MBMS bearer context and de-register the GGSN from the BM-SC.

· Server initiated release is an option in radius. GGSN initiated can be achieved with Radius.

· The BM-SC indicates session start and stop to the GGSN including session attributes like QoS or multicast area.

· This function is defined in Radius for client initiated. It would be better achieved with Diameter.

In AAA terms, these functions can be seen as an initial Access Request/Accept transaction, with which the GGSN registers at the BM-SC, followed by further signalling in the context created by this initial transaction to indicate session start/stop or to de-register the GGSN.

User specific Gmb signalling:

· The BM-SC authorises the user specific MBMS multicast service activation (join) at the GGSN.

· This can be viewed as a normal AAA Access-Request/Accept and achieved with Radius

· The GGSN reports to the BM-SC the successful user specific MBMS multicast activation (join) to allow the BM-SC to synchronise the BM-SC UE MBMS context and charging with the MBMS UE contexts in SGSN and GGSN.

· This can also be viewed as a normal AAA Access-Request/Accept and so can be achieved with radius

· The GGSN reports to the BM-SC when a user specific MBMS multicast service is released or deactivated (e.g. when the radio contact is lost) to synchronise BM-SC UE MBMS contexts and charging with the MBMS UE contexts in SGSN and GGSN.

· This can be achieved with Radius client initiated release

As we can see many of the functionalities could be fulfilled with the existing Radius functionalities. 

3. Conclusion

It is proposed to consider the use of RADIUS for the Gmb interface for those user Authentication functions (i.e. PDP Context authorisation) for which RADIUS has already been defined. 

We consider that it make sense to re-use the Authorization part already implemented in the AAA server, instead of duplicate the functionality in another node. This will simplify the development of the new interface, speeding up the introduction of the new functionality.

For the new functionalities (Content Part) required in the Gmb interface (service specific), DIAMETER is seen as a good option as shown in the “3” paper. The NASREQ application could be applied in this case.

