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INTRODUCTION

CN3 has been identified as the working group within the MBMS work item for carrying out work on the Gmb interface. SA2 have now defined the functionality required from this interface, and the stage 2 specification is being submitted for approval to the next plenary. 

CN3 now need to investigate the choice of protocol for the Gmb interface, given the SA2 requirements outlined with the stage 2 technical specification. This paper details an analysis of the functionality required for the interface (and may also act as an introduction with those not familiar with MBMS), with possible suggestion as to the protocol that is best suited for the job. 

DISCUSSION

The requirements outlined within the stage 2 specification for the Gmb functionality (at the time of writing this document) are as follows;

MBMS service specific Gmb signalling:

· The GGSN establishes the MBMS bearer context and registers at BM-SC.

· The GGSN or the BM-SC releases the MBMS bearer context and de-register the GGSN from the BM-SC.

· The BM-SC indicates session start and stop to the GGSN including session attributes like QoS or multicast area.

User specific Gmb signalling:

· The BM-SC authorises the user specific MBMS multicast service activation (join) at the GGSN.

· The GGSN reports to the BM-SC the successful user specific MBMS multicast activation (join) to allow the BM-SC to synchronise the BM-SC UE MBMS context and charging with the MBMS UE contexts in SGSN and GGSN.

· The GGSN reports to the BM-SC when a user specific MBMS multicast service is released or deactivated (e.g. when the radio contact is lost) to synchronise BM-SC UE MBMS contexts and charging with the MBMS UE contexts in SGSN and GGSN.

-
The BM-SC initiates the deactivation of  a user specific MBMS multicast service when the MBMS service is terminated at application layer.
The above requirements are analysed below into several functional requirements from which the choice of AAA protocol for the Gmb interface can be derived;

1. FUNCTION:  Authorisation of user to MBMS service

When the GGSN detects that an IGMP Join message has been received (e.g. via the always-on PDP context), the GGSN should initiate a message towards the BMSC to request: subscription checking for the user and the service being requested. If the UE is authorised to join the group, the GGSN is informed and the Multicast Context activation procedure shall be initiated by the GGSN. If the UE is refused from joining the group, the authorisation shall fail, and the GGSN shall be informed, whereupon no action will be taken.

ANALYSIS

This functionality is synonymous with existing RADIUS client functionality within the GGSN (Access Request) (outlined within TS29.061). Additional fields may need to be added to the messages to indicate the multicast service being authorised. 

2. FUNCTION: Reporting of successful MBMS Context Activation for a user.

When the GGSN detects that an MBMS service has been successfully activated for a user, the GGSN should initiate a message towards the BMSC informing it of this fact.

ANALYSIS

This functionality is synonymous with existing RADIUS client functionality within the GGSN (Accounting Request Start). (outlined within TS29.061). Additional fields may need to be added to the messages to indicate the multicast service successfully activated.

3. FUNCTION: Establishment/Release of the bearer context / registration of the GGSN at BMSC

The establishment of the bearer context and registration of the GGSN at the BMSC would be performed for the first user (once authorised) on a particular GGSN, for a particular multicast service.  The release of the bearer context and deregistration of the GGSN would be performed either by the BMSC or by the GGSN. 

ANALYSIS

In order to indicate this functionality across the Gmb interface, existing RADIUS client within the GGSN may be used to indicate registration/bearer context establishment (e.g. Accounting request ON/OFF). (outlined within TS29.061). Additional fields may need to be added to the messages for indicating which multicast service that the GGSN is registering/establishing a bearer context for. 
However for a BMSC initiated deregistration or bearer context release, a bi-directional protocol would be preferable in this instance e.g. DIAMETER. 

Note that in order to simplify this procedure and minimise GGSN signalling, the entity responsible for performing the authorisation (e.g. the AAA) could request (proxy) the GGSN multicast tree membership on behalf of the GGSN to the entity responsible for delivering the multicast content. This proxy registration/de-registration function would be outside the scope of the standards and would not require standardisation. 

4. FUNCTION: Indication of session START and STOP of session by BMSC

The BMSC will pre-indicate the arrival of data for a multicast service (along with the attributes of the data e.g. QoS) to the every GGSN that has registered for that service . This causes the GGSN/SGSN/RNC to set up the appropriate resources (inflate the pipe) to deliver the data to the users who have joined the service. It similarly indicates the end of a data transmission for a multicast service so that the resources may be released (deflate the pipe)

ANALYSIS

This functionality can be achieved via either having a RADIUS client within the BMSC communicating with a RADIUS server on the GGSN, or the use of a bi-directional protocol e.g. DIAMETER.

5. FUNCTION:  Reporting of a release of an MBMS context for a user

Either the GGSN or BMSC may release the user specific MBMS context at any stage e.g. due to explicit user leaving, or network initiated reasons e.g. BMSC releases user context due to credit expiry. 

ANALYSIS
This functionality may be e achieved via either having a RADIUS client within the BMSC communicating with a RADIUS server for BMSC terminated sessions and vice versa for GGSN terminated session or the use of a bi-directional protocol e.g. DIAMETER

SUMMARY

From the above discussion it is seen that there are two possible alternatives for the AAA protocols to be used, RADIUS or DIAMETER 

If we use AAA/RADIUS then: 

· RADIUS is a uni-directional protocol,

· The AAA entity must incorporate a RADIUS Client function to originate RADIUS messages and include the unique session identifier (e.g. NSAPI) in the Session Start messages sent to the GGSN

· The GGSN must include a RADIUS Server function to receive RADIUS messages and identify the correct Multicast Context based on the unique session identifier

As an alternative AAA/DIAMETER:

· DIAMETER is a Bi-Directional Protocol and seems a “better fit” for the functionality required for the Gmb interface. 

· From an initial analysis by 3, it has been found that following new AVP fields are required to be defined within the DIAMETER messages exchanged. 

· TMGI (Temporary Mobile Group Identifier)

· APN

· IP MultiCast Address

· QoS

· MultiCast Area

PROPOSAL

The major advantage to re-using the existing RADIUS client functionality within the GGSN, will be the minimising of upgrade cost for operators (and maybe implementation costs for vendors (), however since it appears from this analysis that the existing RADIUS client functionality is not sufficient to provide the full functionality set required by the Gmb interface, it is proposed that AAA/DIAMETER is used as the working assumption for Gmb interface. 

Furthermore, as the functionality and protocol defined here is tightly matched to functionality defined for the Gi interface, it is proposed to add a new section to the existing TS29.061 to document the new functionality required for this reference point. If this can be agreed, then 3 shall bring appropriate CRs for the next meeting

