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6
Transport over IP

6.1
General

RTP (RFC 1889 [24]) over UDP (RFC 768 [22]) over either IPv4 (RFC 791 [23]) or IPv6 (RFC 2460 [27]) shall be used in the transport network user plane. The present specification takes the role of an RTP profile in describing the transport of the Nb UP protocol by RTP. Figure 4 shows the protocol stack for the transport network user plane on the Nb interface.

	RTP

	UDP

	IPv4 or IPv6


Figure 4: IP Protocol stack for the transport network user plane

Tunnelling, as described in 3GPP TS 23.205 [1], shall be used to transport the IP bearer control protocol IPBCP conform the ITU-T Recommendation Q.1970 “BICC IP Bearer Control Protocol” (IPBCP) (see 3GPP TS 29.205 [11]).
The “Modify Bearer “ procedure used during codec modification, and codec re-negotiation, as described within TS 23.153 [28], shall be implemented as a switch in RTP payload types identifiers without IBBCP signalling, as described in Section 6.4.
6.2
Bearer Transport

6.2.1
IP

Either IPv4 (RFC 791 [23]) or IPv6 (RFC 2460 [27]) shall be used.

One MGW may have several IP interfaces with different IP addresses.

6.2.2
UDP

The UDP Protocol (see RFC 768 [22]) shall be applied.

Two consecutive port numbers shall be used at each MGW for the RTP bearer and for the optional RTCP connection that transport a single Nb UP connection. Two such consecutive port numbers are termed “port number block” in what follows. The first port number shall be even and shall be assigned to the RTP protocol. At a given MGW, the same port shall be used to send and to receive RTP PDUs. The next port number shall be assigned to the RTCP protocol. This port shall be reserved even if the optional RTCP protocol is not used.

Each MGW shall administer the port numbers it intends to use for RTP/RTCP port number blocks.

6.2.3
RTP

RTP (see RFC 1889 [24]) shall be applied.

6.2.3.1
RTP Header

The RTP Header Fields shall be used as described in the following subclauses:

6.2.3.1.1
Version

RTP Version 2 shall be used.

6.2.3.1.2
Padding

Padding shall not be used.

6.2.3.1.3
Extension

The RTP Header shall not have an extension.

6.2.3.1.4
Contributing Source (CSRC) count

There are zero CSRCs.

6.2.3.1.5
Marker Bit

The marker bit is ignored.

6.2.3.1.6
Payload Type

A dynamic Payload Type (see RFC 1890 [25]) shall be used. Values between 96 and 127 shall be used. A value between 96 and 126 shall be negotiated by means of the bearer control protocol. The next higher value shall also be reserved and may be used after a bearer modification (see Section 6.4). After the set-up of the bearer, the number negotiated by means of the bearer control protocol shall be used.
6.2.3.1.7
Sequence Number 

The sequence number shall be supplied by the source MGW of a RTP PDU. The sink MGW of a RTP PDU may ignore the sequence number or it may use it to obtain statistics about the link quality and / or to correct out-of-sequence delivery, e.g. by dropping out-of-sequence packets.

6.2.3.1.8
Timestamp

The timestamp shall be supplied by the source MGW of a RTP PDU. A clock frequency of 16000 Hz shall be used. The sink MGW of a RTP PDU may ignore the timestamp or it may use it to obtain statistics about the link quality and / or to correct jitter.

6.2.3.1.9
Synchronisation Source (SSRC)

The source MGW of a RTP PDU shall supply a SSRC. The sink MGW of a RTP PDU may ignore the SSRC if it does not use RTCP.

6.2.3.1.10
CSRC list

This list is empty.

6.2.3.2
RTP Payload

A single UP PDU, as described in 3GPP TS 29.415 [3], shall be transported as a RTP payload.

6.2.4
RTCP

RTCP (see RFC 1889 [24]) may be applied. The use of the RTCP protocol is optional.

A MGW may ignore incoming RTCP PDUs.

Figure 5 shows the protocol stack for the transport of RTCP. The above Sections about IP and UDP shall also apply for the transport of RTCP.

	RTCP

	UDP

	IPv4 or IPv6


Figure 5: RTCP Protocol stack for the transport network user plane

6.3
Bearer Control Protocol

The ITU-T Recommendation Q.1970 “BICC IP Bearer Control Protocol” (IPBCP) (see 3GPP TS 29.205 [11]) shall be applied.

The use of Iu FP as RTP payload shall be indicated within IPBCP. IuFP shall transport either speech or data in a bearer independent way as described in 3GPP TS 23.205 and 3GPP TS 29.205. The negotiation of the type of payload within IuFP is outside the scope of IPBCP and described in the above specifications.

NOTE:
The IuFP is registered with IANA as the MIME type ”VND.3GPP.IuFP”of the ”audio” category, however, this registration does not preclude the use of IuFP to transport ”data”.
6.3.1
Transport

IPBCP shall be transported over the Mc and Nc interface by means of the ITU-T Recommendation Q.1990 “BICC Bearer Control Tunnelling Protocol” ( see 3GPP TS 29.205 [11]). The transport of the Q.1990 “BICC Bearer Control Tunnelling Protocol” on the Mc interface is described in 3GPP TS 29.232 [4]. The transport of the “BICC Bearer Control Tunnelling Protocol” on the Nc interface is described in ITU-T Recommendation Q.765.5 (see 3GPP TS 29.205 [11]).
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Figure 6: Transport of IPBCP

6.3.2
Procedures

The IPBCP procedures shall be used as described in the ITU-T Recommendation Q.1970 “BICC IP Bearer Control Protocol” (IPBCP) (see 3GPP TS 29.205 [11]).

6.3.2.1
Bearer Establishment

The forward and backward RTP bearers used to transport one Nb UP connection shall be set up together after an IPBCP handshake with a Request message and an Accepted message has succeeded.

Each MGW shall signal its peer MGW with the RTP port number. The RTCP port number shall be the next higher number.

6.3.2.2
Bearer Modification

The IPBCP Request message shall not be used to modify bearers.
The “Modify Bearer “ procedure used during codec modification, and codec re-negotiation, as described within TS 23.153 [28], is implemented as a switch in RTP payload types identifiers without IBBCP signalling, as described in Section 6.4.
6.3.2.3
Bearer Release

When the H.248 Termination [10] of an Nb UP connection on a MGW is deleted by means of signalling over the Mc interface, which are outside the scope of IPBCP (see 3GPP TS 29.232 [4]), the used resources shall be freed as follows:

The MGW shall discard any packets arriving at the port pair used for the old Nb UP connection until it sets up a new Nb UP connection on these ports. The MGW shall only reuse these ports after a time that is long enough to avoid that packets from the old connection still arrive.

6.3.3
Use of IPBCP message fields

The IPBCP message fields shall be used as described in the ITU-T Recommendation Q.1970 “BICC IP Bearer Control Protocol” (IPBCP) (see 3GPP TS 29.205 [11]) and SDP (RFC 2327 [26]). Moreover, the following subclauses shall be applied:

6.3.3.1
Origin

<address> shall be the IP address assigned to the IP interface used for the RTP bearer on the source MGW of the present IPBCP message.

6.3.3.2
Session Name

The source MGW shall supply an arbitrary string as <session name>. The sink MGW shall ignore this string.

6.3.3.3
Connection Data

The <connection address> shall be identical to the above origin <address>
6.3.3.4
Media Announcement

<media> shall always be set to “audio” irrespective of the payload type within IuFP.
<port> shall be set to the port number assigned to the RTP bearer on the source MGW of the present IPBCP message

<transport> shall be set to “RTP/AVP”.

<fmt list> shall be set to the chosen dynamic payload number. The MGW that initiates the bearer establishment may choose any value between 96 and 126. The peer MGW shall echo this value.

6.3.3.5
Media Attributes

The following media attribute shall be supplied: “a=rtpmap:<dynamic payload number> VND.3GPP.IUFP/16000”, where :<dynamic payload number> is the same dynamic payload type number as in the above media announcement <fmt list>.
The next higher payload than given in the above media announcement <fmt list> shall also be reserved for the Iu framing protocol and may be used after a bearer modification. (See Section 6.4)
Other media attributes shall not be used. They shall be ignored in the MGW receiving an IPBCP message.

6.4
Modify Bearer Procedure

The “Modify Bearer “ procedure shall be used during each codec modification, and each codec re-negotiation, as described within TS 23.153 [28]. The “Modify Bearer” procedure shall not be invoked for the optional reduction of bandwidth triggered by the CBC “Confirm Characteristics” procedure. The reduction of bandwidth may be signalled within a separate protocol used for control of IP resources, if such a protocol is applied within the network.
At set-up of IP Bearer for the UP Framing protocol, two RTP payload type identifiers shall be reserved for the UP framing protocol. The lower of these identifiers is signalled within IPBCP, and the next higher number is implied as second reserved identifier.
After the set-up of the bearer, the lower RTP payload type identifier shall be used.
According to TS 23.153 [28], two terminations connected with an Nb interface are informed about the new bearer characteristics and codec type before the “Modify Bearer “ procedure is invoked.
The “Modify Bearer “ procedure shall be implemented as a switch from the previously used reserved RTP payload type identifier to the other reserved identifier. This switch may be preceded by signalling for the reservation of additional bandwidth using a separate protocol used for control of IP resources, if such a protocol is applied within the network.
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