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Background 

According to LS (S2-021520/N3-020474) by SA2, the definition of  Flow Identifier for binding information has been changed.  

Previously, there was one Flow Id for each media component. However, a single Media Component may contain multiple IP flows (for example RTP and RTCP) and the above  definition of Flow Id would preclude the possibility that the UE use different PDP Contexts for these flows in the future, i.e. after R5 
The definition of flow  identifier  has therefore been amended so that each IP flow has a separate flow  identifier.. 
A common rule is needed in the UE and in the PCF to derive the flow identifiers from the SDP information.
The present document proposes that the flow identifier  is represented by a 2-tuple as follows:

· Media component no.: Numbered in increasing order according to  the “m=” – lines in the SDP

· IP flow no.: Numbered in the  order of increasing destination port numbers in the SDP

This would be an open, future proof numbering scheme allowing a large number of media components per SDP and a large number of IP flows per media component. It also allows the different IP flows to be put onto different PDP context.


Proposal

The following changes to  TS 29.207 are proposed:
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3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply:
COPS: Common Open Policy Service – The COPS protocol [7] is a simple query and response protocol that can be used to exchange policy information between a policy server (Policy Decision Point) and its clients (Policy Enforcement Points).

DiffServ: 
Differentiated Services [5] – Diffserv networks classify packets into one of a small number of aggregated flows or "classes", based on the DiffServ codepoint (DSCP) in the packet's IP header. This is known as behaviour aggregate (BA) classification. At each DiffServ router, packets are subjected to a "per-hop behaviour" (PHB), which is invoked by the DSCP.
Flow identifier: The flow identifier is used for the identification of  an IP flow within a media component associated with a SIP session. For example, a single, unidirectional media component may contain one IP flow, or two IP flows in the case of an RTP media stream. In case of a bidirectional flow, the same flow identifier is used for both directions. A flow identifier  consists of two parts: 1) Media component number  defined in increasing order according to the sequence of the ”m=” lines in the SDP session description and  2) IP flow number defined in the order of increasing  port numbers within each media component. 
Go Interface: Interface between PCF and GGSN [2].
IP BS Manager: The IP Bearer Service Manager uses standard IP mechanisms to manage the IP Bearer Service. It resides in the GGSN and optionally in the UE.
Media component: A media component is a part of an SDP session description conveying information about one media stream (e.g. type, format, IP address, port, transport protocol, bandwidth, direction). The media stream described by a media component can be either bi- or unidirectional. A media stream containing an RTP flow may also contain an associated RTCP flow. An SDP session description can consist of more than one media components. A media component shall not be deleted nor its position changed within the SDP session description.
PCF: The Policy Control Function is a logical policy decision element that uses standard IP mechanisms to implement policy in the IP media layer.  The PCF makes decisions in regard to network based IP policy using policy rules, and communicates these decisions to the PEP in the GGSN.

P-CSCF: The Proxy Call Session Control Function is a network element providing session management services (e.g. telephony call control).

PEP: The Policy Enforcement Point is a logical entity that enforces policy decisions made by the PCF. It resides in the IP BS Manager of the GGSN.

PIB: The data carried by COPS-PR is a set of policy data.  The protocol assumes a named data structure, known as a Policy Information Base (PIB), to identify the type and purpose of solicited and unsolicited policy information that is sent from the Policy Decision Point to the Policy Enforcement Point for provisioning policy or sent from the Policy Enforcement Point to the Policy Decision Point as a notification.
RSVP: Resource ReSerVation Protocol – The RSVP [10] is used by a host to request specific qualities of service from the network for particular application data streams or flows. The network responds by explicitly admitting or rejecting RSVP requests.

Translation/mapping function: This function provides the inter-working between the mechanisms and parameters used within the UMTS Bearer Service and those used within the IP Bearer Service.
UMTS BS Manager: The UMTS Bearer Service Manager handles resource reservation requests from the UE. It resides in the GGSN and the UE.
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4.3.1.5
Binding mechanism handling

The binding information associates a PDP context with one or more media components of an IMS session. The GGSN receives the binding information during an activation or modification of a (secondary) PDP context. The binding information consists of an authorisation token and  the flow identifier(s) related to the IP flows of the actual media component. If there is more than one media component to be transported within the PDP context the binding information includes the flow identifier(s) for the IP flows of each of the media components.

The PEP shall store the binding information and apply it to correlate events and actions between the PDP context and the service-based local policy.
The GGSN shall determine the IP address of the PCF from the PCF identifier received as part of the Authorization Token. This identifier shall be in the format of a fully qualified domain name.

The PEP shall forward the binding information received from the UE to the PCF.
When the GGSN receives a PDP context activation/modification to the IMS APN without the binding information or if the binding information is incorrect impeding the GGSN to resolve the PCF address, the GGSN shall reject the PDP context activation/modification request.
end of amended section                                                                                                                                             .
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4.3.2.3
Binding mechanism handling

The binding information consists of an authorisation token and a flow identifier. The binding information can also include more than one flow identifier.

During the session set-up the PCF generates an Authorisation Token for the IMS session. The Authorisation token is forwarded to the UE by SIP signalling. The PCF shall allocate its PCF identifier as part of the Authorization Token. This identifier shall be in the format of a fully qualified domain name.

Editor’s note: This will be updated depending on the CN1’s decision.
The PCF receives the binding information and a Client Handle as part of a REQ from the GGSN. The PCF shall store the Client Handle for each media component identified by the binding information for subsequent message exchanges.

The authorisation token is applied by the PCF to identify the IMS session. If no IMS session can be found for an authorisation token, the PCF shall send a NULL decision (no policy information available) to the GGSN with the Request-State flag set in the COPS Decision Flags object.

For a valid authorisation token the flow identifier is used to select the available information on the media component of this IMS session. The PCF sends the available information on the media component back to the GGSN.

If the binding information consists of more than one flow identifier, the available information is selected and sent back to the GGSN. This information shall include the aggregate QoS for all the flows and a packet filter for each flow.  The flow identifiers within the binding information can span one or more media components.
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5.2.1
SBLP policy decisions
Editor’s Note: This subclause describes the operation in the PCF to receive data from the P-CSCF on which to base decisions, receive authorisation requests from the GGSN, and to send authorisation decisions to the GGSN. This may include the charging correlation aspects, or this may be a separate chapter.
The information needed for the PCF to perform media authorization is passed by the P-CSCF upon receiving a SIP message that contains SDP. The SDP contains sufficient information about the session, such as the end-points' IP address and port numbers and bandwidth requirements.
All media components in the SDP are authorised. The media components contain one or more IP flows  each represented by a flow identifier. Cf. the definition of flow identifier in section 3.2.  A flow identifier is expressed as a 2-tuple as follows:   
<Media component no, IP flow no.>
where both are numbered  starting from 1.

0
3

Media component    no.                                                    
IP flow no.

As an example, if the second  “m=” – line in the SDP information contains one RTP  media specification, the following flow identifiers would be assigned:

IP flow
Flow id.

RTP
<2,1>

Associated RTCP
<2,2>

The P-CSCF shall send policy setup information to the PCF upon every SIP message that includes an SDP payload. This ensures that the PCF passes proper information to perform media authorization for all possible IMS session setup scenarios. The policy setup information provided by the P-CSCF to the PCF for each media component shall contain the following:
-
Destination IP address 

-
Destination port number 

-
Transport Protocol id 

-
Media direction information 

-
Direction of the source (originating or terminating side) 

-
Indication of the group that the media component belongs to
Editor’s note: The format of this group indication in SIP/SDP is subject to CN1's decision.
-
Media type information 

-
Bandwidth parameter
Additionally, upon the P-CSCF receives the ICID in SIP signalling, it shall send the ICID to the PCF.
Upon receiving the bearer authorization request from the GGSN, the PCF shall authorize the request according to the stored service based local policy information for the session identified by the binding information in the request.
The authorisation shall contain the decision on verifying the binding information. The PCF shall identify whether the binding information indeed corresponds to an initiated SIP session.

The authorization shall also contain decision on the list of flow_IDs contained in the bearer authorisation request sent by the GGSN representing the list of media components intended to be carried in the same PDP Context. This decision shall verify that these media components are indeed allowed to be carried in the same PDP Context. The PCF shall make this decision by comparing the list of flow_IDs contained in the bearer authorization request received from the GGSN to the media component grouping indication information received from the P-CSCF.

If the binding information and the list of flow_IDs are successfully authorised (verified) as per the means described above, the PCF shall also communicate the authorisation details for each media component to the GGSN.

The authorisation details contain the authorised QoS and the packet classifier(s) of the associated IP flows. In case of an aggregation of multiple media components within one PDP context, the combination of the authorised QoS information of the individual media components is provided as the authorised QoS.

Based on the media direction information and the direction of the source provided by the P-CSCF, the PCF shall define the direction (upstream or downstream) of the authorised QoS and the packet classifier(s).

Editor’s note: The exact detail of the authorised QoS information is FFS

The PCF shall use the destination IP address(s), destination port number(s) and transport protocol id(s) to formulate a packet classifier(s).

-
The source IP address and source port number, which are part of the standard 5-tuple for packet classifying, are not provided by the P-CSCF. Therefore, the source IP address and source port number are wildcarded by the PCF in the packet classifier.

Editor’s note: The wildcarding of the source IP address maybe updated depending on the SA2’s specification.

-
The PCF shall send the destination address and the destination port number for each IP flow associated with the media component.
The PCF may include the gate enabling command as part of the authorisation decision. Alternatively, the PCF may provide a separate decision for opening the gate.

The PCF shall send the IMS charging identifier provided by the P-CSCF as part of the authorisation decision to the GGSN.

Editor’s note: The ICID transfer maybe updated depending on the SA5’s decision.
The "Authorised QoS" information (consisting of maximum DiffServ Class and Data Rate) for a media component is extracted from the media type information and bandwidth parameter of the SDP. The PCF shall map the media type information into a DiffServ Class which is the highest class that can be used for the media. As an example, the audio media type shall be mapped into Expedited Forwarding PHB.

The PCF shall extract the Data Rate value from the "b=AS" SDP parameter. The "b=AS" parameter in the SDP shall contain all the overhead coming from the IP-layer and the layers above, e.g. UDP, RTP. The Data Rate shall also include the overhead coming from the possible usage of RTCP.

Note: the overhead coming from the IP-layer and the layers above is also included in the UMTS QoS bitrate parameters and the IP QoS parameters (e.g. RSVP flowSpec).

When a PEP uses IP QoS parameters for resource reservation, the Data rate value shall be considered as the maximum value of the 'Token Bucket Rate' IP QoS parameter. When the PEP in the GGSN uses UMTS QoS parameters, the Data rate value shall be considered as the maximum value of the 'Guaranteed bitrate' parameter for real-time bearers.

Editor’s note: Mapping the Data rate value for the real time into 'Guaranteed bitrate' or 'Maximum bitrate' parameter is for FFS.

For non-real-time bearers the Data rate value shall be considered as the maximum value of the 'Maximum bitrate' parameter.

Editor’s note: the UMTS bitrate parameters are expressed in kilobits per second, while the IP QoS parameters are expressed in bytes per second. Whichever unit is chosen for the Go interface, it is the responsibility of the PEP to make the appropriate conversion.

In case of an aggregation of multiple media components within one PDP context, the PCF shall provide the authorised QoS for the bearer as the combination of the authorised QoS information of the individual media components. The DiffServ Class in the authorised QoS for the bearer shall contain the highest PHB amongst the ones applied for the individual media components and indicates the highest UMTS traffic class that can be applied to the PDP context.

Editor’s note: It shall be possible the group identifiers to restrict the individual media components carried by the same PDP context to have the same PHBs. 

The Data Rate of the Authorised QoS for the bearer shall be the sum of the Data Rate values of the individual media components and it is used as the maximum Data Rate value for the PDP context.
Upon receiving the modified SDP information from the P-CSCF, the PCF shall update the media authorization information for the session. The PCF may push this updated authorisation information to the GGSN. Under certain condition e.g. revoke of authorization, the PCF shall push the updated policy decision to the GGSN.

When a media component which is bound to a PDP context is removed from a session, the PCF shall initiate a timer for termination of that media component. At expiration of the timer, the PCF shall revoke the authorisation by sending a remove decision to the GGSN. This decision shall revoke the authorisation for the set of media components on that PDP context.

The timer shall be terminated if the PCF receives a new authorisation request with the same handle where that media component has been removed, or by termination of the PDP context.

Editor’s note: Proposal to use this procedure for the revoke of the authorization is FFS.
In case the UE violates the IMS level indication, and attempts to set up multiple IMS media components in a single PDP context despite of an indication that mandated separate PDP contexts, the PCF shall enforce the rejection of this PDP context request by sending the Remove decision to the GGSN with the Request-State flag set in the COPS Decision Flags object.
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Annex A (informative):
Information to be incorporated into other specifications

Editor’s Note: The content of this annex will be incorporated into other specifications and deleted from here before publication.

A.1
Capabilities of UE (TS27.060)

Editor’s Note: This clause describes the functional descriptions of capabilities of UE to be incorporated into e.g. TS27.060.

A.1.1
Binding mechanism

Editor’s Note: This subclause describes the functionality of “Binding Mechanism” in UE.

The UE shall support the binding mechanism for service-based local policy control. The UE shall include the binding information in Activate or Modify PDP Context Request if the PDP Context is for an IMS session and the UE received an authorization token during SIP session negotiation. The binding information consists of an authorization token and one or more flow identifier(s). The flow identifier identifies a media component for the session and is derived from the media component ordering in SDP, i.e., the nth media component in SDP will have the flow identifier value n. If the UE decides to put multiple media components on the same PDP context e.g. due to the same QoS requirement for those media components, the UE shall include multiple flow identifiers, i.e., one flow identifier for each media component.
Editor’s note: The above paragraph must be aligned with the rule for calculating flow ids given in section 3.2
Editor’s Note: The container for the binding information in Activate or Modify PDP Context Request is defined in TS24.008. The encoding of the binding information (i.e., Authorization and flow identifier) is defined in TS29.207.
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3GPP


