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1. Overall Description:

1. Introduction:

CN3 has been discussing the information that should be made available to the GGSN when several media components/IP flows are combined over a single PDP context.  CN3 would like to ask SA2’s opinion on the scope of the Go interface discussed below.

2. Discussion

TS23.207 indicates that the Go interface is to be based on IP policy enforcement. Here is a few key extracts from the latest version of TS23.207 that indicate that the Go was intended by SA2 to be based on IP flows:

“For the policy control the following should apply:

· The IP policy framework employed in UMTS should, as far as possible, conform to IETF “Internet Standards”. The IETF policy framework may be used for policy decision, authorization, and control of the IP level functionality, at both user and network level.   

There should be separation between the scope and roles of the UMTS policy mechanisms and the IP policy framework. This is to facilitate separate evolution of these functions.”

“The Service-based Local Policy Enforcement Point controls the quality of service that is provided to a set of IP packets (or IP “flow”) defined by a packet classifier.   The policy enforcement function includes policy-based admission control that is applied to the IP bearers associated with the flow, and configuration of the packet handling and “gating” functionality in the user plane.   Service-based local policy decisions are either “pushed” to or requested by the GGSN via the Go interface.

Policy-based admission control ensures that the resources that can be used by a particular IP flow are within the “authorized resources” specified via the Go interface.  The authorized resources provide an upper bound on the resources that can be reserved or allocated for an IP flow.  The authorized resources may be expressed as an Intserv-style Flowspec.   This information is mapped by the translation/mapping function in the GGSN to give the authorized resources for UMTS bearer admission control.”

“Gate operations as defined in TS23.228 are to define the control and to manage media flows based on policy, and are under the control of PCF.  A gate operates on a unidirectional flow of packets, i.e., in either the upstream or downstream direction.  A gate consists of a packet classifier, a traffic metering function, and user plane actions to be taken for the set of packets matching the classifier.“

“The Authorize QoS command contains the following policy and QoS inter-working information associated with an IP flow:

· UMTS specific Binding information (e.g. Token)

· Packet classifier (e.g. RSVP filterspec)

· Authorized flowspec

· Packet handling action

· DSCP 

· Event generation information”

In the case where several media components/ IP flows are sent over the same PDP context  CN3 decided to take the working assumption to provide the authorisation for the combined QoS of all the IP flows included in the PDP Context over the Go interface, (i.e. that combination occurs in the PCF). This working assumption was presented to SA2, which according to the response received from CN3 was not able to agree on any comments on this working assumption (tdoc S2-021294). 

The issue that has been raised within CN3 is that by combining the authorisation of the IP flows in the PCF certain information is no longer available to the GGSN (which could be used for providing specific handling of the IP flows within the PDP context by the GGSN). Although the working assumption that the calculation of the combined authorisation occurs in the PCF is not being challenged in CN3, no agreement could be reached in CN3 on including not only the combined authorised QoS but also the individual IP Flow authorised QoS as was originally intended in TS23.207. 

Therefore, CN3 kindly asked SA2 to advise us on which of the following options should be followed:

A) SA2 still requires  individual IP flow QoS information to be passed over the Go interface, or

B) The Go interface will only pass the combined authorised QoS.

SA2 should note that detailed proposals are available for both options, and that no consensus exists in CN3 to proceed without an SA2 decision between these options.

3. Actions:

SA2 is kindly asked to answer the question highlighted in the discussion section of this LS.

4. Date of Next CN WG 3 Meetings:

	Title
	Date
	Location

	CN3#24
	29th July – 2nd August 2002
	Helsinki, Finland
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