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Discussion
The current  text in TS 29.207 section 6.4 states that the binding information contains the PCF identifier separately from the authorization token, which is not consistent with the rest of the document.

The PCF identifier is used by the GGSN to resolve the address of the actual PCF as stated in section 6.3.1.5 and 6.1.1 . Apart from that, as suggested during the PIB ad hoc meeting, the PCF identifier does not have to be reckognized in the COPS messages, and hence not in the  Go PIB. This is reflected in the current version of the PIB as produced at the ad hoc meeting in  Budapest, prior to the CN3#23 meeting. There, it is assumed that  the token can be  represented as one octet string with no further internal structure.

Proposal.

If the above assumption is acceptable to CN3,  it is proposed to include the following changes in TS 29.207:

start of first amended section                                                                                                                                    .        
6.3.1.3
Client Specific Information (ClientSI) for outsourcing Operation

The Token and flow identifier(s) received in the incoming message at the GGSN are encapsulated inside the Client Specific Information object of the COPS request message sent from the GGSN to the PCF. The PCF identifier is extracted from the token and used inside the GGSN to resolve the address of the actual PCF. However, from the Go messages perspective the token can be  considered as an opaque entity. Hence, no specific internal structure of the token is assumed in the Go PIB.
The parameters describing the requested QoS may also be contained inside the Client SI object.

start of next amended section                                                                                                             .                                                                                                                                                                                                                                       
6.4
Go data

Editor’s Note: This section describes relevant detailed structure and data format of each data element. May use a sub-section for each data element.
The detailed data description is provided in Annex B. 

Editor’s Note: This remainder of this chapter contains agreed detail message and data element format descriptions for the protocol prior to being defined in the PIB (Annex B). As the messages/data definitions are completed in the PIB, it shall be removed from here. Data shall not be removed from here until it is complete. Messages/data in the PIB which are not yet completed shall be clearly marked.
· -
Client Handle – a unique identifier for the authorisation request. The format of the Client Handle is FFS.

-




.

-
Authorisation Status – The authorisation status for the specified binding information. The status shall contain a valid/invalid indicator. The format of the authorisation status is FFS.  

-
Charging identifier – The charging identifier of the PDP context. The specific details of the charging identifier is FFS. Further information on the charging identifier is required from S2.

-
Authorised QoS – The authorised QoS contains the maximum allowed class, and the bandwidth information.

-
Maximum allowed class – Format is FFS. Proposed to use a DSCP element from the DiffServ PIB.

-
Data rate – Format is FFS. Proposed to be based on qosTBParamRate from DiffServ PIB. The size and format of the element though shall be considered to ensure it is not unreasonable for use in 3GPP.

-
Filter Specification – The information about the authorised IP end points addresses and ports. Format is FFS.
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