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First amended section
4.3.2.3
Binding mechanism handling

The binding information consists of an authorisation token and a flow identifier. The binding information can also include more than one flow identifier.

During the session set-up the PCF generates an Authorisation Token for the IMS session. The Authorisation token is forwarded to the UE by SIP signalling. The PCF shall allocate its PCF identifier as part of the Authorization Token. This identifier shall be in the format of a fully qualified domain name.

Editor’s note: This will be updated depending on the CN1’s decision.
The PCF receives the binding information and a Client Handle as part of a REQ from the GGSN. The PCF shall store the Client Handle for each media component identified by the binding information for subsequent message exchanges.

The authorisation token is applied by the PCF to identify the IMS session. If no IMS session can be found for an authorisation token, or if the PCF is otherwise unable to authorise the binding information, the PCF shall send a COPS decision message carrying both an INSTALL and REMOVE decision. The INSTALL decision shall identify an authorisation failure to the GGSN, and may include futher details identifying the cause. The REMOVE decision shall subsequently remove this state from the GGSN. For an initial authorisation, the PCF shall then initiate a remove for the authorisation request.
For a valid authorisation token the flow identifier is used to select the available information on the media component of this IMS session. The PCF sends the available information on the media component back to the GGSN.

If the binding information consists of more than one flow identifier, the available information is selected and sent back to the GGSN. This information shall include the aggregate QoS for the set of of the media components, and packet filter(s) for each media component.
Next amended section
5.1.1
Initial authorization at PDP context activation/modification
Editor’s Note: This subclause describes the actions in the GGSN when a PDP context activation/modification occurs where there are SBLP operations.
Editor’s note: Modification case is FFS.
The GGSN receives binding information during the activation/modification of a (Secondary) PDP context by the UE. To perform initial authorization at the PDP context activation/modification the GGSN shall send an authorisation request to the PCF including the binding information received from the UE.

To ensure charging correlation, the GGSN shall send the GPRS Charging ID and GGSN address information to the PCF.
Editor’s note: The exact timing and COPS messages for transporting the GPRS Charging ID is for further study.
The GGSN authorisation request message to the PCF shall allow the Service-based Local Policy Enforcement Point to request policy information for authorisation of the media flows carried by a PDP context identified by binding information.

When the GGSN receives the PCF decision regarding authorisation of the media flows, the Service-based Local Policy Enforcement Point shall enforce the policy decision.

If the PCF decision information indicates that the binding information provided by the GGSN is associated with an ongoing SIP session at IMS level, the GGSN shall proceed with activation/modification of the PDP context. The PEP in the GGSN shall map the authorized QoS resources into authorized resources for the bearer admission control.

When the PCF detects that the binding information provided by the GGSN is not associated with an ongoing SIP session at application layer, or is otherwise unable to authorise the binding information, the GGSN will receive a COPS decision message from the PCF carrying both an INSTALL and REMOVE decision. The GGSN shall reject the PDP context activation/modification, using any received decision information from the PCF to identify the error reason. The GGSN shall subsequently remove this state according to the REMOVE decision. For an initial authorisation request, the GGSN shall then send a COPS Delete Request State (DRQ) message to the PCF to remove the state in the GGSN and the PCF.

Upon receiving a Remove decision from the PCF for the PDP context authorisation, the GGSN shall reject the PDP context and shall delete the Request-state that has been established in the PCF and the GGSN by sending the COPS Delete Request State (DRQ) message to the PCF.

Editor’s note: The communication failure between the GGSN and the PCF is not covered by this specification.

When the GGSN sends an authorization request to the PCF but the PCF doesn't respond with the decision message, the GGSN’s action is according to the local policy in the GGSN. The local policy may be configured by the operator.

If the GGSN supports a local policy decision point (LPDP) configuration it may make local policy decisions in the absence of the PCF. The local policy decisions may be used to accept new PDP context activations/modifications while the connection to the PCF is lost. The synchronization behaviour between the GGSN and the PCF is based on the local policy configured by operators.

Editor’s note: This has dependency to offline discussion regarding the modification of PDP context.

Next amended section
6.3.2
Message description

The Go interface uses the COPS-PR protocol. The following messages shall be supported:

Editor’s Note – Require text providing a description of COPS protocol, or reference to IETF protocol.

Editor’s Note – Require text to describe how to talk about our application events/messages (as compared to the protocol messages).

The following events are available on the Go interface:

-
Authorisation_Request (GGSN(PCF)
This event allows the GGSN to request authorisation details from the PCF. It contains the following information:

-
Client Handle

-
Binding Information

The R-type = 0x08 for configuration request is used here and M-type = 0x02 create event state is used here.
-
Authorisation_modification_request (GGSN(PCF)

The GGSN requests a new authorisation from the PCF regarding the modification of already authorised PDP Context.

-
Client Handle

-
Binding Information

Editor’s note: The R-type and M-type shall be specified.

-
Authorisation_Decision (PCF(GGSN)
This event provides the GGSN with the authorisation status, and relevant authorisation decision data if applicable. The event contains the following information:

-
Client Handle

-
Authorisation status
-
Unidirectional sets (uplink and downlink)

-
Combined Authorised QoS

-
Packet classifiers

-
Direction indicator

-
ICID
Editor’s note: The ICID issue should still be discussed in SA5.
The R-type = 0x08 for configuration request is used here and M-type = 0x02 create event state is used here.

-
Authorisation_Failure (PCF(GGSN)
This event provides the GGSN with an indication of an authorisation failure, and may carry additional reason details. The event contains the following information:

-
Client Handle

-
Authorisation failure (including any provided reason information)
Editor’s note: The R-type and M-type shall be specified.

-
Approval decision / Removal decision (PCF(GGSN)
The approval decision indicates to the GGSN that the gate(s) for a media component(s) shall be opened. The removal decision indicates to the GGSN that the gate(s) for a media component(s) shall be closed. The events contain the following information:

-
Client Handle
-
Unidirectional sets (uplink and/or downlink)
-
Packet classifier(s)

-
Direction indicator(s)

Note: The opening of the gate may occur at the same time / be part of the authorisation decision event.
Note: The closing of the gate may occur at the same time as the revoke authorisation decision event.
The R-type = 0x08 for configuration request is used here and M-type = 0x03 update event state is used here.
-
Report (RPT)s (GGSN(PCF)
-
Authorisation_report; Approval_report; Removal_report
The GGSN sends a COPS RPT message back to the PCF reporting that it enforced or not the authorisation decision, or the approval of QoS commit decision or removal of QoS commit decision.

The events contain the following information:
-
Client Handle

-
Success / Failure
-
The report of the initial authorisation decision includes GPRS CID
-
GPRS-CID
-
Report of state changes
The GGSN sends the report of state change message to the PCF reporting that the maximum bit rate for the PDP context is modified to 0 kbit/s or that the  maximum bit rate for the PDP context is changed from 0 kbit/s.
-
Client Handle
-
Requested maximum bit rate is 0 kbit/s or requested  maximum bit rate changes from 0 kbit/s

-
Delete request state (GGSN((PCF)
The GGSN informs the PCF via the delete request state message, that the PDP context is deactivated and the request state identified by the client handle is no longer available/relevant at the GGSN, so the corresponding state shall also be removed at the PCF.

Additionally, the PCF uses the DRQ to inform the GGSN that the SIP session is terminated and the PCF revoke the authorized resources.

Editor’s note: The usage of DRQ message for revoking the authorized resources still may be changed.

The DRQ message includes the reason why the request state was deleted.

The events contain the following information:
-
Client Handle

-
Reason code: “Tear”, Sub-code: deactivation of the PDP context / termination of the SIP session
Next amended section
Annex B (normative):
UMTS-Go PIB
Editor’s Note: The content of this annex provides a skeleton for the definition of the UMTS Go PIB. The naming of each of the elements has to be revisited in order to include that they are related to Go interface. Rephrasing of UMTS to 3GPP has to be checked (can the name start with a digit?)

UMTS Go PIB  PIB-DEFINITIONS

· IMPORTS

· uMTSGoPib  MODULE-IDENTITY

· DESCRIPTION - "A PIB module containing the set of provisioning classes that are required for support of policies for UMTS subject-categories’ Go interface."

· ORGANIZATION "3GPP CN3 WG" 

· IANA.

The root OID for PRCs in the UMTS Go PIB

· uMTSCapabilityClasses

· uMTSEventPolicyClasses

· uMTSEventClasses

· uMTSConformance

UMTS Capability and Limitation Group

Capability and Limitation Policy Rule Classes

· To complete

UMTS Capability Base Table

· uMTSBaseCapsTable 

· uMTSBaseCapsEntry "An instance of the uMTSBaseCaps class that identifies a specific PRC and associated attributes as supported by the device."

Component Limitations Table

· To complete - This table supports the ability to export information detailing provisioning class/attribute implementation limitations to the policy management system.

UMTS Event Group

UMTS Event Policy Classes

· To complete

UMTS Event Policy Base Table

· uMTSBaseEventPolicyTable 

· uMTSBaseEventPolicyEntry "An instance of uMTSBaseEventPolicy identifying types of events to watch for and how to handle such events."

UMTS PDP Context Event Handler Provisioning Table

· uMTSPdpContextPolicyTable 

· uMTSPdpContextPolicyEntry " An instance of the uMTSPdpContextPolicy describing how to
        handle a PDP Context Event."

· UMTSPdpContextPolicyEntry

RSVP Event Handler Provisioning Table

· To complete

UMTS Event Classes

· To complete

UMTS PDP Context Event Table

· uMTSPdpContextEventTable 

· uMTSPdpContextEventEntry 

· UMTSPdpContextEventEntry 

· uMTSPdpContextEventToken "The token associated with this PDP Context event."

· uMTSPdpContextEventFlowIds "References the FlowIds associated with the Token indicated in this PDP Context event."

   --

   -- We can define Failure Decisions by use of COPS-PR DEC message

   -- containing first an install decision (with objects indicating

   -- what failed and some indication to the GGSN how to react to this

   -- Error Decision), and second a remove decision (for cleanup of

   -- the installed Error Decision Object). 
   --

-- Failures indicated by PCF to GGSN

--   Authorization Failure

--   

Editor’s Note: In an updated PIB, this data above should be included in a section covering “3GPP Go Authorization Request Decisions”

UMTS PDP Context FlowID Table

· uMTSPdpContextFlowIdTable 

· uMTSPdpContextFlowIdEntry 

· UMTSPdpContextFlowIdEntry 

· uMTSPdpContextFlowIdId "The FlowId itself."

· uMTSPdpContextFlowIdsNext "References the next FlowId in the list associated with the same Token of a PDP Context event."

Conformance Section

Editor’s Note: This is the section of the PIB to allow indication of the minimum requirements for conforming to this standard.  More advanced features can be indicated in the PIB and they can be indicated as optional, while the basic features are required to conform to the standard and required for inter-operability. This section should be used, as a tool to achieve inter-operability while it does not limit the progress of technology.

Security considerations

The security mechanisms described in COPS [7] and COPS-PR [8] are re-used in 3GPP. No security concerns have been identified beyond those that the COPS base protocol security have already addressed and provide the necessary protection against security threats.
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