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Introduction

TS 29.207 specifies the authorisation data sent to the GGSN. This contribution proposes what information is required when multiple media component are authorised for the PDP context.

Discussion

For a single IP flow, the authorisation data consists of the filter for that flow, and the QoS authorised for the flow. When there are multiple IP flows involved, multiple filters must be sent to the GGSN. However, there is still only a single QoS associated with the PDP context to be authorised, in much the same way that a PDP context has only one QoS but can have multiple filters in the TFT.

Thus, for release 5, there is only a requirement to include a single authorised QoS and multiple filters for a PDP context from the PCF. 

It is important to recognise though that in future releases, the PCF may be used to control some function for an IP flow, such as an RSVP proxy function. Thus, the possibility for future extension must be recognised when specifying the Go interface for Release 5.

The mechanism to extend PIBs is explained in the specification RFC 3084.  The relevant section of that specification is included below:

2.2. Adding PRCs to, or deprecating from, a PIB

   A published PIB can be extended with new PRCs by simply revising the

   document and adding additional PRCs.  These additional PRCs are

   easily identified with new PRIDs under the module's PRID Prefix.

   In the event that a PEP implementing the new PIB is being configured

   by a PDP implementing the old PIB, the PEP will simply not receive

   any instances of the new PRC.  In the event that the PEP is

   implementing the old PIB and the PDP the new one, the PEP may receive

   PRIs for the new PRC.  Under such conditions, the PEP MUST return an

   error to the PDP, and rollback to its previous (good) state.

   Similarly, existing PRCs can be deprecated from a PIB.  In this case,

   the PEP ignores any PRIs sent to it by a PDP implementing the old

   (non-deprecated) version of the PIB.  A PDP implementing the new

   version of the PIB simply does not send any instances of the

   deprecated class.

2.2.1. Adding or Deprecating Attributes of a BER Encoded PRC

   A PIB can be modified to deprecate existing attributes of a PRC or

   add new ones.

   When deprecating the attributes of a PRC, it must be remembered that,

   with the COPS-PR protocol, the attributes of the PRC are identified

   by their order in the sequence rather than an explicit label (or

   attribute OID).  Consequently, an ASN.1 value MUST be sent even for

   deprecated attributes so that a PDP and PEP implementing different

   versions of the PIB are inter-operable.

   For a deprecated attribute, if the PDP is using a BER encoded PIB,

   the PDP MUST send either an ASN.1 value of the correct type, or it

   may send an ASN.1 NULL value.  A PEP that receives an ASN.1 NULL for

   an attribute that is not deprecated SHOULD substitute a default

   value.  If it has no default value to substitute it MUST return an

   error to the PDP.

   When adding new attributes to a PIB, these new attributes must be

   added in sequence after the existing ones.  A PEP that receives a PRI

   with more attributes than it is expecting MUST ignore the additional

   attributes and send a warning back to the PDP.

   A PEP that receives a PRI with fewer attributes than it is expecting

   SHOULD assume default values for the missing attributes. It MAY send

   a warning back to the PDP.  If the missing attributes are required

   and there is no suitable default, the PEP MUST send an error back to

   the PDP.  In all cases the missing attributes are assumed to

   correspond to the last attributes of the PRC.

Given these mechanisms to extend the PIB, the following proposal for Release 5 can be developed which supports the current release 5 capabilities, as well as allowing for future extension. 

For release 5, the authorisation data would contain a PRC for the QoS information, and another PRC for the filter. The filter PRC must be able to be included multiple times in one decision message.

The PRC for QoS information specifies the maximum authorised QoS for the traffic aggregate identified from the binding information. This aggregate shall include the flows for each of the media. 

In future releases, additional functions may be attached per filter, and these functions may require QoS information for that IP flow. However, it is also possible that the future functions may not be based on a single IP flow, but may actually be for a set of flows such as a media component. Thus, although it may be useful to have QoS information per filter, it is not clear that this will be sufficient or appropriate for future functions.

For control of additional features, new PRCs can be defined that specify the feature to be controlled, and the specific details associated with it such as the filter(s) and QoS. It is also recognised that this QoS information may be different to the QoS information for PDP context authorisation, so there could be good reason to separate it from the QoS authorisation for the PDP context.

Alternatively, a new filter PRC could be defined that is used when extended information such as QoS for the specific filter is required. The authorisation data for the request could then use a combination of current filter PRCs for the filters that do not require this additional information, and new extended filter PRCs only for the filters where these functions are required.

One other alternative is to extend the filter PRC in the future by adding new attributes including the QoS information for the filter. Such information can be added to the end of the PRC. Release 5 implementations which receive a PRI with these extended attributes would discard the additional attributes, but it would send a warning back to the PCF. Thus, this last option is not recommended, and specifying a new PRC is preferred. 

Using the mechanism of defining new PRCs to carry the additional data is recommended over including data in release 5 that is not required at this time. There is a good likelihood that data other than QoS would be required anyway, so it is likely that new PRCs would be required in any case. A facit of good protocol design is not to include data for which there is no use, as future requirements are unknown. However, it is also an element of good protocol design to ensure that the protocol allows for flexibility to introduce new functions and capabilities while maintaining backward compatibility. 

It is believed that these two elements are best met by only including only the aggregate QoS in release 5, and using the power of COPS-PR to introduce the QoS per filter or filter group along with the functions that use this in future releases.

Thus, for release 5, the authorisation data shall only include the aggregate QoS information for all included media components, and the packet filters. 

Proposal

4.3.1.1.1
QoS Information processing

The PEP in the GGSN is responsible for the policy based admission control, i.e., to ensure that the requested QoS is in-line with the authorized QoS.

The PEP needs the authorised IP QoS information of the PDP context for the uplink as well as for the downlink direction. Therefore, the IP QoS information for the combination of all IP flows of each direction associated with the media component as determined by the PCF is used.


Editor’s note: The rules for combination of QoS information is FFS. It may be documented in TS 29.208

In case of an aggregation of multiple media components within one PDP context the IP QoS information related to the combination of the authorized IP flows of the individual media components as determined by the PCF is used. 

The GGSN shall perform the proper mapping between the IP QoS information and the UMTS QoS information. This mapping is performed by the Translation/mapping function which maps the authorised IP QoS information for the PDP context into authorised UMTS QoS information.

The UMTS BS Manager receives the authorised UMTS QoS information for the PDP context from the Translation/mapping function. If the requested QoS exceeds the authorised QoS it may either reject the activation/modification of the PDP context or downgrade the requested UMTS QoS information to the authorised UMTS QoS information.

:

:

4.3.2.3
Binding mechanism handling

The PCF shall allocate its PCF identifier as part of the Authorization Token. This identifier shall be in the format of a fully qualified domain name.

Editor’s note: This will be updated depending on the CN1’s decision.

The PCF receives the binding information and a Client Handle as part of a REQ from the GGSN. The PCF shall store the Client Handle for each media component identified by the binding information for subsequent message exchanges. The binding information consists of an authorisation token and a flow identifier. The binding information can also include more than one flow identifier.

The authorisation token is applied by the PCF to identify the IMS session. If no IMS session can be found for an authorisation token, the GGSN is informed that the authorisation token is invalid.

For a valid authorisation token the flow identifier is used to select the available information on the media component of this IMS session. The PCF sends the available information on the media component back to the GGSN.

If the binding information consists of more than one flow identifier, the available information is selected and sent back to the GGSN. This information shall include the aggregate QoS for the set of the media components, and packet filter(s) for each media component.
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