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Introduction

The binding information is used to associate a PDP context with one or more media components of an IMS session. The binding information consists of an authorization token and one or more flow identifier(s). The authorization token is used to identify an IMS session and the flow identifier is used to uniquely identify a media component in an IMS session, by the UE, GGSN and PCF. As stated in 23.207, flow identifiers are based on the ordering of media flows in the SDP.  This contribution proposes some text on binding information handling in UE and PCF.

Discussion

For each IMS session, an authorization token is generated by the PCF and delivered to the UE by the P-CSCF via a SIP header. An IMS session may consists of multiple media components, which are identified as “m=” lines in SDP description. Since the UE controls the mapping of media components into PDP contexts (e.g., according the QoS requirement of the media components), the UE must identify the media component(s) that will be included in this PDP context to GGSN, so that GGSN can query the PCF for the right QoS authorization for the identified media component(s). Flow identifier(s) in addition to the authorization token will be used for this purpose. As stated in 23.207, flow identifiers are based on the ordering of media flows in the SDP.  Flow identifiers are not sent fro P-CSCF to UE in SIP messages. Both UE and PCF will derive the flow identifiers from the order in the SDP.  The first media flow (identified by a line beginning with “m=” in SDP) is flow 1; the second media flow is flow 2, etc. Since both the UE and PCF have the SDP, they will identify the flows in a consistent manner.

As stated in the SDP offer/answer draft (in RFC editor’s queue as a Proposed Standard), the offer and answer have to maintain the same number and order of the “m=” lines.  When the answer disagrees to have a particular media in the session, it will answer with a SDP with the port number for that media stream set to zero. 

At any point during the session, either participant can issue a new offer to modify the session. New media stream are created by new additional media descriptions below the existing ones, or by reusing the “slot” used by an old media stream which had been disabled by setting its port to zero. Existing media streams are removed by creating a new SDP with the port number for that stream set to zero. 

The order of the media stream in SDP is maintained even with the deletion and addition of media streams as illustrated by the following example:

The caller Alice includes following SDP as an offer:

   v=0

   o=alice 2890844526 2890844526 IN IP4 host.anywhere.com

   s=

   c=IN IP4 host.anywhere.com

   t=0 0

   m=audio 49170 RTP/AVP 0

   a=rtpmap:0 PCMU/8000

   m=video 51372 RTP/AVP 31

   a=rtpmap:31 H261/90000

   m=video 53000 RTP/AVP 32

   a=rtpmap:32 MPV/90000

The answer Bob does not to receive or send the first video stream, so he returns following SDP as an answer:

   v=0

   o=bob 2890844730 2890844730 IN IP4 host.example.com

   s=

   c=IN IP4 host.example.com

   t=0 0

   m=audio 49920 RTP/AVP 0

   a=rtpmap:0 PCMU/8000

   m=video 0 RTP/AVP 31
   m=video 53000 RTP/AVP 32

   a=rtpmap:32 MPV/90000

At some point later, Bob decides to add an additional audio stream as receive only with the following SDP offer:

   v=0

   o=bob 2890844730 2890844731 IN IP4 host.example.com

   s=

   c=IN IP4 host.example.com

   t=0 0

   m=audio 49920 RTP/AVP 0

   a=rtpmap:0 PCMU/8000

   m=video 0 RTP/AVP 31
   m=video 53000 RTP/AVP 32

   a=rtpmap:32 MPV/90000

   m=audio 51434 RTP/AVP 110

   a=rtpmap:110 telephone-events/8000

   a=recvonly
Proposal

It is proposed that following modification to be made in TS29.207.

4.3.2
PCF

Editor’s Note: This subclause describes the overview of PCF.
For example, Policy Control Function (PCF) is a logical policy decision element which uses standard IP mechanisms to implement policy in the IP bearer layer…
4.3.2.1 Service-based local policy decision point
The PCF receives session and media related information from the P-CSCF. The P-CSCF forwards this information out of every SDP it receives together with an indication about the source of this SDP, i.e. originating or terminating side. 

Note: The exact information (e.g. IP addresses, port numbers, media types, bandwidth information) is FFS. 

All media components for which the PCF received information from both sides are authorised. That means, for each media component the authorised QoS and gate information of all associated IP flows is available. The media components are identified by their ordering in the SDP, i.e., the first media component (identified by the first line beginning with “m=” in SDP) is media component 1 and the second media component (identified by the second line beginning with “m=” in SDP) is media component 2, etc.
Editor’s note: Identification of associated IP flows is FFS.

Editor’s note: The study of multiple codecs is still FFS.

4.3.2.2
Initialisation and maintenance
Editor’s note: This describes the initialisation and maintenance of the COPS protocol over Go interface. It may be simplified by referring to IETF RFC.

4.3.2.3
Binding mechanism handling
The PCF shall allocate its PCF identifier as part of the Authorization Token. This identifier shall be in the format of a fully qualified domain name.

Editor’s note: This will be updated depending on the CN1’s decision.
The PCF receives the binding information and a Client Handle as part of a REQ from the GGSN. The PCF shall store the Client Handle for each media component identified by the binding information for subsequent message exchanges. The binding information consists of an authorisation token and a flow identifier. The binding information can also include more than one flow identifiers.

The authorisation token is applied by the PCF to identify the IMS session. If no IMS session can be found for an authorisation token, the GGSN is informed that the authorisation token is invalid.

For a valid authorisation token the flow identifier is used to select the available information on the media component of this IMS session. The flow identifier identifies the media component in the session using the ordering of the media components in SDP, i.e., a flow identifier of value n identifies the nth media component in the SDP. The PCF sends the available information on the media component back to the GGSN.

If the binding information consists of more than one flow identifier, the available information is selected and sent back to the GGSN for each of the media components.
…

Skipped text!

…

Annex A (informative): Information to be incorporated into other specifications

Editor’s Note: The content of this annex will be incorporated into other specifications and deleted from here before publication.

A.1     Capabilities of UE (TS27.060)

Editor’s Note: This clause describes the functional descriptions of capabilities of UE to be incorporated into e.g. TS27.060.

A.1.1
Binding mechanism

Editor’s Note: This subclause describes the functionality of “Binding Mechanism” in UE.
The UE shall support the binding mechanism for service-based local policy control. The UE shall include the binding information in Activate or Modify PDP Context Request if the PDP Context is for an IMS session and the UE received an authorization token during SIP session negotiation. The binding information consists of an authorization token and one or more flow identifier(s). The flow identifier identifies a media component for the session and is derived from the media component ordering in SDP, i.e., the nth media component in SDP will have the flow identifier value n. If the UE decides to put multiple media components on the same PDP context due to the same QoS requirement for those media components, the UE shall include multiple flow identifiers, i.e., one flow identifier for each media component.

The encoding of the binding information in Activate or Modify PDP Context Request is defined in TS24.008.
A.1.2
DiffServ edge function
Editor’s Note: This subclause describes the functionality of “DiffServ Edge Function” in UE.

A.1.3
RSVP/IntServ function

Editor’s Note: This subclause describes the functionality of “RSVP/IntServ Function” in UE.

A.1.4
Pre-conditions for SIP QoS assured sessions

Editor’s Note: This subclause describes the functionality of “Pre-conditions for SIP QoS Assured Sessions” in UE.
