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Introduction

During the last CN3 meeting (CN3#21bis) held in Sophia Antipolis 29.207 included the ability to carry out session modification handling in the overview section 4.1. The ability to perform session modification authorisation is vital to ensure that the IMS is as flexible as possible for the Release 5 timeframe.

Although this mechanism is now included in the overview of the Go interface unfortunately this is not reflected in the policy control procedures carried out in the PCF in section 5.2. Currently section 5.2 only caters for the initial authorisation of SBLP. Furthermore agreement could not be reached on how the mechanisms would be carried out (whether a push or pull mechanism would be used to obtain the authorisation).

This contribution proposes the addition of a subsection (5.2.2) and text to the policy control procedures in the PCF to enable IMS level modification authorisation to the session parameters. If this mechanism is not included in the specification it would mean that an IMS user will be limited to the session characteristics negotiated at session set up and would not allow the authorisation of changing any of these parameters throughout the duration of the service session.

****************************************************’

Proposal to include section 5.2.2 in 29.207:

5.2 PCF

Editor’s Note: This subclause describes the SBLP procedures in the P-CSCF/PCF.

5.2.1
SBLP policy decisions
Editor’s Note: This subclause describes the operation in the PCF to receive data from the P-CSCF on which to base decisions, receive authorisation requests from the GGSN, and to send authorisation decisions to the GGSN. This may include the charging correlation aspects, or this may be a separate chapter.
The information needed for the PCF to perform media authorization is passed by the P-CSCF upon receiving a SIP message that contains SDP. The SDP contains sufficient information about the session, such as the end-points' IP address and port numbers and bandwidth requirements. 

The P-CSCF shall send policy setup information to the PCF upon every SIP message that includes an SDP payload. This ensures that the PCF passes proper information to perform media authorization for all possible IMS session setup scenarios.

The media authorization information will be performed based on the SDP in PRACK in regular session setup; or based on the SDP in 183 in case that PRACK does not contain any; or based on the SDP in the 200 OK for PRACK if included.
Upon receiving the bearer authorization request from the GGSN, the PCF shall authorize the request according to the stored service based local policy information for the session identified by the binding information in the request.

The PCF may make a final decision to enable the allocated QoS resource for the authorized media stream. (Open the gate). This may be triggered by the receipt of the SIP 200 OK (to the INVITE request) in the P-CSCF. The QoS resources may also be enabled at the time they are authorized by the PCF.
5.2.2
SBLP authorisation modification 
Editor’s Note: This subclause describes the operation in the PCF to receive data from the P-CSCF on which to base decisions, receive authorisation requests from the GGSN, and to send authorisation decisions to the GGSN once a media has already been established from the procedure described in section 5.2.1
The information needed for the PCF to perform media authorization modification is passed by the P-CSCF upon receiving a SIP message that contains SDP. The SDP contains sufficient information about the session, such as the end-points' IP address and port numbers and bandwidth requirements. SBLP authorisation modification will only occur if a minimum of one element has changed from the original authorised SBLP parameters.

The P-CSCF shall send policy setup information to the PCF upon every SIP message that includes an SDP payload. This ensures that the PCF passes proper information to perform media authorization for all possible IMS session setup scenarios.

Upon receiving the modified SDP information from the P-CSCF, the PCF shall update the media authorization information for the session. The PCF shall then be able to push this updated authorisation information to the GGSN.


The GGSN on receiving the PDP context modification request from the UE will verify the authorisation. If the GGSN does not have sufficient information to authorize the PDP context modification request then the GGSN shall interrogate the PCF for authorisation modification request. 


The PCF may make a final decision to enable the allocated QoS resource for the authorized media stream. (Open the gate). This may be triggered by the receipt of the SIP 200 OK (to the INVITE request) in the P-CSCF. The QoS resources may also be enabled at the time they are authorized by the PCF.
�This might be the good place to describe what function PCF is going to perform when received updated SDP information from P-CSCF. I would suggest something like “Upon receiving the modified SDP from the P-CSCF, the PCF shall update the media authorization information for the session. The PCF shall then be able to push this updated authorization information to the GGSN.”


�Instead of depends on if PCF or GGSN supports push mechanism or not, it might be sufficient just to state that “If the GGSN do not have sufficient information to authorized the PDP context modification then the GGSN shall interrogate the PCF for authorization of QoS modification request.”





