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Introduction

This contribution is updated from N2-020029 from the CN3#21 meeting, according to comments and feedback from the meeting, and subsequent discussion. It proposes text for some functions in 29.207.

Discussion

There are several functions that are required for the Go interface. This contribution considers some of these functions, and proposes mechanisms and data for these functions. A proposal is made for text to be included into specification TS 29.207.

Authorisation of Bearer Service Request

The UE sends/receives media stream details through the SDP information included in the SIP signalling. The UE uses this media stream information to identify the appropriate PDP context type and parameters.

If the UE wishes to have session related controls for this media stream, the UE initiates the PDP context to the GGSN (alternatively the UE may modify an existing PDP context) and includes binding information to correlate the PDP context to the media stream. The binding information is formulated at the UE, and the P-CSCF(PCF), and consists of the token from the P-CSCF(PCF), and a flow identifier.

The GGSN, on receiving the PDP context request, if it has no existing authorisation covering this, requests a QoS authorisation from the P-CSCF(PCF) for that token (media stream).

The GGSN must send the binding information for the PDP context to the P-CSCF(PCF). The binding information uniquely identifies the session/stream.

The P-CSCF(PCF) shall respond with either the QoS authorised for the stream, or an indication that the stream is not authorised. 

The media stream QoS is in reality controlled by the PDP context. That is, the PDP context identifies a traffic profile that shall be enforced over the radio access for both the uplink and downlink directions. Of course, the traffic profile may at times be reduced from the PDP context profile dependent on changes in available radio resources and conditions.

Although the decision here shall determine whether the PDP context is permitted or not, the granularity of the decision is much coarser than an authorisation decision on the specific PDP context. That is, the requirement is to authorise a general indication of the QoS specification, rather than the very specific and exact parameters of the PDP context. 

As identified in H3G contribution N3-020054, the only parameters relevant for the Go interface which can be derived are the bandwidth and QoS service class information. The QoS service class is proposed to be carried by means of a DSCP parameter, and the bandwidth information must be carried by a data rate parameter.

The authorised QoS service class shall determine the maximum allowed service class that the UE may receive. The GGSN shall map the QoS service class to identify the maximum applicable Traffic class. The traffic classes shall be defined in order of highest to lowest QoS (FFS). Thus, the QoS service class will authorise a specific traffic class, or any of those ranked below it.

Thus, in order to authorise the PDP context, the following data must be carried:

GGSN to P-CSCF(PCF)

· Handle
– unique identifier for the instance. Thereafter will be used for events associated with this specific combination of UE, PDP context, and binding information.

· Binding Information
– Uniquely identifies the session and media stream

P-CSCF(PCF) to GGSN

· Handle
– as above

· Authorisation Status

– Identifies if the binding is authorised or not

· Authorised QoS (if Authorisation status is authorised)
– Identifies the maximum QoS Service class, and the average data rate that is authorised for the PDP context

Modification of Bearer Service Request

This section covers only the case of upgrade/downgrade of a PDP context by the UE (initiated either by the UE or the network). The termination of a PDP context, and setting of the bit rate to 0kb/s due to eg. loss of radio is specified separately in section “Removal of QoS Commit / Revoke Authorisation for GPRS and IP resources”.

The modifications under consideration here include: 

1. The modified PDP context has lesser QoS requirements than the original, and both included the same binding information.

2. The modified PDP context has greater QoS requirements than the original, and both included the same binding information.

3. The modified PDP context includes a different binding information to the original, and possibly different QoS parameters.

4. The modified PDP context includes binding information where the original PDP context didn’t.

5. The modified PDP context does not include binding information where the original PDP context did.

Regarding these modifications, the following can be seen:

In case 1, the GGSN already has the authorisation information relevant for the binding information, and it knows that the PDP context is authorised. Therefore the GGSN can authorise the modified PDP context.

In case 2, the GGSN has already received the valid authorisation information relevant for the binding information, and it can make a determination for the modified PDP context request based on that existing information. The GGSN may send an authorisation request to the PCF in order to obtain the current authorisation information. 

In case 3 and 4, the GGSN has received a request to use the existing PDP context with new conditions, and different charging may apply. The GGSN must obtain the relevant authorisation information (if it does not already have it), and it must also ensure the charging correlation information is applied to the PDP context by sending it to the PCF.

In case 5, the GGSN has received a request to use the existing PDP context with new conditions, and different charging may apply, where the new usage does not require session based authorisation. If the PDP usage passes other admission control checks, the GGSN shall apply configuration for the PDP context as appropriate for a GPRS bearer without session based local policy controls. Effectively the PDP context for SBLP purposes is terminated. Thus refer to section “Removal of QoS Commit / Revoke Authorisation for GPRS and IP resources”.

Therefore, only cases 3 and 4 (and possibly 2 if the GGSN has not cached the decision details) require a new authorisation request to be sent over the Go interface. The information flow and mechanism between the GGSN and the P-CSCF(PCF) can be the same as for an initial authorisation.

Charging Correlation

For an IMS session, charging records could be generated from a number of different nodes (eg. SGSN, GGSN, P-CSCF). In cases where there is binding between the session and bearer level, the individual charging records from these separate nodes must be able to be correlated. together to the one session for customer billing. The binding information used to bind the session to the media stream cannot be used as the common charging correlation identifier because it is it not known by all equipment (specifically it is passed transparently through the SGSN). 

Instead, a separate correlation identified must be used which is recognised by the SGSN, which can tie together the PDP context records from the SGSN and GGSN, as well as the P-CSCF(PCF). 

This charging identifier  shall thus be passed over the Go interface.

· Charging identifier
– Identifies the charging indicator that will be used in SGSN and GGSN charging records

Proposed Information Elements

Relevant PRCs shall be considered to determine if there is an equivalent information element described. If a suitable PRC can be identified, the required PRCs can be based on this. If no suitable PRC is identified, a new PRC can be created. The new PRC may still utilise elements of existing PRCs as a base.

Handle

The handle is to identify the unique request state, and is defined as part of the basic COPS protocol. The format of the handle is to be defined.

Binding information

· The format of the binding information is FFS. It is noted that the draft draft-ietf-rap-rsvp-authsession-01.txt (work in progress) identifies data for generic session authorisation. The session identifier element from that draft may be used as a base. The actual content and structure of the token shall be specified by CN1.

Charging identifier

The specific details of the charging identifier are to be defined. Further information on the charging identifier is required from S2.

Authorisation Status

Identifies whether the binding is authorised or not.

Authorised QoS

The authorised QoS consists of a maximum QoS service class, and an authorised data rate.  

· QoS service class  - shall be indicated by a DSCP codepoint.  Can be based on information from the diffserv PIB.

· Data rate - The authorised data rate can use an element based on an appropriate element from the diffserv PIB (draft-ietf-diffserv-pib-05.txt, work in progress) which provides a meter function. The proposed base element is qosTBParamRate. The size and format of the element though must be considered to ensure it is not unreasonable for use in 3GPP.

Proposal

Based on the contribution above, the following changes are proposed to be introduced to TS 29.207:

[Editors note: The appropriate location of this information is not clear in the current document structure. It is probably best placed in chapter 4 for the Go interface, but this is currently broken into GGSN and PCF sections]

x.x.x
Media Authorisation
The media authorisation decision sent by the PCF to the GGSN, contains at a minimum, the following information:

· Decision on the binding information

· Authorised QoS
· Filter spec (information on authorised IP and end points addresses and ports)
This information is used by the GGSN to authorise the media resources according to the service-based local policy and the requested bearer QoS.
The authorised QoS specifies the maximum QoS that is authorised for the UE for that specific binding information. The authorised QoS contains the following information:

· Diff Serv class

· Data rate

x.x.x Message Description

The Go interface uses the COPS-PR protocol. The following messages shall be supported:

[ Editor’s Note – Require text providing a description of COPS protocol, or reference to IETF protocol].

[Editor’s Note – Require text to describe how to talk about our application events/messages (as compared to the protocol messages)].
The following events are available on the Go interface:

· Authorisation_Request
This event allows the GGSN to request authorisation details from the PCF. It contains the following information:

· Handle

· Binding Information

· Charging Correlation Identifier

· Authorisation_Decision

This event provides the GGSN with the authorisation status, and relevant authorisation decision data if applicable. The event contains the following information:

· Authorisation status

· Authorised QoS
· Filter Specification
x.x.x Detailed Data Description
The detailed data description is provided in Annex B. 

[Editor’s Note: This remainder of this chapter contains agreed detail message and data element format descriptions for the protocol prior to being defined in the PIB (Annex B). As the messages/data definitions are completed in the PIB, it shall be removed from here. Data shall not be removed from here until it is complete. Messages/data in the PIB which are not yet completed shall be clearly marked.]
· Handle -
a unique identifier for the authorisation request. The format of the handle is FFS
.
· Binding information -
A data element from the PCF that identifies (at a minimum):
· The PCF identity
· The authorisation token for the session
· The flow id within the session
The format of the binding information is FFS (format shall be specified by CN1).
· Authorisation Status – The authorisation status for the specified binding information. The status shall contain a valid/invalid indicator. The format of the authorisation status is FFS. 

· Charging identifier – The charging identifier of the PDP context. The specific details of the charging identifier is FFS. Further information on the charging identifier is required from S2.
· Authorised QoS – The authorised QoS contains the maximum allowed class, and the bandwidth information.

· Maximum allowed class – 
Format is FFS. Proposed to use a DSCP
 element from the DiffServ PIB.
·  Data rate -
Format is FFS. Proposed to be based on qosTBParamRate from DiffServ PIB. The size and format of the element though must be considered to ensure it is not unreasonable for use in 3GPP.
· Filter Specification – The information about the authorised IP end points addresses and ports. Format is FFS.
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