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Introduction

A brief discussion on a possible restructuring of section 4 and 5 took place over the 3GPP CN3 mailing list and following points were raised up;

· Section 4.3 can be merged into section 5.1.

· A new subsection can be introduced in section 5 to cover “functionalities”.

· Section 4 should cover functions and section 5 should cover procedures.

Considering these opinions, the common understanding would be;

· Restructuring of section 4 and 5 is required to have a clear distinction.

· A section, which covers functions (functionality), is required.

Based on the above background, this contribution aims to propose a possible restructuring of section 4.3, 5.1 of TS 29.207. Since annex A also covers the capabilities of UE, it is also involved in the discussion of this restructuring proposal. As a result, it proposes;

· Section 4.3 covers functionality of the network elements involved in the policy control.

· Section 5.1 covers procedures performed on those network elements.

· Annex A is deleted and distributed in Section 4.3 and 5.1.

Proposal

It is proposed to incorporate following amendments into TS 29.207.

Start of amended sections
4.3
Functionality of the network elements for policy control
Editor’s Note: This subclause explains the functionality of the network elements which are used for policy control.

4.3.1
GGSN

Editor’s Note: This subclause provides the functional descriptions of capabilities of GGSN. The content of this subclause should be incorporated into 29.061 later and a reference to 29.061 should only remain here..

4.3.1.1
Service-based local policy enforcement point

Editor’s Note: This subclause describes the functionality of “Service-based Local Policy Enforcement Point” in GGSN.

4.3.1.1.1
Information mapping

The GGSN is responsible for QoS checking and mapping. The GGSN shall check if the requested QoS is in-line with the authorized QoS. The GGSN shall perform the proper mapping between the IP QoS information received over the Go interface and the UMTS QoS information received through PDP context signalling.
4.3.1.2
Binding mechanism handling

Editor’s Note: This subclause describes the functionality of “Binding Mechanism Handling” in GGSN.

4.3.1.3
DiffServ edge function

Editor’s Note: This subclause describes the functionality of “DiffServ Edge Function” in GGSN.

4.3.2
PCF

Editor’s Note: This subclause describes the overview of PCF.
For example, Policy Control Function (PCF) is a logical policy decision element which uses standard IP mechanisms to implement policy in the IP bearer layer…
4.3.2.1
Service-based local policy decision point

Editor’s Note: This subclause describes the functionality of “Service-based Local Policy Decision Point” in PCF.

4.3.2.2
Binding mechanism handling

Editor’s Note: This subclause describes the functionality of “Binding Mechanism Handling” in PCF.

4.3.3
UE

Editor’s Note: This clause describes the functional descriptions of capabilities of UE. The content of this subclause should be incorporated into 27.060 later and a reference to 27.060 should only remain here.
4.3.3.1
Binding mechanism

Editor’s Note: This subclause describes the functionality of “Binding Mechanism” in UE.

4.3.3.2
DiffServ edge function

Editor’s Note: This subclause describes the functionality of “DiffServ Edge Function” in UE.

4.3.3.3
RSVP/IntServ function

Editor’s Note: This subclause describes the functionality of “RSVP/IntServ Function” in UE.

Next amended sections
5
Policy control procedures

Editor’s Note: This clause is designated to provide all necessary specification for policy control procedures.

5.1
Policy control procedures in functional elements

Editor’s Note: This subclause describes the main procedures that are used for the policy control. These procedures are described in text description for each involved network elements.
5.1.1
GGSN

Editor’s Note: This subclause describes the policy control procedures in the GGSN. The content of this subclause should be incorporated into 29.061 later and a reference to 29.061 should only remain here.
5.1.2
PCF

Editor’s Note: This subclause describes the SBLP procedures in the P-CSCF/PCF.

The information needed for the PCF to perform media authorization is passed by the P-CSCF upon receiving a SIP message that contains SDP. The SDP contains sufficient information about the session, such as the end-points' IP address and port numbers and bandwidth requirements. 

The P-CSCF shall send policy setup information to the PCF upon every SIP message that includes an SDP payload. This ensures that the PCF passes proper information to perform media authorization for all possible IMS session setup scenarios.

The media authorization information will be performed based on the SDP in PRACK in regular session setup; or based on the SDP in 183 in case that PRACK does not contain any; or based on the SDP in the 200 OK for PRACK if included.
Upon receiving the bearer authorization request from the GGSN, the PCF shall authorize the request according to the stored service based local policy information for the session identified by the binding information in the request.

The PCF may make a final decision to enable the allocated QoS resource for the authorized media stream. (Open the gate). This may be triggered by the receipt of the SIP 200 OK (to the INVITE request) in the P-CSCF. The QoS resources may also be enabled at the time they are authorized by the PCF.
5.1.3
UE

Editor’s Note: This subclause describes the policy control procedures in the UE. The content of this subclause should be incorporated into 27.060 later and a reference to 27.060 should only remain here.
Next amended sections
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