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Introduction:

This contribution proposes text for chapter 4.3.1.1 Service-based local policy enforcement point of TS 29.207 v0.6.0. The gating functionality is described and the concept of the gate explained.

This text should be seen as addition to the text proposed by Nokia contribution N3-020046 or any subsequent contribution, respectively. 

Proposal:
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4.3
Functional elements and capabilities

Editor’s Note: This subclause explains the functional elements which appear in the discussion of Go interface.

4.3.1
GGSN

Editor’s Note: This subclause provides the functional descriptions of capabilities of GGSN. It should be discussed whether the content of this subclause should be incorporated into 29.061 or 29.162, or should remain here.

4.3.1.1
Service-based local policy enforcement point


Policy based gating functionality and packet handling functionality represent the control of the PEP over the user plane. In the user plane, a “gate” is defined for each IP flow belonging to a media flow. A gate consists of a packet classifier and packet handling functionality for the packets matching the classifier. The packet classifier identifies the set of IP packets associated with the gate. The packet classifier includes the standard 5-tuple (source IP address, destination IP address, source port, destination port, protocol) explicitly describing a unidirectional IP flow. 
Note: The details of the information contained in the packet classifier are FFS (possibility of wildcards, availability of this information in PCF).
The gating functionality represents the control of the gate, i.e. the enabling or disabling of the passage for IP packets. If the gate is disabled all packets of the IP flow are dropped. If the gate is enabled the packets of the IP flow are subject to packet handling functionality. 
Note: The details of the packet handling functionality are FFS.
The packet handling functionality shall be only applied on a PDP context granularity per direction. That means there is no differentiation of packet handling functionality for individual IP flows possible.  
End of modified section











































































