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At the last meeting in Phoenix SA2 have agreed that the responsibility for the definition of which protocols should be used on the Go interface should be in the remits of CN3. CN3 should evaluate the SA2 requirement and pick the solution they believe most technically appropriate to satisfy them.

It is then in order analysing the requirements from SA2, as they are enumerated in the LS from SA2 (Tdoc S2-020309, distributed to this WG as N3-020073) as well as identifying a solution that would satisfy them, possibly without introducing dependencies on IETF internal decisions. 

These are the requirements on Go from SA2 as reported in the LS

· Control of Diffserv inter-working

· Control of RSVP admission control and inter-working

· Control of service-based policy "gating" function in GGSN

· UMTS bearer authorization

· QoS charging related function

We believe that control of diffserv interworking is a provisioning matter that is independent of Go specific purpose, and it is dependent on local network operation. This is not IMS specific and it is still debated in IETF.

The control of RSVP admission control and interworking should follow standard IETF recommendations, when and if RSVP would be interpreted at the GGSN in a wireless carrier network. We do not see 3GPP specific need for further work, since this is technology independent matter

The gating of flows is typically a provisioning matter, and SNMP has no apparent drawbacks if compared to COPS (rather it has definite advantages of widespread usage and years of operational experience).

UMTS bearer authorization can be carried out in many ways. We believe this should be a functionality generic enough not to be developed ad hoc for the IMS, and then possibly after a while a new functionality added to cater for more general case. Besides, the usage of the token passing approach so far suggested to bind the bearer to the IMS level session, proves to be weak since it has undesirable roaming related issues (discussed and recognized as such by SA2 in phoenix, in the LS to CN1 and CN4 - Tdoc S2-020327). We include here an excerpt from it.

"Backward compatibility to pre-R5 requirement 

With regards to Backward compatibility to pre-R5 there are 2 levels of requirements

1.  It was felt highly desirable by SA2 to be able to have an UE roaming in a pre-R5 visited network being able to access to IMS in its Home network (via a R5 GGSN in Home network). This implies the possibility to transparently transfer all application level based information (given in sect 1.1.) between UE and GGSN via a pre R5 SGSN, and hence the transfer of such information also during secondary PDP context activation / PDP context modification.  

However, whatever the solution is, S2 has decided that this should be done with no additional IE’s to primary PDP context activation, secondary PDP context activation, and PDP context modification in pre-R5 specification."
We would favour an approach not requiring dependency from service dependent binding information (as we detail below in the description of our proposed solution). Also, there may be different ways to request a UMTS bearer: modification of an existing bearer to accommodate more bandwidth or creation of a separate bearer to allow for the delivery of a new media component should be charged differently (different kind of resources are used in the GGSN, and the latter is more expensive an approach). It is not clear at this time how the binding would be used for these different cases (would one of the 2 approaches be standardized? What is the impact on the service capabilities, considering some vendors only support a limited set of PDP contexts per user?).

The solution for Charging can rely on correlation of application level and GPRS level accounting data collection, We show later how this can be achieved.

Description of the proposed solution:

Before any SIP session can take place, the MS must set up a PDP context towards an (IMS capable) APN.

The GGSN would inform the P-CSCF/PCF via a RADIUS accounting interface extended with the 3GPP Vendor Specific Attributes defined by CN3 that a user identified by a certain IMSI/MSISDN has been assigned some IP address, about what the IP address of the GGSN where the PDP context has been created is and what is the APN, as well as the value of the charging ID associated to the PDP context and of the NSAPI of the PDP context.

When SIP signalling over this PDP context flows through the P-CSCF/PCF in order to set up a SIP session, this entity can determine the authorized QoS level for the session and the allowed protocols/and source-destination addresses. The P-CSCF/PCF can provision these policies on the GGSN using SNMP, or the GGSN can pull the policies (using the IMSI/MSISDN and APN as keys in the search) when the PDP context request is incoming (e.g. using  SNMP ).  When a create PDP context request (for a secondary PDP context) is received at the GGSN, the GGSN checks these policies and determines whether it is admissible or not. If so, the GGSN would issue for this PDP context a RADIUS accounting request START to the P-CSCF/PCF when the PDP context gets accepted, with the same information as discussed above. This way, the P-CSCF/PCF has constantly a map of the PDP contexts and their GPRS charging ID and NSAPI values being used. This is useful, since it allows for the P-CSCF/PCF to request a PDP context to be torn down via SNMP when this turns out to be necessary (for instance because the party paying for usage has torn down the session, the credit limit has been exceeded…). Also, it allows for GPRS charging data correlation with IMS charging data. The importance of this procedure is also reflected in the ability to overcome the IMS roaming limitation problems presented by pre Release 5 SGSNs as highlighted by the LS from SA2 (N3-020073).  There is no requirement to use GTP to provision the correlation between the GPRS bearer and the application layer session information.
When a PDP context modification is incoming with a request for higher b/w to allow for additional media component(s), the same procedure should apply: If there is a policy in place allowing for an incremental addition of resources (bandwidth, open gates…) the update would be accepted. This time, a RADIUS interim Accounting message would be used instead.

When a  PDP context is torn down by the MS, or is torn down by the SGSN for the MS lost radio coverage, the GGSN would issue a RADIUS accounting STOP message, and all the SIP sessions associated to the PDP context would be terminated, if they were not yet so.

When the GGSN would restart after a failure, an Accounting ON message would signal that the GGSN has rebooted and as a consequence the P-CSCF/PCF would tear down all the SIP sessions that would still be dangling.

Conclusions and proposal

Our solution

· allows for Policy control using stable protocols for which a lot of operational experience exists

· allows for the evolution to a DIAMETER based approach if desirable

· it allows for detection of dangling PDP contexts

· does not suffer from the need to convey authorization token and the related roaming issues, since the authorization is built in the user identity or the user identity mapping to the IP address.

· It is general: it is not bound to be used for IMS only. The APN sent in the RADIUS accounting Start  in fact identifies the service. The PCF can become a separate entity from the P-CSCF and handle multiple services.

· It is not exposed to IETF decision making process that may limit the applicability.

As such we believe it should be accepted by this WG as the working assumption to address the Go issue (and also solve the problem of generic policy control proposed for Rel-6).
