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Introduction
During the CN3 email discussion, the agreement has been reached to base the Go interface on COPS-PR. This decision influences the type of work that needs to be done by CN3. This contribution describes in more detail one aspect of the COPS-PR usage over the Go interface. Specifically, we need to determine where QoS is checked and where the mapping is done. 

Proposal

The whole purpose of the Go interface is to properly enforce policy on a per flow basis. Because of its flexibility, COPS-PR offers two options for ensuring that the requested QoS in the PDP context is in-line with the authorized QoS derived from the SDP information:

1- Mapping done at the GGSN PEP

2- Mapping done at the PCF PDP

Mapping outsourced at the PCF

Upon receiving PDP context request, the PEP will generate a COPS REQ message and include the token, flow IDs and QoS parameters from the PDP context. The PCF can then compare and make sure that the requested QoS is in-line with the authorized QoS derived from the SDP information. It can then respond to the GGSN PEP with a COPS DEC containing the authorized QoS.

The major disadvantage of this approach is that the PCF is not aware of UMTS bearer information. The PCF should be independent from UMTS information and only provide decision based on IP flows.

Mapping done at the GGSN PEP

In this scenario, the PEP only includes the token and flow IDs in the COPS REQ. The PCF retrieves the stored authorized QoS derived from the SDP information and pushed down the appropriate policy in a COPS DEC messages. These policies include the authorized IP QoS parameters and instructions to the PEP on what actions to take:

· Proper mapping of the requested QoS and authorized QoS. The PEP shall check if the requested QoS is in-line with the authorized QoS received from the PCF. Mapping between UMTS information and IP information is to be done at the PEP.

· Actions if the requested QoS is not inline with the authorized QoS (reject, accept but enforce authorized QoS,…)

Conclusion/Recommendations

We welcome discussion of this proposal. We propose that the QoS mapping and checking be done at the GGSN. This is to be consistent with the overall architecture where the PCF is not aware of UMTS BS information.

Nortel proposes the following text in 29.207 as a starting point. We are committed to detailing those aspects in future contributions with the collaboration of any interested companies.

4.3
Functional elements and capabilities

Editor’s Note: This subclause explains the functional elements which appear in the discussion of Go interface.

4.3.1
GGSN

Editor’s Note: This subclause provides the functional descriptions of capabilities of GGSN. It should be discussed whether the content of this subclause should be incorporated into 29.061 or 29.162, or should remain here.

4.3.1.1
Service-based local policy enforcement point

Editor’s Note: This subclause describes the functionality of “Service-based Local Policy Enforcement Point” in GGSN.

4.3.1.1.1 Information mapping

The GGSN is responsible for QoS checking and mapping. The GGSN shall check if the requested QoS is in-line with the authorized QoS. The GGSN shall perform the proper mapping between the IP QoS information received over the Go interface and the UMTS QoS information received through PDP context signalling.
4.3.1.2
Binding mechanism handling

Editor’s Note: This subclause describes the functionality of “Binding Mechanism Handling” in GGSN.

4.3.1.3
DiffServ edge function

Editor’s Note: This subclause describes the functionality of “DiffServ Edge Function” in GGSN.

4.3.1.4
RSVP sender/receiver proxy

Editor’s Note: This subclause describes the functionality of “RSVP Sender/Receiver Proxy” in GGSN.

4.3.2
PCF

Editor’s Note: This subclause describes the overview of PCF.
For example, Policy Control Function (PCF) is a logical policy decision element which uses standard IP mechanisms to implement policy in the IP bearer layer…
4.3.2.1
Service-based local policy decision point

Editor’s Note: This subclause describes the functionality of “Service-based Local Policy Decision Point” in PCF.
4.3.2.2
Binding mechanism handling

Editor’s Note: This subclause describes the functionality of “Binding Mechanism Handling” in PCF.
























