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INFORMATION

In order to discuss the status of the ITU-T SG11 work in terms of SIP - BICC/ISUP interworking and understand the timing concerns to have this work stable to reference it in 3GPP, the following SG11 papers currently being discussed are provided for information.

Gra024 - Draft Recommendation Q.1912.SIP - is a proposal for new text for the new specification dealing with SIP - BICC/ISUP interworking Q.1912.SIP. It addresses the ‘Overview of Interworking Messages and Parameters/Headers’, ‘Interworking Node: Incoming SIP and Outgoing BICC/ISUP’ and ‘Interworking Node: Incoming BICC/ISUP and Outgoing SIP’.    It contains for example IAM to INVITE message and header mapping.
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This contribution document to SG11 has to be fully reviewed yet. Some issues have already been commented: header mapping, overlap not supported, no Remote-Party-ID etc.

Gra088 - SIP profile for telephony interworking - is a proposal for the profiles of the Session Initiation Protocol (SIP) and the Session Description Protocol (SDP) required to support interworking between SIP/SDP on the one hand and ISUP or BICC on the other.  It takes note of work on interworking between SIP/SDP and BICC/ISUP already begun in the IETF. The Internet-Drafts cited in this draft Recommendation will be replaced with RFC references when the IETF has given approval to the documents concerned.  It is expected that this will happen in the same time frame as that allocated for completion of the work on interworking between SIP/SDP and BICC/ISUP.
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Gra083 - Draft annex?? To rec. ???: ISUP-Specific aspects of  SIP/SDP-BICC/ISUP interworking - is a proposal for the outline of the ISUP-specific Annex to the SIP/SDP-BICC/ISUP interworking Recommendation.
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Gra085 - ISUP to SIP Mapping – the IETF draft: draft-ietf-sip-isup-03.txt from Aug 2001. Informational.
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Gra086 - Mapping of ISUP Overlap Signalling to SIP - the IETF draft: draft-ietf-sip-overlap-01.txt from Aug 2001. Informational.
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Abstract


This TD provides the editor's proposals for the profiles of the Session Initiation Protocol (SIP) and the Session Description Protocol (SDP) required to support interworking between SIP/SDP on the one hand and ISUP or BICC on the other.  It draws from  the work done on requirements for interworking between BICC and SIP/SDP in last May's meeting (TD-GEN11/48) and on the subsequent Editor's draft of requirements for interworking between ISUP and SIP/SDP (TD-GRA-YY).  Additionally it takes note of work on interworking between SIP/SDP and BICC/ISUP already begun in the IETF.


The Internet-Drafts cited in this draft Recommendation will be replaced with RFC references when the IETF has given approval to the documents concerned.  It is expected that this will happen in the same time frame as that allocated for completion of the work on interworking between SIP/SDP and BICC/ISUP. 
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Profile of the Session Initiation Protocol (SIP) and the Session Description Protocol (SDP) for interworking between SIP/SDP and BICC/ISUP


CONTENTS


SUMMARY


This addition to ITU-T Q-Series Recommendations describes the minimum set of protocol features and extensions required in the Session Initiation Protocol (SIP) and Session Description Protocol (SDP) to support interworking at a “Network to Network Interface” (NNI) between a BICC or ISUP network and a SIP network, which is an originating, terminating or transit network.


1 INTRODUCTION


The Session Initiation Protocol (SIP) and to a lesser extent the Session Description Protocol (SDP) are both designed to be extensible.  SIP in particular features a core protocol of great generality, supporting a number of different functional roles within a particular architectural view.  A number of extensions to this protocol have been standardized to provide additional capabilities at the detailed functional level.  This modularity in the definition of the protocol imposes a requirement to specify: 


· a mapping between the SIP functional architecture and the architecture of the application


· those optional elements of the core protocol which must be supported


· the additional extensions which must be supported


in order to apply SIP to a particular application. 


In contrast to SIP, SDP is far more limited in scope.  However, provision is made for the definition of values of a number of parameters in documents outside of the core SDP protocol specification.  Thus it is necessary to indicate the additional documents which must be supported to allow successful interoperation between SIP/SDP and BICC/ISUP. 


1.1 A Brief Look At the SIP Functional Architecture


SIP recognizes a clear distinction between the path taken by signalling messages and that taken by media flows which may result from the signalling.  Although the establishment of media flows is a major application of the protocol, the SIP architecture concerns itself only with the signalling functional entities within a SIP network,.  In brief, these entities are:


· User Agents, entities which originate and terminate calls within a SIP network


· Proxies, entities which provide a number of network services and which may be included in the call signalling path either for the initial transaction of a session or for the entire call


· Registrars, which receive specific information from User Agents (including contact information) and pass it by means outside the scope of the protocol to other entities


· Redirection Servers, which accept SIP requests from User Agents, map the addressee into zero or more new addresses, and return the result to the originating User Agent.


It is evident from examination of this list that the SIP entity at an interworking point between a SIP and a BICC or ISUP network performs the role of a SIP User Agent.  This identification is the first step in defining the SIP profile for interworking with BICC or ISUP.


2 References


The following ITU-T Recommendations and other references contain provisions, which through reference in this text constitute provisions of this Recommendation. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revisions; all users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.


[Editor’s note: Some of the references below are Internet‑Drafts published by IETF Workgroups. These Internet‑Drafts are planned to mature into IETF RFCs.  The references will then be brought into compliance with Recommendation A.5.  Given this intention it is pointless to specify a particular version of an Internet Draft.  The most recent version can be retrieved from the IETF web site at any time by going to the search page at http://search.ietf.org/search/brokers/internet-drafts/query.html and entering the draft name, omitting the version part shown below as "-xx".


Currently the basic RFCs defining the core SIP and SDP protocols and the RTP profiles for packetized media content are all undergoing revision.  References are therefore provided both to these basic RFCs and to the Internet-Drafts containing their intended replacements.  The SIP update will introduce changes which cannot be ignored, hence approval of this Recommendation has a scheduling dependency on the completion of the SIP update.  The updates to the SDP and RTP profile documents correct ambiguities and errors and will omit unimplemented features, but are not expected to introduce changes which will affect the SIP interworking description.  It will therefore be acceptable if only the references to the existing SDP and RTP profile RFCs are available when this Recommendation is approved. ]


[1] "SIP: Session Initiation Protocol”, RFC 2543, Internet Engineering Task Force, March 1999.  [Note: provided for information only.  Will be deleted in the final Recommendation, since it will be obsoleted by [2].]

[2] “SIP: Session Initiation Protocol”, draft‑ietf‑sip‑rfc2543bis‑xx, Internet Engineering Task Force, Work in Progress.  [Note: this rather than RFC 2543 is the working reference to the core SIP protocol.]

[3] “SDP: Session Description Protocol”, RFC 2327, Internet Engineering Task Force, April 1998.


[4] “SDP: Session Description Protocol”, draft-ietf-mmusic-sdp-new-xx, Internet Engineering Task Force, Work in Progress.  [will replace [3] if available as an RFC at time of approval, otherwise will be deleted]

[5] "RTP Profile for Audio and Video Conferences with Minimal Control", RFC 1890, Internet Engineering Task Force, January 1996.

[6] "RTP Profile for Audio and Video Conferences with Minimal Control", draft-ietf-avt-profile-new-xx, Internet Engineering Task Force, Work in Progress. [will replace [5] if available as an RFC at time of approval, otherwise will be deleted]

[7] “Reliability of Provisional Responses in SIP”, draft‑ietf‑sip‑100rel‑xx, Internet Engineering Task Force, Work in Progress.


[8] “Integration of Resource Management and SIP for IP Telephony”, draft-ietf‑sip‑manyfolks‑resource‑xx, Internet Engineering Task Force, Work in Progress.


[9] “SIP Extensions for Caller Identity and Privacy”, draft‑ietf‑sip‑privacy‑xx, Internet Engineering Task Force, Work in Progress.


[10] “The SIP INFO method”, RFC2976, Internet Engineering Task Force, October 2000.


[11] “MIME media types for ISUP and QSIG objects”, draft-ietf-sip-isup-mime-10.txt, Internet Engineering Task Force, approved as Proposed Standard by IESG May 2001 (awaiting RFC number).

[12] "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types", RFC 2046, Internet Engineering Task Force, November 1996.


3 Abbreviations


		MIME

		Multi-purpose Internet Message Extension



		RFC

		Request For Comments



		RTP

		Real Time Protocol



		SDP

		Session Description Protocol



		SIP

		Session Initiation Protocol



		UAC

		User Agent Client



		UAS

		User Agent Server



		

		



		

		



		

		





4 Definitions 


[Ed. note:  The definitions in this section are provided for the convenience of the reader.  If they are inconsistent with [2] the latter is the definitive document.]


User Agent Client (UAC): the role played by an User Agent when it initiates a SIP transaction.


User Agent Server (UAS): the role played by an User Agent when it receives and responds to a SIP transaction.


SIP transaction: a sequence of messages between two peer SIP entities consisting of a request, possible interim responses, and, except in the case of the ACK request, a final response.  Retransmission of individual messages may occur according to rules intended to ensure reliable end-to-end delivery of the request and final response independently of the transport used to carry them.


Method: the specific type of request made to initiate a SIP transaction.  The core protocol defines a basic set of methods, which can be extended by other documents.


Request-URI: a portion of a SIP request message containing an address indicating the intended destination of a SIP request, in the form of a URI. 


Response: a message issued by a UAS to indicate progress in the processing of a request, containing a status code and additional information whose content is partially dependent on the value of the status code and also dependent on the content of the request.  The core protocol defines a large set of status codes, which can be extended by other documents.


Interim response: a response in which the status code lies in the 1xx range.


Final response: a response in which the status code lies in the 2xx (success), 3xx (redirection), 4xx (client error), 5xx (server error), 6xx (global failure) or higher range.


Header: a unit of information within a SIP message introduced by a header type tag and followed by information the format and content of which are determined by the header type.  The core protocol defines a basic set of header types, which can be extended by other documents.


Body: optional MIME-labelled content following after and delimited from the SIP-specific content in a SIP message.  Media flow descriptions are carried as SDP (MIME type application/sdp) within SIP message bodies.


5 Support Of Core SIP Protocol Capabilities


The SIP portion of the Interworking Function shall be compliant with all requirements of [2] which apply to the User Agent Client and Server roles in particular and to SIP entities in general.


5.1 Support of SIP Methods


The SIP portion of the Interworking Function shall support the following methods defined in [2]: INVITE, ACK, BYE, CANCEL, and OPTIONS.


5.2 Support of SIP Headers


The SIP portion of the Interworking Function shall support the set of headers shown in Table 1, depending on the indicated context.  Support as applied to sending means that the header is correctly encoded within the message with the required contents whenever the header is required to be present according to the rules defined in [2], the present document, or an interworking Recommendation.  Support as applied to receiving means that the header can be correctly parsed and acted upon  according to the rules defined in [2], the present document, or an interworking Recommendation, whenever encountered in an incoming message.  Table 1 is consistent with Table 5 of [2] but takes the requirements for interworking with BICC/ISUP into account.


m= mandatory, cm=conditionally mandatory (with condition stated in the notes), x=not allowed


		Header Type

		Request

		Response



		

		Sending

		Receiving

		Sending

		Receiving



		Accept

		cm (Note 1)

		m

		cm (Note 1)

		m



		Accept-Encoding

		

		m

		

		m



		Accept-Language

		

		m

		

		m



		Allow

		m

		m

		m

		m



		Call-ID

		m

		m

		m

		m



		Contact

		m

		m

		m

		m



		Content-Disposition

		cm (Note 2)

		m

		cm (Note 2)

		m



		Content-Encoding

		

		m

		

		m



		Content-Length

		m

		m

		m

		m



		Content-Type

		m

		m

		m

		m



		CSeq

		m

		m

		m

		m



		From

		m

		m

		m

		m



		Priority

		m

		m

		m

		m



		Record-Route

		m

		m

		m

		m



		Require

		m

		m

		x

		x



		Route

		m

		m

		x

		x



		Supported

		m

		m

		m

		m



		Timestamp

		

		m

		

		



		To

		m

		m

		m

		m



		Unsupported

		x

		x

		

		m



		Via

		m

		m

		m

		m



		Warning

		x

		x

		m

		m



		



		Note 1: required to indicate support for ISUP/BICC encapsulation.



		Note 2: required if QOS establishment in advance of media flows is supported.  Also required for encapsulated ISUP/BICC content.





The following clauses supplement the guidance given in [2] on the use and content of specific headers.


5.2.1 Accept


The Accept header shall be included in all requests within calls where the UAC function is aware through configuration that the next-hop SIP entity is a permissible receiver of encapsulated ISUP/BICC content.  The header shall indicate readiness to receive the "multipart/mixed" MIME type as documented in [12], the "application/ISUP" MIME type documented in [11], and the "application/sdp" MIME type which must be supported by all SIP entities.


[Ed. note: a codepoint needs to be added in the base parameter of the application/ISUP MIME type to include BICC.]


The Accept header shall be included in all responses.  Where the UAS function is aware through configuration that the next-hop SIP entity is a permissible receiver of encapsulated ISUP/BICC content, it shall include the "multipart/mixed" and "application/ISUP" MIME types as well as "application/SDP".


5.2.2  Allow


The Allow header shall be included in all messages sent by the SIP User Agent function. It shall include all request types the support of which is mandated in this document.


5.2.3 Contact


The composition of the Contact header is a local matter to the SIP User Agent function.  However, for calls in the ISUP/BICC to SIP direction, if presentation of the calling number is not allowed, the rules for composition of the Contact URI shall ensure that this URI does not contain any information which would allow an external entity to identify the caller.


5.2.4 Content-Disposition


Where SDP is present in a message body and is being used to coordinate the establishment of media security or QOS across the IP network, the Content-Disposition header associated with that SDP shall be present and shall have content in accordance with [8].


Where encapsulated ISUP/BICC is present in a message body, the Content-Disposition header associated with that body part shall be present and shall have content in accordance with [11].  The handling parameter shall be set to "handling=required".


5.2.5 From


For calls in the direction from the ISDN to SIP, the From header shall contain a sip: URL.  If presentation of the calling party number is allowed, the user part of the URL shall be in the telephone-subscriber format as described in [2] section 2.  If presentation of the calling party number is not allowed, the user part shall consist of a cryptographically random string as recommended in [9] section 6.1, the host part shall consist of the string "localhost" as similarly recommended, and the display-name shall contain the string "Anonymous" as recommended in [2] section 10.25. 


5.2.6 Supported


The Supported header shall be present in all requests except ACK and all responses and shall list all option tags mandated by this Recommendation.


5.2.7 To


For calls in the direction from the ISDN to SIP, the To header shall contain a sip: URL.  The user part of the URL shall be in the telephone-subscriber format as described in [2] section 2.


5.2.8 Warning


In contrast to [2], this document makes the use of the Warning header mandatory where it is applicable. 


5.3 Support Of SIP Status Codes


[Ed. note: this section is a place-holder if it appears desirable to specify those codes which must be supported.


5.4 Support Of SIP Protocol Features


[Ed. note: this section will be used to mandate support of specific options within the basic protocol as the need for them becomes evident.]


6 Support of SIP Extensions


This section indicates the SIP extensions which the SIP User Agent function is required to support.


6.1 Reliability of Provisional Responses in SIP


This extension is documented in [7].  It introduces a new method (PRACK) and two new headers (RSeq and RAck).


Support is required in all cases.  Support shall be indicated by including the option "100rel" in the Supported header for all requests.  As indicated in [7], the User Agent Server function shall indicate that specific provisional responses must be acknowledged, by including within them a Require header with the option tag "100rel".  Specific instances requiring acknowledgement are indicated in [??] [the interworking Recommendation], but typically such a requirement comes about because the provisional response contains a body which must be delivered reliably to the remote User Agent Client function.


6.2 Integration of Resource Management and SIP for IP Telephony


This extension is documented in [8].  It introduces a new method (COMET), a new disposition-type within the Content-Disposition header ("precondition"), a new response status code (580 Precondition Failure), and new SDP attributes (a=qos: and a=secure:).  Support of this extension is a matter of local configuration, but is required if QOS and/or security establishment in advance of media flows is to be coordinated through SIP signalling.  Note that the extension relies upon support of reliable provisional responses.


A User Agent Client function which supports this extension includes the SDP attributes associated with it in the body of the initial INVITE, as described in  [8].  In addition, to support invocation of the extension in the reverse direction on re-INVITEs, the initial INVITE shall include COMET amongst the methods listed in the Allow header.  Where local configuration requires that no call proceed without satisfaction of resource preconditions, the User Agent Client function shall include the Require header with the option tag "precondition" in the initial INVITE.


A User Agent Server function which supports this extension issues a 183 Session Progress response with an SDP body containing the required attributes, also as described in  [8].  In addition, it shall include an Allow header with COMET amongst the listed methods, and a Supported header including the option tag "precondition".


6.3 SIP Extensions for Caller Identity and Privacy


This extension is documented in [9].  It introduces two new headers (Remote-Party-Id and Anonymity).


Support of the extension is required in all cases, although the Anonymity header in its current usage is unnecessary for SIP-BICC/ISUP interworking.  If presentation of subscriber identity is restricted, the Remote-Party-Id header shall be forwarded only to next-hop SIP entities which local configuration indicates can be trusted with the information.  The Proxy-Require and Require headers shall also be present in the message, and shall both include the option tag "privacy".


6.4 The SIP INFO method


This extension is documented in [10].  It introduces a new method (INFO).


Support of this method is required in networks where BICC/ISUP encapsulation is supported.  Support in other cases is for further study.  The User Agent shall indicate support by including INFO in the list of supported methods in the Allow header in all messages where that header is present.


6.5 MIME media types for ISUP and QSIG objects


This extension is documented in [11].  It introduces two new MIME types applicable to SIP message bodies: application/ISUP and application/QSIG.


Support for the multipart/mixed and application/ISUP MIME types is required  in networks where BICC/ISUP encapsulation is supported.  The User Agent shall indicate support through use of the Accept header in requests and responses as documented in section 5.2.1.


---------------------------------------------
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Abstract


This contribution proposes baseline text for the new Recommendation Q.1912.SIP Sections 6A, 7 and 8, based upon the structure identified in TD GEN/11-59 of the May 2001 meeting of SG 11.


6A
Overview of Interworking Messages and Parameters/Headers (New Section)


The BICC/ISUP protocols provide a large set of signalling capabilities to support a diverse set of PSTN/ISDN/IN services. These signalling capabilities or procedures are in turn supported by sets of signalling information, which may be encoded in a number of messages, parameters and indicators. Grouping the signalling information by the signalling procedures provide the initial step to determine if the signalling information need to interwork across different signalling system. See Table 1 for the list of services or procedures to be used in this Recommendation for grouping the BICC/ISUP signalling information. Similarly, Table 2 provides the list of SIP capabilities for grouping the SIP signalling information. The capabilities acronyms will be used to tag various signalling information under consideration for interworking.


In addition to defining supported capability sets, another factor of determining the relevance of signalling information for interworking depends on the network architecture where the interworking nodes locate. The main text of this Recommendation (Q.1912.SIP) documents the interworking for “Profile‑A” presented in the TRQ.BICCSIP. The scope of Profile‑A is limited to architecture of interconnecting the BICC/ISUP network with the SIP network serving as an access network for terminal end-points. It should be possible to provide additional interworking specification annexes to the main text of this Recommendation as more service profiles are studied for various architectural applications.


Table 1: Listing of Capabilities Supported by BICC/ISUP

		Capabilities Acronyms

		Capabilities

		BICC References

		ISUP References

		ITU-T Pub-YR



		Basic-CS

		Basic Call Set-up
(speech, 3.1 KHz audio, 64 Kbps unrestricted, multirate, N x 64 Kbps, En bloc/overlap addressing and continuity indication)

		Q.1902

		Q.764

		



		Basic-CS-BICC

		Basic-CS: BICC specific
(BAT).

		Q.1902

		NA

		



		Basic-CS-Charging

		Charging information (national).

		Q.1902

		Q.764

		



		Basic-CS-CODN

		CODEC Negotiation

		Q.1902

		NA

		



		Basic-CS-Collect

		Call collect request.

		Q.1902

		Q.764

		



		Basic-CS-CPG

		Call progress.

		Q.1902

		Q.764

		



		Basic-CS-CSI

		Carrier Selection identification (national)

		Q.1902

		Q.764

		



		Basic-CS-DSS1

		Access delivery indication, HL compatibility, ATP, etc.

		Q.1902

		Q.764

		



		Basic-CS-ECH-D

		Enhanced/dynamic echo control.

		NA

		Q.764

		



		Basic-CS-ECH-S

		Simple echo control.

		Q.1902

		Q.764

		



		Basic-CS-Fail

		Unsuccessful Call Setup, T&A, incomplete address.

		Q.1902

		Q.764

		



		Basic-CS-Fallback

		Fallback.

		Q.1902

		Q.764

		





Table 1 (cont'd.): Listing of Capabilities Supported by BICC/ISUP


		Basic-CS-GCR

		Global call reference.

		Q.1902

		NA

		



		Basic-CS-GEO

		Calling geodetic locations.

		Q.1902

		Q.764

		



		Basic-CS-HC

		Hop counter.

		Q.1902

		Q.764

		



		Basic-CS-Info

		Information message

		Q.1902

		Q.764

		



		Basic-CS-ISUP

		Basic-CS: ISUP specific.

		NA

		Q.764

		



		Basic-CS-JBCU

		Joint BCU support

		Q.1902

		NA

		



		Basic-CS-OOBT

		Out-of-band tone transport.

		Q.1902

		NA

		



		Basic-CS-PDLY

		Propagation delay.

		NA

		Q.764

		



		Basic-CS-TAR

		Temporary Alternative Routing

		Q.1902

		Q.764

		



		Basic-CS-TGI

		Traffic group identification.

		Q.1902

		NA

		



		Basic-CS-TNS

		Transit Network Selection (national).

		Q.1902

		Q.764

		



		Basic-NR

		Basic Normal Release

		Q.1902

		Q.764

		



		EC

		Exceptions or abnormal conditions procedures.

		Q.1902

		Q.764

		



		EC-ISUP-UPU

		ISUP available procedure.

		NA

		Q.764

		



		EC-PDU

		Unreasonable PDU.

		Q.1902

		Q.764

		



		EC-Reset

		Circuit or CIC reset.

		Q.1902

		Q.764

		



		EC-UCIC

		Unequipped CIC.

		Q.1902

		Q.764

		



		IN

		INAP interaction

		Q.1601+

		Q.1601

		



		MC

		Mid Call procedures

		Q.1902

		Q.764

		



		MC-COD

		Mid-call CODEC negotiation and modification.

		Q.1902

		NA

		



		MC-FOT

		Forward transfer (international).

		Q.1902

		Q.764

		



		MC-SR

		Suspend and resume.

		Q.1902

		Q.764

		



		NF-

		Network features

		Q.1902

		Q.764

		



		NF-ACC

		Automatic congestion control.

		Q.1902

		Q.764

		



		NF-C-Block

		ISUP circuit block/unblock.

		NA

		Q.764

		



		NF-CG-Block

		Circuit or CIC group block/unblock, and acknowledgement.

		Q.1902

		Q.764

		



		NF-CG-Query

		Circuit or CIC group query.

		Q.1902

		Q.764

		



		NF-HTR

		Hard to reach.

		Q.1902

		Q.764

		



		NF-PRI

		Pre-release information.

		Q.1902

		Q.764

		



		NF-Segment

		Simple segmentation.

		Q.1902

		Q.764

		



		NP

		Number Portability

		Q.769

		

		



		S-AT-CHRG

		Application transport - charging.

		Q.765.3

		Q.765.3

		



		S-AT-VPN

		Application transport - VPN

		Q.765.1

		Q.765.1

		



		S-AT-Z

		Application transport – To be defined.

		Q.765.Z

		Q.765.Z

		



		S-GAT

		Generic Application Transport.

		Q.765.4

		Q.765.4

		



		SS

		Supplementary services.

		Q.730+

		Q.730

		1999.12



		SS-3PTY

		Three-Party Service

		Q.734.2

		Q.734.2

		1996.07



		SS-BRDIR

		SS for Bearer Redirection

		Q.1902.6

		NA

		



		SS-CCBS

		Call Completion to Busy Subscribers

		Q.733.3

		Q.733.3

		1997.06



		SS-CCNR

		Call Completion No Reply

		Q.733.5

		Q.733.5

		1999.12



		SS-CD

		Call Deflection

		Q.732.5

		Q.732.5

		1999.12





Table 1 (cont'd.): Listing of Capabilities Supported by BICC/ISUP


		SS-CDIV

		Call Diversion Services

		Q.732.2~5

		Q.732.2~5

		



		SS-CFB

		Call Forwarding Busy

		Q.732.2

		Q.732.2

		1999.12



		SS-CFNR 

		Call Forwarding No Reply

		Q.732.3

		Q.732.3

		1999.12



		SS-CFU

		Call Forwarding Unconditional

		Q.732.4

		Q.732.4

		1999.12



		SS-CLIP

		Calling Line Identification Presentation

		Q.731.3

		Q.731.3

		1993.03



		SS-CLIR

		Calling Line Identification Restriction

		Q.731.4

		Q.731.4

		1993.03



		SS-COLP

		Connected Line Identification Presentation

		Q.731.5

		Q.731.5

		1993.03



		SS-COLR

		Connected Line Identification Restriction

		Q.731.6

		Q.731.6

		1993.03



		SS-CONF

		Conference Calling

		Q.734.1

		Q.734.1

		1993.03



		SS-CUG

		Closed User Group

		Q.735.1

		Q.735.1

		1993.03



		SS-CW

		Call Waiting

		Q.733.1

		Q.733.1

		1992.02



		SS-DDI

		Direct-Dialling-In

		Q.731.1

		Q.731.1

		1996.07



		SS-ECT

		Explicit Call Transfer

		Q.732.7

		Q.732.7

		1996.07



		SS-EES

		SS for End-to-end signalling.

		Q.730+

		Q.730

		



		SS-G-FAC

		SS - Network specific facilities

		Q.730+

		Q.730

		



		SS-G-

		Supplementary Service Generic procedure: -

		Q.730+

		Q.730

		1999.12



		SS-G-GDX

		SS-G for Generic digit transfer.

		Q.730+

		Q.730

		



		SS-G-GNTF

		SS-G for Generic notification.

		Q.730+

		Q.730

		



		SS-G-GNX

		SS-G for Generic number transfer..

		Q.730+

		Q.730

		



		SS-G-NCSR

		SS-G for Relay methods of non-circuit related signalling.

		Q.730+

		Q.730

		



		SS-G-PVR

		SS-G for Pivot routing.

		Q.730+

		Q.730

		



		SS-G-RDIR

		SS-G for Redirection

		Q.730+

		Q.730

		



		SS-G-ROSE

		SS-G for Remote operations service element.

		Q.730+

		Q.730

		



		SS-G-SA

		SS-G for Service activation.

		Q.730+

		Q.730

		



		SS-GVNS

		Global Virtual Network Services

		Q.735.6

		Q.735.6

		1996.07



		SS-HOLD

		Call Hold

		Q.733.2

		Q.733.2

		1993.03



		SS-ITCC

		International Telecommunication Charge Card

		Q.736.1

		Q.736.1

		1995.10



		SS-LH

		Line Hunting

		Q.732.6

		Q.732.6

		????.??



		SS-MCID

		Malicious Call Identification

		Q.731.7

		Q.731.7

		1997.06



		SS-MLPP

		Multi-Level Precedence and Pre-emption

		Q.735.3

		Q.735.3

		1993.03



		SS-MSN

		Multiple Subscriber Number

		Q.731.2

		Q.731.2

		????.??



		SS-REV

		Reverse Charging

		Q.736.3

		Q.736.3

		1995.10



		SS-SCT

		Single Step Call Transfer

		Q.732.8

		Q.732.8

		????.??



		SS-SUB

		Sub-addressing

		Q.731.8

		Q.731.8

		1992.02



		SS-TP

		Terminal Portability

		Q.733.4

		Q.733.4

		1993.03



		SS-UUS

		User-to-User Signalling

		Q.737.1

		Q.737.1

		1997.06





Table 2: Listing of Capabilities Supported by SIP


		Capabilities Acronyms

		Capabilities

		References

		Pub-Date



		Basic-CS

		Basic Call Set-up

		RFC2543

		1999



		Basic-CS-COMET

		Condition Met (COMET) Method.

		Manyfolks

		



		Basic-CS-CPG

		Session in progress.

		RFC2543

		1999



		Basic-CS-EM

		Early Media in SIP.

		

		



		Basic-CS-O3XX

		Other (Non‑302) 3XX capabilities.

		RFC2543

		1999



		Basic-CS-OPT

		OPTION Method.

		RFC2543

		1999



		Basic-CS-PR

		Provisional Response Reliability.

		

		



		Basic-CS-RDIR

		Basic Redirection capabilities.

		RFC2543

		1999



		Basic-MRT

		Routing of SIP messages.

		RFC2543

		1999



		Basic-Protocol

		Basic-protocol operation.

		RFC2543

		1999



		Basic-Registration

		REGISTER Method.

		RFC2543

		1999



		Basic-Security

		Security capabilities.

		RFC2543

		1999



		Basic-UI

		Basic session information for users.

		RFC2543

		1999





Note for Table 2:
The categorization of SIP capabilities is not formally specified in the RFC. It is indicated in this document for the ease of interworking specification and documentation.


6A.1
Overview of Interworking Messages (Proposed New Section of Q.1912.X)


Table 3 provides an overview of interworking at the BICC/ISUP and SIP messages level. With consideration from the perspective of the signalling procedures, it is possible to identify which BICC/ISUP messages do not require interworking with the SIP messages. See last column of Table 3. The SIP messages are identified where interworking is needed and details of interworking are provided in subsequent sections. Table 4 is similarly used to identify which SIP messages interwork with which BICC/ISUP message


Table 3: Overview of Interworking BICC/ISUP to SIP Messages


		B or I

		Procedures

		BICC/ISUP Messages

		Short

		B/I(SIP



		B

		Basic-CS-BICC

		Application transport (BAT)

		APM

		183



		B/I

		Basic-CS

		Address complete

		ACM

		183 Media



		B/I

		Basic-CS

		Answer

		ANM

		200 OK-INV



		B/I

		Basic-CS

		Connect

		CON

		200 OK-INV



		B/I

		Basic-CS

		Continuity

		COT

		COMET



		B/I

		Basic-CS

		Initial address

		IAM

		INVITE



		B/I

		Basic-CS

		Subsequent address

		SAM

		No




		B/I

		Basic-CS-Charge

		Charge information (national use)

		CRG

		National





Table 3 (cont'd.): Overview of Interworking BICC/ISUP to SIP Messages


		B/I

		Basic-CS-CPG

		Call progress

		CPG

		18X



		B/I

		Basic-CS-ECH-D

		Network resource management

		NRM

		No



		B/I

		Basic-CS-Info

		Information (national use)

		INF

		No



		B/I

		Basic-CS-Info

		Information request (national use)

		INR

		No



		B/I

		Basic-NR

		Release

		REL

		BYE



		B/I

		Basic-NR

		Release complete

		RLC

		No5



		B/I

		EC-PDU

		Confusion

		CFN

		No




		B/I

		EC-Reset

		Circuit/CIC group reset

		GRS

		BYE



		B/I

		EC-Reset

		Circuit/CIC group reset acknowledgement

		GRA

		No5



		B/I

		EC-Reset

		Reset circuit/CIC

		RSC

		BYE



		B/I

		EC-UCIC

		Unequipped CIC (national use)

		UCIC

		No5



		B/I

		S-GAT

		Application transport (GAT)

		APM

		Service Annex



		B/I

		MC-FOT

		Forward transfer

		FOT

		No



		B/I

		MC-SR

		Resume

		RES

		No




		B/I

		MC-SR

		Suspend

		SUS

		No3



		B/I

		NF-C-Block

		Circuit/CIC group blocking

		CGB

		NoError! Bookmark not defined.



		B/I

		NF-C-Block

		Circuit/CIC group blocking acknowledgement

		CGBA

		NoError! Bookmark not defined.



		B/I

		NF-C-Block

		Circuit/CIC group unblocking

		CGU

		NoError! Bookmark not defined.



		B/I

		NF-C-Block

		Circuit/CIC group unblocking acknowledgement

		CGUA

		NoError! Bookmark not defined.



		B/I

		NF-C-Query

		Circuit/CIC group query (national use)

		CQM

		NoError! Bookmark not defined.



		B/I

		NF-C-Query

		Circuit/CIC group query response (national use)

		CQR

		NoError! Bookmark not defined.



		B/I

		NF-PRI

		Pre-release information

		PRI

		No2



		B/I

		NF-Segment

		Segmentation

		SGM

		No2



		B/I

		NP

		Subsequent Directory Number (national use)

		SDN

		Service Annex



		B/I

		SS-??

		Application transport (Charging)

		APM

		Service Annex



		B/I

		SS-ECT

		Loop prevention

		LOP

		Service Annex



		B/I

		SS-G-FAC

		Facility

		FAC

		No



		B/I

		SS-MCID

		Identification request

		IDR

		Service Annex



		B/I

		SS-MCID

		Identification response

		IRS

		Service Annex



		B/I

		SS-UUS

		Facility accepted

		FAA

		Service Annex





Table 3 (cont'd.): Overview of Interworking BICC/ISUP to SIP Messages


		B/I

		SS-UUS

		Facility reject

		FRJ

		Service Annex



		B/I

		SS-UUS

		Facility request

		FAR

		Service Annex



		B/I

		SS-UUS

		User-to-user information

		USR

		No



		B/I

		SS-GVNS

		Application transport (VPN)

		APM

		Service Annex



		ISUP

		AC-UPU-ISUP

		User Part available

		UPU

		NoError! Bookmark not defined.



		ISUP

		AC-UPU-ISUP

		User Part test

		UPT

		NoError! Bookmark not defined.



		ISUP

		Basic-CS-ISUP

		Continuity check request

		CCR

		NoError! Bookmark not defined.



		ISUP

		Basic-CS-ISUP

		Loop back acknowledgement (national use)

		LPA

		NoError! Bookmark not defined.



		ISUP

		NF-Block-ISUP

		Unblocking

		UBL

		NoError! Bookmark not defined.



		ISUP

		NF-Block-ISUP

		Unblocking acknowledgement

		UBA

		NoError! Bookmark not defined.



		ISUP

		NF-CB-ISUP

		Blocking

		BLO

		NoError! Bookmark not defined.



		ISUP

		NFI-CB-ISUP

		Blocking acknowledgement

		BLA

		NoError! Bookmark not defined.



		ISUP

		S?

		Overload (national use)

		OLM

		?



		ISUP

		SS-G-Pass

		Pass-along (national use)

		PAM

		No





Table 4: Overview of Interworking SIP to BICC/ISUP Messages


		RQ-RS

		Procedures

		Messages

		SIP ( B/I



		RQ

		Basic-CS

		ACK

		No




		RQ

		Basic-CS

		INVITE

		IAM



		RQ

		Basic-CS-COMET

		COMET

		COT



		RQ

		Basic-CS-OPT

		OPTIONS

		Service Annex



		RQ

		Basic-CS‑PR

		PRACK

		No4



		RQ

		Basic-EC

		CANCEL

		REL



		RQ

		Basic-NR

		BYE

		REL



		RQ

		Basic-Registration

		REGISTER

		No





Table 4 (cont'd.): Overview of Interworking SIP to BICC/ISUP Messages


		RS

		Basic‑CS

		100 Trying

		No



		RS

		Basic‑CS

		180 Ringing

		ACM/CPG



		RS

		Basic‑CS

		200 OK

		No



		RS

		Basic‑CS

		200 OK‑BYE

		No



		RS

		Basic‑CS

		200 OK‑INV

		ANM, CON



		RS

		Basic-CS-COMET

		183 Session Progress‑Pre‑Con

		Ind. in ACM/CPG



		RS

		Basic‑CS‑CPG

		182 Queued

		No



		RS

		Basic‑CS‑EM

		183 Session Progress‑Media

		ACM/CPG



		RS

		Basic‑CS‑O3XX

		300 Multiple Choices

		Service Annex



		RS

		Basic‑CS‑O3XX

		303 See Other

		Service Annex



		RS

		Basic‑CS‑O3XX

		305 Use Proxy

		NA



		RS

		Basic‑CS‑O3XX

		380 Alternative Service

		Service Annex



		RS

		Basic‑CS‑RDIR

		181 Call Is Being Forwarded

		Service Annex



		RS

		Basic‑CS‑RDIR

		302 Moved Temporarily

		Service Annex



		RS

		Basic‑EC

		301 Moved Permanently

		REL



		RS

		Basic‑EC

		420 Bad Extension

		REL



		RS

		Basic‑EC

		485 Ambiguous

		REL



		RS

		Basic‑EC

		5XX‑Other‑Causes

		REL



		RS

		Basic-EC

		4XX‑Other‑Causes

		REL





The following SIP response messages should be mapped to the BICC/ISUP REL message with specific causes. Details are to be provided.


		400 Bad Request

		420 Bad Extension



		401 Unauthorized

		480 Temporarily not available



		402 Payment Required

		481 Call Leg/Transaction Does Not Exist



		403 Forbidden

		482 Loop Detected



		404 Not Found

		483 Too Many Hops



		405 Method Not Allowed

		484 Address Incomplete



		406 Not Acceptable

		485 Ambiguous



		407 Proxy Authentication Required

		486 Busy Here



		408 Request Timeout

		500 Internal Server Error



		409 Conflict

		501 Not Implemented



		410 Gone

		502 Bad Gateway



		411 Length Required

		503 Service Unavailable



		413 Request Entity Too Large

		504 Gateway Time-out



		414 Request-URI Too Large

		505 SIP Version not supported



		415 Unsupported Media Type

		





6A.2
Overview of Interworking Headers/Parameters


This section provides a set of Tables that show interworking treatment of all the BICC/ISUP parameters and SIP Headers for each type BICC/ISUP or SIP message, which has been identified in previous section for interworking. Each table lists all the possible SIP Headers or BICC/ISUP parameters of the SIP or BICC/ISUP messages received on the incoming signalling or out outgoing signalling interfaces. The last column should indicate which BICC/ISUP parameters or SIP Headers require interworking or not. If interworking is needed, it should indicate where the detail interworking is specified.


The set of tables are organized into two sub-sections:


· Interworking Node with Incoming SIP and Outgoing BICC/ISUP. See Section 0
This is a functional entity that interworks calls originated from the SIP domain to the BICC/ISUP domain. It is referred in this document as “Incoming SIP” (ISIP) node.


· Interworking Node with Incoming BICC/ISUP and Outgoing SIP. See Section 0
This is a functional entity that interworks calls originated from the BICC/ISUP domain to the SIP domain. It is referred in this document as “Incoming BICC/ISUP” (IBI) node.


		

		Legends for SIP Headers in the following tables:

		



		Note:

		Allowable SIP Headers of SIP Requests/Responses are based on Table 4 and 5 in RFC2543. The legends for “Where” and End/Hop” columns are based on RFC2543.


Categorization of capabilities for the SIP Headers is not formally specified by the RFC. It is indicated in this document for the ease of interworking specification and documentation.

		



		G

		General headers used in requests and responses.

		



		R

		Headers used in requests only.

		



		C

		General headers copied from request to response.

		



		RS

		Headers used in responses only.

		



		E

		Entity headers.

		



		EE

		End to end, i.e., User Agent to User Agent headers.

		



		HH

		Hop-by-hop headers may be modified or added by SIP proxies.

		



		M

		Mandatory headers. SIP headers are not positional. Multiple headers of Via, Route and Record Route do have positional significance. Numerals before “M” merely indicate the order of specifying the headers in this document.

		



		O

		Optional headers. Numerals before “O” merely indicate the order of specifying them in this document.

		





6A.2.1
Treatment of Headers/Parameters at Interworking Node with Incoming SIP


This sub-section shows the interworking treatment of SIP headers and BICC/ISUP parameters at the Interworking Node, where calls are originated from the SIP interface and BICC/ISUP is the signalling for the outgoing route.


Table 5: Interworking Treatment of INVITE Headers

		INVITE Headers

		Functions

		Where

		End,
Hop

		M/O

		To IAM



		Via

		Basic-MRT

		GC

		EE

		1O

		No



		From

		Basic-CS

		GC

		EE

		2M

		Table 20



		To

		Basic-CS

		GC

		EE

		3M

		Table 20



		Call-ID

		Basic-CS

		GC

		EE

		4M

		Table 20



		CSeq

		Basic-CS

		GC

		EE

		5M

		No



		Contact

		Basic-CS

		R

		EE

		6O

		Table 20



		Priority

		Basic-CS

		R

		EE

		7O

		No



		Hide

		Basic-MRT

		R

		HH

		7O

		No



		Record-Route

		Basic-MRT

		R

		HH

		7O

		No



		Route

		Basic-MRT

		R

		HH

		7O

		No



		Accept

		Basic-Protocol

		R

		EE

		7O

		No



		Accept-Encoding

		Basic-Protocol

		R

		EE

		7O

		No



		Expires

		Basic-Protocol

		G

		EE

		7O

		No



		Max-Forwards

		Basic-Protocol

		R

		EE

		7O

		No



		Require

		Basic-Protocol

		R

		EE

		7O

		No



		Timestamp

		Basic-Protocol

		G

		EE

		7O

		No



		Authorization

		Basic-Security

		R

		EE

		7O

		No



		Encryption

		Basic-Security

		G

		EE

		7O

		No



		Proxy-Authorization

		Basic-Security

		R

		HH

		7O

		No



		Proxy-Require

		Basic-Security

		R

		HH

		7O

		No



		Response-Key

		Basic-Security

		R

		EE

		7O

		No



		Accept-Language

		Basic-UI

		R

		EE

		7O

		No



		Date

		Basic-UI

		G

		EE

		7O

		No



		Organization

		Basic-UI

		G

		HH

		7O

		No



		Subject

		Basic-UI

		R

		EE

		7O

		No



		User-Agent

		Basic-UI

		G

		EE

		7O

		No



		Content-Encoding

		Basic-Protocol

		E

		EE

		8O

		No



		Content-Type

		Basic-Protocol

		E

		EE

		90O

		Table 20



		Content-Length

		Basic-Protocol

		E

		EE

		91O

		No



		CRLF

		Basic-Protocol

		-

		-

		92O

		No



		SDP-parameters

		Basic-CS

		-

		EE

		93O

		Table 20





Table 6: Interworking Treatment of COMET Headers

		COMET Headers

		Functions

		Where

		End,
Hop

		M/O

		To COT



		Via

		Basic-MRT

		GC

		EE

		1O

		No



		From

		Basic-CS

		GC

		EE

		2M

		See



		To

		Basic-CS

		GC

		EE

		3M

		See



		Call-ID

		Basic-CS

		GC

		EE

		4M

		No



		CSeq

		Basic-CS

		GC

		EE

		5M

		No



		Contact

		Basic-CS

		R

		EE

		6O

		



		Priority

		Basic-CS

		R

		EE

		7O

		No



		Hide

		Basic-MRT

		R

		HH

		7O

		No



		Record-Route

		Basic-MRT

		R

		HH

		7O

		No



		Route

		Basic-MRT

		R

		HH

		7O

		No



		Accept

		Basic-Protocol

		R

		EE

		7O

		No



		Accept-Encoding

		Basic-Protocol

		R

		EE

		7O

		No



		Expires

		Basic-Protocol

		G

		EE

		7O

		No



		Max-Forwards

		Basic-Protocol

		R

		EE

		7O

		No



		Require

		Basic-Protocol

		R

		EE

		7O

		No



		Timestamp

		Basic-Protocol

		G

		EE

		7O

		No



		Authorization

		Basic-Security

		R

		EE

		7O

		No



		Encryption

		Basic-Security

		G

		EE

		7O

		No



		Proxy-Authorization

		Basic-Security

		R

		HH

		7O

		No



		Proxy-Require

		Basic-Security

		R

		HH

		7O

		No



		Response-Key

		Basic-Security

		R

		EE

		7O

		No



		Accept-Language

		Basic-UI

		R

		EE

		7O

		No



		Date

		Basic-UI

		G

		EE

		7O

		No



		Organization

		Basic-UI

		G

		H

		7O

		No



		Subject

		Basic-UI

		R

		EE

		7O

		No



		User-Agent

		Basic-UI

		G

		EE

		7O

		No



		Content-Encoding

		Basic-Protocol

		E

		EE

		8O

		No



		Content-Type

		Basic-Protocol

		E

		EE

		90O

		??



		Content-Length

		Basic-Protocol

		E

		EE

		91O

		No



		CRLF

		Basic-Protocol

		-

		-

		92O

		No



		SDP-parameters

		Basic-CS

		-

		EE

		93O

		





Table 7: Interworking Treatment of ACM Parameters


		Procedures

		ACM Parameters

		Type

		To 183 Media



		Basic-CS

		Message type

		0F

		No



		Basic-CS

		Backward call indicators

		1F

		See



		Basic-CS

		Cause indicators

		2O

		See



		Basic-CS

		Optional backward call indicators

		2O

		See



		Basic-CS

		Parameter compatibility information

		2O

		No



		Basic-CS

		Transmission medium used

		2O

		See



		Basic-CS

		UID action indicators

		2O

		See



		Basic-CS-DSS1

		Access delivery information 

		2O

		No



		Basic-CS-DSS1

		Access transport

		2O

		No



		Basic-CS-ECH-D

		Echo control information 

		2O

		No



		IN

		Conference treatment indicators

		2O

		Service Annex



		IN

		IN service compatibility

		2O

		Service Annex



		NF-HTR

		HTR information

		2O

		Service Annex



		S-AT-Z

		Application transport

		2O

		Service Annex



		SS-CCNR

		CCNR possible indicator

		2O

		Service Annex



		SS-CDIV

		Call diversion information

		2O

		Service Annex



		SS-EES

		Call reference (national use)

		2O

		No



		SS-G-FAC

		Network specific facility (national use)

		2O

		Service Annex



		SS-G-GNTF

		Generic notification indicator

		2O

		Service Annex



		SS-G-PVR

		Pivot routeing backward information

		2O

		Service Annex



		SS-G-RDIR

		Redirect status (national use)

		2O

		Service Annex



		SS-G-RDIR

		Redirection number

		2O

		Service Annex



		SS-G-RDIR

		Redirection number restriction 

		2O

		Service Annex



		SS-G-ROSE

		Remote operations (national use)

		2O

		Service Annex



		SS-G-SA

		Service activation 

		2O

		Service Annex



		SS-UUS

		User-to-user indicators

		2O

		Service Annex



		SS-UUS

		User-to-user information

		2O

		Service Annex



		Basic-CS

		End of optional parameters

		9O

		No





Table 8: Interworking Treatment of CPG Parameters


		Procedures

		CPG Parameters

		Type

		To 183 Media



		Basic-CS

		Message type

		0F

		No



		Basic-CS

		Event

		1F

		See



		Basic-CS

		Backward call indicators

		2O

		See



		Basic-CS

		Cause indicators

		2O

		See



		Basic-CS

		Optional backward call indicators

		2O

		See



		Basic-CS

		Parameter compatibility information

		2O

		No



		Basic-CS

		Transmission medium used

		2O

		See



		Basic-CS

		UID action indicators

		2O

		See



		Basic-CS-DSS1

		Access delivery information 

		2O

		No



		Basic-CS-DSS1

		Access transport

		2O

		No



		Basic-CS-ECH-D

		Echo control information 

		2O

		No



		IN

		Conference treatment indicators

		2O

		Service Annex



		IN

		IN service compatibility

		2O

		Service Annex



		S-AT-Z

		Application transport

		2O

		Service Annex



		SS-CCNR

		CCNR possible indicator

		2O

		Service Annex



		SS-CDIV

		Call diversion information

		2O

		Service Annex



		SS-ECT-?

		Call transfer number

		2O

		Service Annex



		SS-EES

		Call reference (national use)

		2O

		No



		SS-G-FAC

		Network specific facility (national use)

		2O

		Service Annex



		SS-G-GNTF

		Generic notification indicator

		2O

		Service Annex



		SS-G-GNX

		Generic number

		2O

		Service Annex



		SS-G-PVR

		Pivot routeing backward information

		2O

		Service Annex



		SS-G-RDIR

		Redirect status (national use)

		2O

		Service Annex



		SS-G-RDIR

		Redirection number

		2O

		Service Annex



		SS-G-RDIR

		Redirection number restriction 

		2O

		Service Annex



		SS-G-ROSE

		Remote operations (national use)

		2O

		Service Annex



		SS-G-SA

		Service activation 

		2O

		Service Annex



		SS-GVNS

		Backward GVNS

		2O

		Service Annex



		SS-UUS

		User-to-user indicators

		2O

		Service Annex



		SS-UUS

		User-to-user information

		2O

		Service Annex



		Basic-CS

		End of optional parameters

		9O

		No





Table 9: Interworking Treatment of CON Parameters


		Procedures

		CON Parameters

		Type

		To 200 OK (INVITE)



		Basic-CS

		Message type

		0F

		No



		Basic-CS

		Backward call indicators

		1O

		See



		Basic-CS

		Optional backward call indicators

		1O

		See



		Basic-CS

		Parameter compatibility information

		1O

		No



		Basic-CS

		Transmission medium used

		1O

		See



		Basic-CS-DSS1

		Access delivery information 

		1O

		No



		Basic-CS-DSS1

		Access transport

		1O

		No



		Basic-CS-ECH-D

		Echo control information 

		1O

		No



		Basic-CS-PDLY

		Call history information

		1O

		No



		IN

		Conference treatment indicators

		1O

		Service Annex



		IN

		IN service compatibility

		1O

		Service Annex



		NF-HTR

		HTR information

		1O

		No



		S-AT-Z

		Application transport

		1O

		Service Annex



		SS-COLP/COLR

		Connected number

		1O

		See



		SS-EES

		Call reference (national use)

		1O

		No



		SS-FAC

		Network specific facility (national use)

		1O

		Service Annex



		SS-G-GNTF

		Generic notification indicator

		1O

		Service Annex



		SS-G-GNTX

		Generic number

		1O

		Service Annex



		SS-G-RDIR

		Pivot routeing backward information

		1O

		Service Annex



		SS-G-RDIR

		Redirect status (national use)

		1O

		Service Annex



		SS-G-RDIR

		Redirection number

		1O

		Service Annex



		SS-G-RDIR

		Redirection number restriction 

		1O

		Service Annex



		SS-G-ROSE

		Remote operations (national use)

		1O

		Service Annex



		SS-G-SA

		Service activation 

		1O

		Service Annex



		SS-GVNS

		Backward GVNS

		1O

		Service Annex



		SS-UUS

		User-to-user information

		1O

		Service Annex



		SS-UUS-?

		User-to-user indicators

		1O

		Service Annex



		Basic-CS

		End of optional parameters

		9O

		No





Table 10: Interworking Treatment of ANM Parameters


		Procedures

		ANM Parameters

		Type

		To 200 OK (INVITE)



		Basic-CS

		Message type

		0F

		No



		Basic-CS

		Backward call indicators

		1O

		See



		Basic-CS

		Optional backward call indicators

		1O

		See



		Basic-CS

		Parameter compatibility information

		1O

		No



		Basic-CS

		Transmission medium used

		1O

		See



		Basic-CS-DSS1

		Access delivery information 

		1O

		No



		Basic-CS-DSS1

		Access transport

		1O

		No



		Basic-CS-ECH-D

		Echo control information 

		1O

		No



		Basic-CS-PDLY

		Call history information

		1O

		No



		Basic-DSS1-?

		Display information

		1O

		No



		IN

		Conference treatment indicators

		1O

		Service Annex



		IN

		IN service compatibility

		1O

		Service Annex



		S-AT-Z

		Application transport

		1O

		Service Annex



		SS-COLP/COLR

		Connected number

		1O

		See



		SS-EES

		Call reference (national use)

		1O

		No



		SS-FAC

		Network specific facility (national use)

		1O

		Service Annex



		SS-G-GNTF

		Generic notification indicator

		1O

		Service Annex



		SS-G-GNX

		Generic number

		1O

		Service Annex



		SS-G-RDIR

		Pivot routeing backward information

		1O

		Service Annex



		SS-G-RDIR

		Redirect status (national use)

		1O

		Service Annex



		SS-G-RDIR

		Redirection number

		1O

		Service Annex



		SS-G-RDIR

		Redirection number restriction 

		1O

		Service Annex



		SS-G-ROSE

		Remote operations (national use)

		1O

		Service Annex



		SS-G-SA

		Service activation 

		1O

		Service Annex



		SS-GVNS

		Backward GVNS

		1O

		Service Annex



		SS-UUS

		User-to-user information

		1O

		Service Annex



		SS-UUS-?

		User-to-user indicators

		1O

		Service Annex



		Basic-CS

		End of optional parameters

		9O

		No





Table 11: Interworking Treatment of REL Parameters


		Procedures

		REL Parameters

		Type

		To BYE



		Basic-CS

		Message type

		0F

		No



		Basic-CS

		Cause indicators

		1V

		See



		Basic-CS

		Parameter compatibility information

		2O

		No



		Basic-CS-DSS1

		Access delivery information 

		2O

		No



		Basic-CS-DSS1

		Access transport

		2O

		No



		Basic-CS-DSS1

		Display information

		2O

		No



		NF-ACC

		Automatic congestion level

		2O

		No



		NF-HTR

		HTR information

		2O

		Service Annex



		S-?

		Signalling point code (national use, ISUP only)

		2O

		No?



		SS-G-FAC

		Network specific facility (national use)

		2O

		Service Annex



		SS-G-RDIR

		Redirect counter (national use)

		2O

		Service Annex



		SS-G-RDIR

		Redirection backward information (national use)

		2O

		Service Annex



		SS-G-RDIR

		Redirection information (national use)

		2O

		Service Annex



		SS-G-RDIR

		Redirection number (national use) 

		2O

		Service Annex



		SS-G-ROSE

		Remote operations (national use)

		2O

		Service Annex



		SS-UUS

		User-to-user indicators

		2O

		Service Annex



		SS-UUS

		User-to-user information

		2O

		Service Annex



		Basic-CS

		End of optional parameters

		9O

		No





Table 12: Interworking Treatment of RLC Parameters


		Procedures

		RLC Parameters

		Type

		To 200 OK (BYE)



		Basic-CS

		Message type

		0F

		No



		Basic-CS

		Cause indicators

		1O

		No




		Basic-CS

		End of optional parameters

		9O

		No





Table 13: Interworking Treatment of BYE Headers

		BYE Headers

		Functions

		Where

		End,
Hop

		M/O

		To REL



		Via

		Basic-MRT

		GC

		EE

		1O

		No



		From

		Basic-CS

		GC

		EE

		2M

		



		To

		Basic-CS

		GC

		EE

		3M

		



		Call-ID

		Basic-CS

		GC

		EE

		4M

		No



		CSeq

		Basic-CS

		GC

		EE

		5M

		No



		Hide

		Basic-MRT

		R

		HH

		6O

		No



		Route

		Basic-MRT

		R

		HH

		6O

		No



		Max-Forwards

		Basic-Protocol

		R

		EE

		6O

		No



		Require

		Basic-Protocol

		R

		EE

		6O

		No



		Timestamp

		Basic-Protocol

		G

		EE

		6O

		No



		Authorization

		Basic-Security

		R

		EE

		6O

		No



		Encryption

		Basic-Security

		G

		EE

		6O

		No



		Proxy-Authorization

		Basic-Security

		R

		HH

		6O

		No



		Proxy-Require

		Basic-Security

		R

		HH

		6O

		No



		Response-Key

		Basic-Security

		R

		EE

		6O

		No



		Accept-Language

		Basic-UI

		R

		EE

		6O

		No



		Date

		Basic-UI

		G

		EE

		6O

		No



		User-Agent

		Basic-UI

		G

		EE

		6O

		No





6A.2.2
Treatment of Headers/Parameters at Interworking Node with Incoming BICC/ISUP


This sub-section shows the interworking treatment of SIP headers and BICC/ISUP parameters at the Interworking Node, where calls are originated from the BICC/ISUP interface and SIP is the signalling protocol for the outgoing route.


Table 14: Interworking Treatment of IAM Parameters


		Procedures

		IAM Parameters

		Type

		To INVITE



		Basic-CS

		Message type

		0F

		



		Basic-CS

		Nature of connection indicators

		1F

		



		Basic-CS

		Forward call indicators

		2F

		



		Basic-CS

		Calling party's category

		3F

		



		Basic-CS

		Transmission medium requirement

		4F

		



		Basic-CS

		Called party number

		5V

		



		Basic-CS

		Calling party number

		6O

		



		Basic-CS

		Location number

		6O

		?



		Basic-CS

		Optional forward call indicators

		6O

		?





Table 14 (cont'd.): Interworking Treatment of IAM Parameters


		Basic-CS

		User service information 

		6O

		



		Basic-CS-BICC

		Application transport: BAT

		6O

		BICC Annex



		Basic-CS-BICC-GCR

		Global call reference

		6O

		BICC Annex



		Basic-CS-Collect

		Collect call request

		6O

		No



		Basic-CS-CSI

		Carrier selection information

		6O

		No



		Basic-CS-DSS1

		Access transport

		6O

		No



		Basic-CS-DSS1

		User teleservice information

		6O

		No



		Basic-CS-ECH-D

		Echo control information

		6O

		No



		Basic-CS-Fallback

		Transmission medium requirement prime

		6O

		No



		Basic-CS-Fallback

		User service information prime

		6O

		No



		Basic-CS-GEO

		Calling geodetic location

		6O

		No



		Basic-CS-GEO

		Calling party geodetic velocity information

		6O

		No



		Basic-CS-HC

		Hop counter

		6O

		No



		Basic-CS-ISUP

		Circuit assignment map (ISUP only)

		6O

		ISUP Annex



		Basic-CS-PDLY

		Propagation delay counter 

		6O

		No



		Basic-CS-TAR

		Network management controls

		6O

		No



		Basic-CS-TGI

		Inter-nodal traffic group identifier

		6O

		No



		Basic-CS-TNS

		Transit network selection (national use)

		6O

		No



		Basic-CS-UID

		UID capability indicators

		6O

		See



		Basic-PDU

		Parameter compatibility information

		6O

		No



		IN

		Call offering treatment indicators

		6O

		No



		IN

		Called IN number

		6O

		No



		IN

		Conference treatment indicators

		6O

		No



		IN

		Correlation id

		6O

		No



		IN

		IN service compatibility

		6O

		No



		IN

		Original called IN number

		6O

		No



		IN

		SCF id

		6O

		No



		NP

		Called directory number (national use)

		6O

		Yes, National.



		NP

		Network routeing number (national use)

		6O

		Yes, National.



		NP

		Number portability forward information (network option)

		6O

		Yes, National.



		NP

		Query on release capability (network option)

		6O

		Yes, National.



		Q767

		Coding decoding processing (ISUP only)

		6O

		No



		Q767

		Origination ISC point code

		6O

		No



		S-GAT

		Application transport: GAT

		6O

		No



		SS-CCNR

		CCSS

		6O

		Service Annex



		SS-CDIV

		Call diversion treatment indicators

		6O

		Service Annex



		SS-CDIV

		Original called number

		6O

		Service Annex



		SS-CUG

		Closed user group interlock code

		6O

		No



		SS-EES

		Call reference (national use)

		6O

		No



		SS-EES

		Connection request  (ISUP only)

		6O

		No





Table 14 (cont'd.): Interworking Treatment of IAM Parameters


		SS-G-FAC

		Network specific facility (national use)

		6O

		No



		SS-G-GDX

		Generic digits (national use)

		6O

		No



		SS-G-GNTF

		Generic notification indicator 

		6O

		Service Annex



		SS-G-GNX

		Generic number

		6O

		Service Annex



		SS-G-RDIR

		Redirect capability (national use)

		6O

		Service Annex



		SS-G-RDIR

		Redirect counter (national use)

		6O

		Service Annex



		SS-G-RDIR

		Redirect forward information (national use)

		6O

		Service Annex



		SS-G-RDIR

		Redirect status

		6O

		Service Annex



		SS-G-RDIR

		Redirecting number

		6O

		Service Annex



		SS-G-RDIR

		Redirection information

		6O

		Service Annex



		SS-G-ROSE

		Remote operations (national use)

		6O

		No



		SS-G-SA

		Service activation 

		6O

		No



		SS-GVNS

		Application transport: VPN

		6O

		Service Annex



		SS-GVNS

		Forward GVNS

		6O

		Service Annex



		SS-MLPP

		MLPP precedence

		6O

		Service Annex



		SS-PVR

		Pivot capability

		6O

		Service Annex



		SS-PVR

		Pivot counter

		6O

		Service Annex



		SS-PVR

		Pivot routeing forward information

		6O

		Service Annex



		SS-UUS

		User-to-user indicators

		6O

		No



		SS-UUS

		User-to-user information 

		6O

		No



		Basic-CS

		End of optional parameters

		9O

		No





Table 15: Interworking Treatment of “183 Pre-conditions” Headers

		“183 Pre-conditions” Headers

		Functions

		Where

		End,
Hop

		M/O

		To ACM



		Via

		Basic-MRT

		GC

		EE

		1O

		No



		From

		Basic-CS

		GC

		EE

		2M

		



		To

		Basic-CS

		GC

		EE

		3M

		



		Call-ID

		Basic-CS

		GC

		EE

		4M

		No



		CSeq

		Basic-CS

		GC

		EE

		5M

		No



		Contact

		Basic-CS

		RS

		EE

		6O

		



		Expires

		Basic-Protocol

		G

		EE

		7O

		No



		Timestamp

		Basic-Protocol

		G

		EE

		7O

		No



		Encryption

		Basic-Security

		G

		EE

		7O

		No



		Date

		Basic-UI

		G

		EE

		7O

		No



		Organization

		Basic-UI

		G

		H

		7O

		No



		User-Agent

		Basic-UI

		G

		EE

		7O

		No



		Content-Encoding

		Basic-Protocol

		E

		EE

		8O

		No



		Content-Type

		Basic-Protocol

		E

		EE

		90O

		



		Content-Length

		Basic-Protocol

		E

		EE

		91O

		No



		CRLF

		Basic-Protocol

		-

		-

		92O

		No



		SDP-parameters

		Basic-CS

		-

		EE

		93O

		





Table 16: Interworking Treatment of COT Parameters


		Procedures

		COT Parameters

		Type

		To COMET



		Basic-CS

		Message type

		0F

		



		Basic-CS

		Continuity Indicators

		1F

		





Table 17: Interworking Treatment of “180 Ringing” Headers

		“180 Ringing” Headers

		Functions

		Where

		End,
Hop

		M/O

		To ACM



		Via

		Basic-MRT

		GC

		EE

		1O

		No



		From

		Basic-CS

		GC

		EE

		2M

		



		To

		Basic-CS

		GC

		EE

		3M

		



		Call-ID

		Basic-CS

		GC

		EE

		4M

		No



		CSeq

		Basic-CS

		GC

		EE

		5M

		No



		Contact

		Basic-CS

		RS

		EE

		6O

		



		Expires

		Basic-Protocol

		G

		EE

		7O

		No



		Timestamp

		Basic-Protocol

		G

		EE

		7O

		No



		Encryption

		Basic-Security

		G

		EE

		7O

		No



		Date

		Basic-UI

		G

		EE

		7O

		No



		Organization

		Basic-UI

		G

		H

		7O

		No



		User-Agent

		Basic-UI

		G

		EE

		7O

		No



		Content-Encoding

		Basic-Protocol

		E

		EE

		8O

		No



		Content-Type

		Basic-Protocol

		E

		EE

		90O

		



		Content-Length

		Basic-Protocol

		E

		EE

		91O

		No



		CRLF

		Basic-Protocol

		-

		-

		92O

		No



		SDP-parameters

		Basic-CS

		-

		EE

		93O

		





Table 18: Interworking Treatment of “183 Media” Headers

		“183 Media” Headers

		Functions

		Where

		End,
Hop

		M/O

		To ACM



		Via

		Basic-MRT

		GC

		EE

		1O

		No



		From

		Basic-CS

		GC

		EE

		2M

		



		To

		Basic-CS

		GC

		EE

		3M

		



		Call-ID

		Basic-CS

		GC

		EE

		4M

		No



		CSeq

		Basic-CS

		GC

		EE

		5M

		No



		Contact

		Basic-CS

		RS

		EE

		6O

		



		Expires

		Basic-Protocol

		G

		EE

		7O

		No



		Timestamp

		Basic-Protocol

		G

		EE

		7O

		No



		Encryption

		Basic-Security

		G

		EE

		7O

		No



		Date

		Basic-UI

		G

		EE

		7O

		No



		Organization

		Basic-UI

		G

		H

		7O

		No



		User-Agent

		Basic-UI

		G

		EE

		7O

		No



		Content-Encoding

		Basic-Protocol

		E

		EE

		8O

		No



		Content-Type

		Basic-Protocol

		E

		EE

		90O

		



		Content-Length

		Basic-Protocol

		E

		EE

		91O

		No



		CRLF

		Basic-Protocol

		-

		-

		92O

		No



		SDP-parameters

		Basic-CS

		-

		EE

		93O

		





Table 19: Interworking Treatment of “200 OK” (of INVITE) Headers

		“200 OK” (INVITE) Headers

		Functions

		Where

		End,
Hop

		M/O

		To ANM



		Via

		Basic-MRT

		GC

		EE

		1O

		No



		From

		Basic-CS

		GC

		EE

		2M

		



		To

		Basic-CS

		GC

		EE

		3M

		



		Call-ID

		Basic-CS

		GC

		EE

		4M

		No



		CSeq

		Basic-CS

		GC

		EE

		5M

		No



		Contact

		Basic-CS

		RS

		EE

		6O

		



		Record-Route

		Basic-MRT

		RS

		HH

		7O

		No



		Expires

		Basic-Prot

		G

		EE

		7O

		No



		Timestamp

		Basic-Prot

		G

		EE

		7O

		No



		Encryption

		Basic-Sec

		G

		EE

		7O

		No



		Date

		Basic-UI

		G

		EE

		7O

		No



		Organization

		Basic-UI

		G

		HH

		7O

		No



		User-Agent

		Basic-UI

		G

		EE

		7O

		No



		Content-Encoding

		Basic-Protocol

		E

		EE

		8O

		No



		Content-Type

		Basic-Protocol

		E

		EE

		90O

		



		Content-Length

		Basic-Protocol

		E

		EE

		91O

		No



		CRLF

		Basic-Protocol

		-

		-

		92O

		No



		SDP-parameters

		Basic-CS

		-

		EE

		93O

		





7 Interworking Node: Incoming SIP and Outgoing BICC/ISUP


This interworking node functional entity is used to service calls originated from the SIP network domain and the calls are to be routed to the BICC/ISUP network domains. By definition, the SIP protocol between this interworking node and the call originating entity (entities) in SIP domain is qualified as “incoming SIP”. Similarly, by definition, the BICC/ISUP protocol between this interworking node and the next‑hop entity (entities) in BICC/ISUP domain is qualified as “outgoing BICC/SIUP”.


The interworking node receives forward and backward signalling information from the incoming SIP and outgoing BICC/ISUP sides, respectively. After receiving this signalling information and performing appropriate call/service processing, the interworking node may signal to subsequent BICC/ISUP nodes or preceding SIP entities. This section is therefore organized into two sub‑sections of forward and backward signalling interworking.


The scope of this section is based on the key assumption: (a) the interworking node services originating basic calls only; and (b) the calls are originated from SIP network domain that does not require equivalent PSTN/ISDN service interworking. The service annexes of this document will cover additional interworking specification related to specific PSTN/ISDN services, which may be required by other interworking network architectures.


7.1
Interworking with Forward Signalling Information


The forward signalling information received by the interworking node that service calls originated from the SIP network domain are SIP information. In this section, the forward signalling information from the SIP side include the following SIP messages:


1. INVITE


2. PRACK


3. COMET


4. ACK


5. BYE


6. CANCEL


7.1.1
Interworking with Forward INVITE


Table 20: INVITE to IAM Interworking

		INVITE (Incoming to SN)


Headers:

		

		IAM (Outgoing from SN)


Parameters and Indicators

		

		Remarks



		INVITE SIP-URL SIP/2.0

		0M

		IAM BICC-STC-Instance

		0M

		



		

		

		Nature of Connection parameter (



Satellite Ind.:  = “no satellite circuit”



Continuity check Ind.= “COT to be expected”



Echo control device Ind.=)




		1F

		



		

		

		Forward Call Indicators parameter (



National/international call Ind.=



If BICC => End-to-end method Ind.= “no end-to-end method available”



If ISUP=> End-to-end method Ind.= {Follow SS requirement}



Interworking Ind.= “interworking encountered”



ISUP/BICC Ind.= “ISUP/BICC not used all the way”



If “Basic-CS” => ISUP/BICC preference Ind.= “ISUP/BICC preferred all the way”



If SS => ISUP/BICC preference Ind.= Follow SS requirement.



ISDN access Ind.= “originating access non-ISDN”



If BICC => SCCP method Ind.= “no indication”



If ISUP => SCCP method Ind.= {Follow SS requirement})




		2F

		



		

		

		Calling Party’s Category parameter (



{Follow provisioned data})




		3F

		



		

		

		Transmission Medium Requirement parameter (



(Follow SDP analysis; TBD})




		4F

		



		From:



“Display-name”



<SIP-URL | TEL-URL>



tag=UUID

		2M

		Calling Party Address parameter (



Odd/even Ind.= {Follow number of address signals}



Nature of address Ind.= 



Number incomplete Ind.=



Numbering plan Ind.=



Address presentation restricted Ind.=



Screening Ind.={Follow CLIP/CLIR proc.}



Address signal={Translate <SIP-URL | TEL-URL>}




		6O

		





Table 20 (cont'd.): INVITE to IAM Interworking

		INVITE (Incoming to SN)


Headers:

		

		IAM (Outgoing from SN)


Parameters and Indicators

		

		Remarks



		To: 



“Display-name”



<SIP-URL | TEL-URL>

		3M

		Called Party Address parameter (



Odd/even Ind.= {Follow number of address signals}



Nature of address Ind.= 



INN Ind.=



Numbering plan Ind.=



Address signal={Translate <SIP-URL | TEL-URL>}




		5V

		



		Call-ID:

		4M

		

		

		Require 1-to-1 relations with CIC.



		Cseq:

		5M

		No interworking.

		

		



		--- See Table 5 for other incoming headers.

		7O

		

		

		



		Content-Type: application/sdp 

		90O

		

		

		



		Content-length: (…)

		91O

		No interworking.

		

		



		CRLF

		92O

		No interworking.

		

		



		v=0


o= <username> <session-id> <version> <network-type> <address-type> <address>


s= <session-name>


c= <network-type> <address-type> <connection-address>


b=


t= <start-time> <stop-time>


a=




		93O

		If BICC, see BICC Annex.

		

		



		m= <media> <port> <transport> <fmt-list>


a=




		93O

		TMR parameters ({TBD}



)

		4F

		



		

		

		If BICC, see BICC Annex.

		

		





[Table to show interworking from BYE to Forward REL is to be added later]


7.2
Interworking with Backward Signalling Information


The backward signalling information received by the interworking node that route calls to the BICC/ISUP network domain are BICC/ISUP information. In this section, the backward signalling information from the BICC/ISUP side include the following BICC/ISUP messages:


1. APM (BAT)


2. ACM


3. CPG


4. CON


5. ANM


6. REL


7. RLC


7.2.1
Interworking with Backward APM


7.2.2
Interworking with Backward ACM


Table 21: ACM to “183 Media” Interworking

		ACM (Outgoing side of SN)


Parameters and Indicators

		

		183 Media (Incoming side of SN)


Headers:

		

		Remarks



		ACM BICC-STC-Instance

		0F

		SIP/2.0 183 Media

		0M

		



		

		

		Via:

		1O

		



		

		

		From:



“Display-name”



<SIP-URL | TEL-URL>



tag=UUID

		2M

		



		

		

		To: 



“Display-name”



<SIP-URL | TEL-URL>

		3M

		



		

		

		Call-ID:

		4M

		



		

		

		Cseq:

		5M

		



		Backward call indicators (



=



=



=)




		1F

		

		

		



		Cause indicators (



=



=



=)




		2O

		

		

		



		Optional backward call indicators (



=



=



=)




		2O

		

		

		





Table 21 (cont'd.): ACM to “183 Media” Interworking

		ACM (Outgoing side of SN)


Parameters and Indicators

		

		183 Media (Incoming side of SN)


Headers:

		

		Remarks



		Transmission medium used (



=



=



=)




		2O

		

		

		



		UID action indicators (



=



=



=)




		2O

		

		

		





8
Interworking Node: Incoming BICC/ISUP and Outgoing SIP


This interworking node functional entity is used to route calls originated from the BICC/ISUP network domain to the SIP network domains. By definition, the SIP protocol between this interworking node and the call terminating entity (entities) in SIP domain is qualified as “outgoing SIP”. Similarly, by definition, the BICC/ISUP protocol between this interworking node and the preceding BICC/ISUP entity is qualified as “incoming BICC/SIUP”.


The interworking node receives forward and backward signalling information from the incoming BICC/ISUP and outgoing SIP sides, respectively. After receiving this signalling information and performing appropriate call/service processing, the interworking node may signal to subsequent SIP nodes or preceding BICC/ISUP entities. This section is therefore organized into two sub‑sections of forward and backward signalling interworking.


The scope of this section is based on the key assumption: (a) the interworking node deliver basic calls only; and (b) the calls are delivered to SIP network domain that does not require equivalent PSTN/ISDN service interworking. The service annexes of this document will cover additional interworking specification related to specific PSTN/ISDN services, which may be required by other interworking network architectures.


8.1 Interworking with Forward Signalling Information


The forward signalling information received by the interworking node that service calls originated from the BICC/ISUP network domain are BICC/ISUP information. In this section, the forward signalling information from the SIP side include the following BICC/ISUP messages:


1. IAM


2. APM


3. COT


4. REL


5. RLC


8.1.1
Interworking with Forward IAM


Table 22: IAM to INVITE Interworking

		IAM (Incoming to SN)


Parameters and Indicators

		

		INVITE (Outgoing from SN)


Headers:

		

		Remarks



		IAM BICC-STC-Instance

		0F

		INVITE SIP-URL SIP/2.0

		0M

		



		Nature of Connection parameter (


Satellite Ind.:  = “any value” [no I/W]


Continuity check Ind.= “no COT to be expected”/"COT to be expected"


Echo control device Ind.=




		1F

		

		

		



		Forward Call Indicators parameter (



National/international call Ind.=



End-to-end method Ind.= "any value" [no I/W]



Interworking Ind.=



ISUP/BICC Ind.=



ISUP/BICC preference Ind.=”



ISUP/BICC preference Ind.=



ISDN access Ind.=



If BICC => SCCP method Ind.= “no indication”



If ISUP => SCCP method Ind.=




		2F

		

		

		



		Calling Party’s Category parameter= any value [no I/W]




		3F

		

		

		



		Transmission Medium Requirement parameter (



)




		4F

		

		

		



		Calling Party Address parameter (



Odd/even Ind.= {Follow number of address signals}



Nature of address Ind.= 



Number incomplete Ind.=



Numbering plan Ind.=



Address presentation restricted Ind.=



Screening Ind.=



Address signal=




		6O

		From:



<{Translate Address-signal to (SIP-URL | TEL-URL)>



tag=UUID

		2M

		



		Called Party Address parameter (



Odd/even Ind.= {Follow number of address signals}



Nature of address Ind.= 



INN Ind.=



Numbering plan Ind.=



<Address signal>




		5V

		To: 



<{Translate Address-signal to (SIP-URL | TEL-URL)>

		3M

		



		

		

		Call-ID:

		4M

		



		

		

		--- See Table 5 for other incoming headers.

		

		



		

		

		Content-Type: application/sdp 

		90O

		



		

		

		Content-length: (…)

		91O

		





Table 22 (cont.d): IAM to INVITE Interworking

		IAM (Incoming to SN)


Parameters and Indicators

		

		INVITE (Outgoing from SN)


Headers:

		

		Remarks



		

		

		CRLF

		92O

		



		If BICC, see BICC Annex.

		

		v=0


o= <username> <session-id> <version> <network-type> <address-type> <address>


s= <session-name>


c= <network-type> <address-type> <connection-address>


b=


t= <start-time> <stop-time>


a=




		93O

		



		If ISUP => TMR parameters (



)

		4F

		m= <media> <port> <transport> <fmt-list>


a=




		93O

		



		If BICC, see BICC Annex.

		

		

		

		





8.2
Interworking with Backward Signalling Information


The backward signalling information received by the interworking node that route calls to the SIP network domain are SIP information. In this section, the backward signalling information from the SIP side include the following SIP messages:


1. 183 Pre-Condition


2. 180 Ringing


3. 183 Media


4. 200 OK (INVITE)


5. BYE


8.2.1
Interworking with Backward 183 Pre-condition


8.2.2
Interworking with Backward 183 Ringing


Table 23: “180 Ringing” to ACM Interworking

		183 Ringing
(Outgoing side of SN)


Headers:

		

		ACM (Incoming side of SN)


Parameters and Indicators

		

		Remarks



		SIP-URL SIP/2.0 180  Ringing

		0M

		ACM BICC-STC-Instance

		0F

		



		Via:

		1M

		

		

		



		From:



“Display-name”



<SIP-URL | TEL-URL>



tag=UUID

		2M

		

		

		



		To: 



“Display-name”



<SIP-URL | TEL-URL>

		3M

		

		

		



		Call-ID:

		4M

		

		

		



		Cseq:

		5M

		

		

		



		

		

		Backward call indicators (



=



=



=)




		1F

		



		

		

		Cause indicators (



=



=



=)




		2O

		



		

		

		Optional backward call indicators (



=



=



=)




		2O

		



		

		

		Transmission medium used (



=



=



=)




		2O

		



		

		

		UID action indicators (



=



=



=)




		2O

		



		

		

		

		

		



		

		

		

		

		

















































� I/W function performs overlap to en-bloc conversion



� capability is limited to ISUP/BICC domain



� I/W runs timer T6



� capability is limited to SIP domain



� RLC has link-by-link significance
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1. Introduction


   SIP [1] is an application layer protocol for establishing,


   terminating and modifying multimedia sessions. It is typically


   carried over IP. Telephone calls are considered a type of multimedia


   sessions where just audio is exchanged.


   ISUP [2] is a level 4 protocol used in SS7 networks. It typically


   runs over MTP although it can also run over IP [15]. ISUP is used for


   controlling telephone calls and for maintenance of the network


   (blocking circuits, resetting circuits etc.).


   A module performing the mapping between these two protocols is


   usually referred to as Media Gateway Controller (MGC), although the


   terms 'softswitch' or 'call agent' are also sometimes used. An MGC


   has logical interfaces facing both networks, the network carrying


   ISUP and the network carrying SIP. The MGC also has some capabilities


   for controlling the voice path; there is typically a Media Gateway


   (MG) with E1/T1 trunking interfaces (voice from PSTN) and with IP


   interfaces (VoIP). The MGC and the MG can be merged together in one


   physical box or kept separate.


   These MGCs are frequently used to bridge SIP and ISUP networks so


   that calls originating in the PSTN can reach IP telephone endpoints
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   and vice versa. This is useful for cases in which PSTN calls need to


   take advantage of services in IP world, in which IP networks are used


   as transit networks for PSTN-PSTN calls, architectures in which calls


   originate on desktop 'softphones' but terminate at PSTN terminals,


   and many other similar next-generation telephone architectures.


   This document describes logic and procedures which an MGC might use


   to implement the mapping between SIP and ISUP by illustrating the


   correspondences, at the message level and parameter level, between


   the protcols.  It also describes the interplay between parallel state


   machines for these two protocols as a recommendation for implementors


   to synchronize protocol events in interworking architectures.


2. Scope


   This document focuses on the translation of ISUP messages into SIP


   messages, and the mapping of ISUP parameters into SIP headers. The


   purpose of translation in ISUP-SIP interworking is twofold: for ISUP


   calls that traverse a SIP network, translation allows SIP elements


   such as proxy servers to make routing decisions based on ISUP


   criteria such as the called party number; translation also provides


   critical information about the call to SIP endpoints that cannot


   understand encapsulated ISUP (or perhaps which merely cannot


   understand the particular ISUP variant in use).


   This document only takes into account the call functionality of ISUP.


   Maintenance messages dealing with PSTN trunks are treated only as far


   as they affect the control of an ongoing call; otherwise these


   message neither have nor require any analog in SIP.


   Messages indicating error or congestion situations in the PSTN


   (MTP-3) and the recovery mechanisms used such as User Part Available


   and User Part Test ISUP messages are outside the scope of this


   document


   There are several flavors of ISUP. ITU-T Q.767 International ISUP [2]


   is used through this document; some differences with ANSI ISUP [3]


   and TTC ISUP are outlined. ISUP Q.767 [2] is used in this document


   because it is the least complex of all the ISUP flavors. Due to the


   small number of fields that map directly from ISUP to SIP, the


   signaling differences between Q.767 and specific national variants of


   ISUP will generally have little to no impact on the mapping. Note,


   however, that the ITU-T has not substantially standarized practices


   for Local Number Portability since portability tends to be grounded


   in national numbering plan practices, and that consequently LNP must


   be described on a virtually per-nation basis.


   Mapping of SIP headers to ISUP parameters in this document focuses
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   largely on the mapping between the parameters found in the ISUP


   Initial Address Message (IAM) and the headers associated with the SIP


   INVITE message; both of these messages are used in their respective


   protocols to request the establishment of a call. Once an INVITE has


   been sent for a particular session, such headers as the To and From


   field become essentially fixed, and no further translation will be


   required during subsequent signaling, which is routed in accordance


   with Via and Route headers. Hence, the problem of parameter-to-header


   mapping in SIP-T is confined more or less to the IAM and the INVITE.


   Some additional detail is given in the population of parameters in


   the ISUP ACM and REL messages based on SIP status codes.


   This document describes when the media path associated with a SIP


   call is to be initialized, terminated, modified, etc., but it does


   not go into details such as how the initialization is performed or


   which protocols are used for that purpose.


3. Scenarios


   There are several scenarios where ISUP-SIP mapping takes place.  The


   way the messages are generated is different depending on the


   scenario.


   When there is a single MGC and the call is from a SIP phone to a PSTN


   phone, or vice versa, the MGC generates the ISUP messages based on


   the methods described in this document.


   +-------------+       +-----+       +-------------+


   | PSTN switch +-------+ MGC +-------+ SIP UAC/UAS |


   +-------------+       +-----+       +-------------+


   The scenario where a call originates in the PSTN, goes into a SIP


   network and terminates in the PSTN again is known as "SIP bridging".


   SIP bridging should provide ISUP transparency between the PSTN


   switches handling the call. This is achieved by encapsulating the


   incoming ISUP messages in the body of the SIP messages (see [4]).  In


   this case, the ISUP messages generated by the egress MGC are the ones


   present in the SIP body (possibly with some modifications; for


   example, if the called number in the request URI is different from


   the one present in the ISUP due to SIP redirection, the ISUP message


   will need to be adjusted).


   +------+   +-------------+   +-----+   +------------+   +------+


   | PSTN +---+ Ingress MGC +---+ SIP +---+ Egress MGC +---+ PSTN |


   +------+   +-------------+   +-----+   +------------+   +------+


   SIP is used in the middle of both MGCs because the voice path has to


   be established through the IP network between both MGs; this
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   structure also allows the call to take advantage of certain SIP


   services. ISUP messages in the SIP bodies provide further information


   (such as cause values and optional parameters) to the peer MGC.


   In both scenarios, the ingress MGC places the incoming ISUP messages


   in the SIP body by default. Note that this has security implications;


   see section 17. If the recipient of these messages (typically a SIP


   UAC/UAS) does not understand them a negotiation using the SIP


   `Accept' and `Require' headers will take place and they will not be


   included in the next SIP message exchange.


   There can be a Signaling Gateway (SG) between the PSTN and the MGC.


   It encapsulates the ISUP messages over IP in a manner such as the one


   described in [15]. The mapping described in this document is not


   affected by the underlying transport protocol of ISUP.


   Note that overlap dialing mechanisms (use of the Subsequent Address


   Message, SAM) are outside the scope of this document. This document


   assumes that gateways facing ISUP networks in which overlap dialing


   is used will implement timers to insure that all digits have been


   collected before an INVITE is transmitted to a SIP network.


   In some instances, gateways may receive incomplete ISUP messages


   which indicate message segmentation due to excessive message length.


   Commonly these messages will be followed by a Segmentation Message


   (SGM) containing the remainder of the original ISUP message. An


   incomplete message may not contain sufficient parameters to allow for


   a proper mapping to SIP; similarly, encapsulating (see below) an


   incomplete ISUP message may be confusing to terminating gateways.


   Consequently, a gateway must wait until a complete ISUP message is


   received (which may involve waiting until one or more SGMs arrive)


   before sending any corresponding INVITE.


4. SIP mechanisms Required


   For a correct mapping between ISUP and SIP, some SIP mechanisms above


   and beyond those available in the base SIP specification are needed.


   These mechanisms are discussed below. If the SIP UAC/UAS involved in


   the call does not support them, it is still possible to proceed, but


   the behavior in the establishment of the call may be slightly


   different than that expected by the user (e.g. other party answers


   before receiving the ringback tone, user is not informed about the


   call being forwarded, etc.).


4.1. "Transparent" Transit of ISUP messages


   To provide users the ability to take advantage of the full range of


   services afforded by the existing telephone network when placing
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   calls from PSTN to PSTN across a SIP network, SIP messages will need


   to carry ISUP payloads from gateway to gateway. The format for


   carrying these messages is defined in "MIME media types for ISUP and


   QSIG Objects" [4] .


   SIP clients and servers which do not understand ISUP are permitted to


   ignore these (and other) optional MIME bodies.


4.2. Understanding of Multipart Bodies


   In most PSTN interworking situations, the SIP body will be required


   to carry session information (SDP) in addition to ISUP and/or billing


   information.


   PSTN interworking nodes should understand the MIME type of


   "multipart/mixed" as defined in RFC2046 [5] . Clients express support


   for this by including "multipart/mixed" in an "Accept" header.


4.3. Transmission of DTMF information


   Since the codec selected for voice transmission may not be ideally


   suited for carrying DTMF information, a symbolic method of


   transmitting this information in-band is desirable (since out-of-band


   transmission alone would provide many challenges for synchronization


   of the media stream for tone re-insertion). This transmission should


   be performed as described in "RTP Payload for DTMF Digits, Telephony


   Tones and Telephony Signals" [6], and is in all respects orthogonal


   to the mapping of ISUP and SIP.


4.4. Reliable Transmission of Provisional Responses


   Provisional responses are used in the transmission of various call


   progress information. PSTN interworking in particular relies on these


   messages for control of the media channel and timing of messages.


   PSTN interoperation nodes should implement the extension defined in


   "Reliability of Provisional Responses in SIP" [8] .


4.5. Provisional Media Streams


   To allow the transmission of messages and tones before a final


   connection has been established, SIP nodes which interwork with the


   PSTN need to be able to establish temporary media connections during


   this period.


   PSTN interoperating nodes should support the establishment of


   temporary provisional media streams using the 183 status code


   (described in [9]).
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4.6. Mid-Call Transactions Which do not Change SIP State


   When interworking with PSTN, there are situations when PSTN nodes


   will need to send messages which do not correspond to any SIP


   operations to each other across a SIP network.


   The method for performing this transit will be in the INFO method,


   defined in "The SIP INFO Method" [10] .


   Nodes which do serve as PSTN interworking points should accept "405


   Method Not Allowed" and "501 Not Implemented" responses to INFO


   requests as non-fatal.


5. Mapping


   The mapping between ISUP and SIP is described using call flow


   diagrams and state machines. One state machine handles calls from SIP


   to ISUP and the second from ISUP to SIP. There are details, such as


   some retransmissions and some states (waiting for RLC, waiting for


   ACK etc.), that are not shown in the figures in order to make them


   easier to follow.


   The boxes represent the different states of the gateway, and the


   arrows show changes in the state. The event that triggers the change


   in the state and the actions to take appear on the arrow: event /


   section describing the actions to take.


   For example, `INVITE / 6.2.1' indicates that an INVITE request has


   been received by the gateway, and the procedure upon reception is


   described in the section 6.2.1 of this document.


6. SIP to ISUP mapping


6.1. Call Flows


   The following call flows illustrate the order of messages in typical


   success and error cases when setting up a call initiated from the SIP


   network. "100 Trying" acknowledgements to INVITE requests are not


   displayed, since their presence is optional.


   In these diagrams, all call signaling (SIP, ISUP) is going to and


   from the MGC; media handling (e.g. audio cut-through, trunk freeing)


   is being performed by the MG, under the control of the MGC. For the


   purpose of simplicity, these are shown as a single node, labeled


   "MGC/MG."
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6.1.1. En-bloc Call Setup (non auto-answer)


   SIP                       MGC/MG                       PSTN


    1|---------INVITE---------->|                          |


     |<----------100------------|                          |


     |                          |------------IAM---------->|2


     |                          |<=========Audio===========|


     |                          |<-----------ACM-----------|3


    4|<----------18x------------|                          |


     |<=========Audio===========|                          |


    5|----------PRACK---------->|                          |


    6|<----------200------------|                          |


     |                          |<-----------CPG-----------|7


    8|<----------18x------------|                          |


    9|----------PRACK---------->|                          |


   10|<----------200------------|                          |


     |                          |<-----------ANM-----------|11


     |                          |<=========Audio==========>|


   12|<----------200------------|                          |


     |<=========Audio==========>|                          |


   13|-----------ACK----------->|                          |


     (1) When a SIP user wishes to begin a session with a PSTN user,


      the SIP node issues an INVITE request.


     (2) Upon receipt of an INVITE request, the gateway maps it to an


      IAM message and sends it to the ISUP network.


     (3) The remote ISUP node indicates that the address is sufficient


      to set up a call by sending back an ACM message.


     (4) The "called party status" code in the ACM message is mapped


      to a SIP provisional response (as described in 6.2.5 and 6.2.6).


      and returned to the SIP node. This


      response may contain SDP to establish an early media stream


      (as shown in the diagram). If no SDP is present, the audio


      will be established in both directions after step 12.


     (5) The SIP node sends a PRACK message to confirm receipt of the


      provisional response.


     (6) The PRACK is confirmed.


     (7) If the ISUP variant permits,


      the remote ISUP node may issue a variety of CPG messages to


      indicate, for example, that the call is being forwarded.
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     (8) Upon receipt of a CPG message, the gateway will map the event


      code to a SIP provisional response (see section 6.2.9. ) and


      send it to the SIP node.


     (9) The SIP node sends a PRACK message to confirm receipt of the


      provisional response.


     (10) The PRACK is confirmed


     (11) Once the PSTN user answers, an ANM message will be sent to


      the gateway.


     (12) Upon receipt of the ANM, the gateway will send a 200 message


      to the SIP node.


     (13) The SIP node, upon receiving an INVITE final response (200),


      will send an ACK to acknowledge receipt.


6.1.2. Auto-answer call setup


     SIP                       MGC/MG                       PSTN


      1|---------INVITE---------->|                          |


       |<----------100------------|                          |


       |                          |------------IAM---------->|2


       |                          |<=========Audio===========|


       |                          |<-----------CON-----------|3


       |                          |<=========Audio==========>|


      4|<----------200------------|                          |


       |<=========Audio==========>|                          |


      5|-----------ACK----------->|                          |


     Note that this flow is not supported in ANSI networks.


     (1) When a SIP user wishes to begin a session with a PSTN user,


      the SIP node issues an INVITE request.


     (2) Upon receipt of an INVITE request, the gateway maps it to an


      IAM message and sends it to the ISUP network.


     (3) Since the remote node is configured for automatic answering,


      it will send a CON message upon receipt of the IAM. (For


      ANSI, this message will be an ANM).


     (4) Upon receipt of the CON, the gateway will send a 200 message


      to the SIP node.


     (5) The SIP node, upon receiving an INVITE final response (200),


      will send an ACK to acknowledge receipt.
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6.1.3. ISUP T7 expires


     SIP                       MGC/MG                       PSTN


      1|---------INVITE---------->|                          |


       |<----------100------------|                          |


       |                          |------------IAM---------->|2


       |                          |<=========Audio===========|


       |                          |    *** T7 Expires ***    |


       |             ** MG Releases PSTN Trunk **            |


      4|<----------504------------|------------REL---------->|3


      5|-----------ACK----------->|                          |


     (1) When a SIP user wishes to begin a session with a PSTN user,


      the SIP node issues an INVITE request.


     (2) Upon receipt of an INVITE request, the gateway maps it to an


      IAM message and sends it to the ISUP network. The ISUP timer


      T7 is started at this point.


     (3) The ISUP timer T7 expires before receipt of an ACM or CON


      message, so a REL message is sent to cancel the call.


     (4) A gateway timeout message is sent back to the SIP node.


     (5) The SIP node, upon receiving an INVITE final response (504),


      will send an ACK to acknowledge receipt.


6.1.4. SIP Timeout


     SIP                       MGC/MG                       PSTN


      1|---------INVITE---------->|                          |


       |<----------100------------|                          |


       |                          |------------IAM---------->|2


       |                          |<=========Audio===========|


       |                          |<-----------CON-----------|3


       |                          |<=========Audio==========>|


      4|<----------200------------|                          |


       |    *** T1 Expires ***    |                          |


       |<----------200------------|                          |


       |    *** T1 Expires ***    |                          |


       |<----------200------------|                          |


       |    *** T1 Expires ***    |                          |


       |<----------200------------|                          |


       |    *** T1 Expires ***    |                          |


       |<----------200------------|                          |


       |    *** T1 Expires ***    |                          |


       |<----------200------------|                          |


       |    *** T1 Expires ***    |                          |
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      5|<----------200------------|                          |


       |    *** T1 Expires ***    |                          |


       |             ** MG Releases PSTN Trunk **            |


      7|<----------BYE------------|------------REL---------->|6


       |                          |<-----------RLC-----------|8


     (1) When a SIP user wishes to begin a session with a PSTN user,


      the SIP node issues an INVITE request.


     (2) Upon receipt of an INVITE request, the gateway maps it to an


      IAM message and sends it to the ISUP network.


     (3) Since the remote node is configured for automatic answering,


      it will send a CON message upon receipt of the IAM. In ANSI flows,


      rather than a CON an ANM (without ACM) would be sent.


     (4) Upon receipt of the ANM, the gateway will send a 200 message


      to the SIP node and set SIP timer T1.


     (5) The response is retransmitted every time the SIP timer T1


      expires.


     (6) After seven retransmissions, the call is torn down by sending


      a REL to the ISUP node, with a cause code of 102 (recover on


      timer expiry).


     (7) A BYE is transmitted to the SIP node in an attempt to close


      the call. Further handling for this clean up is not shown,


      since the SIP node's state is not easily known in this


      scenario.


     (8) Upon receipt of the REL message, the remote ISUP node will


      reply with an RLC message.


6.1.5. ISUP Setup Failure


     SIP                       MGC/MG                       PSTN


      1|---------INVITE---------->|                          |


       |<----------100------------|                          |


       |                          |------------IAM---------->|2


       |                          |<-----------REL-----------|3


       |                          |------------RLC---------->|4


      5|<----------4xx+-----------|                          |


      6|-----------ACK----------->|                          |


     (1) When a SIP user wishes to begin a session with a PSTN user,


      the SIP node issues an INVITE request.
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     (2) Upon receipt of an INVITE request, the gateway maps it to an


      IAM message and sends it to the ISUP network.


     (3) Since the remote ISUP node is unable to complete the call, it


      will send a REL.


     (4) The gateway releases the circuit and confirms that it is


      available for reuse by sending an RLC.


     (5) The gateway translates the cause code in the REL to a SIP


      error response (see section 6.2.4.) and sends it to the SIP


      node.


     (6) The SIP node sends an ACK to acknowledge receipt of the


      INVITE final response.


6.1.6. Cause present in ACM message


     SIP                       MGC/MG                       PSTN


      1|---------INVITE---------->|                          |


       |<----------100------------|                          |


       |                          |------------IAM---------->|2


       |                          |<=========Audio===========|


       |                          |<---ACM with cause code---|3


      4|<------183 with SDP-------|                          |


       |<=========Audio===========|                          |


      5|----------PRACK---------->|                          |


      6|<----------200------------|                          |


                   ** Interwork timer expires **


      7|<----------4xx+-----------|                          |


       |                          |------------REL---------->|8


       |                          |<-----------RLC-----------|9


     10|-----------ACK----------->|                          |


     (1) When a SIP user wishes to begin a session with a PSTN user,


      the SIP node issues an INVITE request.


     (2) Upon receipt of an INVITE request, the gateway maps it to an


      IAM message and sends it to the ISUP network.


     (3) Since the ISUP node is unable to complete the call and wants


      to generate the error tone/announcement itself, it sends an


      ACM with a cause code. The gateway starts an interwork timer.


     (4) Upon receipt of an ACM with cause (presence of the CAI


     parameter),


      the gateway will generate


      a 183 message towards the SIP node; this contains SDP to
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      establish early media cut-through.


     (5) The SIP node sends a PRACK message to confirm receipt of the


      provisional response.


     (6) The PRACK is confirmed.


     (7) A final INVITE response, based on the cause code received in


      the earlier ACM message, is generated and sent to the SIP


      node to terminate the call. See section 6.2.4. for the table


      which contains the mapping from cause code to SIP response.


     (8) Upon expiration of the interwork timer, a REL is sent towards


      the PSTN node to terminate the call. Note that the SIP node


      can also terminate the call by sending a CANCEL before the


      interwork timer expires. In this case, the signaling


      progresses as in section 6.1.7.


     (9) Upon receipt of the REL message, the remote ISUP node will


      reply with an RLC message.


     (10) The SIP node sends an ACK to acknowledge receipt of the


      INVITE final response.


6.1.7. Call cancelled by SIP node


     SIP                       MGC/MG                       PSTN


      1|---------INVITE---------->|                          |


       |<----------100------------|                          |


       |                          |------------IAM---------->|2


       |                          |<=========Audio===========|


       |                          |<-----------ACM-----------|3


      4|<----------18x------------|                          |


       |<=========Audio===========|                          |


      5|----------PRACK---------->|                          |


      6|<----------200------------|                          |


       |            ** MG Releases IP Resources **           |


      7|----------CANCEL--------->|                          |


      8|<----------200------------|                          |


       |             ** MG Releases PSTN Trunk **            |


       |                          |------------REL---------->|9


     10|<----------487------------|                          |


       |                          |<-----------RLC-----------|11


     12|-----------ACK----------->|                          |


     (1) When a SIP user wishes to begin a session with a PSTN user,


      the SIP node issues an INVITE request.
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     (2) Upon receipt of an INVITE request, the gateway maps it to an


     IAM message and sends it to the ISUP network.


     (3) The remote ISUP node indicates that the address is sufficient


      to set up a call by sending back an ACM message.


     (4) The "called party status" code in the ACM message is mapped


      to a SIP provisional response (as described in 6.2.5 and 6.2.6)


      and returned to the SIP node. This


      response may contain SDP to establish an early media stream.


     (5) The SIP node sends a PRACK message to confirm receipt of the


      provisional response.


     (6) The PRACK is confirmed.


     (7) To cancel the call before it is answered, the SIP node sends


      a CANCEL request.


     (8) The CANCEL request is confirmed with a 200 response.


     (9) Upon receipt of the CANCEL request, the gateway sends a REL


      message to terminate the ISUP call.


     (10) The gateway sends a "487 Call Cancelled" message to the SIP


      node to complete the INVITE transaction.


     (11) Upon receipt of the REL message, the remote ISUP node will


      reply with an RLC message.


     (12) Upon receipt of the 487, the SIP node will confirm reception


      with an ACK.


6.2. State Machine


   Note that REL can be received in any state; the handling is the same


   for each case (see section 6.2.4. ).
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                                   +---------+


          +----------------------->|  Idle   |<---------------------+


          |                        +----+----+                      |


          |                             |                           |


          |                             | INVITE/6.2.1              |


          |                             V                           |


          |      T7/6.2.2   +-------------------------+   REL/6.2.4 |


          +<----------------+         Trying          +------------>+


          |                 +-+--------+------+-------+             |


          |    CANCEL/6.2.3 | |        |      |                     |


          +<----------------+ | E.ACM/ | ACM/ | CON/                |


          |                   | 6.2.5  |6.2.6 | 6.2.7               |


          |                   V        |      |                     |


          | T9/6.2.8  +--------------+ |      |                     |


          +<----------+ Not alerting | |      |                     |


          |           +-------+------+ |      |                     |


          |  CANCEL/6.2.3 |   |        |      |                     |


          |<--------------+   | CPG/   |      |                     |


          |                   | 6.2.9  |      |                     |


          |                   V        V      |                     |


          |    T9/6.2.8     +---------------+ |    REL/6.2.4        |


          +<----------------+    Alerting   |-|-------------------->|


          |<----------------+--+-----+------+ |                     |


          |  CANCEL/6.2.3      |  ^  |        |                     |


          |               CPG/ |  |  | ANM/   |                     |


          |              6.2.9 +--+  | 6.2.7  |                     |


          |                          V        V                     |


          |                 +-------------------------+    REL/9.2  |


          |                 |     Waiting for ACK     |------------>|


          |                 +-------------+-----------+             |


          |                               |                         |


          |                               | ACK/6.2.10              |


          |                               V                         |


          |     BYE/9.1     +-------------------------+    REL/9.2  |


          +<----------------+        Connected        +------------>+


                            +-------------------------+


6.2.1. INVITE received


   When an INVITE request is received by the gateway, a "100 Trying"


   response may be sent back to the SIP network indicating that the MGC


   is handling the call.


   The resources for the media stream have to be reserved at this stage,


   since an IAM message cannot be sent before the resource reservation


   takes place. Typically the resources consist of a time slot in an


   E1/T1 and an RTP/UDP port on the IP side.  Resources might also


   include QoS or/and security provisions.  Before sending the IAM the
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   MG generally connects the backward media path.


   After sending the IAM the timer T7 is started. The default value of


   T7 is between 20 and 30 seconds. The MGC goes to the `Trying' state.


6.2.1.1 INVITE to IAM procedures


   This section details the mapping of the SIP headers in an INVITE


   message to the ISUP parameters in an IAM.


   Five mandatory parameters appear within the IAM message: the Called


   Party Number (CPN), the Nature of Connection Indicator (NCI), the


   Forward Call Indicators (FCI), the Calling Party's Category (CPC),


   and finally a parameter that indicates the desired bearer


   characteristics of the call - in some ISUP variants the Transmission


   Medium Requirement (TMR) is required, in others the User Service


   Information (USI) (or both).


   There are quite a few optional parameters that can appear in an IAM


   message; Q.763 [20] lists 29 in all. However, each of these


   parameters need not to be translated in order to achieve the goals of


   SIP-ISUP mapping. As is stated above, translation allows SIP network


   elements to understand the PSTN context of the session if they are


   not capable of deciphering any encapsulated ISUP. Parameters that are


   only meaningful to the PSTN will be carried through PSTN-SIP- PSTN


   networks via encapsulation - translation is not necessary for these


   parameters. Of the aforementioned 29 optional parameters, only the


   following are immediately useful for translation: the Calling Party's


   Number (CIN, which is commonly present), Transit Network Selection


   (TNS), Carrier Identification Parameter (CIP, present in ANSI


   networks), Original Called Number (OCN), and the Generic Digits


   (known in some variants as the Generic Address Parameter (GAP)).


   When a SIP INVITE arrives at a PSTN gateway, the gateway should


   attempt to make use of any encapsulated ISUP (see [4]) to assist in


   the formulation of outbound PSTN signaling. However, three conditions


   can complicate this process:


     o There is no ISUP encapsulated in the SIP INVITE - the SIP INVITE


     originated at a device other than an ISUP-SIP gateway.


     o There is encapsulated ISUP, but the gateway cannot understand


     the ISUP variant and therefore the ISUP must be discarded.


     o There is encapsulated ISUP, but there is more recent session


     context information available in the SIP headers, and consequently


     the SIP headers must 'overwrite' the encapsulated ISUP.


   In all of these cases translation must be performed. Gateways should


   use default values for mandatory ISUP parameters that are not derived
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   from translation or encapsulation (such as the NCI or TMR


   parameters). The FCI parameter should also have a default, although


   its 'M' bit may be overwritten during the process of translation.


   First, the Request-URI should be inspected.


   If there is no 'npdi=yes' field within the Request-URI, then the main


   telephone number in the tel URL (the digits immediately following


   'tel:') should be converted to ISUP format, following the procedure


   described in section 11, and used to populate the CPN parameter.


   In ANSI networks, if the 'npdi=yes' field exists in the Request-URI,


   then the FCI parameter bit for 'number translated' within the IAM


   should reflect that a number portability dip has been performed.


   If in addition to the 'npdi=yes' field there is no 'rn=' field


   present, then the main telephone number in the tel URL should be


   converted to ISUP format (see section 11) and used to populate the


   CPN parameter.


   If in addition to the 'npdi=yes' field an 'rn=' field is present,


   then in ANSI networks the 'rn=' field should be converted to ISUP


   format and used to populate the CPN. The main telephone number in the


   tel URL should be converted to ISUP format and used to populate the


   Generic Digits Parameter (or GAP in ANSI). In some networks the


   number given in the 'rn=' field should be prepended to the main


   telephone number and the combined result should be used to populate


   the CPN.


   If main telephone number in the Request-URI and that of the To header


   are at variance, then the To header should be used to populate an OCN


   parameter. Otherwise the To header should be ignored.


   If the 'cic=' parameter is present in the Request-URI, the gateway


   should consult local policy to make sure that it is appropriate to


   transmit this Carrier Identification Code in the IAM. If the gateway


   supports many independent trunks, it may need to choose a particular


   trunk that points to the carrier identified by the CIC, or a tandem


   through which that carrier is reachable. Policies for such trunks


   (based on the preferences of the carriers with which the trunks are


   associated) may dictate whether the CIP or TNS parameter should be


   used (although note that in non-ANSI networks the CIP will never be


   used). In the absence of any pre-arranged policies, the TNS should be


   used when the CPN parameter is in an international format (i.e. the


   NoA field of the CPN indicates that this is an international number),


   and the CIP should be used in other cases.


   If a SIP call has arrived at a gateway, then the Request-URI will
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   most likely contain a tel URL (or a SIP URI with a tel URL user


   portion). However, if the call originated at a native IP endpoint


   such as a SIP phone, the From field may not reflect any telephone


   number - it may be a simple user@host construction. The CIN parameter


   should be omitted from the outbound IAM if the From field is


   unusable.


   Note that when the ISUP parameters regarding interworking are set in


   the Forward Call Indicators (FCI) parameter of the IAM , this


   indicates that ISDN is interworking with a network which is not


   capable of providing as many services as ISDN does. ISUP will


   therefore not employ certain features it otherwise normally uses.


   Thus, `interworking encountered' must not be specified so that ISUP


   behaves normally. SIP is considered as an SS7 network and a SIP phone


   is considered as ISDN access since the SIP network is supposed to


   provide at least as many services as ISUP.


   Claiming to be an ISDN node might make the callee request ISDN user


   to user services. Since user to user services 1 and 2 must be


   requested by the caller, they do not represent a problem [13] .  User


   to user service 3 can be requested by the callee also. In non-SIP


   bridging situations, the MGC should be capable of rejecting this


   service request.


6.2.2. ISUP T7 expires


   Since no response was received from the PSTN all the resources in the


   MG are released. A `504 gateway timeout' is sent back to the SIP


   network. A REL message with cause value 102 (protocol error, recovery


   on timer expiry) is sent to the PSTN. The PSTN responds with RLC and


   the SIP network responds with an ACK indicating that the release


   sequence has been completed.


6.2.3. CANCEL or BYE received


   If a CANCEL or BYE request is received, a `200 OK' is sent to the SIP


   network to confirm the CANCEL or BYE; a 487 is also sent to terminate


   the INVITE transaction. All the resources are released and a REL


   message is sent to the PSTN with cause value 16 (normal clearing). A


   RLC from the PSTN is received indicating that the release sequence is


   complete.


   It is important that all the resources are released before the


   gateway sends any REL message.


   In SIP bridging situations, a REL might arrive in the CANCEL or BYE


   request body. This REL is sent to the PSTN.
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   This section ( 6.2.3. ) applies every time that a CANCEL or a BYE is


   received before a final SIP response has been sent.


6.2.4. REL received


   This section applies every time that a REL is received before a final


   SIP response has been sent.


   The resources are released in the MG and a RLC is sent to the ISUP


   network to indicate that the circuit is available for reuse.


   If the INVITE originating this transaction contained an ISUP message


   in its body (such as an IAM), the MGC is handling a SIP bridging


   situation. Therefore, the REL message just received should be


   included in the body of the response.


   Note that the receipt of certain maintenance messages in response to


   IAM such as BLO or RSC (or their circuit group message equivalents)


   may also result in the teardown of calls in this phase of the state


   machine.  Behavior for maintenance messages is given below in section


   10.


6.2.4.1 ISDN Cause code to SIP Status Code mapping


   An REL message contains an ISDN Cause Code (see [16]) in the Cause


   Indicator (CAI) parameter. Most ISUP variants (including ANSI and


   ETSI) use these cause codes to represent conditions surrounding the


   termination of a call.


   In addition to the ISDN Cause Code, the CAI parameter also contains a


   cause 'location' that gives some sense of which entity in the network


   was responsible for terminating the call (the most important


   distinction being between the user and the network). In most cases,


   the cause location does not affect the mapping to a SIP status code;


   some exceptions are noted below. A diagnostic field may also be


   present for some ISDN causes; this diagnostic will contain additional


   data pertaining to the termination of the call.


   The use of the REL message in the SS7 network is very general,


   whereas SIP has a number of specific tools that, collectively, play


   the same role as REL - namely BYE, CANCEL, and the status codes. An


   REL can be sent to tear down a call that is already in progress


   (BYE), to cancel a previously sent call setup request (IAM) that has


   not yet been completed (CANCEL), or to reject a call setup request


   (IAM) that has just been received (corresponding to a SIP status


   code).


   If a cause value other than what is listed below is received, the


Camarillo/Roach/Peterson/Ong                                   [Page 20]


ISUP to SIP Mapping                                          August 2001


   default response `500 Server internal error' would be used.


   Note that it is not necessarily appropriate to map some ISDN cause


   codes to SIP messages because these cause codes are only meaningful


   to the ISUP interface of a gateway. A good example of this is cause


   code 44 "Request circuit or channel not available." 44 signifies that


   the Circuit Identification Code (CIC) for which an IAM had been sent


   was believed by the receiving equipment to be in a state incompatible


   with a new call request - however, the appropriate behavior in this


   case is for the originating switch to re-send the IAM for a different


   CIC, not for the call to be torn down. Clearly, there is not (nor


   should there be) an SIP status code indicating that a new CIC should


   be selected - this matter is internal to the originating gateway.


   Hence receipt of cause code 44 should not result in any SIP status


   code being sent; effectively, the cause code is untranslatable.


     Normal event


     ISUP Cause value                        SIP response


     ----------------                        ------------


     1  unallocated number                   404 Not Found


     2  no route to network                  404 Not found


     3  no route to destination              404 Not found


     16 normal call clearing                 --- (*)


     17 user busy                            486 Busy here


     18 no user responding                   408 Request Timeout


     19 no answer from the user              480 Temporarily unavailable


     20 subscriber absent                    480 Temporarily unavailable


     21 call rejected                        403 Forbidden (+)


     22 number changed (w/o diagnostic)      410 Gone


     22 number changed (w/ diagnostic)       301 Moved Permanently


     23 redirection to new destination       302 Moved Temporarily


     26 non-selected user clearing           404 Not Found (=)


     27 destination out of order             502 Bad Gateway


     28 address incomplete                   484 Address incomplete


     29 facility rejected                    501 Not implemented


     31 normal unspecified                   480 Temporarily unavailable


   (*) ISDN Cause 16 will usually result in a BYE or CANCEL


   (+) If the cause location is 'user' than the 6xx code could be given


   rather than the 4xx code (i.e. 403 becomes 603)


   (=) ANSI procedure - in ANSI networks, 26 is overloaded to


   signify 'misrouted ported number'. Presumably, a number portability 


   dip should have been performed by a prior network.


   A REL with ISDN cause 22 (number changed) might contain information


   about a new number where the callee might be reachable in the
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   diagnostic field. If the MGC is able to parse this information it


   might be added to the SIP response (301) in a Contact header.


     Resource unavailable


     This kind of cause value indicates a non permanent situation. A


     `Retry-After' header has to be added to the response.


     ISUP Cause value                        SIP response


     ----------------                        ------------


     34 no circuit available                 503 Service unavailable


     38 network out of order                 503 Service unavailable


     41 temporary failure                    503 Service unavailable


     42 switching equipment congestion       503 Service unavailable


     47 resource unavailable                 503 Service unavailable


     Service or option not available


     This kind of cause value indicates a permanent situation


     ISUP Cause value                        SIP response


     ----------------                        ------------


     55 incoming calls barred within CUG     403 Forbidden


     57 bearer capability not authorized     403 Forbidden


     58 bearer capability not presently      503 Service unavailable


        available


     Service or option not implemented


     ISUP Cause value                        SIP response


     ----------------                        ------------


     65 bearer capability not implemented    501 Not implemented


     79 service or option not implemented    501 Not implemented


     Invalid message


     ISUP Cause value                        SIP response


     ----------------                        ------------


     87 user not member of CUG               503 Service unavailable


     88 incompatible destination             503 Service unavailable


     95 invalid message                      503 Service unavailable


     Protocol error
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     ISUP Cause value                        SIP response


     ----------------                        ------------


     102 recovery of timer expiry            408 Request timeout


     111 protocol error                      500 Server internal error


     Interworking


     ISUP Cause value                        SIP response


     ----------------                        ------------


     127 interworking unspecified            500 Server internal error


6.2.5. Early ACM received


   This message is sent in certain situations for resetting the timers.


   In these cases this message indicates that the call is in progress


   but callee is not being alerted. This occurs for example in mobile


   networks, where roaming can take a long time. The early ACM is sent


   before the user is alerted to reset T7 and start T9.


   An ACM is considered an `early ACM' if the Called Party's Status


   Indicator is set to 00 (no indication).


   After receiving an early ACM the progress of the call is indicated by


   the network sending CPGs.


   When there is interworking with some old systems, it is possible to


   receive an ANM immediately after an early ACM (without CPG).  In this


   situation the SIP user will not hear any kind of ringback tone before


   the callee answers. In ISDN [11] this is solved by connecting the


   voice path backwards before sending the IAM.


   The MGC sends a 183 Session Progress [9] to the SIP network with a


   media description inside. In SIP bridging situations the early ACM is


   included in the response body. Thus, the problem of missing the ring


   back tone is solved and the early ACM is transported transparently


   through the SIP network.


6.2.6. ACM received


   Upon reception of an ACM timer T9 is started. T9 typically lasts


   between 90 seconds and 3 minutes [12] . It allows the caller to hear


   announcements from the network for that period of time without being


   charged for the connection. If longer announcements have to be played


   the network has to send an ANM. When the ANM is sent the call begins


   being charged.
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   The nearest local exchange to the callee generates the ringback tone


   and may send voice announcements.


   Usually on receipt of an ACM a `180 Ringing' is sent to the SIP


   network.  It should generally contain a session description in order


   to allow SIP UAs to prevent clipping of initial callee media.  The


   ringback tone or the proper announcements will be generated by the


   PSTN exchange, and not by the callers SIP UAC/UAS.


   If the Backwards Call Indicator (BCI) parameter of the ACM indicates


   that interworking has been encountered (generally designating that


   the ISUP network sending the ACM is interworking with a less


   sophisticated network which cannot support cause codes), then there


   may be in-band announcements of call status such as an audible busy


   tone or caller intercept message. In this case rather than a 180


   status code, a 183 Session Progress message should be sent in order


   to allow pre-ANM media to flow in the backwards direction.


   In SIP bridging situations, the ACM is included in the body of the


   180 response.


6.2.7. CON or ANM received


   A `200 OK' response is sent to the SIP network. In SIP bridging


   situations, the ISUP message is included in the body of the 200 OK


   response. This is also the point at which a two-way media stream will


   be established.


6.2.8. Timer T9 expires


   This indicates that the ANM has not arrived in time specified.  This


   results in the call being aborted. All the resources related to the


   media path are released. A `480 temporarily unavailable' is sent to


   the SIP network. A REL message with cause value 19 (no answer from


   the user) is sent to the ISUP part. The PSTN responds with RLC and


   the SIP network responds with an ACK indicating that the release


   sequence has been completed.


6.2.9. CPG received


   A CPG can indicate progress, alerting or in-band information. If the


   CPG comes after an ACM, there is already a one-way voice path open,


   so there is no need of taking further action in the media path.


   In SIP bridging situations, the CPG is sent in the body of a 18x


   response, determined from the CPG event code.


     ISUP event code                         SIP response
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     ----------------                        ------------


     1 Alerting                              180 Ringing


     2 Progress                              183 Call progress


     3 In-band information                   183 Call progress


     4 Call forward; line busy               181 Call is being forwarded


     5 Call forward; no reply                181 Call is being forwarded


     6 Call forward; unconditional           181 Call is being forwarded


     - (no event code present)               183 Call progress


   Note that, if the CPG does not indicate "Alerting," the current state


   will not change.


6.2.10. ACK received


   At this stage, the call is connected and the conversation can take


   place.


7. ISUP to SIP mapping


7.1. Call Flows


   The following call flows illustrate the order of messages in typical


   success and error cases when setting up a call initiated from the


   PSTN network. "100 Trying" acknowledgements to INVITE requests are


   not explained, since their presence is optional.


   In these diagrams, all call signaling (SIP, ISUP) is going to and


   from the MGC; media handling (e.g. audio cut-through, trunk freeing)


   is being performed by the MG, under the control of the MGC. For the


   purpose of simplicity, these are shown as a single node, labeled


   "MGC/MG."


7.1.1. En-bloc call setup (non auto-answer)


     SIP                       MGC/MG                       PSTN


       |                          |<-----------IAM-----------|1


       |                          |==========Audio==========>|


      2|<--------INVITE-----------|                          |


       |-----------100----------->|                          |


      3|-----------18x----------->|                          |


       |==========Audio==========>|                          |


       |                          |=========================>|


       |                          |------------ACM---------->|4


      5|<---------PRACK-----------|                          |


      6|-----------200----------->|                          |


      7|-----------18x----------->|                          |


       |                          |------------CPG---------->|8


      9|<---------PRACK-----------|                          |
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     10|-----------200----------->|                          |


     11|-----------200----------->|                          |


       |<=========Audio==========>|                          |


       |                          |------------ANM---------->|12


       |                          |<=========Audio==========>|


     13|<----------ACK------------|                          |


     (1) When a PSTN user wishes to begin a session with a SIP user,


      the PSTN network generates an IAM message towards the


      gateway.


     (2) Upon receipt of the IAM message, the gateway generates an


      INVITE message, and sends it to an appropriate SIP node.


     (3) When an event signifying that the call has sufficient


      addressing information occurs, the SIP node will generate a


      provisional response of 180 or greater.


     (4) Upon receipt of a provisional response of 180 or greater, the


      gateway will generate an ACM message. If the response is not


      180, the ACM will carry a "called party status" value of "no


      indication."


     (5) The gateway sends a PRACK message  to confirm receipt of the


      provisional response.


     (6) The PRACK is confirmed


     (7) The SIP node may use further provisional messages to indicate


      call progress.


     (8) After an ACM has been sent, all provisional responses will


      translate into ISUP CPG messages as indicated in 7.2.3.


     (9) The gateway sends a PRACK message  to confirm receipt of the


      provisional response.


     (10) The PRACK is confirmed


     (11) When the SIP node answers the call, it will send a 200 OK


      message.


     (12) Upon receipt of the 200 OK message, the gateway will send an


      ANM message towards the ISUP node.


     (13) The gateway will send an ACK to the SIP node to acknowledge


      receipt of the INVITE final response.
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7.1.2. Auto-answer call setup


        SIP                       MGC/MG                       PSTN


          |                          |<-----------IAM-----------|1


          |                          |==========Audio==========>|


         2|<--------INVITE-----------|                          |


         3|-----------200----------->|                          |


          |<=========Audio==========>|                          |


          |                          |------------CON---------->|4


          |                          |<=========Audio==========>|


         5|<----------ACK------------|                          |


     (1) When a PSTN user wishes to begin a session with a SIP user,


      the PSTN network generates an IAM message towards the


      gateway.


     (2) Upon receipt of the IAM message, the gateway generates an


      INVITE message, and sends it to an appropriate SIP node based


      on called number analysis.


     (3) Since the SIP node is set up to automatically answer the


      call, it will send a 200 OK message.


     (4) Upon receipt of the 200 OK message, the gateway will send a


      CON  message towards the ISUP node.


     (5) The gateway will send an ACK to the SIP node to acknowledge


      receipt of the INVITE final response.


7.1.3. SIP Timeout


        SIP                       MGC/MG                       PSTN


          |                          |<-----------IAM-----------|1


          |                          |==========Audio==========>|


         2|<--------INVITE-----------|                          |


          |    *** T1 Expires ***    |                          |


         3|<--------INVITE-----------|                          |


          |    *** T1 Expires ***    |                          |


          |<--------INVITE-----------|                          |


          |                          |    *** T11 Expires ***   |


          |                          |------------ACM---------->|4


          |    *** T1 Expires ***    |                          |


          |<--------INVITE-----------|                          |


          |    *** T1 Expires ***    |                          |


          |<--------INVITE-----------|                          |


          |    *** T1 Expires ***    |                          |


          |<--------INVITE-----------|                          |


          |    *** T1 Expires ***    |                          |
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          |<--------INVITE-----------|                          |


          |    *** T1 Expires ***    |                          |


          |             ** MG Releases PSTN Trunk **            |


          |                          |------------REL---------->|5


         6|<--------CANCEL-----------|                          |


          |                          |<-----------RLC-----------|7


     (1) When a PSTN user wishes to begin a session with a SIP user,


      the PSTN network generates an IAM message towards the


      gateway.


     (2) Upon receipt of the IAM message, the gateway generates an


      INVITE message, and sends it to an appropriate SIP node based


      on called number analysis. The ISUP timer T11 and SIP timer


      T1 are set at this time.


     (3) The INVITE message will continue to be sent to the SIP node


      each time the timer T1 expires. The SIP standard specifies


      that INVITE transmission will be performed 7 times if no


      response is received.


     (4) When T11 expires, an ACM message will be sent to the ISUP


      node to prevent the call from being torn down by the remote node's


      ISUP T7. This ACM contains a `Called Party Status' value of


      `no indication.'


     (5) Once the maximum number of INVITE requests has been sent, the


      gateway will send a REL (cause code 18) to the ISUP node to


     terminate the


      call.


     (6) The gateway also sends a CANCEL message to the SIP node to


      terminate any initiation attempts.


     (7) Upon receipt of the REL, the remote ISUP node will send an


      RLC to acknowledge.


7.1.4. ISUP T9 Expires


        SIP                       MGC/MG                       PSTN


          |                          |<-----------IAM-----------|1


          |                          |==========Audio==========>|


         2|<--------INVITE-----------|                          |


          |    *** T1 Expires ***    |                          |


         3|<--------INVITE-----------|                          |


          |    *** T1 Expires ***    |                          |


          |<--------INVITE-----------|                          |


          |                          |    *** T11 Expires ***   |
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          |                          |------------ACM---------->|4


          |    *** T1 Expires ***    |                          |


          |<--------INVITE-----------|                          |


          |    *** T1 Expires ***    |                          |


          |<--------INVITE-----------|                          |


          |    *** T1 Expires ***    |                          |


          |<--------INVITE-----------|                          |


          |                          |    *** T9 Expires ***    |


          |             ** MG Releases PSTN Trunk **            |


          |                          |<-----------REL-----------|5


          |                          |------------RLC---------->|6


         7|<--------CANCEL-----------|                          |


     (1) When a PSTN user wishes to begin a session with a SIP user,


      the PSTN network generates an IAM message towards the


      gateway.


     (2) Upon receipt of the IAM message, the gateway generates an


      INVITE message, and sends it to an appropriate SIP node based


      on called number analysis. The ISUP timer T11 and SIP timer


      T1 are set at this time.


     (3) The INVITE message will continue to be sent to the SIP node


      each time the timer T1 expires. The SIP standard specifies


      that INVITE transmission will be performed 7 times if no


      response is received. Since SIP T1 starts at 1/2 second or


      more and doubles each time it is retransmitted, it will be at


      least a minute before SIP times out the INVITE request; since


      SIP T1 is allowed to be larger than 500 ms initially, it is


      possible that 7 x SIP T1 will be longer than ISUP T11 + ISUP


      T9.


     (4) When T11 expires, an ACM message will be sent to the ISUP


      node to prevent the from being torn down by the remote node's


      ISUP T7. This ACM contains a `Called Party Status' value of


      `no indication.'


     (5) When ISUP T9 in the remote PSTN node expires, it will send a


      REL.


     (6) Upon receipt of the REL, the gateway will send an RLC to


      acknowledge.


     (7) The REL will trigger a CANCEL request, which gets sent to the


      SIP node.
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7.1.5. SIP Error Response


     SIP                       MGC/MG                       PSTN


       |                          |<-----------IAM-----------|1


       |                          |==========Audio==========>|


      2|<--------INVITE-----------|                          |


      3|-----------4xx+---------->|                          |


      4|<----------ACK------------|                          |


       |             ** MG Releases PSTN Trunk **            |


       |                          |------------REL---------->|5


       |                          |<-----------RLC-----------|6


     (1) When a PSTN user wishes to begin a session with a SIP user,


      the PSTN network generates an IAM message towards the


      gateway.


     (2) Upon receipt of the IAM message, the gateway generates an


      INVITE message, and sends it to an appropriate SIP node based


      on called number analysis.


     (3) The SIP node indicates an error condition by replying with a


      response with a code of 400 or greater.


     (4) The gateway sends an ACK message to acknowledge receipt of


      the INVITE final response.


     (5) An ISUP REL message is generated from the SIP code, as


      specified in section 7.2.6.


     (6) The remote ISUP node confirms receipt of the REL message with


      an RLC message.


7.1.6. SIP Redirection


     SIP node 1                MGC/MG                       PSTN


       |                          |<-----------IAM-----------|1


       |                          |==========Audio==========>|


      2|<--------INVITE-----------|                          |


      3|-----------3xx+---------->|                          |


       |                          |------------CPG---------->|4


      5|<----------ACK------------|                          |


                                  |                          |


                                  |                          |


     SIP node 2                   |                          |


      6|<--------INVITE-----------|                          |


      7|-----------18x----------->|                          |


       |<=========Audio===========|                          |


       |                          |------------ACM---------->|8


Camarillo/Roach/Peterson/Ong                                   [Page 30]


ISUP to SIP Mapping                                          August 2001


      9|<---------PRACK-----------|                          |


     10|-----------200----------->|                          |


     11|-----------200----------->|                          |


       |<=========Audio==========>|                          |


       |                          |------------ANM---------->|12


       |                          |<=========Audio==========>|


     13|<----------ACK------------|                          |


     (1) When a PSTN user wishes to begin a session with a SIP user,


      the PSTN network generates an IAM message towards the


      gateway.


     (2) Upon receipt of the IAM message, the gateway generates an


      INVITE message, and sends it to an appropriate SIP node based


      on called number analysis.


     (3) The SIP node indicates that the resource which the user is


      attempting to contact is at a different location by sending a


      3xx message.


     (4) The gateway sends a CPG with event indication that the call


      is being forwarded upon receipt of the 3xx message. Note that


      this translation should be able to be disabled by


      configuration, as some ISUP nodes do not support receipt of


      CPG messages before ACM messages.


     (5) The gateway acknowledges receipt of the INVITE final response


      by sending an ACK message to the SIP node.


     (6) The gateway re-sends the INVITE message to the address


      indicated in the Contact: field of the 3xx message.


     (7) When an event signifying that the call has sufficient


      addressing information occurs, the SIP node will generate a


      provisional response of 180 or greater.


     (8) Upon receipt of a provisional response of 180 or greater, the


      gateway will generate an ACM message with an event code as


      indicated in section 7.2.3.


     (9) The gateway sends a PRACK message  to confirm receipt of the


      provisional response.


     (10) The PRACK is confirmed


     (11) When the SIP node answers the call, it will send a 200 OK


      message.
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     (12) Upon receipt of the 200 OK message, the gateway will send an


      ANM message towards the ISUP node.


     (13) The gateway will send an ACK to the SIP node to acknowledge


      receipt of the INVITE final response.


7.1.7. Call Cancelled by ISUP


        SIP                       MGC/MG                       PSTN


          |                          |<-----------IAM-----------|1


          |                          |==========Audio==========>|


         2|<--------INVITE-----------|                          |


         3|-----------18x----------->|                          |


          |==========Audio==========>|                          |


          |                          |------------ACM---------->|4


         5|<---------PRACK-----------|                          |


         6|-----------200----------->|                          |


          |             ** MG Releases PSTN Trunk **            |


          |                          |<-----------REL-----------|7


          |                          |------------RLC---------->|8


         9|<---------CANCEL----------|                          |


          |            ** MG Releases IP Resources **           |


        10|-----------200----------->|                          |


        11|-----------487----------->|                          |


        12|<----------ACK------------|                          |


     (1) When a PSTN user wishes to begin a session with a SIP user,


      the PSTN network generates an IAM message towards the


      gateway.


     (2) Upon receipt of the IAM message, the gateway generates an


      INVITE message, and sends it to an appropriate SIP node based


      on called number analysis.


     (3) When an event signifying that the call has sufficient


      addressing information occurs, the SIP node will generate a


      provisional response of 180 or greater.


     (4) Upon receipt of a provisional response of 180 or greater, the


      gateway will generate an ACM message with an event code as


      indicated in section 7.2.3.


     (5) The gateway sends a PRACK message  to confirm receipt of the


      provisional response.


     (6) The PRACK is confirmed


     (7) If the calling party hangs up before the SIP node answers the
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      call, a REL message will be generated.


     (8) The gateway frees the PSTN circuit and indicates that it is


      available for reuse by sending an RLC.


     (9) Upon receipt of a REL message before an INVITE final


      response, the gateway will send a CANCEL towards the SIP


      node.


     (10) Upon receipt of the CANCEL, the SIP node will send a 200


      response.


     (11) The remote SIP node will send a "487 Call Cancelled" to


      complete the INVITE transaction.


     (12) The gateway will send an ACK to the SIP node to acknowledge


      receipt of the INVITE final response.


7.2. State Machine


   Note that REL may arrive in any state. Whenever this occurs, the


   actions in section 7.2.7. are taken. Not all of these transitions are


   shown in this diagram.
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                                   +---------+


          +----------------------->|  Idle   |<---------------------+


          |                        +----+----+                      |


          |                             |                           |


          |                             | IAM/7.2.1                 |


          |                             V                           |


          |    REL/7.2.7    +-------------------------+ 400+/7.2.6  |


          +<----------------+         Trying          |------------>|


          |                 +-+--------+------+-------+             |


          |                   |        |      |                     |


          |                   | T11/   | 18x/ | 200/                |


          |                   | 7.2.8  |7.2.3 | 7.2.4               |


          |                   V        |      |                     |


          | REL/7.2.7 +--------------+ |      |      400+/7.2.6     |


          |<----------| Progressing  |-|------|-------------------->|


          |           +--+----+------+ |      |                     |


          |              |    |        |      |                     |


          |        200/  |    | 18x/   |      |                     |


          |        7.2.4 |    | 7.2.3  |      |                     |


          |              |    V        V      |                     |


          |  REL/7.2.7   |  +---------------+ |      400+/7.2.6     |


          |<-------------|--|    Alerting   |-|-------------------->|


          |              |  +--------+------+ |                     |


          |              |           |        |                     |


          |              |           | 200/   |                     |


          |              |           | 7.2.4  |                     |


          |              V           V        V                     |


          |     BYE/9.1 +-----------------------------+    REL/9.2  |


          +<------------+          Connected          +------------>+


                        +-----------------------------+


7.2.1. Initial Address Message received


   Upon the reception of an IAM, resources are reserved in the media


   gateway and it connects audio in the backwards direction (towards the


   caller).


7.2.1.1 IAM to INVITE procedures


   When an IAM arrives at a PSTN-SIP gateway, a SIP INVITE message will


   be created for transmission to the SIP network. This section details


   the process by which a gateway populates the INVITE based on


   parameters found within the IAM.


   The session context information discovered by the gateway in the IAM


   will be stored primarily in two URIs in the INVITE, one representing


   the originator of the session and the other the destination. The


   former will always appear in the From header (after it has been
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   converted from ISUP format by the procedure described in section 11),


   and the latter is almost always used for both the To header and the


   Request-URI.


   The construction of destination URI begins with determining which


   ISUP parameter currently contains the called party number.  Usually,


   this will be the CPN parameter. However, if the destination number


   has been ported (see [x]) and a dip to the relevant LNP database has


   already been performed, then the called party number will, in some


   ISUP variants include ANSI, in fact appear in the Generic Digits


   Parameter or GAP. Generally in such variants the 'number translated'


   bit of the FCI parameter should be consulted to determine whether the


   called party number is in the CPN parameter or the GAP parameter. In


   other variants, if a portability dip has been performed the routing


   number may be founded prepended to the called party number in the CPN


   parameter.


   Once the location of the called party number has been determined, it


   should be translated into a tel URL through the mechanism described


   above. Some additional fields may need to be added to the tel URL


   after translation has been completed, namely:


     o If (in ANSI networks) the FCI 'number translated' bit indicated


     that an LNP dip had been performed, or (in other variants) if a


     routing number has been prepended to the CPN, then an 'npdi=yes'


     field must be appended to the tel URL. If the routing number is not


     present in the CPN, then if a Generic Digits Parameter (or GAP in


     ANSI) is present in the IAM, then the contents of the CPN should be


     translated from ISUP format (as described above) and copied into an


     'rn=' field which must be appended to the tel URL.  Note that


     Location Routing Numbers (LRNs) stored in CPN for calls to ported


     numbers are necessarily national in scope, and consequently they


     will not be preceded by a '+' in the 'rn=' field. For further


     information on these tel URL fields see [17].


     o If either the CIP (in ANSI networks) or TNS is present, the


     carrier identification code (CIC) should be extracted from the


     parameter and analyzed by the gateway. If doing so is in keeping


     with local policy (i.e.  provided that the CIC does not indicate


     the network which owns the gateway or some similar condition), a


     'cic=' field with the value of the CIC should be appended to the


     tel URL. Note that the CIC should be prefixed with the country code


     used or implied in the called party number, so that CIC '5062'


     becomes, in the United States, '+1-5062'. For further information


     on the 'cic=' tel URL field see [17].


   In most cases, the resulting URI should be used in the To field and


   Request-URI sent by the gateway. However, if the OCN parameter is
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   present in the IAM, the To field constructed from the translation of


   the OCN parameter, and hence the Request-URI and To field will be


   different.


   The construction of the From field is dependent on the presence of a


   CIN parameter. If the CIN is not present, then the gateway should


   create a dummy From header containing a SIP URI without a user


   portion which communicates only the hostname of the gateway (e.g.


   'sip:gw.level3.net'). If the CIN is available, then it should be


   translated (in accordance with the procedure described above) into a


   tel URL which should populate the From field.


7.2.2. 100 received


   A 100 response does not trigger any PSTN interworking messages; it


   only serves the purpose of suppressing INVITE retransmissions.


7.2.3. 18x received


   If no ACM has been sent yet and no ISUP is present in the 18x message


   body, and ISUP message is generated according to the following table.


   Note that, if an early ACM is sent, the call enters state


   "Progressing" instead of state "Alerting."


     Response received                        Message sent by the MGC


     -----------------                        -----------------------


     180 Ringing                              ACM


     181 Call is being forwarded              Early ACM and CPG, event=6


     182 Queued                               ACM


     183 Session progress message             ACM


   If an ACM has already been sent and no ISUP is present in the 18x


   message body, an ISUP message is generated according to the following


   table.


     Response received                        Message sent by the MGC


     -----------------                        -----------------------


     180 Ringing                              CPG, event = 1 (Alerting)


     181 Call is being forwarded              CPG, event = 6 (Forwarding)


     182 Queued                               CPG, event = 2 (Progress)


     183 Session progress message             CPG, event = 2 (Progress)


   If the reception of a `180 Ringing' response without media


   description, the MG generates the ringback tone to be heard by the


   caller.


   If the MGC receives any 1xx response (except 100)  with a session


   description present for media setup, it sets up the session being
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   described. The call progress media (e.g. ringback tone or


   announcement) is generated by an entity downstream (in the SIP


   network or by a PSTN exchange in SIP bridging situations).


   If an ACM has not been sent yet, one is generated and sent. The


   mandatory parameters of the ACM are described below:


     Message type:                            ACM


     Backward Indicators


     Charge indicator:                      10 charge


     Called party's status indicator:       01 subscriber free or


                                            00 no indication (E.ACM)


     Called party's category indicator:     01 ordinary subscriber


     End-to-end method indicator:           00 no end-to-end method


     Interworking indicator:                0  no interworking


     End-to-end information indicator:      0  no end-to-end info


     ISDN user part indicator:              1  ISUP all the way


     Holding indicator:                     0  no holding


     ISDN access indicator:                 1  ISDN access


     Echo control device indicator:         It depends on the call


     SCCP method indicator:                 00 no indication


   In SIP bridging situations the MGC sends the ISUP message contained


   in the response body.


   Note that sending 183 before a gateway has confirmation that the


   address is complete (ACM) creates known problems in SIP bridging


   cases, and it should therefore be avoided.


7.2.4. 200 received


     Response received                        Message sent by the MGC


     -----------------                        -----------------------


     200 OK                                   ANM, ACK


   After receiving a 200 OK response the MGC establishes a two-way voice


   path in the MG and it sends an ANM to the PSTN and an ACK to the SIP


   network.


   If the `200 OK' response arrives before the MGC has sent the ACM, a


   CON is sent instead of the ANM.


   In SIP bridging situations the MGC sends the ANM or the CON in the


   response body.
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7.2.5. 3xx received


   When any 3xx  response is received ,the MGC should try to contact the


   user using the `Contact' header or headers present in the response.


   These 3xx responses are typically sent by a re-direct server. This is


   a similar device to the HLR in mobile networks.  It provides another


   address where the callee may be reached.


   A CPG message with an event code of 2 (Progress) may be sent to


   indicate that the call is proceeding. Note that some ISUP nodes may


   not support CPG before ACM, so this feature should be configurable.


   If the new location presented in the Contact header of a 3xx is best


   reachable (according to the gateway's routing policies) via the PSTN,


   the MGC sends a new IAM and from that moment on acts as a normal PSTN


   switch (no SIP involved). If the new location is best reachable using


   SIP, the MGC sends an INVITE with possibly a new IAM generated by the


   MGC in the message body.


   All redirection situations have to be treated very carefully because


   they involved special charging situations. In PSTN the caller


   typically pays the first call leg and the callee pays the second.


7.2.6. 4xx - 6xx received


   The MGC releases the resources in the MG, send a REL to the PSTN with


   a cause value and send an ACK to the SIP network. An RLC arrives


   indicating that the release sequence is complete.


7.2.6.1 SIP Status Code to ISDN Cause Code mapping


   By default, the cause location associated with the CAI parameter


   should be encoded such 6xx codes are given the location 'user',


   whereas 4xx and 5xx codes are given a 'network' location. Exceptions


   are marked below.


   Any SIP status codes not listed below (associated with SIP


   extensions, versions of SIP subsequent to the issue of this document,


   or simply omitted) should be mapping to cause code 31 "Normal,


   unspecified".


   Just as there are certain ISDN cause codes that are ISUP-specific and


   have no corollary SIP action, so there are SIP status codes that


   should not be translated to ISUP. Examples are flagged with (+)


   below.


     Response received                        Cause value in the REL


     -----------------                        ----------------------
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     401 Unauthorized                         21 Call rejected (*)


     402 Payment required                     21 Call rejected


     403 Forbidden                            21 Call rejected


     404 Not found                             1 Unallocated number


     405 Method not allowed                   63 Service or option


                                                 unavailable


     406 Not acceptable                       79 Service/option not


                                                 implemented


     407 Proxy authentication required        21 Call rejected (*)


     408 Request timeout                     102 Recovery on timer expiry


     409 Conflict                             48 Temporary failure


     410 Gone                                 22 Number changed


                                                 (w/o diagnostic)


     411 Length required                     127 Interworking (+)


     413 Request Entity too long             127 Interworking (+)


     414 Request-URI too long                127 Interworking (+)


     415 Unsupported media type               79 Service/option not


                                                 implemented (+)


     420 Bad extension                       127 Interworking (+)


     480 Temporarily unavailable              18 No user responding


     483 Too many hoops                       25 Exchange - routing error


     484 Address incomplete                   28 Invalid Number Format (+)


     485 Ambiguous                             1 Unallocated number


     486 Busy here                            17 User busy


     488 Not Acceptable here                 --- by Warning header


     500 Server internal error                41 Temporary failure


     501 Not implemented                      38 Network out of order


     502 Bad gateway                          38 Network out of order


     503 Service unavailable                  41 Temporary failure


     504 Server time-out                     102 Recovery on timer expiry


     600 Busy everywhere                      17 User busy


     603 Decline                              21 Call rejected


     604 Does not exist anywhere               1 Unallocated number


     606 Not acceptable                      --- by Warning header


   (*) In some cases, it may be possible for a SIP gateway to provide


   credentials to the SIP UAS that is rejecting an INVITE due to


   authorization failure. If the gateway can authenticate itself, then


   obviously it should do so and proceed with the call; only if the gateway


   cannot authorize itself should cause code 21 be sent.


   (+) If at all possible, a SIP gateway should respond to these protocol


   errors by remedying unacceptable behavior and attempting to re-originate


   the session. Only if this proves impossible should the SIP gateway fail


   the ISUP half of the call.


   When the Warning header is present in a SIP 606 or 488 message, there


   may be specific ISDN cause code mappings appropriate to the Warning
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   code. This document assumes that sending '31 Normal, unspecified'


   will be sufficient for all currently assigned Warning codes.


7.2.7. REL received


   The MGC should abort the establishment of the session. A CANCEL


   request has to be issued. A BYE is not used, since no final response


   has arrived from the SIP side. A 200 OK for the CANCEL arrives, and a


   487 for the INVITE arrives.


   The MGC has to store state information for a certain period of time,


   since a 200 final response for the INVITE originally sent might


   arrive (even after the reception of the 200 OK for the CANCEL). In


   this situation, the MGC sends an ACK and then a BYE.


   In SIP bridging situations, the REL message may be included in the


   CANCEL message body. CANCEL requests are answered with a final


   response (such as 200 OK) by the first proxy. Therefore, the MGC does


   not know if the CANCEL has arrived to the end user (egress MGC in


   this scenario). Hence, if a 200 OK response for the previously sent


   INVITE arrives the MGC sends an ACK and then a BYE with the REL in


   the message body.


7.2.8. ISUP T11 Expires


   In order to prevent the remote ISUP node's timer T7 from expiring,


   the gateway may choose to keep its own supervisory timer; ISUP


   defines this timer as T11. T11's duration is carefully chosen so that


   it will always be shorter than the T7 of any node to which the


   gateway is communicating.


   To clarify timer T11's relevance with respect to SIP interworking,


   Q.764 [14] explains its use as: "If in normal operation, a delay in


   the receipt of an address complete signal from the succeeding network


   is expected, the last common channel signaling exchange will


   originate and send an address complete message 15 to 20 seconds


   [timer (T11)] after receiving the latest address message." Since SIP


   nodes have no obligation to respond to an INVITE request within 20


   seconds,  SIP interworking inarguably qualifies as such a situation.


   If the gateway's T11 expires, it will send an early ACM (i.e.  called


   party status set to "no indication") to prevent the expiration of the


   remote node's T7. See section 7.2.3. for the value of the ACM


   parameters.


   If a "180 Ringing" message arrives subsequently, it will be sent in a


   CPG, as shown in section 7.2.3.
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   See 7.1.3. for an example callflow that includes the expiration of


   T11.


8. Suspend/Resume and hold


8.1. SUS and RES


   In ISDN networks, a user can generate a SUS (timer T2, user


   initiated) in order to unplug the terminal from the socket and plug


   it in another one. A RES is sent once the terminal has been


   reconnected and the T2 timer has not expired.


   When a SUS arrives from the PSTN, the MGC should send an INVITE to


   put the media stream on hold. The reception of a RES triggers a re-


   INVITE that resumes the media stream. For the SIP UAC/UAS the result


   is an interruption in the voice path until the other party picks up


   the phone again. Putting the media on hold insures that bandwidth is


   conserved when no audio traffic needs to be transmitted.


   In some instances it may be undesirable to put the media for a call


   on hold when a SUS is received. In these instances a re-INVITE should


   still be used to carry the SUS message; however, the SDP within the


   INVITE should repeat the last SDP given rather than substituting the


   'null' SDP used to put calls on hold (i.e. in which the c= line or


   port in the m= line indicates '0').


   In SIP bridging situations, the SUS and RES messages can be


   transferred in the body of the INVITE.


     SIP                       MGC/MG                       PSTN


       |                          |<-----------SUS-----------|1


      2|<--------INVITE-----------|                          |


      3|-----------200----------->|                          |


      4|<----------ACK------------|                          |


       |                          |<-----------RES-----------|5


      6|<--------INVITE-----------|                          |


      7|-----------200----------->|                          |


      8|<----------ACK------------|                          |


   The handling of a network-initiated SUS immediately prior to call


   teardown is handled in section 9.2.2.


8.2. Hold (re-INVITE)


   After a call has been connected, a re-INVITE may be sent to a gateway


   from the SIP side in order to place the call on hold. This re-INVITE


   will have an SDP indicating that the originator of the re-INVITE no


   longer wishes to receive media.
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     SIP                       MGC/MG                       PSTN


      1|---------INVITE---------->|                          |


       |                          |------------CPG---------->|2


      3|-----------200----------->|                          |


      4|<----------ACK------------|                          |


   When such a re-INVITE is received, the gateway should send a Call


   Progress Message (CPG) in order to express that the call has been


   placed on hold. The CPG should contain a Generic Notification


   Indicator (or, in ANSI networks, a Notification Indicator) with a


   value of 'remote hold'.


   If subsequent to the sending of the re-INVITE the SIP side wishes to


   take the remote end off hold, and to begin receiving media again, it


   may repeat the flow above with an INVITE that contains an SDP with a


   reachable media destination. The Generic Notification Indicator would


   in this instance have a value of 'remote retrieval' (or in some


   variants 'remote hold released').


   Finally, note that a CPG with hold indicators may be received by a


   gateway from the PSTN. In the interests of conserving bandwidth, the


   gateway may wish to stop sending media until the call is resume,


   and/or send a re-INVITE to the SIP leg of the call requesting that


   the remote side stop sending media.


9. Normal Release of the Connection


   Either the SIP side or the ISUP side may release a call, regardless


   of which side initiated the call.


9.1. SIP initiated


   For a normal release of the call (reception of BYE), the MGC


   immediately sends a 200 response. It then releases the resources in


   the MG and sends an REL with a cause code of 16 (normal call


   clearing) to the PSTN. Release of resources is confirmed by the PSTN


   with a RLC.


   In SIP bridging situations, the REL contained in the BYE is sent to


   the PSTN.


     SIP                       MGC/MG                       PSTN


      1|-----------BYE----------->|                          |


       |            ** MG Releases IP Resources **           |


      2|<----------200------------|                          |


       |             ** MG Releases PSTN Trunk **            |


       |                          |------------REL---------->|3


       |                          |<-----------RLC-----------|4
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9.2. ISUP Initiated


   If the release of the connection was caused by the reception of a


   REL, the REL is included in the BYE sent by the MGC.


9.2.1. Caller hangs up


   For a normal release of the call (reception of REL from the PSTN),


   the MGC first releases the resources in the MG and then confirms that


   they are ready for re-use by sending an RLC. The SIP connection is


   released by sending a  BYE (which is confirmed with a 200).


     SIP                       MGC/MG                       PSTN


       |                          |<-----------REL-----------|1


       |             ** MG Releases PSTN Trunk **            |


       |                          |------------RLC---------->|2


      3|<----------BYE------------|                          |


       |            ** MG Releases IP Resources **           |


      4|-----------200----------->|                          |


9.2.2. Callee hangs up


   In analog PSTN, if the callee hangs up in the middle of a call, the


   local exchange sends a SUS instead of a REL and starts a timer (T6,


   SUS is network initiated). When the timer expires, the REL is sent.


     SIP                       MGC/MG                       PSTN


       |                          |<-----------SUS-----------|1


      2|<--------INVITE-----------|                          |


      3|-----------200----------->|                          |


      4|<----------ACK------------|                          |


       |                          |    *** T6 Expires ***    |


       |                          |<-----------REL-----------|5


       |             ** MG Releases PSTN Trunk **            |


       |                          |------------RLC---------->|6


      7|<----------BYE------------|                          |


       |            ** MG Releases IP Resources **           |


      8|-----------200----------->|                          |


10. ISUP maintenance messages


   ISUP contains a set of messages used for maintenance purposes.  They


   can be received during an ongoing call. There are basically two kinds


   of maintenance messages (apart from the continuity check): message


   for blocking circuits and messages for resetting circuits.
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10.1. Reset messages


   Upon reception of a reset message for the circuit being used, the


   call has to be released. RSC messages are answered with RLC after


   resetting the circuit in the MG. GRS messages are answered with GRA


   after resetting all the circuits affected by the message.


   The MGC acts as if a REL had been received in order to release the


   connection on the SIP side. The session will be terminated. A BYE or


   a CANCEL are sent depending of the status of the call.


10.2. Blocking messages


   There are two kinds of blocking messages: maintenance oriented or


   hardware failure oriented. Maintenance oriented blocking messages


   indicates that the circuit has to be blocked for subsequent calls.


   Therefore, these messages do not affect any ongoing call.


   Hardware oriented blocking messages have to be treated as reset


   messages. The call is released.


   BLO is always maintenance oriented and it is answered by the MGC with


   BLA when the circuit is blocked. CGB messages have a "type indicator"


   inside the "circuit group supervision message type indicator". It


   indicates if the CGB is maintenance or hardware failure oriented.


   CGBs are answered with CGBAs.


10.3 Continuity Checks


   A continuity check is a test performed on a circuit that involves the


   reflection of a tone generated at the originating switch by a


   loopback at the destination switch. Two variants of the continuity


   check appear in ISUP: the implicit continuity check request within an


   IAM (in which case the continuity check takes place before call setup


   begins), and the explicit continuity check signaled by a Continuity


   Check Request (CCR) message.


   When a CCR is received by a PSTN-SIP gateway, the gateway should not


   send any SIP messages; the scope of the continuity check applies only


   to the PSTN trunks, not to any IP media paths.


   When an IAM with the Continuity Check Indicator flag set within the


   Nature of Connection Indicators (NCI) parameter is received, the


   gateway should process the continuity check before sending an INVITE


   message; if the continuity check fails (a COT with Continuity


   Indicator of 'failed' is received), then an INVITE should not be


   sent.
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11. Construction of Telephony URIs


   SIP proxy servers may route SIP messages on any signaling criteria


   desired by network administrators, but generally the Request-URI is


   the foremost routing criterion. The To and From headers are also


   frequently of interest in making routing decisions. SIP-ISUP mapping


   assumes that proxy servers are interested in at least these three


   fields of SIP messages, all of which contain URIs.


   SIP-ISUP mapping frequently requires the representation of telephone


   numbers in these URIs. In some instances these numbers will be


   presented first in ISUP messages, and SS7-SIP gateways will need to


   translate the ISUP formats of these numbers into SIP URIs. In other


   cases the reverse transformation will be required.


   The most common format used in SIP for the representation of


   telephone numbers is the tel URL, defined in [18]. The tel URL may


   constitute the entirety of a URI field in a SIP message, or it may


   appear as the user portion of a SIP URI. For example, a To field


   might appear as:


     To: tel:+17208881000


   Or


     To: sip:+17208881000@level3.com


   Whether or not a particular gateway or endpoint should formulate URIs


   in the tel or SIP format is a matter of local administrative policy -


   if the presence of a host portion would aid the surrounding network


   in routing calls, the SIP format should be used. A gateway should


   accept either tel or SIP URIs from its peers.


   The '+' sign preceding the number in these examples indicates that


   the digits which follow constitute a fully-qualified E.164 [19]


   number; essentially, this means that a country code is provided


   before any national-specific area codes, exchange/city codes, or


   address codes. The absence of a '+' sign could mean that the number


   is nationally significant, or perhaps that a private dialing plan is


   in use. When the '+' sign is not present, but a telephone number is


   represented by the user portion of the URI, the SIP URI should


   contain the optional ';user=phone' parameter; e.g.


     To: sip:83000@sip.example.net;user=phone


   However, it is highly recommended that only internationally


   significant E.164 numbers be passed between SIP-T gateways,


   especially when such gateways are in different regions or different
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   administrative domains. In many if not most SIP-T networks, gateways


   are not responsible for end-to-end routing of SIP calls; practically


   speaking, gateways have no way of knowing if the call will terminate


   in a local or remote administrative domain and/or region, and hence


   gateways should always assume that calls require an international


   numbering plan. There is no guarantee that recipients of SIP


   signaling will be capable of understanding national dialing plans


   used by the originators of calls - if the originating gateway does


   not internationalize the signaling, the context in which the digits


   were dialed cannot be extrapolated by far-end network elements.


   In ISUP signaling, a telephone number appears in a common format that


   is used in several parameters, including the Called Party's Number


   (CPN) and Calling Party's Number (CIN); when it represents a calling


   party number it sports some additional information (detailed below).


   For the purposes of this document, we will refer to this format as


   'ISUP format' - if the additional calling party information is


   present, the format shall be referred to as 'ISUP- calling format'.


   The format consists of a byte called the Nature of Address (NoA)


   indicator, followed by another byte which contains the Numbering Plan


   Indicator (NPI), both of which are prefixed to a variable-length


   series of bytes that contains the digits of the telephone number in


   binary coded decimal (BCD) format. In the calling party number case,


   the NPI's byte also contains bit fields which represent the caller's


   presentation preferences and the status of any call screening checks


   performed up until this point in the call.


     H G F E D C B A       H G F E D C B A


    +-+-+-+-+-+-+-+-+     +-+-+-+-+-+-+-+-+


    | |    NoA      |     | |    NoA      |


    +-+-+-+-+-+-+-+-+     +-+-+-+-+-+-+-+-+


    | | NPI | spare |     | | NPI |PrI|ScI|


    +-+-+-+-+-+-+-+-+     +-+-+-+-+-+-+-+-+


    | dig...| dig 1 |     | dig...| dig 1 |


    |      ...      |     |      ...      |


    | dig n | dig...|     | dig n | dig...|


    +-+-+-+-+-+-+-+-+     +-+-+-+-+-+-+-+-+


      ISUP format        ISUP calling format


        Figure 1. ISUP numbering formats


   The NPI field is generally set to the value 'ISDN (Telephony)


   numbering plan (Recommendation E.164)', but this does not mean that


   the digits which follow necessarily contain a country code; the NoA


   field dictates whether the telephone number is in a national or


   international format. When the represented number is not designated
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   to be in an international format, the NoA generally provides


   information specific to the national dialing plan - based on this


   information one can usually determine how to convert the number in


   question into an international format. Note that if the NPI contains


   a value other than 'ISDN numbering plan', then the tel URL may not be


   suitable for carrying the address digits, and the handling for such


   calls is outside the scope of this document.


   Based on the above, conversion from ISUP format to a tel URL is as


   follows. First, provided that the NPI field indicates that the


   telephone number format uses E.164, the NoA should be consulted.  If


   the NoA indicates that the number is an international number, then


   the telephone number digits should be appended unmodified to a


   'tel:+' string. If the NoA has the value 'national (significant)


   number', then a country code must be prefixed to the telephone number


   digits before they are committed to a tel URL; if the gateway


   performing this conversion interconnects with switches homed to


   several different country codes, presumably the appropriate country


   code should be chosen based on the originating switch. If the NoA has


   the value 'subscriber number', both a country code and any other


   numbering components necessary for the numbering plan in question


   (such as area codes or city codes) may need to be added in order for


   the number to be internationally significant - however, such


   procedures vary greatly from country to country, and hence they


   cannot be specified in detail here. Only if a country or network-


   specific value is used for the NoA should a tel URL not include a '+'


   sign; in these cases, gateways should simply copy the provided digits


   into the tel URL and append a 'user=phone' parameter if a SIP URI


   format is used. Any non-standard or proprietary mechanisms used to


   communicate further context for the call in ISUP are outside the


   scope this document.


   If a nationally-specific parameter is present that allows for the


   transmission of the calling party's name (such as the Generic Name


   Parameter in ANSI), then generally, if presentation is not


   restricted, this information should be use to populate the display-


   name portion of the From field.


   If ISUP calling format is used rather than ISUP format, then two


   additional pieces of information must be taken into account:


   presentation indicators and screening indicators. If the presentation


   indicators are set to 'presentation restricted', then a special URI


   should be created by the gateway which communicates to the far end


   that the caller's identity has been elided. This URI should be a SIP


   URI with the hostname of the gateway but with a display name of


   'Anonymous' username of 'restricted', e.g.:


Camarillo/Roach/Peterson/Ong                                   [Page 47]


ISUP to SIP Mapping                                          August 2001


     From: Anonymous <sip:restricted@gw.level3.net>


   As further general-purpose privacy mechanisms are developed for the


   SIP protocol, they may also be used to protect the identity of a


   caller.


   If presentation is set to 'address unavailable', then gateways should


   treat the IAM as if the CIN parameter was omitted.  Screening


   indicators should not be translated, as they are only meaningful end-


   to-end.


   Conversion from tel URLs to ISUP format is simpler. If the URI is in


   international format, then the gateway should consult the leading


   country code of the URI. If the country code is local to the gateway


   (the gateway has one or more trunks that point to switches which are


   homed to the country code in question), the gateway should set the


   NoA to reflect 'national (significant) number' and strip the country


   code from the URI before populating the digits field. If the country


   code is not local to the gateway, the gateway should set the NoA to


   'international number' and retain the country code. In either case


   the NPI should be set to 'ISDN numbering plan'.


   If the URI is not in international format, the gateway should attempt


   to treat the telephone number within the URI as if it were


   appropriate to its national or network-specific dialing plan; if


   doing so gives rise to internal gateway errors, then this condition


   is most likely best handled with appropriate SIP status codes (e.g.


   484).


   When converting from a tel URL to ISUP calling format, the procedure


   is identical to that described in the preceding paragraphs, but


   additionally, the presentation indicator should be set to


   'presentation allowed' and the screening indicator to 'network


   provided', unless some service provider policy or user profile


   specifically disallows presentation.


12. Other ISUP flavors


   Other flavors of ISUP different than Q.767 [2] have more parameters


   and more features. Some of the parameters have more possible values


   and provide more information about the status of the call.


   The Circuit Query Message (CQM) and Circuit Query Response (CQR) are


   used in many ISUP variants. These messages have no analog in SIP,


   although receipt of a CQR may cause state reconciliation if the


   originating and destination switches have become desynchronized; as


   states are reconciled some calls may be dropped, which may cause SIP


   or ISUP messages to be sent.
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   However, differences in the message flows are more important. In ANSI


   ISUP [3], there is no CON message; an ANM is sent instead (with no


   ACM). In call forwarding situations, CPGs can be sent before the ACM


   is sent. SAMs are never used; `en bloc' signaling is always used. The


   ANSI Exit Message (EXM) should not result in any SIP signaling in


   gateways. ANSI also uses the Circuit Reservation Message (CRM) and


   Circuit Reservation Acknowledgment (CRA) as part of its interworking


   procedures - although a SIP gateway should not ever receive these


   messages, if it does receive such a message there is no appropriate


   SIP action to be taken (the recommended behavior is sending a REL in


   response to the CRM).


   Although receipt of a Confusion (CFN) message is an indication of a


   protocol error, no SIP message should be sent on receipt of a CFN -


   the CFN should be handled internally by the gateway (usually by


   retransmission of the packet to which the CFN responded). Only if


   this fails repeatedly should this cause a SIP error condition to


   arise.


   In TTC ISUP CPGs can be sent before the ACM is sent. Messages such as


   CHG can be sent between ACM and ANM. `En bloc' signaling is always


   used and there is no T9 timer.


12.1. Guidelines to send other ISUP messages


   Some ISUP flavors send more messages than the ones described in this


   document. It is good to follow some guidelines to transport these


   ISUP messages inside SIP bodies.


   From the caller to the callee ISUP messages should be encapsulated


   (see [4]) inside INFO messages, even if the INVITE transaction is


   still not finished. Note that SIP does not ensure that INFO requests


   are delivered in order. Therefore, an egress gateway might process


   first an INFO request that was sent after another INFO request.  This


   issue, however, does not represent an important problem since it is


   not likely to happen and its effects are negligible in most of the


   situations. The Information (INF) message and Information Response


   (INR) are examples of messages that should be encapsulated within an


   INFO.


   Note that if an INR is received before call establishment is complete


   (i.e. ANM is received) it should be encapsulated in a an INFO, rather


   than any provisional 1xx response.  Similarly an INF is received on


   the originating side (probably in reponse to an INR) before a 200 has


   been received should be carried within an INFO.  In order for this


   mechanism to function properly in the forward direction, any


   necessary Contact or To-tag must have appeared in a previous


   provisional response or the message might not be correctly routed to
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   its destination. As such all SIP-T gateways should send provisional


   responses with a Contact header and any necessary tags in order to


   enable proper routing of new requests issued before a final response


   has been received.


   ISUP messages from the callee to the caller should be sent inside


   provisional responses. SIP ensures that provisional responses


   transmitted reliably are delivered in order. When the INVITE


   transaction is finished INFO requests should be used also in this


   direction.


13. Acronyms


     ACK                Acknowledgment


     ACM                Address Complete Message


     ANM                Answer Message


     ANSI               American National Standards Institute


     BLA                Blocking ACK message


     BLO                Blocking Message


     CGB                Circuit Group Blocking Message


     CGBA               Circuit Group Blocking ACK Message


     CHG                Charging Information Message


     CON                Connect Message


     CPG                Call Progress Message


     CUG                Closed User Group


     GRA                Circuit Group Reset ACK Message


     GRS                Circuit Group Reset Message


     HLR                Home Location Register


     IAM                Initial Address Message


     IETF               Internet Engineering Task Force


     IP                 Internet Protocol


     ISDN               Integrated Services Digital Network


     ISUP               ISDN User Part


     ITU-T              International Telecommunication Union


                        Telecommunication Standardization Sector


     MG                 Media Gateway


     MGC                Media Gateway Controller


     MTP                Message Transfer Part


     REL                Release Message


     RES                Resume Message


     RLC                Release Complete Message


     RTP                Real-time Transport Protocol


     SCCP               Signaling Connection Control Part


     SG                 Signaling Gateway


     SIP                Session Initiation Protocol


     SS7                Signaling System No. 7


     SUS                Suspend Message


     TTC                Telecommunication Technology Committee
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     UAC                User Agent Client


     UAS                User Agent Server


     UDP                User Datagram Protocol


     VoIP               Voice over IP
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15. Revision History


   Changes from draft-ietf-sip-isup-00:


     - Merged draft-jfp-sip-isup-header-00 into this draft


     - Removed overlap signaling component (now


       draft-ietf-sip-overlap-00)


     - Adjusted cause code to status code mappings


   Changes from draft-ietf-sip-isup-01:


     - Added procedures for placing calls on hold


     - Generalized language and procedures for LNP, removing ANSI bias


     - Fixed usage of 'user=phone'


     - Added handling for Segmentation Message in ISUP


     - Updated SUS/RES handling to use INFO consistently (rather than


       183)


   Changes from draft-ietf-sip-isup-02:


     - Fixed some more ANSI-specific references (GNI, screening)


     - Fixed timer expiry cause code values (6.2.2)


     - Removed some bis04 incompatibilities (6.2.10)


     - Added motivational text to abstract and introduction
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17. Security Considerations


   The transit of ISUP in SIP bodies may provide may opportunities for


   abuse and fraud. In particular, SIP users may be able to interpret


   "private" (i.e. caller-id-blocked) numbers by examining the ISUP.


   Similarly, if care is not taken, SIP clients would be able to send


   ISUP messages into the SS7 network with invalid calling line


   identification and spoofed billing numbers.


   For these reasons, it is absolutely necessary that any ISUP sent


   through an IP network be strongly encrypted and authenticated.  The


   keys used for encryption should not be static, to prevent replay


   attacks. A challenge-response model is recommended. As an extra layer


   of security, it is recommended that ISUP be sent and received only to


   and from nodes that are known to have an established trust


   relationship with the gateway.
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Status of this Memo


   This document is an Internet-Draft and is in full conformance with


      all provisions of Section 10 of RFC2026.


   Internet-Drafts are working documents of the Internet Engineering


   Task Force (IETF), its areas, and its working groups. Note that


   other groups may also distribute working documents as Internet-


   Drafts. Internet-Drafts are draft documents valid for a maximum of


   six months and may be updated, replaced, or obsoleted by other


   documents at any time. It is inappropriate to use Internet- Drafts


   as reference material or to cite them other than as "work in


   progress."


   The list of current Internet-Drafts can be accessed at


   http://www.ietf.org/ietf/1id-abstracts.txt


   The list of Internet-Draft Shadow Directories can be accessed at


   http://www.ietf.org/shadow.html.


Abstract


   This document describes a way to map ISUP overlap signalling to SIP.
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1. Introduction


   A mapping between the Session Initiation Protocol (SIP) [1] and the


   ISDN User Part (ISUP) [2] of SS7 is described in [3]. However, [3]


   just takes into consideration ISUP en-bloc signalling. En-bloc


   signalling consists of sending the complete telephone number of the


   callee in the first signalling message. Although modern switches


   always use en-bloc signalling, some parts of the PSTN still use


   overlap signalling. Overlap signalling consists of sending just some


   digits of the callee³s number in the first signalling message.


   Further digits are sent in subsequent signalling messages.


2. Overlap signalling in SIP


   SIP uses en-bloc signalling. The Request-URI of an INVITE message


   contains the whole address of the callee. Even if the Request-URI


   contains a tel URI instead of a SIP URI, the INVITE contains the


   whole number. Breaking this principle would just bring undesirable


   problems to network designers. Therefore, it is strongly recommended


   not to use any kind of overlap signalling in a SIP network. The


   recommended behavior is to convert overlap signalling to en-bloc at


   the edge of the network and then use en-bloc signalling in SIP. A


   gateway connected to a part of the PSTN where overlap signalling is


   used can perform this conversion through the use of timers.


   However, although its use is discouraged, some applications need to


   use overlap signalling in order to meet service requirements (i.e.


   establishment time). Such applications should use the mechanism


   described in this document. This document also describes in which


   scenarios is acceptable to use such a mechanism and when, on the


   other hand, it is completely unacceptable to use overlap.
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3. ISUP to SIP


   In this scenario the gateway receives an IAM (Initial Address


   Message) that contains just a portion of the called number. The rest


   of the digits dialed arrive later in one or more SAMs (Subsequent


   Address Message).


3.1 Waiting for the minimum amount of digits


   If the IAM contain less than the minimum amount of digits to route a


   call, the gateway starts T35 and waits until the minimum amount of


   digits that can represent a telephone number is received (or a stop


   digit is received). If T35 expires before the minimum amount of


   digits (or a stop digit) has been received a REL with cause value 28


   is sent to the ISUP side.


   If a stop digit is received the INVITE message generated by the


   gateway will contain the complete called number. Therefore, the call


   proceeds as usual - no overlap signalling in the SIP network.


3.2 Sending the first INVITE


   There are cases when the gateway, after having received the


   minimum amount of digits, cannot know whether the number received is


   a complete number or not. Since supporting overlap signalling in the


   SIP network is an option that may be deemed undesirable, the gateway


   may elect to collect digits until a timer (T10) expires or a stop


   digit (such as #) is entered by the user  (note that T10 is


   refreshed every time a new digit is received).


   In this case, when T10 expires and an INVITE with the digits


   collected so far is sent to the SIP side. After this, any SAM


   received is ignored.


        PSTN                      MGC/MG                       SIP


          |                          |                          |


          |-----------IAM----------->| Starts T10               |


          |                          |                          |


          |-----------SAM----------->| Starts T10               |


          |                          |                          |


          |-----------SAM----------->| Starts T10               |


          |                          |                          |


          |                          |                          |


          |             T10 expires  |---------INVITE---------->|


          |                          |                          |


   Note that T10 is defined for conversion between CAS signalling and


   en-bloc ISUP. PSTN switches usually implement an equivalent


   proprietary timer to convert overlap ISUP to en-bloc ISUP. This
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   document uses T10 and does not define a new timer because T10 seems


   suitable for overlap to SIP conversion.


3.3 Sending overlap signalling to the SIP network


   Although the behavior just described is recommended by this


   document, a gateway might still decide to send overlap signalling in


   the SIP network. In this case, the gateway should proceed as


   follows.


   As soon as the minimum amount of digits is received an INVITE is


   sent and T10 is started. This INVITE is built following the


   procedures described in [3].


   If a SAM arrives T10 is refreshed and a new INVITE with the new


   digits received is sent. The new INVITE has the same Call-ID and the


   same From tag as the first INVITE sent, but has an updated Request-


   URI field. The new INVITE contains no To tag.


        Note that it is possible to receive a response to the first


        INVITE before having sent the second INVITE. In this case, the


        response received would contain a To tag and information


        (Record-Route and Contact) to build a Route header. The new


        INVITE to be sent (containing new digits) should not use any of


        these headers. That is, the new INVITE does not contain neither


        To tag nor Route header. This way this new INVITE can be routed


        dynamically by the network providing services (see Section


        3.7).


   The new INVITE should, of course, contain a Cseq field. It is


   recommended that the Cseq of the new INVITE is higher than any of


   the previous Cseq that the gateway has generated for this Call-ID


   (no matter for which call-leg the Cseq was generated).


        When an INVITE forks responses from different locations might


        be received. New requests such as PRACK, COMET or INVITEs


        negotiating early media can be sent to every particular remote


        location. This implies that the Cseq number spaces of different


        call-legs within the same call are different. Sending a new


        INVITE with a Cseq that is still unused by any of the remote


        destinations avoids confusion at the destination.


   If the gateway is encapsulating ISUP messages as SIP bodies, it


   should place the IAM and all the SAMs received so far in this


   INVITE.


         PSTN                      MGC/MG                       SIP


          |                          |                          |


          |-----------IAM----------->| Starts T10               |


          |                          |---------INVITE---------->|


          |                          |                          |


          |-----------SAM----------->| Starts T10               |


          |                          |---------INVITE---------->|
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          |                          |                          |


          |-----------SAM----------->| Starts T10               |


          |                          |---------INVITE---------->|


          |                          |                          |


   If class 4, 5 or 6 final responses arrives (e.g. 484 address


   incomplete) for the pending INVITE transactions before T10 has


   expired the gateway should not send any REL. A REL is sent just if


   no more SAMs arrive, T10 expires and all the INVITEs sent have been


   answered with a final response (different than 200 OK).


         PSTN                      MGC/MG                       SIP


          |                          |                          |


          |-----------IAM----------->| Starts T10               |


          |                          |---------INVITE---------->|


          |                          |<---------484-------------|


          |                          |----------ACK------------>|


          |                          |                          |


          |                          |                          |


          |             T10 expires  |                          |


          |<----------REL------------|                          |


   The status code of the response to the last INVITE sent by the


   gateway (the one that contained more digits) is used to calculate


   the cause value of the REL as described in [3].


3.4 Applicability of this mechanism


   This mechanism is applicable only under certain circumstances. A


   ingress gateway may use overlap signalling in SIP only if an


   analysis of the called party number shows that it belongs to a part


   of the PSTN where overlap signalling is used. This ensures that a


   particular prefix of the number does not identify any other user.


   When en-bloc signalling is used in the PSTN a phone number might be


   a prefix of another one. This situation is not common, but it can


   certainly occur. If overlap signalling was used in this situation a


   different user than the one the caller intended to call might be


   contacted.


3.5 Receiving multiple responses


   When overlap signalling in SIP is used the ingress gateway sends


   multiple INVITEs. Accordingly, it will receive multiple responses.


   The responses to all the INVITEs sent except for the last one are


   typically 400 class responses (e.g. 484 Address Incomplete or 490


   Request Updated) that terminate the INVITE transaction.


   However, a 183 Session Progress response with a media description


   can also be received. The media stream will typically contain a


   message such as "The number you have just dialed does not exist".
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   The issue of receiving different 183 Session Progress responses with


   media descriptions does not only apply to overlap signalling. When


   vanilla SIP is used, several responses can also arrive to a gateway


   if the INVITE forked. It is then up to the gateway to decide which


   media stream should be played to the user.


   However, overlap signalling adds a requirement to this process. A


   media stream corresponding to the response to an INVITE with a


   greater number of digits should be given more priority than media


   streams from responses with less digits.


3.6 Canceling pending INVITE transactions


   When a gateway sends a new INVITE containing new digits, it should


   not CANCEL the previous INVITE transaction. This CANCEL could arrive


   before the new INVITE to an egress gateway and trigger a REL before


   the new INVITE arrived. INVITE transactions are typically terminated


   by the reception of 400 class responses.


   However, once a 200 OK response has been received, the gateway


   should CANCEL all the previous INVITE transactions that did not


   contain enough digits. A particular gateway might implement a timer


   to wait for some time before sending any CANCEL. This gives time to


   all the previous INVITE transactions to terminate smoothly without


   generating more signalling traffic (CANCEL messages).


3.7 INVITEs reaching multiple gateways


   Since every new INVITE sent by a gateway represents a new


   transaction they can be routed in different ways. For instance, the


   first INVITE might be routed to a particular gateway and a


   subsequent INVITE to another. The result is that both gateways


   generate an IAM. Since one of the IAMs (or both) has an incomplete


   number, it would fail, having already consumed PSTN resources.


   It has been proposed to make all the INVITEs follow the same path as


   the first one. This proposal would resolve the problem of having


   INVITEs hitting different gateways, but would restrict the number of


   services the SIP network can provide. It would not be possible to


   route a subsequent INVITE to an application server just because the


   previous one was routed in a different way.


   This issue should be taken into consideration before using overlap


   signalling in SIP. If sending multiple IAMs to the PSTN is not


   acceptable in a particular domain, overlap signalling should not be


   used.


4. SIP to ISUP


   In this scenario the gateway receives multiple INVITEs that belong


   to the same call (same Call-ID) but have different Request-URIs.


4.1 Receiving subsequent INVITEs
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   An egress gateway does not have any means to know whether SIP


   overlap signalling is being used or not. So, upon reception of an


   INVITE, the gateway generates an IAM following the procedures


   described in [3].


   If a gateway receives a subsequent INVITE with the same Call-ID and


   From tag as the previous one and an updated Request-URI, a SAM


   should be generated as opposed to a new IAM. Upon reception of a


   subsequent INVITE, the INVITE received previously is answered with


   490 Request Updated.


   If the gateway is attached to the PSTN in an area where en-bloc


   signalling is used, a REL for the previous IAM and a new IAM should


   be generated.


5. Conclusions


   The mechanism described in this document is intended to be used in a


   close environment. Using it in an open network such as the Internet


   would cause problems such as multiple IAMs generated. If this


   mechanism was used with telephone numbers that belong to an en-bloc


   zone, calls could end up reaching a different callee than the one


   who was supposed to receive the call.


   Due to these problems, it is strongly recommended that this


   mechanism is only used if a particular application must fulfil


   strong requirements regarding establishment delay. Otherwise, the


   ingress gateway should always perform overlap to en-bloc conversion.
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Abstract


This TD provides the editor's proposals for the outline of the ISUP-specific Annex to the SIP/SDP-BICC/ISUP interworking Recommendation. 


ANNEX ?


ISUP-SPECIFIC ASPECTS OF INTERWORKING BETWEEN SIP AND THE ISDN


1 INTRODUCTION


This Annex describes the interworking at an NNI between the Session Initiation and Session Description Protocols (SIP/SDP) on one side and the ISDN on the other, in the specific case where the ISDN signalling protocol is ISUP rather than BICC.   Two sub-cases must be considered, depending on whether coordination of QOS negotiations is supported by local policy on the SIP/SDP side.


The fundamental difference between ISUP and BICC lies in the bearer interworking.  This affects not only the mapping of attributes between the SIP/SDP and ISUP messages, but the very message flows themselves.


2 ISUP ORIGINATING CALL


2.1 No QOS Coordination In SIP/SDP


2.1.1 IAM Received


Item will discuss examination of Bearer Capability to see if it is supported.


2.1.2 INVITE Sent


Item will discuss mapping of Bearer Capability into SDP.  What do we do with LLC, HLC?


2.1.3 180 Ringing Received


May be fully covered by main document.


2.1.4 ACM Sent


May be fully covered by main document.


2.1.5 183 Session Progress Received


Implies early media.  May be fully covered by main document.


2.1.6 200 OK Received


2.1.7 ANM Sent


Item will discuss mapping of returned SDP into Bearer Capability.  Again, what about LLC, HLC?


2.1.8 3xx, 4xx, 5xx, or 6xx Final Response Received


May be fully covered by main document.


2.1.9 REL Received


May be fully covered by main document.


2.2 QOS Coordination In SIP/SDP


It is assumed that the use of the QOS coordination capability of SIP/SDP is a matter of local configuration.  That is, it occurs on the SIP/SDP side independently of the contents of the ISUP signalling.


2.2.1 IAM Received


2.2.2 INVITE Sent


2.2.3 183 Session Progress Received


2.2.4 PRACK and COMET Sent


2.2.5 180 Ringing Received


2.2.6 ACM Sent


2.2.7 200 OK Received


2.2.8 ANM Sent


2.2.9 3xx, 4xx, 5xx, or 6xx Final Response Received


2.2.10 REL Received


3 ISUP TERMINATING CALL


3.1 No QOS Coordination In SIP/SDP


3.1.1 INVITE Received


3.1.2 IAM Sent


3.1.3 ACM Received


3.1.4 180 Ringing Sent


3.1.5 ANM Received


3.1.6 200 OK Sent


3.1.7 REL Received


3.2 QOS Coordination In SIP/SDP


3.2.1 INVITE Received


3.2.2 183 Session Progress Sent


3.2.3 PRACK and COMET Received


3.2.4 IAM Sent


3.2.5 ACM Received


3.2.6 180 Ringing Sent


3.2.7 ANM Received


3.2.8 200 OK Sent 


3.2.9 REL Received
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