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Foreword


This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).


The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:


Version x.y.z


where:


x
the first digit:


1
presented to TSG for information;


2
presented to TSG for approval;


3
or greater indicates TSG approved document under change control.


y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.


z
the third digit is incremented when editorial only changes have been incorporated in the document.


Introduction


This clause is optional. If it exists, it is always the second unnumbered clause.

Editor’s Note: This clause can be deleted if unnecessary.


1
Scope


This clause shall start on a new page.


The present document defines:


- the protocol to be used between PCF and GGSN over the Go interface


- the signalling interactions to be performed between PCF and GGSN over the Go interface


The Go interface is defined in 3GPP TS 23.002[xx].


This specification applies to all implementations of the PCF within IM CN subsystem, and to all GGSN implementations within GPRS that support the IM CN subsystem.


Editor’s Note: The scope above should be refined if necessary.


2
References


The following documents contain provisions which, through reference in this text, constitute provisions of the present document.


· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.


· For a specific reference, subsequent revisions do not apply.


· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.


[X]
3GPP TS 23 002: "Network Architecture".

Editor’s Note: The references should be added by necessity.


3
Definitions, symbols and abbreviations


Delete from the above heading those words which are not applicable.


Subclause numbering depends on applicability and should be renumbered accordingly.


3.1
Definitions


For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.


Definition format


<defined term>: <definition>.


example: text used to clarify abstract rules by applying them literally.

Editor’s Note: The definitions of terms, which are not covered in TR21.905, should be added in this subclause.


3.2
Symbols


For the purposes of the present document, the following symbols apply:






Go Interface
Interface between P-CSCF (PCF) and GGSN. 


RSVP
Resource ReSerVation Protocol – The RSVP protocol [RFC 2205] is used by a host to request specific qualities of service from the network for particular application data streams or flows. The network responds by explicitly admitting or rejecting RSVP requests.


COPS
Common Open Policy Service – The COPS protocol [RFC 2748] is a simple query and response protocol that can be used to exchange policy information between a policy server (Policy Decision Point or PDP) and its clients (Policy Enforcement Points or PEPs).


DiffServ
Differentiated Services – Diffserv networks classify packets into one of a small number of aggregated flows or "classes", based on the DiffServ codepoint (DSCP) in the packet's IP header.  This is known as behaviour aggregate (BA) classification. At each DiffServ router, packets are subjected to a "per-hop behaviour" (PHB), which is invoked by the DSCP.

Editor’s Note: The explanations of necessary symbols should be added in this subclause.


3.3
Abbreviations


For the purposes of the present document, the following abbreviations apply:






APN

Access Point Name (*)


COPS

Common Open Policy Service protocol


DiffServ

Differentiated Services


DSCP

DiffServ Code Point


GGSN

Gateway GPRS Support Node (*)


IMS

IP Multimedia Subsystem


IntServ

Integrated Services


PCF

Policy Control Function


PEP

Policy Enforcement Point


PHB

Per Hop Behaviour


DHCP

Dynamic Host Configuration Protocol

REQ

Request


DEC

Decision


RPT

Report State


DRQ

Delete Request State


* this abbreviation is covered in 3GPP TS 21.905 V4.2.0

Editor’s Note: The explanations of necessary abbreviations should be added in this subclause.


4
General

Editor’s Note: This clause contains the general description of Go interface.


4.1
Go interface overview


Editor’s Note: This subclause describes the overview of Go interface.

4.2
Go functional requirements


Editor’s Note: This subclause describes the functional requirements of Go interface.
For example, TS23.207 points out;

   – Control of Diffserv inter-working,
   – Control of RSVP admission control and inter-working,
   – Control of “gating” function in GGSN,
   – UMTS bearer authorization,
   – QoS charging related function.


In order to support service-based local policy control and QoS bearer control effectively, the following requirements shall be supported on the Go interface:


· Protocol stack: L1, L2, IP, TCP and COPS,

· Event requirements: all events associated with control functions within the PCF (e.g. authorization) and GGSN (e.g. DiffServ) shall be supported,


· Exchanged information: request message, decision message, response message, billing message, binding message and authorize QoS command, revoke QoS authorization command and enable forwarding and disable forwarding commands,


· P-CSCF (PCF) notification procedures related to PDP context modification, suspension and release,


· Multiple bearer stream management and procedure: e.g. addition of new bearer for video and audio during a call,


· QoS admission control and co-ordination: interaction between QoS and session signalling, authorise UMTS and IP QoS resources, enable media stream, disable media stream, revoke authorization for UMTS and IP resources,


· indication of PDP context release, allocate UMTS and IP resources and release UMTS and IP resources,


· Call flows for P-CSCF address discovery during PDP context activation.


For the support of communication between the PCF and the GGSN the protocol stack in each of these nodes (i.e. at each termination end of the Go interface) needs to have the capability, for example, of ensuring the precise specification of level of service requirements in the GGSN which are forwarded to the PCF and the support for PCF-initiated, two-way transactions between PCF and GGSN.


4.3
Go reference model


Editor’s Note: This subclause describes the reference model. A figure of the architecture along the Go interface should be added here.

4.4
Functional elements and capabilities


Editor’s Note: This subclause explains the functional elements which appear in the discussion of Go interface.


4.4.1
GGSN


Editor’s Note: This subclause provides the functional descriptions of capabilities of GGSN. It should be discussed whether the content of this subclause should be incorporated into 29.061 or 29.162, or should remain here.


4.4.1.1
Service-based local policy enforcement point


Editor’s Note: This subclause describes the functionality of “Service-based Local Policy Enforcement Point” in GGSN.


4.4.1.2
Binding mechanism handling


Editor’s Note: This subclause describes the functionality of “Binding Mechanism Handling” in GGSN.


4.4.1.3
DiffServ edge function


Editor’s Note: This subclause describes the functionality of “DiffServ Edge Function” in GGSN.


4.4.1.4
RSVP sender/receiver proxy


Editor’s Note: This subclause describes the functionality of “RSVP Sender/Receiver Proxy” in GGSN.


4.4.2
PCF


Editor’s Note: This subclause describes the overview of PCF.
For example, Policy Control Function (PCF) is a logical policy decision element which uses standard IP mechanisms to implement policy in the IP bearer layer…

4.4.1.1
Service-based local policy decision point


Editor’s Note: This subclause describes the functionality of “Service-based Local Policy Decision Point” in PCF.


4.4.1.2
Binding mechanism handling


Editor’s Note: This subclause describes the functionality of “Binding Mechanism Handling” in PCF.


5
Policy control procedures


Editor’s Note: This clause is designated to provide all necessary specification for policy control procedures.


5.1
Policy control procedures in functional elements


Editor’s Note: This subclause describes the main procedures that are used for the policy control. These procedures are described in text description for each involved network elements.

5.1.1
GGSN


Editor’s Note: This subclause describes the policy control procedures in the GGSN.


5.1.2
PCF


Editor’s Note: This subclause describes the policy control procedures in the PCF.


5.2
PDP context associated policy control procedures


Editor’s Note: The contents of this subclause require further study.


5.2.1
Notification Procedures for PDP Context Modification


The PCF notification procedures for PDP context modification and PDP context release are required for the Go interface. During PDP context modification situation, the SGSN, GGSN, UE and UTRAN can initiate the modification of PDP parameters by sending an Update PDP Context Request message. Figure 5.2.1-1 shows the example of PCF notification procedure for GGSN initiated PDP context modification.
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Figure 5.2.1-1. PCF Notification Procedure for GGSN-Initiated PDP Context Modification


The PCF Notification procedure is as follows:


1. The GGSN sends an Update PDP Context Request message to the SGSN. The QoS Requested indicator indicates a desired QoS profile.


2. The SGSN may restrict the desired QoS profile depending upon it’s own capabilities, the current load, the current QoS profile, and the subscribed QoS profile. The SGSN selects Radio Priority and Packet Flow Id based on the negotiated QoS, and sends a Modify PDP Context Request message to the UE.

3. The UE acknowledges the Modify PDP Context Request message by returning a Modify PDP Context Accept message. If the UE does not accept the new QoS Negotiated it shall de-activate the PDP context with the PDP Context Deactivation Initiated by the UE.


4. In Iu mode, radio access bearer modification may be performed by the RAB Assignment procedure.


Upon receipt of the Modify PDP Context Accept message, or upon completion of the RAB modification procedure, the SGSN returns an Update PDP Context Response message to the GGSN. If the SGSN receives a Deactivate PDP Context Request message, it shall instead follow the PDP Context Deactivation Initiated by UE.


5. SGSN sends Update PDP Context Response message back to GGSN.


6. GGSN sends Modify PDP Context Request message to the PCF. This may contain the negotiated QoS profile.


7. PCF will accept the Modify PDP Context Request message and make a decision based on the PCF policy rule for this particular network configuration. The PCF shall send the policy rule decision back to GGSN.

8. Once GGSN receives the policy rule decision from PCF the GGSN will then report the ‘decision state’ (e.g. Success or Failure) back to PCF.


5.2.2
Notification Procedures for PDP Context Deactivation


For the PDP context deactivation situation, the SGSN, GGSN, UE and UTRAN can initiate the PDP Context Deactivation Request message. Figure 5.2.2-1 shows the example of PCF notification procedure for GGSN initiated PDP Context Deactivation.

 Figure 5.2.2-1 shows the PCF notification procedure for PDP context deactivation initiated by GGSN.
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Figure 5.2.2-1. PCF Notification Procedure for PDP Context Deactivation Initiated by GGSN


1. The GGSN sends a Delete PDP Context Request message to the SGSN. The Teardown Indication message indicates whether or not all PDP contexts associated with this PDP address are to be deactivated.


2. The SGSN sends a Deactivate PDP Context Request message to the UE. If a Teardown Indicator message was sent to the SGSN, then all PDP contexts associated with this PDP address are deactivated. The UE removes the PDP context(s) and returns a Deactivate PDP Context Accept message to the SGSN.

3. The SGSN returns a Delete PDP Context Response message to the GGSN. If the UE was allocated a dynamic PDP address, by the GGSN, and if the context being deactivated was the last PDP context associated with this PDP address, the GGSN shall release this PDP address. This PDP address will then be made available for subsequent activation by other UEs.


4. GGSN sends Delete Request message to the PCF.


5. In Iu mode, radio access bearer release is done by the RAB Assignment procedure.

5.3
Information exchanged via Go interface


Editor’s Note: This subclause describes the information exchanged via Go interface

5.3.1
Event Requirements between the GGSN and PCF


The Go interface supports information passed between the GGSN and PCF. In order to allow effective communication between PCF and GGSN, all events associated with control functions are required:


· Coordination of events between the application layer and resource management in the IP bearer layer,


The specific events to the UMTS or IP bearer service are required in order to trigger the request from GGSN to PCF.

5.3.2
Type of messages


Editor’s Note: This subclause describes the type of messages to be supported.
For example,
   – Client-Open/Client-Accept/Client-Close,
   – Request,
   – Decision,
   – Report State,
   – Delete Request State,
   – Keep Alive,
   – Synchronize State Request/Synchronize State Complete.


The Go interface shall provide information in order to support the functions in the GGSN (i.e. DiffServ inter-working control, RSVP admission control and inter-working control, “gating”, UMTS bearer authorization and QoS charging related functions) and functions in the PCF.


The COPS protocol, which has been created for general administration, configuration and enforcement of policies, allows both push and pull operations. Because the interactions between the PCF and the GGSN may use either pull or push operations, it is proposed that the COPS protocol is used between PCF and GGSN.


The COPS protocol supports several messages between GGSN and PCF. The message content is dependent on the type of COPS operation (e.g. Client-Open/Client-Accept/Client-Close, Request, Decision and Delete Request State).


The messages supported by the COPS layer for Go interface include the following:


· Request message from the GGSN to the PCF shall allow the GGSN to request policy and QoS inter-working information with address for an IP flow identified by binding information.


· Decision message from the PCF to the GGSN shall include the commands as described in TS 23.207


· The response messages from GGSN to PCF shall include an acknowledgement and/or an error response to commands such as Report State (Success/Failure/Accounting).


· Binding message associates the policy and QoS inter-working information in the message with a PDP context including PCF address.  The binding information includes an authorization token sent by the PCF to the UE during SIP signalling and may include one flow identifier used by the UE, GGSN and PCF to uniquely identify an IP media flow.


· Asynchronous notification message to the GGSN whenever necessary in order to change earlier decisions, generate errors, etc.


· Billing Message used for usage monitoring and accounting purposes (i.e. CDR).


· Security message are used to ensures that the entities (such as PCF and GGSN) involved in policy control are able to verify each other’s identify and establish necessary trust before communicating.


The COPS decision command messages are used to “Authorize QoS/Revoke QoS authorization” for one or more IP flows and enable/disable forwarding for one or more IP flows. The COPS decision command messages are as described:

· The Authorize QoS command contains the following policy and QoS inter-working information associated with an IP flow: UMTS specific Binding information, Packet classifier, Authorized flowspec, Packet handling action, DSCP and Event generation information.


· The Revoke QoS Authorization, Enable Forwarding and Disable Forwarding commands provide only the information that is needed to perform the action (e.g., the COPS handle element, which is used as a way of identifying the installed decision information).


5.3.3
UMTS specific information exchange


Editor’s Note: This subclause describes the UMTS specific information elements for each message type.


5.3.3.1
Request message


Editor’s Note: This subclause describes the UMTS specific information elements for request message.
For example, binding information,
   – which associates the policy and QoS inter-working information with a PDP context,
   – which includes an authorization token sent by the P-CSCF to the UE during SIP signalling,
   – which may include one flow identifier used by the UE, GGSN and PCF to uniquely identify an IP media flow.


5.3.3.2
Decision message


Editor’s Note: This subclause describes the UMTS specific commands for decision message.
For example,
   – NULL Decision (No configuration data available),
   – Install (Admit request/Install configuration, Commit),
   – Remove (Remove request/Remove configuration).


5.3.3.3
Response message


Editor’s Note: This subclause describes the UMTS specific information elements for response message.
For example,
   – Report State (Success/Failure/Accounting).


5.4
Policy control flows


Editor’s Note: This subclause describes the concrete policy control flows.


5.4.1
Authorize QoS resources


Editor’s Note: This subclause describes the flow for authorize QoS resources.


5.4.2
Service-based local policy


Editor’s Note: This subclause describes the flow for authorize QoS resources.


5.4.3
Approval of QoS commit


Editor’s Note: This subclause describes the flow for approval of QoS Commit.


Annexes are only to be used where appropriate:


Annex A (informative):
Information to be incorporated into other specifications


Editor’s Note: The content of this annex will be incorporated into other specifications and deleted from here before publication.


A.1
Capabilities of UE (TS27.060)


Editor’s Note: This clause describes the functional descriptions of capabilities of UE to be incorporated into e.g. TS27.060.


A.1.1
Binding mechanism


Editor’s Note: This subclause describes the functionality of “Binding Mechanism” in UE.


A.1.2
DiffServ edge function


Editor’s Note: This subclause describes the functionality of “DiffServ Edge Function” in UE.


A.1.3
RSVP/IntServ function


Editor’s Note: This subclause describes the functionality of “RSVP/IntServ Function” in UE.


A.1.4
Pre-conditions for SIP QoS assured sessions


Editor’s Note: This subclause describes the functionality of “Pre-conditions for SIP QoS Assured Sessions” in UE.

Annex B (informative):
Change history


It is usual to include an annex (usually the final annex of the document) for specifications under TSG change control which details the change history of the specification using a table as follows:
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the third digit is incremented when editorial only changes have been incorporated in the document.


Introduction


This clause is optional. If it exists, it is always the second unnumbered clause.

Editor’s Note: This clause can be deleted if unnecessary.


1
Scope


This clause shall start on a new page.


The present document defines:


- the protocol to be used between PCF and GGSN over the Go interface


- the signalling interactions to be performed between PCF and GGSN over the Go interface


The Go interface is defined in 3GPP TS 23.002[xx].


This specification applies to all implementations of the PCF within IM CN subsystem, and to all GGSN implementations within GPRS that support the IM CN subsystem.


Editor’s Note: The scope above should be refined if necessary.


2
References


The following documents contain provisions which, through reference in this text, constitute provisions of the present document.


· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.


· For a specific reference, subsequent revisions do not apply.


· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.


[X]
3GPP TS 23 002: "Network Architecture".

Editor’s Note: The references should be added by necessity.


3
Definitions, symbols and abbreviations


Delete from the above heading those words which are not applicable.


Subclause numbering depends on applicability and should be renumbered accordingly.


3.1
Definitions


For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.


Definition format


<defined term>: <definition>.


example: text used to clarify abstract rules by applying them literally.

Editor’s Note: The definitions of terms, which are not covered in TR21.905, should be added in this subclause.


3.2
Symbols


For the purposes of the present document, the following symbols apply:


Go Interface
Interface between P-CSCF (PCF) and GGSN. 


RSVP
Resource ReSerVation Protocol – The RSVP protocol [RFC 2205] is used by a host to request specific qualities of service from the network for particular application data streams or flows. The network responds by explicitly admitting or rejecting RSVP requests.


COPS
Common Open Policy Service – The COPS protocol [RFC 2748] is a simple query and response protocol that can be used to exchange policy information between a policy server (Policy Decision Point or PDP) and its clients (Policy Enforcement Points or PEPs).


DiffServ
Differentiated Services – Diffserv networks classify packets into one of a small number of aggregated flows or "classes", based on the DiffServ codepoint (DSCP) in the packet's IP header.  This is known as behaviour aggregate (BA) classification. At each DiffServ router, packets are subjected to a "per-hop behaviour" (PHB), which is invoked by the DSCP.

Editor’s Note: The explanations of necessary symbols should be added in this subclause.


3.3
Abbreviations


For the purposes of the present document, the following abbreviations apply:


APN

Access Point Name (*)


COPS

Common Open Policy Service protocol


DiffServ

Differentiated Services


DSCP

DiffServ Code Point


GGSN

Gateway GPRS Support Node (*)


IMS

IP Multimedia Subsystem


IntServ

Integrated Services


PCF

Policy Control Function


PEP

Policy Enforcement Point


PHB

Per Hop Behaviour


DHCP

Dynamic Host Configuration Protocol

REQ

Request


DEC

Decision


RPT

Report State


DRQ

Delete Request State


* this abbreviation is covered in 3GPP TS 21.905 V4.2.0

Editor’s Note: The explanations of necessary abbreviations should be added in this subclause.


4
General

Editor’s Note: This clause contains the general description of Go interface.


4.1
Go interface overview


Editor’s Note: This subclause describes the overview of Go interface.

4.2
Go functional requirements


Editor’s Note: This subclause describes the functional requirements of Go interface.
For example, TS23.207 points out;

   – Control of Diffserv inter-working,
   – Control of RSVP admission control and inter-working,
   – Control of “gating” function in GGSN,
   – UMTS bearer authorization,
   – QoS charging related function.


In order to support service-based local policy control and QoS bearer control effectively, the following requirements shall be supported on the Go interface:


· Protocol stack: L1, L2, IP, TCP and COPS,

· Event requirements: all events associated with control functions within the PCF (e.g. authorization) and GGSN (e.g. DiffServ) shall be supported,


· Exchanged information: request message, decision message, response message, billing message, binding message and authorize QoS command, revoke QoS authorization command and enable forwarding and disable forwarding commands,


· P-CSCF (PCF) notification procedures related to PDP context modification, suspension and release,


· Multiple bearer stream management and procedure: e.g. addition of new bearer for video and audio during a call,


· QoS admission control and co-ordination: interaction between QoS and session signalling, authorise UMTS and IP QoS resources, enable media stream, disable media stream, revoke authorization for UMTS and IP resources,


· indication of PDP context release, allocate UMTS and IP resources and release UMTS and IP resources,


· Call flows for P-CSCF address discovery during PDP context activation.


For the support of communication between the PCF and the GGSN the protocol stack in each of these nodes (i.e. at each termination end of the Go interface) needs to have the capability, for example, of ensuring the precise specification of level of service requirements in the GGSN which are forwarded to the PCF and the support for PCF-initiated, two-way transactions between PCF and GGSN.


4.3
Go reference model


Editor’s Note: This subclause describes the reference model. A figure of the architecture along the Go interface should be added here.

4.4
Functional elements and capabilities


Editor’s Note: This subclause explains the functional elements which appear in the discussion of Go interface.


4.4.1
GGSN


Editor’s Note: This subclause provides the functional descriptions of capabilities of GGSN. It should be discussed whether the content of this subclause should be incorporated into 29.061 or 29.162, or should remain here.


4.4.1.1
Service-based local policy enforcement point


Editor’s Note: This subclause describes the functionality of “Service-based Local Policy Enforcement Point” in GGSN.


4.4.1.2
Binding mechanism handling


Editor’s Note: This subclause describes the functionality of “Binding Mechanism Handling” in GGSN.


4.4.1.3
DiffServ edge function


Editor’s Note: This subclause describes the functionality of “DiffServ Edge Function” in GGSN.


4.4.1.4
RSVP sender/receiver proxy


Editor’s Note: This subclause describes the functionality of “RSVP Sender/Receiver Proxy” in GGSN.


4.4.2
PCF


Editor’s Note: This subclause describes the overview of PCF.
For example, Policy Control Function (PCF) is a logical policy decision element which uses standard IP mechanisms to implement policy in the IP bearer layer…

4.4.1.1
Service-based local policy decision point


Editor’s Note: This subclause describes the functionality of “Service-based Local Policy Decision Point” in PCF.


4.4.1.2
Binding mechanism handling


Editor’s Note: This subclause describes the functionality of “Binding Mechanism Handling” in PCF.


5
Policy control procedures


Editor’s Note: This clause is designated to provide all necessary specification for policy control procedures.


5.1
Policy control procedures in functional elements


Editor’s Note: This subclause describes the main procedures that are used for the policy control. These procedures are described in text description for each involved network elements.

5.1.1
GGSN


Editor’s Note: This subclause describes the policy control procedures in the GGSN.


5.1.2
PCF


Editor’s Note: This subclause describes the policy control procedures in the PCF.


5.2
PDP context associated policy control procedures


Editor’s Note: The contents of this subclause require further study.


5.2.1
Notification Procedures for PDP Context Modification


The PCF notification procedures for PDP context modification and PDP context release are required for the Go interface. During PDP context modification situation, the SGSN, GGSN, UE and UTRAN can initiate the modification of PDP parameters by sending an Update PDP Context Request message. Figure 5.2.1-1 shows the example of PCF notification procedure for GGSN initiated PDP context modification.
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Figure 5.2.1-1. PCF Notification Procedure for GGSN-Initiated PDP Context Modification


The PCF Notification procedure is as follows:


1. The GGSN sends an Update PDP Context Request message to the SGSN. The QoS Requested indicator indicates a desired QoS profile.


2. The SGSN may restrict the desired QoS profile depending upon it’s own capabilities, the current load, the current QoS profile, and the subscribed QoS profile. The SGSN selects Radio Priority and Packet Flow Id based on the negotiated QoS, and sends a Modify PDP Context Request message to the UE.

3. The UE acknowledges the Modify PDP Context Request message by returning a Modify PDP Context Accept message. If the UE does not accept the new QoS Negotiated it shall de-activate the PDP context with the PDP Context Deactivation Initiated by the UE.


4. In Iu mode, radio access bearer modification may be performed by the RAB Assignment procedure.


Upon receipt of the Modify PDP Context Accept message, or upon completion of the RAB modification procedure, the SGSN returns an Update PDP Context Response message to the GGSN. If the SGSN receives a Deactivate PDP Context Request message, it shall instead follow the PDP Context Deactivation Initiated by UE.


5. SGSN sends Update PDP Context Response message back to GGSN.


6. GGSN sends Modify PDP Context Request message to the PCF. This may contain the negotiated QoS profile.


7. PCF will accept the Modify PDP Context Request message and make a decision based on the PCF policy rule for this particular network configuration. The PCF shall send the policy rule decision back to GGSN.

8. Once GGSN receives the policy rule decision from PCF the GGSN will then report the ‘decision state’ (e.g. Success or Failure) back to PCF.


5.2.2
Notification Procedures for PDP Context Deactivation


For the PDP context deactivation situation, the SGSN, GGSN, UE and UTRAN can initiate the PDP Context Deactivation Request message. Figure 5.2.2-1 shows the example of PCF notification procedure for GGSN initiated PDP Context Deactivation.

 Figure 5.2.2-1 shows the PCF notification procedure for PDP context deactivation initiated by GGSN.
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Figure 5.2.2-1. PCF Notification Procedure for PDP Context Deactivation Initiated by GGSN


1. The GGSN sends a Delete PDP Context Request message to the SGSN. The Teardown Indication message indicates whether or not all PDP contexts associated with this PDP address are to be deactivated.


2. The SGSN sends a Deactivate PDP Context Request message to the UE. If a Teardown Indicator message was sent to the SGSN, then all PDP contexts associated with this PDP address are deactivated. The UE removes the PDP context(s) and returns a Deactivate PDP Context Accept message to the SGSN.

3. The SGSN returns a Delete PDP Context Response message to the GGSN. If the UE was allocated a dynamic PDP address, by the GGSN, and if the context being deactivated was the last PDP context associated with this PDP address, the GGSN shall release this PDP address. This PDP address will then be made available for subsequent activation by other UEs.


4. GGSN sends Delete Request message to the PCF.


5. In Iu mode, radio access bearer release is done by the RAB Assignment procedure.

5.3
Information exchanged via Go interface


Editor’s Note: This subclause describes the information exchanged via Go interface

5.3.1
Event Requirements between the GGSN and PCF


The Go interface supports information passed between the GGSN and PCF. In order to allow effective communication between PCF and GGSN, all events associated with control functions are required:


· Coordination of events between the application layer and resource management in the IP bearer layer,


The specific events to the UMTS or IP bearer service are required in order to trigger the request from GGSN to PCF.

5.3.2
Type of messages


Editor’s Note: This subclause describes the type of messages to be supported.
For example,
   – Client-Open/Client-Accept/Client-Close,
   – Request,
   – Decision,
   – Report State,
   – Delete Request State,
   – Keep Alive,
   – Synchronize State Request/Synchronize State Complete.


The Go interface shall provide information in order to support the functions in the GGSN (i.e. DiffServ inter-working control, RSVP admission control and inter-working control, “gating”, UMTS bearer authorization and QoS charging related functions) and functions in the PCF.


The COPS protocol, which has been created for general administration, configuration and enforcement of policies, allows both push and pull operations. Because the interactions between the PCF and the GGSN may use either pull or push operations, it is proposed that the COPS protocol is used between PCF and GGSN.


The COPS protocol supports several messages between GGSN and PCF. The message content is dependent on the type of COPS operation (e.g. Client-Open/Client-Accept/Client-Close, Request, Decision and Delete Request State).


The messages supported by the COPS layer for Go interface include the following:


· Request message from the GGSN to the PCF shall allow the GGSN to request policy and QoS inter-working information with address for an IP flow identified by binding information.


· Decision message from the PCF to the GGSN shall include the commands as described in TS 23.207


· The response messages from GGSN to PCF shall include an acknowledgement and/or an error response to commands such as Report State (Success/Failure/Accounting).


· Binding message associates the policy and QoS inter-working information in the message with a PDP context including PCF address.  The binding information includes an authorization token sent by the PCF to the UE during SIP signalling and may include one flow identifier used by the UE, GGSN and PCF to uniquely identify an IP media flow.


· Asynchronous notification message to the GGSN whenever necessary in order to change earlier decisions, generate errors, etc.


· Billing Message used for usage monitoring and accounting purposes (i.e. CDR).


· Security message are used to ensures that the entities (such as PCF and GGSN) involved in policy control are able to verify each other’s identify and establish necessary trust before communicating.


The COPS decision command messages are used to “Authorize QoS/Revoke QoS authorization” for one or more IP flows and enable/disable forwarding for one or more IP flows. The COPS decision command messages are as described:

· The Authorize QoS command contains the following policy and QoS inter-working information associated with an IP flow: UMTS specific Binding information, Packet classifier, Authorized flowspec, Packet handling action, DSCP and Event generation information.


· The Revoke QoS Authorization, Enable Forwarding and Disable Forwarding commands provide only the information that is needed to perform the action (e.g., the COPS handle element, which is used as a way of identifying the installed decision information).


5.3.3
UMTS specific information exchange


Editor’s Note: This subclause describes the UMTS specific information elements for each message type.


5.3.3.1
Request message


Editor’s Note: This subclause describes the UMTS specific information elements for request message.
For example, binding information,
   – which associates the policy and QoS inter-working information with a PDP context,
   – which includes an authorization token sent by the P-CSCF to the UE during SIP signalling,
   – which may include one flow identifier used by the UE, GGSN and PCF to uniquely identify an IP media flow.


5.3.3.2
Decision message


Editor’s Note: This subclause describes the UMTS specific commands for decision message.
For example,
   – NULL Decision (No configuration data available),
   – Install (Admit request/Install configuration, Commit),
   – Remove (Remove request/Remove configuration).


5.3.3.3
Response message


Editor’s Note: This subclause describes the UMTS specific information elements for response message.
For example,
   – Report State (Success/Failure/Accounting).


5.4
Policy control flows


Editor’s Note: This subclause describes the concrete policy control flows.


5.4.1
Authorize QoS resources


Editor’s Note: This subclause describes the flow for authorize QoS resources.


5.4.2
Service-based local policy


Editor’s Note: This subclause describes the flow for authorize QoS resources.


5.4.3
Approval of QoS commit


Editor’s Note: This subclause describes the flow for approval of QoS Commit.


Annexes are only to be used where appropriate:


Annex A (informative):
Information to be incorporated into other specifications


Editor’s Note: The content of this annex will be incorporated into other specifications and deleted from here before publication.


A.1
Capabilities of UE (TS27.060)


Editor’s Note: This clause describes the functional descriptions of capabilities of UE to be incorporated into e.g. TS27.060.


A.1.1
Binding mechanism


Editor’s Note: This subclause describes the functionality of “Binding Mechanism” in UE.


A.1.2
DiffServ edge function


Editor’s Note: This subclause describes the functionality of “DiffServ Edge Function” in UE.


A.1.3
RSVP/IntServ function


Editor’s Note: This subclause describes the functionality of “RSVP/IntServ Function” in UE.


A.1.4
Pre-conditions for SIP QoS assured sessions


Editor’s Note: This subclause describes the functionality of “Pre-conditions for SIP QoS Assured Sessions” in UE.

Annex B (informative):
Change history


It is usual to include an annex (usually the final annex of the document) for specifications under TSG change control which details the change history of the specification using a table as follows:


Change history



Date

TSG #

TSG Doc.

CR

Rev

Subject/Comment

Old

New



10/07/01



N3-010284





Version 0.0.0 presented to CN3 #18 – Dresden

x.y.z

0.0.0
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N3-010335





Tdocs N3-010286 and N3-010325 are agreed at CN3 #18 – Dresden and incorporated. Raised to Version 0.1.0.
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