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1. Background :

Alcatel presented a CR on 29.061 recommendation (N3-000305) clarifying the behaviour of the MS and of the Core Network when the lease expires (WI: GPRS DHCP interworking). 

This CR indicates that, during DHCP renewal procedure, if the newly allocated address is not the same than the previously allocated address, the PDP Context shall be deactivated.

Ericsson indicated that this might impact other recommendations (e.g. MS related recommendations).

This document is aimed to open a discussion on the different ways to deactivate the PDP Context in this particular case and to identify the impacts.

2 solutions have been identified so far, they are described hereafter in the document.

2. First solution : The MS shall initiate the PDP Context Deactivation procedure

The protocol stack for access with DHCP end-to-end is described in the figure 16c from the 29.061v3.3.0 recommendation :
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Figure 16c: Protocol stack for access with DHCP end-to-end

From the figure above, it is clear that the DHCP packets are seen by the MT as user packet. Therefore, the TE is the only entity aware of the PDP IP address change during the DHCP renewal procedure. The TE must therefore, initiate the PDP Context deactivation procedure by means of AT commands.

This means that a new feature has to be added into the DHCP Client, this feature should issue a ‘PDP Context Deactivate’ AT Command when the PDP address is changed during the DHCP renewal procedure.

The DHCP Client will not be RFC2131 compliant anymore.

The TE should be able to get its IP address using the same DHCP Client whenever the TE is connected to its Intranet through the UMTS network or through other networks (e.g direct connection). Therefore, the RFC2131 has to be changed. 

Another solution would be to implement more than one DHCP Client in the TE. In this case, some questions need to be addressed:

1) Is it possible ?

2) How does the TE know which DHCP Client to use (user selection ?) ? 

3) How do we prevent a ‘compliant RFC2131’ to be implemented in the TE by the user (in this case, no AT command will be issued) ?

3. Second solution : The GGSN shall initiate the PDP Context Deactivation procedure

In this case, the GGSN DHCP Relay Agent should detect that the PDP IP address has been changed during the DHCP renewal procedure and initiate the deactivation of the affected PDP Context.

The main problem identified so far is the decrease of GGSN performances since the GGSN will have to monitor each IP packet going to or coming from the external network for which end-to-end DHCP is used.
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