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The usage of Access Point Name (APN) in the information flows between the gprsSSF and gsmSCF, in CAMEL Phase 3, needs to be refined.

Examples of issues that are not or not properly reflected in the CAMEL Phase 3 standard are:

· Shall the SGSN always send a full APN (existing of Network Identifier (NI) and Operator Identifier (OI)) to the SCP or may the SGSN also send an APN existing of NI only?

· Shall the SCP always send a full APN (existing of NI and OI) to the SGSN or may the SCP also send an APN existing of NI only?

· If the subscriber does not include an APN in the PDP Context set up request, shall the SGSN report the default APN for that subscriber to the SCP?

· When shall the GGSN Address be selected?

· When shall APN authorisation take place in the SGSN: before CAMEL intervention or after CAMEL intervention or both?

Ericsson has carefully studied these issues. The sequence of events on the following pages describes how Ericsson believes the rules should be for the transportation of the APN between SGSN and SCP.

It has been recognised that the APN Selection procedure specified in Annex A of 23.060 is complex and should ideally not be modified. For example, it is difficult to split the APN Selection procedure in separate parts for the actual APN Selection and the APN Authorisation. However, it is not considered a difficult task to run the GGSN Selection after the CAMEL interaction with PDP Context set up, as will be seen from the principles on the following pages.

Ericsson requests CN2 to study the detailed descriptions on the following pages and to approve these principles.

These principles describe the CAMEL interaction with PDP Context set up. The principles are applicable to both scenario #1 (SCP control of GPRS Session + PDP Contexts) and scenario #2 (SCP control of single PDP Context).

CRs will be provided to reflect these principles in the specifications (23.078, 29.078 and 23.060). Changes on 23.060 will have to be endorsed by CN2 and have to be forwarded to SA2 for approval.

(1) The subscriber is attached to the SGSN and requests the establishment of a PDP Context.

This is standard GPRS behaviour.

(2) When the request for PDP Context set up arrives at the SGSN, the SGSN checks if there are any unconditional PDP Context barring categories active for this subscriber (if such categories exist for GPRS). If so, then the PDP Context set up shall be aborted. No CAMEL service shall be invoked.


Operator Determined Barring will be applicable to GPRS as from Rel-4 onwards.

The check for unconditional PDP Context barring categories at this stage is analogous to CAMEL control of circuit switched calls.

(3) If the subscriber does not include an APN in the PDP Context set up request (which is permissible), then the SGSN reverts to a default APN. The Network Identifier (NI) part of the APN is obtained from a (subscriber specific) default setting in the SGSN. The Operator Identifier (OI) part of the APN will be derived from the subscriber’s IMSI and the subscriber’s subscription information.

This is standard GPRS behaviour.

(4) If the subscriber includes an APN in the PDP Context set up request but the APN consists of an NI only (which is permissible), then the SGSN shall derive the OI part of the APN from the subscriber’s IMSI and the subscriber’s subscription information.

This is standard GPRS behaviour.

(5) As part of the APN Selection procedure, the SGSN performs authorisation check on the APN.

This is standard GPRS behaviour.

The APN authorisation check is an integral part of the APN Selection procedure. It may be difficult to omit the APN authorisation part of the APN Selection procedure at this stage.

This means that the APN which is used to start a PDP Context shall be part of the subscription data, even though the SCP may decide to change that APN.

The conditional barring categories of ODB for GPRS (if these categories exist) may form part of the APN authorisation. This is for Rel-4 and onwards only.

(6) If the subscriber requests the set up of a secondary PDP Context, then the SGSN shall obtain the APN for this PDP Context (ie. the APN of the associated primary PDP Context) and report this APN to the SCP, together with the ‘secondary PDP Context’ parameter.
If the APN of the primary PDP Context was modified by the SCP, then the SGSN shall report the modified APN of the primary PDP Context to the SCP.


Rationale for sending the SCP-modified APN of the associated primary PDP Context is as follows.

If the SCP would receive the unmodified APN of the associated primary PDP Context, then the SCP needs to perform a translation on this APN. However, the SCP may in that case not be able to deduce with which other PDP Context to correlate this secondary PDP Context. If there are several PDP Contexts active, then the SCP may not know which one of these PDP Contexts is the primary PDP Context associated with this secondary PDP Context. Hence, the SCP would not know how to translate this PDP Context, in order to ensure that it is translated to the same APN as the associated primary PDP Context.

Hence, the SCP needs to receive the SCP-modified APN of the associated primary PDP Context. The SCP simply calculates the charge and sends Continue GPRS.

(7) If the PDP Context set up needs to be reported to the SCP, either as IDP or as EDP, then the SGSN establishes contact with the SCP. The Information Flow from SGSN to SCP includes the complete APN as received from the subscriber or derived by the SGSN.

Rationale is that the SCP must always the APN that by subscriber wants to be connected to. The APN determines, amongst others, the charge for the PDP Context.

If the subscriber does not specify an APN in the PDP Context set up request, then this means that the subscriber wants to be connected to the default APN.

If the subscriber specifies an APN, but the APN consists of NI only (ie. the APN does not contain an OI), then the subscriber wants to use the SGSN-derived OI.

Hence, if the subscriber does not specify an APN or OI, then the SGSN shall report the SGSN-internal derived NI + OI to the SCP.

(8) The SCP may send the Connect GPRS Information Flow to the SGSN. This Information Flow contains an APN. The SGSN shall use this APN to replace the APN which was derived prior to notifying the SCP (and which was sent to the SCP).

The SCP shall always send a complete APN to the SGSN. The complete APN consists of NI and OI.

Rationale for mandating the SCP to always supply a complete APN is the following.

· If the SCP would be allowed to omit the OI part of the APN, then the SGSN has to do additional processing to construct the APN to be used for the PDP Context. That APN would then consist of the SCP-modified NI and the original OI.

· If the SCP supplies NI + OI, then the SGSN simply replaces the original APN by the modified APN.

(9) Once the SGSN has received the Connect GPRS information flow with modified APN, it shall re-run the APN selection procedure partially.

At this stage, only the APN authorisation part of the APN selection procedure shall be run.

Rationale is that HPLMN operators want to ensure that the APN to be used for PDP Context set up is authorised for that subscriber. This may be relevant if the GPRS Service is offered by a third party operator (not the same operator as the one owning the HLR).

The conditional barring categories of ODB for GPRS (if these categories exist) may form part of the APN authorisation. This is for Rel-4 and onwards only.

The result is that the SCP-modified APN needs to be part of the subscription data.

(10) If the SCP sends the Continue GPRS Information Flow to the SGSN, then the SGSN uses the APN as available before CAMEL interaction. No partial re-run of the APN selection procedure is needed in this case.

This is standard GPRS behaviour.

(11) The SGSN shall now select the GGSN Address. The GGSN Address selection is based on the APN as provided by the SCP. If the SCP does not provide an APN, then the GGSN selection is based on the APN as provided by the subscriber or as selected by the SGSN prior to CAMEL interaction.

Reason why the GGSN selection shall be done at this stage is that when the SCP has modified the APN, then this may result in a different GGSN Address to be selected.

(12) The SGSN shall now contact the GGSN to request activation of the PDP Context.

This is standard GPRS behaviour.

(13) When the GGSN acknowledges the PDP Context Establishment, the SGSN reports the GGSN Address and the Charging Id to the SCP (depending on static/dynamic arming of this event).


GGSN Address and Charging Id are not yet available at PDP Context set up request. Hence, they shall be reported at this stage.

The GGSN Address that shall be reported is the address that resulted from the "GGSN Address selection" procedure. When the GGSN has been contacted, the first backward GTP message from the GGSN may contain a different GGSN Address. This is caused by load sharing. However, that different GGSN Address shall be used for signalling purposes only. For charging purposes (ie. GGSN Address to be reported to the SCP and the GGSN Address to be placed in the CDR) shall be the outcome of the "GGSN Address selection" procedure.

(14) For charging purposes, the SGSN shall use the following elements in the S-CDR (as specified by and in accordance with 32.015):

( GGSN Address based on the SCP-modified APN (ie. the GGSN Address used for the actual PDP Context activation request to the GGSN)
( Charging Id as received from the GGSN (in PDP Context Acknowledge)
( unmodified APN (as submitted by the subscriber or derived by the SGSN)
( SCP-modified APN
( More elements as specified by 3G TS 32.015
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