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1 Description

1.1 Introduction

SPAN 3 has approved the  Core INAP CS-3 Release 1  draft EN (European Standard) at the end of April 2000 and intends to complete the Release 2 at their October 2000 meeting with a minimal IP support of the Core INAP CS3. 

This contribution reflects some of the agreements which were obtained during the last SPAN3 2000 meetings and extends some of the discussion topics. The intention is to discuss in both Q.5 and Q.22 of ITU-T SG11 the concepts so far analysed in order to further advance the work and to have a joint fruitful co-operation on  this topic. A companion contribution has introduced some of the general concepts for the support of IN of the presently defined architectures in ITU-T and IETF

This document considers the INAP CS 3 Support for the SIP/SDP architecture.

The IETF Session Initiation Protocol (SIP) working group specifies an IP telephony architecture (Figure 1.a).  The architecture is seen as an alternative to ITU-T H.323 family of recommendations that is simpler to implement. It allows for the possibility of interworking with H.323 terminals.  However, H.323 currently has the greatest industry backing. The Figure 1.b specifies the IP/IN proposed architecture based on the IETF IP architecture.

The Session Description Protocol (SDP) can be compared to H.245 (channel open/close and terminal capability handling). Session descriptions have a list format containing information about the session (see RFC 2327). The Session Initiation Protocol (SIP) , can be compared to H.225 (Registration, Admission, Status (RAS), and Q.931 messages.  Message headers are in plain text and look similar to Email headers.

SIP uses a client server model similar to the Hypertext Transfer Protocol (HTTP) and many others (Figure 2 (a)). It is used in conjunction with other protocols such as SDP, RTP and RSVP. SIP can establish connections via TCP or UDP (Figure 2 (b)).
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Figure 1a: IETF IP Telephony Architecture
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Figure 1b: IETF IP/IN proposed Architecture
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Figure 2: (a) Client/Server Model using TCP, (b) Protocol Stack using UDP/TCP
1.2
SIP Messages 

To initiate a session a client sends an INVITE message to a server. An INVITE message typically contains a session description in SDP sufficient to establish communication. SIP Request and Response messages are listed below.
SIP Request Messages
SIP Response Messages

INVITE

ACK

BYE

CANCEL

OPTIONS

REGISTER
1xx Informational

2xx Success

3xx Redirection

4xx Client Error

5xx Server Error

6xx Global Failure

INVITE       - Invites client or server to establish a session.

ACK            - Confirmation reception of a final response to an INVITE message.

BYE             - The sender wishes to close the session.

CANCEL     - Cancels pending requests.

OPTIONS    - Asks for information about capabilities before establishing a session.

REGISTER  - Informs a Location Server of the client's IP address.
SIP response messages use a 3 digit number, e.g. 1xx. The first digit defines the category. The next two digits allow up to 100 variations, e.g. 200 OK (successful invitation).
1.3
Session Establishment 

Sessions may be established using direct point-to-point communication or by using a SIP Server for personal mobility. A SIP server may be a Redirection Server or a Proxy Server. To establish a session using a SIP server the originator sends an INVITE message to the server. The server communicates with a Location Server to retrieve the IP address of the terminating party. When a Redirection Server is employed (Figure 3) the IP address is passed to the originator. The originator sends a new INVITE message and a session is established with the terminating party. When a Proxy Server is employed (Figure 4) the address of the terminating party is not passed to the originator. A Session is established between the originator and terminating party via the Proxy Server. One or more intermediate Proxy Servers may take part in the session. It is envisaged that a Proxy Server may be a network entity where INAP/CAMEL service control could be applied. This possibility is investigated further in this document. 
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Figure 3: Session Establishment Using a Redirection Server
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Figure 4: Session Establishment Using a Proxy Server
1.4
Interworking with H.323 

RFC 2543 states  that SIP could be used to determine that a party can be reached via H.323, obtain the H.245 gateway and user address and then use H.225.0 to establish the call.

2
Architecture

2.1
Introduction

This section provides information flows that illustrate the possible interaction of INAP CS 3 and SIP. In particular it provides a proposal for the triggering of INAP CS 3 services as well as a mapping between the CS 3 call states and the call states of the Session Initiation Protocol (SIP).

An overall objective is to demonstrate that CS 3 control of VoIP services in networks can be readily specified and implemented by adapting standards and software used in the present networks. This approach leads to services that function the same when a user connect to present or future networks, simplifies service evolution from present to future, and leads to more rapid implementation. This section investigates the possibility of INAP CS 3 service control based on the SIP proxy Server approach. This means that a locally configured proxy server is required for outgoing calls that require legacy service support based on existing INAP CS 3 services. 

The section is organised as follows: Section 2.2 outlines the proposed functional architecture for the support of INAP/SIP interaction. Section 2.3 briefly describes the concepts for IN service triggering based on INAP CS 3 Subscription Information. Section 3.1 describes a registration process, section 3.2 deals with the detail of triggering services for Originated Calls, section 3.3 deals with the details for triggering Terminated calls. Section 4 describes the mapping of the SIP protocol state to the INAP CS3. basic call state model for the Originating and the Terminating sides.

2.2
Functional Architecture

The proposed functional architecture is provided here for completeness. The concept of the ‘softSSF’ is introduced which acts as an overlay between the IP telephony call control and the Intelligent Network layer provided by the INAP CS 3 Service Switching Function (SSF) and the Service Control Function (SCF). This ‘softSSF’ provides the necessary mapping between the SIP protocol state machine and the INAP CS 3 Basic Call State Model (BCSM). Figure 5 outlines the proposed functional architecture at the network level.
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Figure 5: Proposed functional Architecture to support INAP CS3  control of VoIP based on SIP call control

2.3
Basic concept of the proposal

The process how to handle the registration process needs further study in conjunction with the API methods presently standardised and the mapping to the SIP/SDP procedures and extensions.

Subscribers may register in the SIP network allowing the subscriber to receive incoming calls. A subscriber may use an additional identifier (e.g. MSISDN) in the registration process. Upon registration with the server, the subscription information for the subscriber is sent to the softSSF by the SDF in the subscriber’s home network. As incoming calls made to the subscriber terminate at the server the subscriber is registered with, the Terminating Subscription Information may be examined and if necessary the SCF may be invoked on a per incoming call basis. Similarly, calls made by a subscriber already registered with a proxy server allow the Originating subscription information to be examined and potentially allow the SCF to be invoked. Callers not registered will not have any subscription information in the proxy server they are using to place the call. The proposal here is as follows: when the initial call request message (or the INVITE method) is received by the SIP proxy server, the soft SSF establishes a dialogue with the SDF of the home subscribers network to allow the subscription information to sent.  The Originating subscription data may then be examined and if necessary the SCF may be invoked.

2.4
Assumptions

a. All the call flows show that the SIP Proxy Server and the softSSF have been co-located in order to avoid showing an information flows between the two entities. Standardisation of the messages for this interface is for further study.

b. Originating and terminating SIP Proxy servers must operate in a call-state aware mode.

c. As registration with a SIP Proxy server is not mandatory, it shall be possible to determine whether a registration exists for that particular subscriber when a subscriber places an incoming call. This allows the subscriber data information to be fetched from the home SDF if the subscriber is not registered. (Note: Absence of the originating subscriber data does not necessarily mean that the user is not registered, merely that the originating subscriber data may not exist for that subscriber).

d. The information flows make no consideration for interworking with other networks (e.g. PSTN via gateways) 

3
Message Flows

3.1
Proposed Registration process

This section is intended to define the  registration process based on the SIP REGISTER method, which allows subscription information to be stored in the SIP Proxy Server/softSSF. 

IETF RFC 2543  defines the term Registrar for registration purposes and it is the SIP registrar that accepts the REGISTER method.. With the SIP REGISTER method, it is assumed that registration with a location server takes place.

Unlike H.323, registration with a server is not mandatory. Only users that wish to receive incoming calls need to register with a SIP Proxy server and a location server. Callers placing calls are not required to register. 

It is proposed that the registration process is further aligned with the API architecture presently standardised in ETSI SPAN see web page UR:  http://docbox.etsi.org/tech-org/span/open/span3/index.html and that the mapping is also defined.

3.2
Originating Call with INAP CS 3 interaction

This section deals with the originating calls that require interaction with INAP CS 3.

The call flows are shown in Figure 7 and are further explained below:

{1}
The Calling User Agent Client initiates a SIP request by issuing an INVITE method to the SIP Proxy server.

{2}
The SDF/LDAP functionality in the softSSF is checked to determine if the calling party has previously registered. If no registration found, then step {3} is followed. If the softSSF determines that the calling user has a valid registration then step {4} is followed.

{3} 
The softSSF establishes a dialogue with the SDF or LDAP of the subscriber’s network. The exact procedures of how this is performed requires further study.

{4}
The originating subscriber data is analyzed and if the necessary triggering criteria are met, the SCF is invoked via an InitialDP message.

{5}
The SIP Proxy server will route the call based on the instructions received by the service logic in the SCF. The remainder of the information flows will vary according to the service logic and are not shown.
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Figure 7: Originating Call with INAP interaction

3.3
Terminating Call with INAP CS 3 interaction

This section deals with the INAP interaction for terminated calls. An INAP service is triggered if the triggering criteria held in the called subscriber’s data matches the characteristics of the incoming call. The information flows are shown in Figure 8 and further explained below:

{1}
The terminating SIP Proxy server receives an INVITE method. 

{2}
The Terminating subscriber data is analysed and the triggering criteria are check against the particulars of the incoming call. A terminal must register with a server to be able to accept incoming call and has been assumed that since this registration has taken place; the Termainating Subscriber data is available at the server. 

{3}
If the necessary triggering criteria are met, the SCF is invoked and an INAP dialogue established between the softSSF and the SCF.

{4}
Instructions are received from the SCF on how the call is to be routed.

{5}
The SIP Proxy server will route the call based on the instructions received by the service logic in the SCF.  As the rest of the information flows will vary according to the service logic, the remained of the information flows are not shown.
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Figure 8: Terminating Call with INAP interaction

4
State Models

4.1
Mapping SIP message to INAP Basic Call State Models 

This section deals with how the Originating Basic Call State Model (O-BCSM) Points in Call (PICs) and Detection Points (DPs) or ‘triggers’ are mapped to the appropriate SIP messages. Although a mapping is possible, there is not always the same analogy between the circuit switched environment that the BCSM were designed for and the packet  environment, and as a result a direct mapping is not always possible. The state models for the INAP O-BCSM and the T-BCSM are based on the INAP CS 3.

4.2
Mapping to Originating BCSM for Originating calls

The mapping between the SIP methods and responses for O-BCSM relating to Originating Calls are shown in Figure 9. Only the successful case is described. Further work is necessary to describe all other scenarios. The information flows are further described below:

{1}
INVITE method arrives at the proxy server, indicating that the subscriber has requested to set up a call. SIP Proxy server determines if Originating subscriber exists for this user. 

{2}
Analysis of the Originating subscriber data takes places and if necessary triggering criteria are met, SCF is invoked. SCF can be invoked at either DP Origination_Attempt or DP Origination Attempt_Authorised  or DP Collected_Information or  DP Analysed_Information.

{3}
Instructions received from the SCF on how the call is to be routed, together with which EDPs are armed. State Send_Call entered. INVITE method forwarded to destination.

{4}
A response ‘180 Ringing’ indicates that the destination has been alerted in session invitation. State O_Aleting is entered, DP O_Term_Seized may be reported to the SCF and an ‘180 Ringing’ is sent to the originating party.

{5}
A response ‘200 OK’ indicates that the destination has accepted in session invitation, indicating that a session has been established. State O_Active is entered, DP O_Active may be reported to the SCF and an ACK is sent to the originating party.

(6)
Either party may release the call with a BYE method. On receipt of the BYE, transition to the PIC O_Null&Authorise_Oriigination_Attempt_Collect takes place and the DP O_Disconnect may be reported to the SCF.
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Figure 9: Message flows and corresponding INAP O-BCSM for successful call establishment

4.3
Terminating BCSM for MT Calls

The mapping between the SIP methods and responses for T-BCSM and Terminating Call is shown in Figure 10. The information flows further described below :

{1}
INVITE method arrives at the destination SIP Proxy server. Server/softSSF determines if a Termianting Subscriber data exists for the called user

{2}
Termianting subscriber data is analysed and if necessary triggering criteria are met, SCF is invoked. SCF can be invoked either at DP Termiantion_Attempt or DP Termiantion_Attempt_Authorized. Transition to state Select_Facility occurs and DP Facility_Selected_and_Available may be reported. The INVITE may either be sent during the Select_Facility PIC or the Present_Call PIC. 

{3}
Call alerts the terminating parting. DP Call_accepted  may be reported to the SCF, the state T_Alerting is entered. 

{4}
Call answered by the terminating party. DP T_Answer may be reported to the SCF, state T_Active entered.

{5}
Either party may terminate the call by sending a BYE and transition to PIC T_Null takes place and the DP T_Disconnect may be reported.
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Figure 10: Message flows and corresponding PICS in the INAP T-BCSM for
successful call delivery
4.4
Unsuccessful MT Call Delivery

This subsection explores the mapping and the reporting of the DPs that may be encountered when the call is not successfully established. The information flows are shown in Figure 11 and further explained below:

{1}
INVITE method arrives at the destination SIP proxy server. Server/softSSF determines is a Terminating subscriber data exists for the called user.

{2}
Terminating subscriber data is analysed and if necessary triggering criteria are met, SCF is invoked. Transition to state Present_Call PIC  and an INVITE is sent to the terminating subscriber.

{3}
The destination does not accept the incoming call – reason response may be any value in 4xx response range. The mapping of client error codes (4xx) to the possible Detection Points in PIC Terminating_Call_Handling is performed.  For example, DP T_Busy can be mapped onto ’ 486 Busy’ .  The mapping of the various DP’s such as  T_Abandon , T_No_Answer ect. onto the error codes must be further specified in the interworking specification. 
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Figure 11: Message flows and corresponding PICs in the INAP T-BCSM for unsuccessful call establishment.

5 Conclusion

The following extensions and remarks must be considered:

a). The assumptions made in this document are valid in the context of the present status of discussions of the Core INAP CS3 in ETSI SPAN 3.  Presently due to other priorities the Core INAP CS3 Release 2 only considers a limited support for IP telephony. However, the target date for approval of Q.124x and Core INAP CS3 Release 2 are not identical. Therefore there is no reason to assume that the same limitations should be endorsed by ITU due to time frame differences.

b) Further contributions will be made in order to update  the list of SIP messages with the latest approved extension of SIP/SDP messages: e.g. the INFO message which can be mapped to the Mid Call DPs.

c) It should be noted that the functional architecture in  Figure 5 represents a possible software implementation of the an IN-capable SIP Proxy, rather than representing a functional architecture. Implementing a "CCF mapping" onto an existing SIP Call Control layer is a particular realisation which can be used when IN has to be introduced in an existing SIP Proxy.  However, one could also think of a SIP Proxy whose call control software is re-written from scratch and structured according to the BCSM model. The same remark is also valid for traditional SSPs, where  a  BCSM state machine can either be implemented on top of an existing call control software,  or alternatively the call control software can be  re-structured so that it matches the BCSM model. The same reasoning applies also for the H.323 Gatekeeper.

d) The present document only  discusses the mapping between SIP messages and the BCSM. It is also intended to address the mapping between CSCV states and SIP/SDP procedures.
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