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1
Plenary Meeting Discussion

1.1
Introduction

The SPAN  meeting of ETSI SPAN3 took place during the period 10  to 14 April 2000 in Sophia Antipolis, France, at the kind invitation of ETSI.  The meeting was chaired by Mr. Frans Haerens, Alcatel Bell and was attended by 30 delegates from 15 ETSI member organisations from 9 countries. The chairman thanked ETSI for their kind invitation for hosting the meeting and for the splendid facilities provided for the meeting.

The agenda and meeting schedule, as agreed by the meeting, is given in Annex A.

1.2.
Organisation

1.2.1 Activities and Structure of SPAN 3

1.2.1.1
Activities of SPAN3 Competence centre for IN and API

· IN protocol design and interfaces (Core INAP);

· API for Third Party Service protocol design and interfaces;

· INAP Interworking protocols jointly with SPAN 1, SPAN 5, H.323 (SG16) and IETF;

· API for Third Party Service protocol mapping jointly with H.323 (SG16), 3GPP and IETF;

· Transaction Capabilities;

· Generic operations for INAP mobility (e.g. CAMEL, etc.);

· INAP test specifications;

· Interaction aspects of INAP and applications using IP.

Technical Subcommittee SPAN3 has currently the following structure:

Vice Chairman: Mr Bruno Chatras from France Telecom

1.2.2
Core INAP CS3

It was agreed to base ETSI Core INAP CS3 on the ITU CS3 output and to adopt the Q.1238 structure. It was also decided that only one Capability Set should be specified. This Core INAP CS3 shall also comprise the CAMEL phase 1, 2, and 3 (release 1999); ensuring a unique IN Network infrastructure for fixed network and mobile applications suitable for implementation in Europe. This shall contain the CAMEL Application Part (CAP) for specification for Phase 3 to support GSM . The CUSF and SCF-SCF interfaces are identical to the Core INAP CS2 standards and are therefore endorsed.

The first release of the Protocol interface specification was completed at the SPAN 3 meeting of April 2000 with the following main topics:

Multiple Point of Control,
Enhanced CPH capabilities;
Enhanced Charging;
Number Portability, 
 CAMEL Phase 3 Release 1999.

The second release will contain the following main topics:

IN Support for H.323 and SIP/SDP IP architectures
SPAR requirements.


The meeting considered the following approaches and concluded that the PE approach shall be followed for the first release while the OAP or PE approach may be considered for subsequent releases.

The schedule for the CS3 editions depending on the PE or OAP approach is given in the table below as an example .

Date
The "two PE" approach
The "two OAP" approach

April 2000
Draft approved by SPAN3

May 2000
Draft approved by SPAN

May 2000
Start of 1st PE
Start of OAP


October 2000
End of 1st PE
End of OAP


November 2000
Start 1st PE comment resolution
Publication 1st edition
Start drafting 2nd edition

December 2000
End 1st PE comment resolution

Draft approved by SPAN3 (and SPAN)

January 2001
Start 2nd PE

Start OAP

April 2001
End 2nd PE

End OAP

May 2001
Start 2nd PE comment resolution

Publish 2nd edition

June 2001
End 2nd PE comment resolution



July 2001
Start Vote



September 2001
End Vote



October 2001
Publication 1st edition



It was agreed that a range of numbers would be allocated to the Core INAP CS3, number one for protocol interface specifications, number 2 for  the Protocol Implementation Conformance Statement (PICS) pro-forma Specification, number 3 for the Test Suite Structure (TSS) and Test Purpose (TP)  Specifications, number four for  the Abstract Test Suite (ATS) and Partial Protocol Implementation eXtra Information for Testing (PIXIT) pro-forma Specifications. This will allow that various parts can be allocated to the numbers.

1.3 Review of the SPAN3 Work Program Sheets

The SPAN3 Work Program Sheets were reviewed by the working groups and approved.

This figure gives an overview of the Core INAP work items currently considered in SPAN 3
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Figure 1: Overview of Core INAP work items currently considered in SPAN 3

1.3.1
Generation of Signalling and Switching protocols related to Network Intelligence for Capability Set 3 as a set of European standards (ENs).

· To produce the Protocol Interface Specification as Part 1 of the European Standard (EN) for the Core INAP CS-3 in order to cover the protocol procedures for Core INAP CS-2 and CAMEL phase 1, 2, and 3; ensuring an unique IN Network infrastructure for fixed network and mobile applications suitable for implementation in Europe. This shall contain the CAMEL Application Part (CAP) for specification for Phase 3 to support GSM. This Protocol Specification shall be backward compatible with Core INAP CS-2 and CAMEL Phase 1 and 2 standards. The standardisation of this Core INAP CS3 shall be the minimum true superset of the protocol requirements of the CAMEL Phase 3 Stage 1 Specification (GSM 02.78) developed by 3GGP/SMG and ETSI Core INAP CS-2, 

· This version shall  also support:

· Multiple Point of Control.

-
Number portability defined for ETSI Phase1

-
IN/Internet interworking for service drivers defined in Rec.Q.1231 for the support of PINT, SPIRITS

· IN support for voice over IP based on the H.323 architecture and associated protocols in conjunction with the Thyphon project.

· The validated SDL model must be part of the normative text and shall define the behaviour of the various operations applicable for the defined IN CS3 functional interface.

· To produce the Protocol Implementation Conformance Statement (PICS) pro-forma Specification as Part 2 of the European Standard (EN) for the Core INAP CS-3 in compliance with ISO/IEC 9646-1 and –2

· To produce the Test Suite Structure (TSS) and Test Purpose (TP)  Specifications as Part 3 of the European Standard (EN) for the Core INAP CS-3 
· To produce the Abstract Test Suite (ATS) and Partial Protocol Implementation eXtra Information for Testing (PIXIT) pro-forma Specifications as Part 3 of the European Standard (EN) for the Core INAP CS-3.

1.3.2
Generation of Signalling and Switching protocols related to Network Intelligence for Capability Set 4 as a set of European standards (ENs). 

This topic contains the following work-items:

· To produce the Protocol Interface Specification as Part 1 of the European Standard (EN) for the Core INAP CS-4. This Core INAP CS 4 shall be fully compatible with the existing European Standards for Core INAP CS1 & CS2 & CS3.  This version must support:

· UMTS

· Virtual Home environment and global roaming support related to Network Intelligence

-
IN/Internet interworking for service drivers defined in Rec.Q.1241 and identified by TIPHON

-
The validated SDL model is part of the normative text defining the behaviour of the various operations applicable for the defined IN CS4 functional interface

· To produce the Protocol Implementation Conformance Statement (PICS) pro-forma Specification as Part 2 of the European Standard (EN) for the Core INAP CS-4 in compliance with ISO/IEC 9646-1 and –2

· To produce the Test Suite Structure (TSS) and Test Purpose (TP)  Specifications as Part 3 of the European Standard (EN) for the Core INAP CS-4 
· To produce the Abstract Test Suite (ATS) and Partial Protocol Implementation eXtra Information for Testing (PIXIT) pro-forma Specifications as Part 4 of the European Standard (EN) for the Core INAP CS-4 

1.3.3
 Work Item on CS-2 PICS for an SCF

The scope of this work item is to produce a PICS proforma specification for the physical entity SCP for ETSI Core INAP CS-2 covering the following interfaces:

· SCF-SSF

· SCF-SRF

· SCF-CUSF

It should be documented as an extension to EN 301 140-2.

The following organisations are supporting the work item: Ericsson, Alcatel, Siemens, Nortel with Ericsson (Mikael Larsson) as editor. 

This work item was approved and it was agreed based on this work item to integrate the material into Part 2 of EN 301 140-2. This work item is proposed for approval by SPAN during the 31 January to 4 February  2000 SPAN 3 Interim meeting.

1.3.4
APIs for Third Party Service Application Interface

This work item contains the following scope and topics:

This European Norm (EN) defines an Interface Description Language (IDL) specification for a set of APIs from the SCF/Gateway function to 3rd Party Service Application Interface utilising Object oriented techniques, namely UML.  It is based upon a set of Interface Class descriptions in UML provided by NA6.  The specification aims to provide a suitable generic solution to the ETSI Service Provider Access requirements (SPAR).  

The specification will be provided in two parts.  Part 1 providing the Generic IDL and the Part 2 providing a mapping between existing INAP operations and IDL to ensure, for example, that existing IN service Call Control capabilities are catered for on the 3rd party service application interface.  As the specification evolves there will be a need to ensure that any new service capabilities provided on the 3rd party service application interface are reflected over the IN interfaces.  

The target dates for approval of part 1 and part 2 are scheduled for the SPAN 3 October Meeting.

1.3.5
Service Provider Access Requirements

· This protocol interface extensions to support a Service Provider Access Interface Phase 1 and 2 will be included in the second release of the Core INAP CS3 as additions  and will provide an IN solution to the ETSI Service Provider Access Requirements (SPAR).  Related to this Work Item is another Work Item titled “SCF to 3rd Party Service Application Interface - Interface Description Language (IDL) specification - Mapping of IDL to INAP”, which aims to provide an alternative interface to support a Service Provider Access.
· To produce the Protocol Implementation Conformance Statement (PICS) pro-forma Specification as Part 2 of the European Standard (EN) for the application of Core INAP CS3, to support a Service Provider Access Interface in compliance with ISO/IEC 9646-1 and –2

· To produce the Test Suite Structure (TSS) and Test Purpose (TP) Specifications as Part 3 of the European Standard (EN) for the application of Core INAP CS3, to support a Service Provider Access Interface.

· To produce the Abstract Test Suite (ATS) and Partial Protocol Implementation eXtra Information for Testing (PIXIT) pro-forma Specifications as Part 4 of the European Standard (EN) for the application of Core INAP CS3, to support a Service Provider Access Interface.

1.3.6 Miscellaneous Work Item (MI) on the IN support for the H.323 and SIP/SDP architectures and associated interworking protocols.

This miscellaneous work item contains the following scope and topics:

To specify the IN support for the H.323 and SIP/SDP architectures and associated interworking protocols.

The main subjects of this interaction standard are the following:

· Description of specific IP call/connection control function for Core IN CS3 calls.

· Impacts on the IP basic call and the IP supplementary services for  Core IN CS3 calls

· Enhancements of the IP protocol due to Core IN CS3 specific requirements.

1.3.7 Proposal Miscellaneous Work Item (MI) on the IN support for the BICC 

This miscellaneous work item contains the following scope and topics:

To specify the IN support for BICC architecture and associated interworking protocols

The main subjects of this interaction standard are the following:

· Description of specific BICC control function for Core IN CS3 calls.

· Impacts on the BICC services for  Core IN CS3 calls

· Enhancements of the BICC protocol due to Core IN CS3 specific requirements.

1.3.8 Miscellaneous Work Item (MI) on the Number Portablity.

This miscellaneous work item contains the following scope and topics:

· To specify the  interworking between INAP CS3 and ISUP in respect to support of Number Portability phase 1

The aim is to capture the interworking related material that are subject for being incorporated into the appropriate standardisation deliverables related to ETSI Core INAP CS-3.

A close cooperation between SPAN3 and  SPAN1 will ensure a correct IN / N-ISDN interworking including support for Number Portability.

1.3.9
Miscellaneous Work Item (MI) on the INAP CS3 and DSS1/ISUP interworking. 

This miscellaneous work item contains the following scope and topics :

· To specify the  interworking between INAP and DSS1/ISUP related to Call Party Handling 

· To specify the interworking between INAP and DSS1/ISUP related to GAT and OCCRUI

The aim is to capture the interworking related material that are subject for being incorporated into the appropriate standardisation deliverables related to ETSI Core INAP CS-3.

A close cooperation between SPAN3 and  SPAN1 will ensure a correct IN / N-ISDN interworking.

1.4.
Future Meetings

The future meetings of SPAN3 are scheduled as follows:

Date
Scope of Meeting
Hosting Organisation

8 to 12 May 2000
Joint SPAN3/TSG CN 5 #2 for three days related OSA meeting, exact dates will be indicated in the invitation.


Hosted by Ericsson in Stockholm

May 17 –18
API SPAN3 with the mandate to prepare the inputs to the ITU-T SG 11 meeting.
Hosted by Alcatel Bell in Antwerp

May 19 2000
Simulation and validation meeting on Core INAP CS3.
Hosted by Alcatel Bell in Antwerp

May 24 and 25 2000
Joint SPAN3/TSG CN 2 related CAMEL Phase 3 matters will be discussed on 24 and 25 May 2000 

Siemens, Rothenburg

June 13-14, 2000
N5#3 Joint SPAN3/TSG CN 5 #3  OSA meeting
Hosted by Lucent in Nederland

26 to 30  June 2000
4th  SPAN 3 Meeting: Summer 2000
Hosted by ETSI

5 July 2000
Core INAP CS3 Conformance test Workshop


16 to 20 October 2000
5th  SPAN 3 Meeting: Fall 2000
Hosted by Telekom Austria in Vienna






Joint SPAN3/TSG CN WG2 related CAMEL Phase 3 and 4 matters will be discussed on 18 and 19 July 2000 

Budapest, Nokia


Joint SPAN3/TSG CN WG2 related CAMEL Phase 4 matters will be discussed on 29 and 30 August  2000.

Seattle ,  T1P1


Joint SPAN3/TSG CN WG2 related CAMEL Phase 3 matters will be discussed on 14 and 15 November 2000
Paris, Alcatel


Spring, Summer and Fall 2001 meeting 
It is requested that Italy, Portugal, Turkey, Germany or Spain try to host the next meetings





2 Summary of the Technical Discussions

2.1 API Meeting Report

2.1.1
Introduction

The purpose of this meeting was to consider the latest development in work items 0_3070 Part 1presently consisting of Five parts:

· Service interface description

· Framework interface description

· Data definitions

· Class Diagrams

· Sequence Diagrams

And Part two, having one part, being the Mapping of INAP to the API.

2.1.2
Status of the present work

2.1.2.1
Changes since last meeting

· Since the last meeting of Span 3 there have been a number of meetings with the 3GPP group OSA (now renamed as CN5).  This has resulted in a number of additions to the API.  It is necessary to capture these differences so that the CN5 OSA interface is a sub-set of the API defined in 0_3070 part 1.  This document then acts as an overall specification between the two groups, enabling  the ITU-T to reference this document in their IN-CS4 set of Recommendations thereby ensuring compatibility with ETSI and 3GPP, which is seen as an important prerequisite. As the API document is heavily influenced by the developments of not only 3GPP but also the open API group known as Parlay, an updated version of the API has been captured within this ETSI standard.

· Enhancements have been made to some of the services and a consequent restructuring of the Class relationships particularly Connectivity Management (Parlay 2.1).

· The stability of the API being developed within Parlay is still in a state of flux, which may mean further additions being contributed by the editor to the next meeting of  SPAN3.

· Since the last meeting we have added a further part to the API specification, this being the Sequence diagrams.  This part was initially contributed to SPAN 6, however the joint OSA/SPAN 3 group felt that these service examples enhanced understanding of the API and should be part of one document owned by one group.

2.1.2.2.
  JAIN/PARLAY initiative

Another industry group known as JAIN have been developing JAVA API solutions.  In the process they have created an alliance with Parlay, with the aim of creating a JAVA API which is able to integrate seamlessly, particularly in the area of Call Control.  The process of doing this means that they are suggesting changes back to Parlay to ease the process of integration.  This should also mean further enhancements to our API definition.

2.1.2.3.
API service example (slide presentation)

The editor gave a short slide presentation giving an example of the use the API in a WEB Enabled Call Centre.

2.1.3.
Agreements of Technical Discussions

2.1.3.1.
Detailed analysis of each part of the API specification including identified changes

The editor gave a presentation for each part of the work item on APIs.  During the presentation a number of points were raised against all parts.  The following gives a brief resume of those comments.

· The group agreed that a draft version of the API document should be available for presentation to the June meeting of ITU-T SG11 Q5.

· It was felt that a requirements document should be available to SPAN 3 laying down the background reasoning for the API.  The meeting agreed that the Sequence diagrams, recently received from SPAN 6 were insufficient for a stages 1 and 2 description of the API.  The editor will take the Requirements document produced by Parlay for their Release 2.0 API and massage the text appropriately.  If this is agreed at the next meeting then this material shall be liaised to SPAN 6 asking them to include this in their work item 0_60504.  If that work item is too far advanced to include this material, then another work item should be created to capture it.  The requirements document, when prepared by the editor, should be sent to the ETSI server ASAP, so that sufficient time is available for review before the next meeting.  The group also felt that the requirements document should be presented in some form to SG11, whether to Q5 or the new Q1 on API requirements is yet to be agreed upon.

· State Transition diagrams need enhancing.  Although most of these in the draft ES are from the OSA group, it was felt that more enhancements need to be made.  The meeting also felt that this task should be undertaken by the SPAN3/OSA group only.  This will ensure that no inconsistencies arise.

· The meeting agreed that the ES completion date should be postponed to the October plenary of SPAN 3, to enable a more complete specification to be produced.

· The User interaction part of the document needs enhancing

· We should not necessarily try to ensure a complete mapping between the INCS 3 specification as the API is meant to be network implementation independent.

· Any misalignment between the OSA specification should be highlighted in some manner in the document.  The editor will undertake this task.

2.1.3.2.
 Service Interface document

· The Call control part of the draft ES contains that released as Parlay version 2.0.  The group were told of the enhancements that were being updated by Parlay and it was agreed that as soon as these were available they should be placed on the server for study before the next meeting in May.

· The OSA stage 2 document has one line explanations for the Error parameters included in the document.  This text should be added where appropriate.

· Is Connectivity management needed?  This should be considered at the next ITU-T meeting.  If the companies who suggested this inclusion in Parlay are happy for the text to be placed in an informative Annex, then this should be undertaken.

2.1.3.3.
Class diagrams

· Remove all reference to Parlay in the figures.

· 'Get more dialled digits' should be removed from the INAP 1 interface and placed in the Call Control Class.  This may be achieved when updating the document with the latest Call Control enhancements from Parlay.  INAP 1 interface should be deleted.

· Delete the CAP interface and placed the charging methods within Call Control.  This aligns with OSA.

· 'Extended User Location' method should be checked to see if it is really needed.

2.1.3.4.
 Data definitions

· At the last meeting of OSA changes were proposed (but not necessarily finally agreed) to Addressing, particularly 'String parameters'.  The next meeting of OSA should come to some sort of decision on this matter.    These changes may also need including in the draft ES.

2.1.3.5.
 Sequence diagrams 

· This part of the ES is new and was presented for the first time at this meeting.  It was agreed to add the sequence diagram on 'Prepaid' from the OSA stage two specification.

· Any further examples should be contributed.

2.1.3.6.
 Framework Interfaces

· The Framework interface (3) should be reviewed.  It was felt that this interface is required, however we were not sure if all of the methods associated with Authentication were really necessary.   The group felt that the minimum should be Registration and authorisation.  This point should be discussed in Parlay.

2.1.3.7.
Mapping document

· This mapping document should be an informative part of the ES.

· The mapping text from the OSA stage three documents should also be incorporated in some manner.  As default, a new section could be created inserting this material.  Another process would be to amalgamate all of the text, first comparing differences and coming to some conclusion on the best fit, in preference using the OSA material, where appropriate.  However this type of change would mean considerable effort and should only be undertaken if another editor for this part can be found.

2.1.4
 Next meetings of SPAN 3

The next interim meeting of SPAN 3 is targeted to be the 17th and 18th of May.   At this meeting we should consider the following:

· The new Requirements document (provided by the editor)

· The Framework document

· Call Control enhancements

· State Transition diagrams.

At the following interim meeting June 26 - 30, at least two days and may be three, should be set aside to consider the same points as above, including comparison with the final OSA stage two and three specification's. 

2.2 Core INAP CS3 discussions

2.2.1
Introduction

The meeting approved the protocol interface of the Core INAP CS3  for the Common, SSF to SCF interface and SRF interface at this meeting.  

 The meeting considered  also  the integration of the CAMEL Phase 3 (Release 99) ASN1 for the Core INAP CS3 and agreed to propose the following changes to be considered at the next Joint SPAN 3 TSG CN WG2 CAMEL meeting. The intent is to line up entirely with ITU-T were possible and to define the CAMEL CAP functionality also for fixed and mobile networks for those functions where convergence is possible.

2.2.2
Summary of Technical Discussions

2.2.2.1 Operations

2.2.2.1.1
CallGapArg CR and ITU-T Contribution

The following proposal will be contributed as a change request to 3GPP and a contribution to ITU-T.

SCFAddress  [50] ISDN-AddressingString: the value of adding this parameter is questioned by SPAN 3, it became apparent that it was a GapCriteria, why can it not be included into this parameter. The CallGapArg is given below with a proposed change to the CallGap operation.

CallGapArg {B1 : b1, B2 : b2, B3 : b3} ::= SEQUENCE {


gapCriteria




[0] GapCriteria {b2},


gapIndicators



[1] GapIndicators,


controlType




[2] ControlType
OPTIONAL,


gapTreatment



[3] GapTreatment {b1, b2, b3} 
OPTIONAL,


extensions




[4] Extensions {b1} 


OPTIONAL,


...


}

-- OPTIONAL denotes network operator optional. If gapTreatment is not present, the SSF will use 

-- a default treatment depending on network operator implementation.

The Proposed Change to Call Gap operation is as follows:

In the Call Gap operation, remove 

sCFAddress



[50] ISDN-AddressString OPTIONAL,

Redefine GapCriteria as follows:

GapCriteria {PARAMETERS-BOUND : bound}::= CHOICE {


basicGapCriteria

BasicCapCriteria {b2}


compoundCapCriteria

CompoundGapCriteria {b2}







}

CompoundCriteria {PARAMETERS-BOUND : bound}
::= SEQUENCE {



basicGapCriteria 

 [0] BasicGapCriteria {b2},



scfID



 [1] ScfID {b2} OPTIONAL









}

BasicGapCriteria {PARAMETERS-BOUND : bound}  ::= CHOICE {


calledAddressValue


[0] Digits {b2},


gapOnService



[2] GapOnService,


gapAllInTraffic



[3] NULL,


calledAddressAndService

[29] SEQUENCE {



calledAddressValue


[0] Digits {b2},



serviceKey




[1] ServiceKey,



...



},


callingAddressAndService
[30] SEQUENCE {



callingAddressValue


[0] Digits {b2},



serviceKey




[1] ServiceKey,



locationNumber



[2] LocationNumber {b2}


OPTIONAL,


...



}


}

Include for the 3GPP change request the ScfID parameter description as follows:

ScfID

The means of identification of an SCF. The scfID is used in the context of a hand-off/assist procedure and only if the scfID is not embedded in the 'destinationRoutingAddress'. It may also be used alone (e.g. for mobile applications) to perform a “hand-off” from an initiating SSF (e.g.. in a visiting mobile domain) to a requesting SSF (e.g. in home mobile domain). The scfID is used to provide the INAP address of the SCF to establish a connection between the requesting SSF and the specified SCF. The scfID is to convey the necessary SCF address information (e.g. Global Title) in the network to the requesting SSF. See Q.713 “calling party address” parameter. The network operator has to decide about the actual mapping of this parameter on the used signalling system.
This parametermay also indicate the address of the SCF, which initiated the call gapping. 
When ScfID is used in an operation, which may cross an internetwork boundary, its encoding must be understood in both networks; this requires bilateral agreement on the encoding.


Include the additions required in the CallGap operation description with regard to priority and address restriction

Add CallGAP SSF Procedure 11.6.3.1, priority rules:

Active GapCriteria with assigned scfID will have higher priority than the others. In case an entry with scfID matching the current call exist all other criteria without scfID are not evaluated.

The matching entries with scfID are evaluated in accordance with the priority rules for the basic criteria listed above.

Parameter description

GapCriteria

This parameter identifies the criteria for a call to be subject to service request gapping. It comprises the following alternatives:
  - basicGapCriteria
or
  - compoundGapCriteria
     This parameter comprises the folllowing subparameters
         - basicGapCriteria ,
         - scfID ,
           This subparameter is restricted to include a fixed GT address string.
           Note: In the case where the GT addresses more than one SCP (e.g. a mated pair) then
          if one of these physical SCPs enters overload conditions and issues CallGap, then it is
           applied to all of them.
           For a definition of this sub-parameter, refer to the ‘ScfID’ sub-clause


2.2.2.1.2
ConnectArg 

Proposed Changes to Na-Info

In the Connect argument

Replace


na-Info
[57] NA-Info
OPTIONAL,

With


na-OliInfo
[57] NaOliInfo
OPTIONAL,

And include the following elements (defined in ITU Q.1238)



carrier






[11] Carrier{b2}






OPTIONAL,



chargeNumber




[19] ChargeNumber {b2}
 



OPTIONAL,

The following proposals are made:


tags [50] and [51] are proposed to be deleted because locationNumber is included by Core INAP CS2 for CAMEL but was deleted by CAMEL via a change request and ITU-T has the BearerCapability defined as tag 24.

na-Info is a sequence of Carrier,  chargeNumber  and naOliInfo: carrier [11]  and chargenumber [19] are already defined  in ITU-T and should be used while naOliInfo is specific and should be tagged in the [50] series as [57].


Include the definition of ChargeNumber from CS3 for 3GPP Change Request indicating that in Core INAP CS3 the charge number is only valid for CAMEL applications, and Include definition of Carrier from CS3 for 3GPP Change Request.

ASN.1

Carrier {B2 : b2} ::= OCTET STRING (SIZE (b2.&minCarrierLength..




        b2.&maxCarrierLength))

-- Contains the carrier selection field (first octet) followed by either  Carrier ID information 
-- (option 1 (e.g. North America (na)) ) , or the Transit
-- Network selection information (option 2 (e.g. Europa)), depending on the network
-- in which the switch is located..


-- In both cases, the Carrier selection is one octet and is encoded as:

-- 00000000

No indication

-- 00000001

Selected carrier identification code (CIC) pre subscribed and not 
--



input by calling party

-- 00000010

Selected carrier identification code (CIC) pre subscribed and input by calling party   

-- 00000011

Selected carrier identification code (CIC) pre subscribed, no indication of 
--



whether input by calling party (undetermined)

-- 00000100 
Selected carrier identification code (CIC) not pre subscribed and input by 
--



calling party 

-- 00000101

-- 
to


Spare

-- 11111110

-- 11111111

Reserved

-- Refer to ITU-T Recommendation Q.763 for encoding of Transit Network Selection.


-- Refer to ANSI ISUP T.113 for encoding of na carrier ID information 

ChargeNumber  {B2 : b2} ::= LocationNumber {b2}

-- This parameter is only used for CAMEL. It uniquely identifies the chargeable number 
-- of a call sent into a North American

-- long distance carrier. It transports the ChargeNumber Parameter Field

-- as defined in ANSI ISUP T1.113. This provides 1 octet for the nature of address indicator field, -- plus 1 octet for a numbering plan field, plus up to 5 octets for the address signal 
-- (up to 10 -- digits). It is used in the context of CAMEL.

--
The Charge Number in ANSI T1.113 normally contains a 10 digit national number within the North

--
American Numbering Plan (NANP); longer (e.g. international) charge numbers are not supported in

--
T1.113-

-- Information indicating the chargeable number for the call and consisting of  the 
-- odd/even indicator, nature of address indicator, numbering plan indicator,
-- and address signals.
-- Uses the LocationNumber format for encoding which is based on the Q.763 Location Number format

Parameter description:
Carrier

This parameter indicates carrier information. It consists of the carrier selection field followed by either the Carrier ID information or Transit Network Selection information to be used by SSF for routing a call to a carrier.  

It comprises the following embedded field:

· carrierSelectionField
This field indicates how the selected carrier is provided (e.g. pre-subscribed). 

It also comprises the following alternative embedded fields:

· carrierID
This alternative indicates the carrier to use for the call. It contains the digits of the carrier identification code.  Refer to ITU-T Recommendation Q.1290 for the actual definition of carrier identification code.

 or

· TransitNetworkSelection
This alternative indicates the carrier to use for the call. It contains the Transit Network Selection information, which indicates the transit network(s), requested to be used in the call. Refer to ITU-T Recommendation Q.762 for the actual definition of this field.

Note: Which alternative should be used is dependent on the network. It is a hard-coded decision based on the region (e.g. option 1 in North America (na) and option 2 in Europe) in which the switch is located.


For CAMEL the na CarrierInformation is applied: the carrier selection field is equivalent to the na CICSelectionType and the second field carrierID is equivalent to the na carrierID. The na CarrierInformation is included at the discretion of the gsmSSF operator.
ChargeNumber

This parameter contains the number that identifies the entity to be charged for the call.
It identifies the chargeable number for the usage of a carrier (applicable on a call sent into a North American long distance carrier). For a definition of this parameter as used by CAMEL refer to ANSI ISUP T1.113.


cug-Interlock [31] , cug-OutgoingAccess [32] can be generalised while nonCug-Call can be included into the serviceInteractionsIndicatorTwo, contribution shall be sent to ITU-T to standardise tags 31 and 32. Include also the serviceInteractionIndicatorTwo ASN1. Also the definitions for CUG referring to ISUP and DSS1 should be included.

The present ConnectArg in  Core INAP CS3 is as follows:

ConnectArg {B1 : b1, B2 : b2} ::= SEQUENCE {


destinationRoutingAddress 


[0] DestinationRoutingAddress { b2},


alertingPattern                     [1] AlertingPattern





OPTIONAL,


correlationID
                    [2] CorrelationID { b2}




OPTIONAL,


cutAndPaste
                        [3] CutAndPaste






OPTIONAL,


iSDNAccessRelatedInformation 

[5] ISDNAccessRelatedInformation {b2}
OPTIONAL,


OriginalCalledPartyID 



[6] OriginalCalledPartyID { b2}


OPTIONAL,


routeList






[7] RouteList { b2}





OPTIONAL,


scfID







[8] ScfID { b2}






OPTIONAL,


extensions






[10] Extensions {b1} 




OPTIONAL,


carrier







[11] Carrier {b2}





OPTIONAL,


serviceInteractionIndicators

[26] ServiceInteractionIndicators { b2}
OPTIONAL,


callingPartyNumber




[27] CallingPartyNumber { b2}


OPTIONAL,


callingPartysCategory



[28] CallingPartysCategory



OPTIONAL,


redirectingPartyID




[29] RedirectingPartyID { b2}


OPTIONAL,


redirectionInformation



[30] RedirectionInformation 


OPTIONAL,


displayInformation




[12] DisplayInformation { b2}


OPTIONAL,


forwardCallIndicators



[13] ForwardCallIndicators



OPTIONAL,


genericNumbers





[14] GenericNumbers { b2}



OPTIONAL,


serviceInteractionIndicatorsTwo

[15] ServiceInteractionIndicatorsTwo
OPTIONAL,


iNServiceCompatibilityResponse

[16] INServiceCompatibilityResponse

OPTIONAL,


forwardGVNS






[17] ForwardGVNS { b2}




OPTIONAL,


backwardGVNS





[18] BackwardGVNS { b2}




OPTIONAL,


chargeNumber





[19] ChargeNumber { b2}
 



OPTIONAL,


callSegmentID





[20] CallSegmentID {b2}
 



OPTIONAL,


legToBeCreated





[21] LegID







OPTIONAL,


sDSSinformation





[22] SDSSinformation { b2}
   


OPTIONAL,


calledDirectoryNumber



[23] CalledDirectoryNumber { b2} 

OPTIONAL,


bearerCapability




[24] BearerCapability {b2} 



OPTIONAL,


cug-Interlock





[31] CUG-Interlock





OPTIONAL,


cug-OutgoingAccess




[32] NULL







OPTIONAL,


suppressionOfAnnouncement


[55] SuppressionOfAnnouncement


OPTIONAL,


oCSIApplicable





[56] OCSIApplicable





OPTIONAL,


naOliInfo





[57] NAOliInfo






OPTIONAL,
--
na-OliInfo is included at the discretion of the SCF operator.

-- OPTIONAL parameters are only provided if modifications desired to basic
-- call processing values 
-- TAG 4, 9, 50 and 51 are reserved and shall not be used. 

A contribution must be made to ITU-T to propose the CUG ASN1 for ConnectArg  and the associated  parameter description:

Cug-Index

This parameter is used to select a CUG for an outgoing call at the user, or to indicate an incoming CUG call to the user.

Cug-Interlock

This parameter uniquely identifies a CUG within a network.

Cug-OutgoingAccess

This parameter indicates if the calling user has subscribed to the outgoing access inter-CUG accessibility subscription option.

ServiceInteractionIndicatorsTwo ::= 
SEQUENCE {

-- ServiceInteractionIndicatorsTwo contains Indicators which are exchanged between SSP and SCP 
-- to resolve interactions between IN based services  and network based services, 
-- respectively between different IN based services.


forwardServiceInteractionInd
[0] ForwardServiceInteractionInd
OPTIONAL,

-- applicable to operations IDP, CON, ICA, CWA, SF


backwardServiceInteractionInd

[1] BackwardServiceInteractionInd
OPTIONAL,

--applicable to operations IDP, CON, CTR, ETC, CWA,SF


bothwayThroughConnectionInd


[2] BothwayThroughConnectionInd

OPTIONAL,

-- applicable to operations CTR, ETC.


suspendTimer





[3] SuspendTimer
OPTIONAL,

-- applicable to operations CON, ICA CWA,SF


connectedNumberTreatmentInd


[4] ConnectedNumberTreatmentInd
OPTIONAL,

--applicable to operations CON, CTR, ETC, CWA,SF.


suppressCallDiversionNotification 
[5] BOOLEAN 

OPTIONAL,

-- applicable to CON, ICA, CWA,SF


suppressCallTransferNotification
[6] BOOLEAN 

OPTIONAL,

-- applicable to CON, ICA, CWA, SF


allowCdINNoPresentationInd


[7] BOOLEAN


OPTIONAL,

-- applicable to CON, ICA CWA,SF

-- indicates whether the Address Presentation restricted indicator of the ISUP

-- "called IN number" shall be set to presentation allowed (TRUE) 
--  or presentation restricted (FALSE). Refer to Rec. Q.1601.


userDialogueDurationInd



[8] BOOLEAN
DEFAULT TRUE,

-- applicable to operations CTR, ETC.

-- applicable when interaction with the user is required during call set-up
-- The interaction TRUE means the user interaction may last longer than 90 seconds.
-- Otherwise the indicator should be set to FALSE. Used  for delaying ISUP T9 timer.


overrideLineRestrictions


[9] BOOLEAN
 DEFAULT FALSE,

-- only applicable to operations  (e.g. Connect) which lead to a transition to a PIC before
--  the AuthorizeCallSetup PIC.

-- When set to TRUE, this parameter indicates that some facility restrictions
-- should not be checked when the authority to place a call is verified in the
-- Authorize_Call_Setup PIC.
-- Which restrictions are actually overwriden is network specific.


suppressVPNAPP 





[10] BOOLEAN DEFAULT FALSE,

· applicable to CWA, CON, ICA,SF.
-- indicates whether to allow or stop (suppress) the forward transmission of the 
-- VPN PSS1 capability.
-- When set to TRUE, the  exchange, on receipt of this parameter, will not transmit for this call
-- any ISUP Application transport parameter with Application Context Identifier set to 
-- « PSS1 ASE (VPN) »
-- This indicator  is populated by the SCF, where the SCF and SSF in conjunction have provided the 
-- outgoing gateway PINX functionality as required by PSS1.


calledINNumberOverriding



[11] BOOLEAN
OPTIONAL,

-- applicable to CON,SF and CWA

-- indicates whether the generation/override of  the ISUP

-- "called IN number"  is allowed (TRUE)   or  not allowed (FALSE)

-- If set to FALSE, the ISUP shall not generate a "called IN number"or override 

-- an already existing "called IN number".
-- if absent, the default will be “generation/overriding allowed” (TRUE).

-- tag 12 IS RESERVED

nonCUGCall






[13] BOOLEAN
DEFAULT FALSE

-- applicable to CON and CWA

-- indicates whether no parameters for CUG shall be used for the call (i.e. the call shall be
-- a non-CUG call)(TRUE) . 
-- If set to TRUE, then neither CUG Interlock Code nor Outgoing 
-- Access Indicator shall be present; if any of these parameters are present 
-- then an error is returned.

-- If set to FALSE or not present, it indicates one of two things:
--
a) continue with modified CUG information (when one or more of either CUG Interlock Code 
--     and Outgoing Access Indicator are present), or
--  b) continue with original CUG information (when neither CUG Interlock Code nor Outgoing 
--      Access Indicator are present).


}

2.2.2.1.3.
ContinueWithArgument

The following proposals are made:


[50] to [58] have been assigned as general parameters from [9] to [16] and will be contributed to ITU-T


callingPartysCategory from tag [53] has been allocated to tag [12],


genericNumbers has now the tag [16]


suppressionOfAnnouncement should be added  as tag [55] in IN CS3 ( normally it should go into the serviceInteractionIndicatorsTwo which has to be defined in line with the Connect operation).


cug-Interlock [17] , cug-OutgoingAccess [18] can be generalised while nonCug-Call can be included into the serviceInteractionsIndicatorTwo, contribution shall be sent to ITU-T to standardise tags 17 and 18 and the service indicators.


For the na-Info parameter it was questioned whether the Carrier is required, it seems not to be very safe to change it with this operation, advice is required from CAMEL. As required by the Charleston meeting we have also to include Carrier as tag 52 ChargeNumber is allocated as tag [50] while naOliInfo is specific and should be tagged in the [50] series as [tbd].


LocationNumber seems not to be required for CAMEL and we propose to delete it in CS3.


ERRORS parameterOutOfRange will be included into CS3.

The present CS3 encoding is as follows:

ContinueWithArgumentArg {B1 : b1, B2 : b2} ::= SEQUENCE {


legorCSID
CHOICE{


legID





[0] LegID,



csID





[9] CallSegmentID {b2}}   DEFAULT {legID sendingSideID:leg1},


alertingPattern




[1] AlertingPattern






OPTIONAL,


genericName





[2] GenericName { b2}





OPTIONAL,


iNServiceCompatibilityResponse
[3] INServiceCompatibilityResponse


OPTIONAL,


forwardGVNS                     [4] ForwardGVNS { b2}





OPTIONAL,


backwardGVNS                    [5] BackwardGVNS { b2}





OPTIONAL,


extensions





[6]  Extensions {b1} 





OPTIONAL,


serviceInteractionIndicatorsTwo [7] ServiceInteractionIndicatorsTwo    

OPTIONAL,


sDSSinformation




[8] SDSSinformation { b2} 
   


 
OPTIONAL,


iSDNAccessRelatedInformation
[19] ISDNAccessRelatedInformation{b2}

OPTIONAL,


originalCalledPartyID


[10] OriginalCalledPartyID {b2}



OPTIONAL,


callingPartyNumber



[11] CallingPartyNumber {b2}



OPTIONAL,


callingPartysCategory


[12] CallingPartysCategory




OPTIONAL,


redirectingPartyID



[13] RedirectingPartyID {b2}



OPTIONAL,


redirectionInformation


[14] RedirectionInformation




OPTIONAL,


forwardCallIndicators


[15] ForwardCallIndicators




OPTIONAL,


genericNumbers




[16] GenericNumbers {b2}




OPTIONAL,


cug-Interlock




[17] CUG-Interlock






OPTIONAL,


cug-OutgoingAccess



[18] NULL








OPTIONAL,


chargeNumber




[50] ChargeNumber { b2}





OPTIONAL,


carrier






[52] Carrier { b2}






OPTIONAL,


suppressionOfAnnouncement
    [55] SuppressionOfAnnouncement



OPTIONAL,
 naOliInfo


        [56] NAOliInfo







OPTIONAL,

...


}

-- OPTIONAL parameters are only provided if modifications desired to basic call processing values

-- Tag value 51 is reserved.
The locationNumber (tag 51) is an ETSI CS2 parameter. If this parameter is not used for CAMEL Phase 3, it is proposed to remove it. Agreement is needed in 3GPP/SPAN3.This removal is not backward compatible with ETSI Core INAP CS2. It should also be noted that the CWA operation is not used in CAMEL ph2, if removed the Tag value 51 may then be indicated as reserved. 

In the template of the operation the following sentence is added:

The inclusion of carrier and chargeNumber parameters is only allowed for CAMEL . 
2.2.2.1.1
EstablishTemporaryConnection

The following remarks are made:

The na-Info parameter is a sequence of Carrier,  chargeNumber  and naOliInfo: carrier [5] is already defined  in ITU-T, it is requested whether chargenumber and naOLiInfo is really required in CAMEL otherwise chargeNumber should be added as tag [8] while naOliInfo is specific and should be tagged in the [50] series as [tba]. 

The proposed CS3 encoding is as follows: 

EstablishTemporaryConnectionArg {B1 : b1, B2 : b2} ::= SEQUENCE {


assistingSSPIPRoutingAddress
[0] AssistingSSPIPRoutingAddress { b2},


correlationID




[1] CorrelationID { b2}




OPTIONAL,


partyToConnect
CHOICE {






legID



[2] LegID,






callSegmentID

[7] CallSegmentID { b2}










}









OPTIONAL,


scfID






[3] ScfID { b2}






OPTIONAL,


extensions





[4] Extensions {b1} 




OPTIONAL,


carrier






[5] Carrier {b2}





OPTIONAL,


serviceInteractionIndicators
[30] ServiceInteractionIndicators { b2}
OPTIONAL,


serviceInteractionIndicatorsTwo
[6] ServiceInteractionIndicatorsTwo

OPTIONAL,


naOliInfo





[50] NAOliInfo






OPTIONAL,

chargeNumber




[51] ChargeNumber {b2}




OPTIONAL,


...


}

-- OPTIONAL parameters are only provided if modifications desired to basic call processing values
2.2.2.1.5
InitialDP

The following remarks are made:


globalCallReference has been moved to tag [44] in CS3.


callReferenceNumber will be included in CS3  as tag [54].


naCarrierInformation as tag [0] of the extension should be relocated to the generic tag [37].


cug-Index [45] cug-Interlock [46] , cug-OutgoingAccess [47] can be generalised and contribution shall be sent to ITU-T to standardize tags 45, 46 and 47.

The proposed CS3 encoding is as follows:

InitialDPArg {B1 : b1, B2 : b2} ::= SEQUENCE {


serviceKey






[0] ServiceKey,

calledPartyNumber




[2] CalledPartyNumber { b2}



OPTIONAL,


callingPartyNumber




[3] CallingPartyNumber { b2}


OPTIONAL,


callingPartyBusinessGroupID


[4] CallingPartyBusinessGroupID


OPTIONAL,


callingPartysCategory



[5] CallingPartysCategory



OPTIONAL,


cGEncountered





[7] CGEncountered





OPTIONAL,


iPSSPCapabilities




[8] IPSSPCapabilities { b2}



OPTIONAL,


iPAvailable






[9] IPAvailable { b2}




OPTIONAL,


locationNumber





[10] LocationNumber { b2}



OPTIONAL,


originalCalledPartyID



[12] OriginalCalledPartyID {b2}


OPTIONAL,


terminalType





[14] TerminalType





OPTIONAL,


extensions






[15] Extensions {b1} 
              
OPTIONAL,


highLayerCompatibility



[23] HighLayerCompatibility



OPTIONAL,


serviceInteractionIndicators

[24] ServiceInteractionIndicators { b2} OPTIONAL,


additionalCallingPartyNumber

[25] AdditionalCallingPartyNumber { b2}
OPTIONAL,


forwardCallIndicators



[26] ForwardCallIndicators



OPTIONAL,


bearerCapability




[27] BearerCapability { b2}



OPTIONAL,


eventTypeBCSM





[28] EventTypeBCSM





OPTIONAL,


redirectingPartyID




[29] RedirectingPartyID { b2}


OPTIONAL,


redirectionInformation



[30] RedirectionInformation



OPTIONAL,


cause







[17] Cause { b2}





OPTIONAL,


iSDNAccessRelatedInformation

[21] ISDNAccessRelatedInformation { b2}
OPTIONAL,


iNServiceCompatibilityIndication
[22] INServiceCompatibilityIndication { b2}





















OPTIONAL,


genericNumbers





[31] GenericNumbers { b2}



OPTIONAL,


serviceInteractionIndicatorsTwo

[32] ServiceInteractionIndicatorsTwo
OPTIONAL,


forwardGVNS






[33] ForwardGVNS { b2}




OPTIONAL,


createdCallSegmentAssociation

[34] CSAID { b2}





OPTIONAL,


uSIServiceIndicator




[35] USIServiceIndicator { b2}


OPTIONAL,


uSIInformation





[36] USIInformation { b2}



OPTIONAL,

carrier







[37] Carrier {b2}





OPTIONAL,


cCSS







[38] CCSS







OPTIONAL,


vPNIndicator





[39] VPNIndicator   




OPTIONAL,


cNInfo







[40] CNInfo { b2} 





OPTIONAL,


callReference





[41] CallReference{ b2}




OPTIONAL,


routeingNumber





[42] RouteingNumber { b2}



OPTIONAL,


callingGeodeticLocation



[43] CallingGeodeticLocation { b2}

OPTIONAL,


globalCallReference




[44] GlobalCallReference {b2}


OPTIONAL,


cug-Index






[45] CUG-Index






OPTIONAL,


cug-Interlock





[46] CUG-Interlock





OPTIONAL,


cug-OutgoingAccess




[47] NULL







OPTIONAL,

iMSI







[50] IMSI







OPTIONAL,


subscriberState





[51] SubscriberState




OPTIONAL,


locationInformation




[52] LocationInformation



OPTIONAL,


ext-basicServiceCode



[53] Ext-BasicServiceCode



OPTIONAL,


callReferenceNumber




[54] CallReferenceNumber



OPTIONAL,


mscAddress






[55] ISDN-AddressString




OPTIONAL,


calledPartyBCDNumber



[56] CalledPartyBCDNumber



OPTIONAL,


timeAndTimezone





[57] TimeAndTimezone {b2}



OPTIONAL,


gsm-ForwardingPending



[58] NULL







OPTIONAL,


initialDPArgExtension



[59] InitialDPArgExtension



OPTIONAL,


...


}

-- for mscAddress for encoding see 3G TS 29.002 

-- OPTIONAL for iPSSPCapabilities, iPAvailable, cGEncountered, and 
--  miscCallInfo denotes network 

-- operator specific use.

-- OPTIONAL for terminalType indicates that this parameter applies only at originating 
-- or terminating 
-- local exchanges if the SSF has this information.

-- Tag values 1, 6, 11, 13, 16, 18, 19, 20 are reserved and shall not be used 

 [Tagging needs to be agreed with ITU-T.]


...


}

InitialDPArgExtension



::= SEQUENCE {


gmscAddress






[0] ISDN-AddressString




OPTIONAL,


...
}

-- OPTIONAL for iPSSPCapabilities, iPAvailable, cGEncountered, and miscCallInfo denotes network 

-- operator specific use.

-- OPTIONAL for terminalType indicates that this parameter applies only at originating or terminating 
-- local exchanges if the SSF has this information.

· Data types

The following data types are imported in CS3:


IMSI,


ISDN-AddressString,


Ext-BasicServiceCode,

FROM MAP-CommonDataTypes {ccitt(0) identified-organization(4) etsi(0) mobileDomain(0) gsm-Network(1) modules(3)

map-CommonDataTypes(18) version6(6)}


CUG-Index,


CUG-Interlock,


LocationInformation,


SubscriberState

FROM MAP-MS-DataTypes {ccitt(0) identified-organization(4) etsi(0) mobileDomain(0) gsm-Network(1) modules(3) map-MS-DataTypes(11) version6(6)}


CallReferenceNumber,


SuppressionOfAnnouncement

FROM MAP-CH-DataTypes {ccitt(0) identified-organization(4) etsi(0) mobileDomain(0) gsm-Network(1) modules(3) map-CH-DataTypes(13) version6(6)}

The cug-Index, cug-Interlock, data types will be defined in CS3 as in CAMEL while cug-OutgoingAccess will be  NULL.

DateAndTime is differently encoded based on the octet length (if 6 then as for fixed networks and in if 7 then as in CAMEL)

In OanswerSpecificInfo 

· the destinationAddress type must be OPTIONAL  and the exact definition of this parameter must be given ( in this case the connected number make only sense and not the forwarded-to number (is it then a significant number or a routing number? ).we give this a 50 tag. 

· the or-call and forwardedCall conditions must be better defined so that they can be defined in a generic way. Definitions to be included into this report. For Core INAP CS3. We give a 51 and 52 tag.

In tBusySpecificInfo and tNoAnswerSpecificInfo was is the exact definition of the ‘callforwarded’ (is it applied to a switch based functionality?) and what is the exact difference with the ‘forwardedCall’ indication. Definitions are included.

In tAnswerSpecificInfo the same remarks for oAnswerSpecificInfo apply and additionally why is there no tag number for CalledPartyNumber. The asn1 CS3 coding should be included with tags 5x.

In the  ServiceInteractionIndicatorsTwo parameter the holdTreatmentIndicator, cwTreatmentIndicator and the ectTreatmentIndicator as well as nonCug-Call can also be used for fixed network, an exact definition should be given of the usage of these parameters with a contribution to ITU-T.  The proposed tag allocation is in the ServiceInteractionIndicatorsTwo parameter for the subparameters backwardServiceInteractionInd/ forwardServiceInteractionInd for holdTreatmentIndicator:[3]/[6], cwTreatmentIndicator: [4],  the ectTreatmentIndicator: [4]/[7]. The proposed tag allocation in the ServiceInteractionIndicatorsTwo for  nonCUGCall [13].  The Q.1602 has to define the interworking procedures for ServiceInteractionIndicatorsTwo.
 
EventSpecificInformationBCSM

This parameter indicates the call related information specific to the event. It comprises the following alternatives:

· collectedInfoSpecificInfo
This alternative specifies the collected information, it contains a number including all collected digits. 
It comprises the following fields:

· calledPartynumber


Or

This field contains all available collected digits in the called number, it may be an incomplete number

· analysedInfoSpecificInfo
This alternative contains the analysed information. It comprises the following fields:

· calledPartynumber
This field contains the analysed called number, it may be an incomplete number.

Or

· routeSelectFailureSpecificInfo

· failureCause
For a definition of this field, refer to the ‘FailureCause’ subsection. 

Or

· oCalledPartyBusySpecificInfo

· busyCause
For a definition of this field, refer to the ‘BusyCause’ subsection

Or

· oNoAnswerSpecificInfo

· oNoAnswerCause
For a definition of this field, refer to the ‘Cause’ subsection. 

Or

· oAnswerSpecificInfo

· backwardGVNS
For a definition of this field, refer to the ‘BackwardGVNS’ subsection

· destinationAddress
The destination address for the call.

· or-Call
The OR indicator if the call was subject to basic optimal routeing as specified in 3G TS 23.079;

· forwardedCall
The forwarding indicator if the Call Forwarding Supplementary Service was invoked.

Or

· oMidCallSpecificInfo

· connectTime
For a definition of this field, refer to the ‘ConnectTime’ subsection.

· oMidCallInfo
This field contains the digits representing IN service control code of the midcall event detected.

Or

· oDisconnectSpecificInfo

· releaseCause
For a definition of this field, refer to the ‘ReleaseCause’ subsection

· connectTime
For a definition of this field, refer to the ‘ConnectTime’ subsection.

Or

· tBusySpecificInfo

· busyCause
For a definition of this field, refer to the ‘BusyCause’ subsection.

· callForwarded 
If the T-busy event is triggered by call forwarding at the GMSC/VMSC, the eventSpecificInformationBCSM will contain the CallForwarded indication.

Or

· tNoAnswerSpecificInfo

·  tNoAnswerCause
For a definition of this field, refer to the ‘Cause’ subsection. 

· callForwarded 
If the no answer event is triggered by call forwarding at the GMSC/VMSC; the eventSpecificInformationBCSM will contain the CallForwarded indication.

Or

· tAnswerSpecificInfo

· destinationAddress
The destination address for the call.

· or-Call
The OR indicator if the call was subject to basic optimal routeing as specified in 3G TS 23.079.

· forwardedCall
The forwarding indicator if the Call Forwarding Supplementary Service was invoked.

Or




· tMidCallSpecificInfo

· connectTime
For a definition of this field, refer to the ‘ConnectTime’ subsection

· tMidCallInfo
This field contains the digits representing IN service control code of the midcall event detected.

Or

· tDisconnectSpecificInfo

· releaseCause
For a definition of this field, refer to the ‘ReleaseCause’ subsection.

· connectTime
For a definition of this field, refer to the ‘ConnectTime’ subsection.

Or

· oTermSeizedSpecificInfo
– no specific info defined  

Or


· oSuspend
– no specific info defined 

Or 

· tSuspend
– no specific info defined  

Or

· origAttemptAuthorized
– no specific info defined 

Or 

· oReAnswer
– no specific info defined 

Or 

· tReAnswer
– no specific info defined 

Or 

· facilitySelectedAndAvailable
– no specific info defined 

Or 

· callAccepted
– no specific info defined 

Or 

· oAbandon

· abandonCause
For a definition of this field, refer to the ‘Cause’ subsection.

Or


· tAbandon

· abandonCause
For a definition of this field, refer to the ‘Cause’ subsection.

Or

· authorizeRouteFailure

· authoriseRouteFailureCause
For a definition of this field, refer to the ‘Cause’ subsection.

Or


…

· terminationAttemptAuthorized
– no specific info defined

Or

· originationAttemptDenied

· originationDeniedCause
For a definition of this field, refer to the ‘Cause’ subsection

Or

· terminationAttemptDenied

· terminationDeniedCause
For a definition of this field, refer to the ‘Cause’ subsection

EventSpecificInformationBCSM {B2 : b2} ::= CHOICE {


collectedInfoSpecificInfo

[0] SEQUENCE {




calledPartynumber

[0] CalledPartyNumber {b2},




…




},


analysedInfoSpecificInfo

[1] SEQUENCE {




calledPartynumber

[0] CalledPartyNumber {b2},




…




},


routeSelectFailureSpecificInfo
[2] SEQUENCE {




failureCause



[0] Cause {b2} OPTIONAL,




…




},


oCalledPartyBusySpecificInfo
[3] SEQUENCE {




busyCause



[0] Cause {b2} OPTIONAL,




…




},


oNoAnswerSpecificInfo


[4] SEQUENCE {



oNoAnswerCause



[0] Cause {b2} OPTIONAL,







…




},


oAnswerSpecificInfo



[5] SEQUENCE {




backwardGVNS


[0] BackwardGVNS {b2} OPTIONAL,




destinationAddress

[50]
CalledPartyNumber OPTIONAL,
-- CAMEL support




or-Call




[51]
NULL




OPTIONAL,
-- CAMEL support




forwardedCall


[52] NULL




OPTIONAL,
-- CAMEL support


…




},

oMidCallSpecificInfo


[6] SEQUENCE {




connectTime




[0] Integer4 OPTIONAL,




oMidCallInfo



[1] MidCallInfo {b2} OPTIONAL,




…




},


oDisconnectSpecificInfo


[7] SEQUENCE {




releaseCause



[0] Cause {b2} OPTIONAL,




connectTime




[1] Integer4 OPTIONAL,




 …




},


tBusySpecificInfo



[8] SEQUENCE {




busyCause




[0] Cause {b2} OPTIONAL,




callForwarded


[50] NULL




OPTIONAL,
-- CAMEL suport




 …




},


tNoAnswerSpecificInfo


[9] SEQUENCE {




tNoAnswerCause



[0] Cause {b2} OPTIONAL,



callForwarded


[50] NULL




OPTIONAL,
-- CAMEL support




 …




},


tAnswerSpecificInfo



[10] SEQUENCE {




destinationAddress

[50]
CalledPartyNumber 

OPTIONAL,
-- CAMEL support




or-Call




[51]
NULL




OPTIONAL,

· CAMEL support




forwardedCall


[52]
NULL




OPTIONAL,

· CAMEL support




…




},


tMidCallSpecificInfo


[11] SEQUENCE {




connectTime




[0] Integer4 OPTIONAL,




tMidCallInfo



[1] MidCallInfo {b2} OPTIONAL,




 …




},


tDisconnectSpecificInfo


[12] SEQUENCE {




releaseCause



[0] Cause {b2} OPTIONAL,




connectTime




[1] Integer4 OPTIONAL,




 …




},


oTermSeizedSpecificInfo


[13] SEQUENCE {

· no specific info defined  




 …




},


oSuspend





[14] SEQUENCE {

· no specific info defined  




 …




},


tSuspend





[15] SEQUENCE {

· no specific info defined  




 …




},


origAttemptAuthorized


[16] SEQUENCE {

· no specific info defined  




 …




},


oReAnswer





[17] SEQUENCE {

· no specific info defined  




 …




},


tReAnswer





[18] SEQUENCE {

· no specific info defined  




 …




},


facilitySelectedAndAvailable
[19] SEQUENCE {

· no specific info defined  




 …




},


callAccepted




[20] SEQUENCE {

· no specific info defined  




 …




},


oAbandon





[21] SEQUENCE {




abandonCause



[0] Cause {b2} OPTIONAL,




…




},


tAbandon





[22] SEQUENCE {




abandonCause



[0] Cause {b2} OPTIONAL,




…




},


authorizeRouteFailure


[23] SEQUENCE {




authoriseRouteFailureCause
[0] Cause {b2} OPTIONAL,




…




},


terminationAttemptAuthorized
[24] SEQUENCE {

· no specific info defined




…




},


orininationAttemptDenied

[25] SEQUENCE {




originationDeniedCause

[0] Cause {b2} OPTIONAL,




…




},


terminationAttemptDenied

[26] SEQUENCE {




terminationDeniedCause

[0] Cause {b2} OPTIONAL,




 …




}


}

· Indicates the call related information specific to the event.

· The unit for the connectTime is 100 milliseconds

DateAndTime ::= OCTET STRING (SIZE(6..7))

· Indicates, amongst others, the start time and stop time for activate service filtering. 
– Coded as YYMMDDHHMMSS (option 1) or YYYYMMDDHHSS (option 2) with each digit coded BCD

· OPTION 1 (Size 6):

· The first octet contains YY and the remaining items are sequenced following

· For example, 1998 September 30th, 12:15:01 would be encoded as:

-- Bits 



HGFE
DCBA

-- leading octet

8

9

-- 





9

0

-- 





0

3

-- 





2

1

-- 





5

1

--





1

0
– The 2 digit value
--  representing a Year shall be interpreted as follows
– If the two-digits value is 00 through 49 inclusive, it shall be interpreted as representing
– year 2000  through 2049.
– If the two-digits value is 50 through 99 inclusive, it shall be interpreted as representng
– year 1950 through 1999.

· Option 2 (Size 7):

· Support for CAMEL.

· The year digit indicating millenium occupies bits

· 0-3 of the first octet, and the year digit indicating century occupies bits

· 4-7 of the first octet.

· The year digit indicating decade occupies bits 0-3 of the second octet,

· whilst the digit indicating the year within the decade occupies bits 4-7 of

· the second octet.

· The most significant month digit occupies bits 0-3 of the third octet,

· and the least  significant month digit occupies bits 4-7 of the third octet.

· The most significant day digit occupies bits 0-3 of the fourth octet,

· and the least significant day digit occupies bits 4-7 of the fourth octet. 

· The most significant hours digit occupies bits 0-3 of the fifth octet,

· and the least significant digit occupies bits 4-7 of the fifth octet. 

· The most significant minutes digit occupies bits 0-3 of the sixth octet,

· and the least significant digit occupies bits 4-7 of the sixth octet. 

· The most significant seconds digit occupies bits 0-3 of the seventh octet,

· and the least seconds significant digit occupies bits 4-7 of the seventh octet. 

· For the encoding of digits in an octet, refer to the timeAndtimezone parameter.

2.2.2.3.
Charging 

Proposal to align the two proposals for charging during the Joint SPAN3/TSG CN WG2 meeting of 22 to 26 May 2000 in Germany. The objective is to strive to have identical functionality and to decide jointly when the coding can be fully aligned if all organisations agree to this proposal.

In  FCI appendFreeFormatData is deleted in Core  INAP CS3 , it is proposed that the existing parameters are used as in CoreINAP CS3.

2.2.2.4
Initiate Call Attempt ontribution to ITU-T 

A Contribution for the next June 2000 ITU-T SG11 Q.22 will be drafted concerning the following issues:

1) To include parameters with tags in continueWithArgument operation from the 50 series to general tags and templates. See also  section 2.1.3 of this report.

2) NetworkIdentity [44] in InitialDP contribution. See also section 2.1.5 of this report

3) InitiateCallAttempt parameters to be added as general parameters. ChargeNumber will not be added.

InitiateCallAttemptArg {B1 : b1, B2 : b2} ::= SEQUENCE {


destinationRoutingAddress

[0] DestinationRoutingAddress { b2},


alertingPattern




[1] AlertingPattern






OPTIONAL,


iSDNAccessRelatedInformation
[2] ISDNAccessRelatedInformation {b2}

OPTIONAL,


extensions





[4]  Extensions {b1} 





OPTIONAL,


serviceInteractionIndicators
[29] ServiceInteractionIndicators { b2}

OPTIONAL,


callingPartyNumber



[30] CallingPartyNumber { b2}



OPTIONAL,


legToBeCreated




[5] LegID 
DEFAULT 
 sendingSideID:leg1,


newCallSegment




[6] CallSegmentID { b2} DEFAULT initialCallSegment,


iNServiceCompatibilityResponse
[7] INServiceCompatibilityResponse


OPTIONAL,


serviceInteractionIndicatorsTwo
[8] ServiceInteractionIndicatorsTwo


OPTIONAL,


carrier






[9] Carrier {b2}






OPTIONAL,


correlationID




[10] CorrelationID { b2}




OPTIONAL,


scfID






[11] ScfID { b2}






OPTIONAL,


callReference




[12] CallReference { b2} 




OPTIONAL,


calledDirectoryNumber


[13] CalledDirectoryNumber { b2} 


OPTIONAL,


originalCalledPartyID


[14] OriginalCalledPartyID {b2}



OPTIONAL,


callingPartysCategory


[15] CallingPartysCategory




OPTIONAL,


redirectingPartyID



[16] RedirectingPartyID {b2}



OPTIONAL,


redirectionInformation


[17] RedirectionInformation




OPTIONAL,


displayInformation



[18] DisplayInformation {b2}



OPTIONAL,


forwardCallIndicators


[19] ForwardCallIndicators




OPTIONAL,


genericNumbers




[20] GenericNumbers {b2}




OPTIONAL,


forwardGVNS





[21] ForwardGVNS {b2}





OPTIONAL,


bearerCapability



[22] BearerCapability { b2}




OPTIONAL,


globalCallReference



[23] GlobalCallReference { b2}



OPTIONAL,

cug-Interlock




[24] CUG-Interlock






OPTIONAL,


cug-OutgoingAccess



[25] NULL








OPTIONAL,

...


}

-- Tag values 3, 50, 51, 52 are reserved and shall not be used

-- OPTIONAL parameters are only provided if modifications desired to basic call processing values
Global Call Reference should also be included in the ITU-T  contribution:

2.2.2.4
Backward and Forward Service Interaction Indicators: both as Change request to CAMEL and contribution to ITU-T.

BackwardServiceInteractionInd ::= SEQUENCE {


conferenceTreatmentIndicator

[1] OCTET STRING (SIZE(1))
OPTIONAL,

-- acceptConferenceRequest



‘xxxx xx01’B


-- rejectConferenceRequest



‘xxxx xx10’B


-- network default is accept conference request,


callCompletionTreatmentIndicator
[2] OCTET STRING (SIZE(1))
OPTIONAL


-- acceptCallCompletionServiceRequest
‘xxxx xx01’B,


-- rejectCallCompletionServiceRequest
‘xxxx xx10’B


-- network default is accept call completion service request 


holdTreatmentIndicator



[3] OCTET STRING (SIZE(1))
OPTIONAL,


-- acceptHoldRequest
'xxxx xx01'B


-- rejectHoldRequest
'xxxx xx10'B


-- network default is accept hold request

ectTreatmentIndicator



[4]
OCTET STRING (SIZE(1))
OPTIONAL,


-- acceptEctRequest
'xxxx xx01'B


-- rejectEctRequest
'xxxx xx10'B


-- network default is accept ect request


...


}

ForwardServiceInteractionInd ::= SEQUENCE {


conferenceTreatmentIndicator

[1] OCTET STRING (SIZE(1))
OPTIONAL,

-- acceptConferenceRequest



‘xxxx xx01’B


-- rejectConferenceRequest



‘xxxx xx10’B


-- network default is accept conference request.



callDiversionTreatmentIndicator

[2] OCTET STRING (SIZE(1))
OPTIONAL,

-- callDiversionAllowed




‘xxxx xx01’B


-- callDiversionNotAllowed



‘xxxx xx10’B


-- network default is Call Diversion allowed.



callOfferingTreatmentIndicator

[3] OCTET STRING (SIZE(1))
OPTIONAL ,


-- callOfferingNotAllowed



‘xxxx xx01’B,


-- callOfferingAllowed




‘xxxx xx10’B


-- callOfferingNoINImpact



‘xxxx x100’B

-- indicates if call offering is "allowed", "not allowed" or "no impact by IN".


-- network default is Call Offering not allowed.


callingPartyRestrictionIndicator
[4] OCTET STRING (SIZE(1))
OPTIONAL ,


-- noINImpact






‘xxxx xx01’B,


-- presentationRestricted



‘xxxx xx10’B


-- network default is noINImpact



callWaitingTreatmentIndicator

[5] OCTET STRING (SIZE(1))
OPTIONAL,


-- callWaitingAllowed





‘xxxx xx01’B,


-- callWaitingNotAllowed




‘xxxx xx10’B


-- network default is Call Waiting allowed



holdTreatmentIndicator



[6] OCTET STRING (SIZE(1))
OPTIONAL,


-- acceptHoldRequest
'xxxx xx01'B


-- rejectHoldRequest
'xxxx xx10'B


-- network default is accept hold request

ectTreatmentIndicator



[7]
OCTET STRING (SIZE(1))
OPTIONAL,


-- acceptEctRequest
'xxxx xx01'B


-- rejectEctRequest
'xxxx xx10'B


-- network default is accept ect request


...

}


--The forwardServiceInteractionInd parameter is applicable to IDP, CON, CWA and ICA operations.

· holdTreatmentIndicator ;
It is applicable to operations IDP, CON, CWA.
This field indicates if a network switch based call hold service request is to be accepted or rejected, The network default is accept Call Hold request.

· ectTreatmentIndicator ;
It is applicable to operations IDP, CON, CWA.
This field indicates whether the call leg can become part or not of an ECT call , i.e. if the ECT service request is to be accepted or rejected.  
The network default is accept ECT request.

· callWaitingTreatmentIndicator ;
This field indicates if a network switch based call waiting service request is to be allowed or not allowed, The network default is Call Waiting allowed.

2.2.2.6
 Global call reference: for ITU-T contribution.

GlobalCallReference {B2 : b2}::= OCTET STRING (SIZE(1..b2.&maxGlobalCallReferenceLength))

The coding of this parameter is defined as follows:


Global Call Reference


8
7
6
5
4
3
2
1

1
Network ID length indicator

1a


…
Network ID

1n


2
Call Reference length indicator

2a


…
Call Reference ID

2n


Figure YY/Global Call Reference

The following codes are used in the subfields of the network identity parameter field:

1)
Network ID


The following information is used in this subfield of the Global Call Reference parameter field using ASN.1 [??]


NetworkIdentification ::= OBJECT IDENTIFIER

-- Following structure of the networkIdentification value shall be used:

-- {itu-t (0)   administration (2)   national regulatory authority (x)   network (y)   node identification (z)}

-- The value for x is the value of the national regulatory authority, the value for y is under the control 

-- of the national regulatory authority concerned, the value for z is under the control of the network concerned.

-- The data Country code specified in ITU-T Recommendation X.121 [??] shall be used for “national regulatory 

-- authority”.

The Basic Encoding Rules (BER) according to X.690 [??] shall be used

2)
Call Reference


A binary number used for the call reference of the call. This is generated by the node for each call.

· GlobalCallReference

This parameter contains a unique global identity of the call. Its purpose is to assist the offline correlation of Charging Data Records (CDR) for the same call by using a common call reference which uniquely identifies the call.  This reference provided by the CCF could be copied into a SCP generated CDR for the call. 
It comprises the following sub-parameters: 

· networkID ;
This subparameter specifies the identity of the operator for an incoming call.
In the SSP that has the role of “Gateway” between operator networks this parameter does not have to be received by signalling. This type of  SSP can identify this operator identity by the incoming trunk.
It includes both the identification of the network and the identification of the node.

· callReferenceID
This subparameter contains a binary number used for the call reference of the call. This is generated by the node for each call. 

The  value is unique within one network and the time period before reuse of the value will be network dependent. When transit through a private network the uniqueness of the call reference identifier parameter is not maintained”. 

The callReference ID length indicator can be put to zero in the globalCallReference parameter,
so that the network ID can be used used without any callreference ID.

In the ISUP the Call Reference and the Global Call Reference parameters will never be 
passed simultanously.


InitialDP ch 11.26.2.1: Procedure templates SSF

In the case that the switch (CCF) generates the globalCallReference ID parameter with callReference ID length zero and a Call Reference parameter is received from ISUP, both parameters will be passed in INAP.

2.2.2.7 Reply to  Liaison on Global call Reference to SPAN1

The SPAN 3 meeting agreed to sent the following liaison the SPAN 3:

SPAN3 agreed to delete the inclusion of the Network Identity in Core INAP CS3 and has included  the following  ASN1 coding for the Global Call Reference parameter in alignment with the proposal of SPAN1:

 GlobalCallReference {B2 : b2}::= OCTET STRING (SIZE(1..b2.&maxGlobalCallReferenceLength))

The coding of this parameter is defined as proposed by SPAN1

We have also included into the core INAP CS3 the following definition for the GlobalCallReference:

This parameter contains a unique global identity of the call. Its purpose is to assist the offline correlation of Charging Data Records (CDR) for the same call by using a common call reference which uniquely identifies the call.  This reference provided by the CCF could be copied into a SCP generated CDR for the call. 
It comprises the following sub-parameters: 

· networkID ;
This subparameter specifies the identity of the operator for an incoming call.
In the SSP that has the role of “Gateway” between operator networks this parameter does not have to be received by signalling. This type of  SSP can identify this operator identity by the incoming trunk.
It includes both the identification of the network and the identification of the node.

· callReferenceID
This subparameter contains a binary number used for the call reference of the call. This is generated by the node for each call. 

The  value is unique within one network and the time period before reuse of the value will be network dependent. When transit through a private network the uniqueness of the call reference identifier parameter is not maintained”. 

The callReference ID length indicator can be put to zero in the globalCallReference parameter, so that the network ID can be used used without any callreference ID.

In the ISUP the Call Reference and the Global Call Reference parameters will never be passed simultaneously.

For the InitialDP operation procedure template  for SSF we have added the following sentence:

In the case that the switch (CCF) generates the globalCallReference ID parameter with callReference ID length zero and a Call Reference parameter is received from ISUP, both parameters will be passed in INAP.

2.3
 MI/SPAN-03073 : Number Portability – Interworking material between INAP and ISUP for Number Portability

Mr Mikael Larsson from Ericsson the Editor of * MI/SPAN-03073 : Number Portability – Interworking material between INAP and ISUP for Number Portability” presented the draft MI at the last Interim SPAN 3 meeting of January 2000.

This  material for the Miscellaneous Work Item (MI) MI/SPAN-03073 is intended for specifying the interworking between INAP CS-3 and ISUP in respect to provide support for Number portability phase 1.

The aim with this MI is to capture the interworking related material that are subject for being incorporated into the appropriate deliverables related to ETSI Core INAP CS-3. The calling  party received in the IAM containing the directory number is mapped into the callingPartyNumber of the InitialDP.

A close cooperation is required between SPAN3 and SPAN1 to ensure a correct IN / N-ISDN interworking in respect to Number Portability.
It was agreed to have a joint meeting with SPAN1/SPAN5 during the next SPAN 3 June meeting in order to review the included material and then decide in what deliverables the material should be incorporated.

2.4
ETSI IN CS-3 MI: IN/ISDN Interworking

The ETSI IN CS-3 MI: IN/ISDN Interworking draft prepared by Ericsson was presented at the last SPAN3 Interim meeting. It was agreed to have a joint meeting with SPAN1/SPAN5  during the next SPAN 3 June meeting in order to review the included material and then decide in what deliverables the material should be incorporated.
2.5
ETSI Core INAP CS-2 PICS for the SSP and the SCP

The draf EN titled “ETSI Core INAP CS-2 PICS for the SSP and the SCP” was prepared by the editor Mr  Mikael Larsson, from Ericsson. This draft contains the first version of REN/SPAN-03068 that consist of the PICS for:

the physical element SSP on the interface SSF/SRF-SCF and on the interface CUSF-SCF and;

the physical element SCP on the interfaces SSF-SCF, SRF-SCF and the CUSF-SCF.

This document is a merger of TD001r1 and TD009 from the ETSI SPAN3 meeting in Galway 1999. Changes from these base documents are marked up. SPAN 3 reviewed and approved the PICS draft. The draft is proposed for approval by SPAN.

2.6 Support of IP in ETSI Core INAP CS3

Based on the available baseline documents on the IN support for the H.323 and SIP architectures is was agreed that Mr Frans Haerens would provide a first input for the next SPAN 3 June meeting.

This input should take into account the following decisions:

The IN infrastructure shall be independent of the IP telephony signalling protocol (SIP, H323,…).

Taking into account of the following options for the IP support of the Core INAP CS3 namely:

· No explicit support for IP. 
· Minimal support for accessing IN from H.323 Gatekeepers/SIP Proxy Server for implementing services that do not require explicit handling of the call configuration (i.e. no support for CPH in case of VoIP, but support of free-phone, prepaid,… ),

· Full support for accessing IN from H.323 Gatekeepers for implementing services that require explicit handling of the call configuration.

· Full support for accessing IN from a SIP Proxy for implementing services that do not require explicit handling of the call configuration (i.e. no support for CPH in case of VoIP, but support of free-phone, prepaid,… )

· Full support for accessing IN from a SIP Proxy  for implementing services that require explicit handling of the call configuration.

· Full support for accessing IN from Call Servers, based on the H.248 architecture for all types of services.

· One or more of the above options may be selected, depending on the target date for the approval of Core INAP CS3.

The meeting decided for the option to have support for accessing IN from H.323 Gatekeepers and the SIP Proxy servers for implementing services as listed below that do  require the handling of the call configuration using the SSF Soft switch (CCF mapping).

 It was agreed that the Core INAP CS3 should be finalised in October 2000.

The meeting discussed for inclusion in the Core INAP CS3 the following minimum capabilities:

Translation of alias addresses to IP transport addresses to be performed by gatekeeper itself.  The gatekeeper will also map the specific H.323 parameters to the INAP parameters. Mapping analysis is therefore requested and specific information must be identified. The meeting decided also that the information should not be sent in a container e.g.  Mapping of the cause values will be done as specified in the H.225 Rec towards the Q.850 causes values.

The following services are candidates for inclusion in CS3:

· redirection services, 

· charging ,. the ETSI charging operations  needs to be restricted for H.323 and the exact definition of the control of the CDR’s must be standardised.

· number translation services including the storage of related information (time of day) for e.g.  number  portability and 800 based services.

Triggering criteria can only be based on e.g. E.164 addresses and therefore the limitation on the alias Address has to be indicated.

2.7 Service Provider Access Requirements

E-mail discussion is requested on the assessment column of the related SPAN3 Core INAP CS3 and API tables included and information provided at the meeting as given below:

2.7.1
Core protocol development

Nature of section in standard project template not understood.

2.7.2
IN protocol development

The IN architecture may feature in the NCR environment. No enhancements are required to IN in the CR environment.

For the support of the NCR requirements, there are three possible ways of providing the SPA in an IN environment. 

Mechanism 1:
the SSF to SCF interface is a closed interface. The network operator provides an open interface within the SCF for access by service providers. This interface could develop as a result of existing work within SPAN3 on the use of an API and its mapping to SCF functionality. This option is dependent on the completion of additional requirements contained in DEG/SPAN-060504 [4].
Mechanism 2:
the SSF to SCF interface is user as an open interface, and the service provider provides an SCF that interworks with the network operators SSF. This option has its requirements fully specified within EG 201 722 [1].

Mechanism 3:
the SCF to SCF interface is user as an open interface, and the service provider provides an SCF that interworks with the network operators SCF. This option has its requirements fully specified within EG 201 722 [1].

It is possible that different network infrastructures (e.g. fixed and mobile) may adopt different mechanisms depending on the state of development of the different protocols.

The list of requirements in table 11 explicitly addresses the API using capabilities in line with Parlay Release 2.0 and also including the OSA specific parts as reviewed at the joint OSA/SPAN 3 meetings when used as a service provider access interface. 

Table 11: Requirements assessment – API at SCF

No.
Ref.
Requirement
Assessment

1
[1] 5.2.1

[11] 5.2.2
Reception of the calling line identity – Application of the CLIR supplementary service
See [4] 6.2.1. Adequate support.

also See [4] 6.3.3. Adequate support.

2
[1] 5.2.2
Presentation of the complete CLI information to the PTN
See [4] 6.2.2. Adequate support.

3
[1] 5.2.3
Addition of a calling line identity 
See [4] 6.2.3. Adequate support.

4
[1] 5.2.4
Provision of CLI information to an SP-initiated call
See [4] 6.2.4. Adequate support.

5
[1] 5.2.5

[11] 5.2.1
Relaying of the malicious call identification data of a received call
See [4] 6.2.5. Adequate support.

Editor’s note: Should this be listed as not applicable, as this requirements is listed as void for NCR in [1]. [4] merely describes a means of complementing the information that the network already has.

6
[2] 5.1.1
Network Location Determination 
Assessment not included in this version of the document.

7
[2] 5.1.2
Geographic Location Determination 
Assessment not included in this version of the document.

8
[2] 5.2.1
Determination of the terminal and line capabilities of the SP’s service user
Assessment not included in this version of the document.

9
[2] 5.2.2
Determination of the terminal and line capabilities of the SP’s served user
Assessment not included in this version of the document.

10
[1] 5.3.1
Return speech path connection from the terminating PTN to the calling party
See [4] 6.3.1. Adequate support.

11
[1] 5.3.2
Routeing of an originating or incoming call from the PTN to the SP
Not applicable.

NOTE:
[4] 6.3.2 provides additional information.

12
[1] 5.3.3
Indication of an originating or incoming call from the PTN to the SP
See [4] 6.3.3. Adequate support.

13
[1] 5.3.4
Routeing of a terminating call from the PTN to the SP
Not applicable.

14
[1] 5.3.5
Indication of a terminating call from the PTN to the SP
See [4] 6.3.5. Adequate support.

15
[1] 5.3.6
Reception of a notification of the cause of an unsuccessful call
See [4] 6.3.6. Adequate support.

16
[1] 5.3.7
Provision of information for the destination and routeing of a call
See [4] 6.3.7. Adequate support.

17
[1] 5.3.8
Call drop-back
Not applicable.

18
[1] 5.3.9
User interaction without service charging of the end user
Not applicable.

19
[1] 5.3.10

[11] 5.3.1
Reception of the originally dialled digits
See [4] 6.3.10. Adequate support.

20
[1] 5.3.11
Disconnection of a call in progress
See [4] 6.3.11. Adequate support.

21
[1] 5.3.12
Connection of a call to an interactive voice response unit in the PTN
See [4] 6.3.12. Adequate support.

22
[1] 5.3.13
Alternate routeing of calls or the indications of calls to another ´point of presence´ of the SP
See [4] 6.3.13. Adequate support.

22bis
[11] 5.3.2
Alternate routeing of a call or the indication of a call to another ‘point of presence’ of the SP


23
[2] 5.4.1 
Indication of a disconnected call
Assessment not included in this version of the document.

24
[2] 5.4.2 
Supervision of a dropped-back call
Assessment not included in this version of the document.

25
[2] 5.4.3
Join operation of individual legs of a call
Assessment not included in this version of the document.

25bis
[2] 5.4.4
Split operation of individual legs of a call
Assessment not included in this version of the document.

26
[1] 5.4.1
Interrogation of a network termination point for data delivery
See [4] 6.4.1. Adequate support.

27
[1] 5.4.2
Overriding of the ‘incoming call barring’ supplementary service
See [4] 6.4.2. Adequate support.

28
[1] 5.4.3
Bypassing of the ‘call diversion’ supplementary service
See [4] 6.4.3. Adequate support.

29
[1] 5.4.4
Message waiting indication
See [4] 6.4.4. Adequate support.

29bis
[11] 5.5.1
Application contents screening


30
[2] 5.2.3
Modification of the terminal and line capabilities of the SP’s service user
Assessment not included in this version of the document.

31
[2] 5.2.4
Modification of the terminal and line capabilities of the SP’s served user
Assessment not included in this version of the document.

32
[2] 5.2.5
Modification of the user services identity module of the SP’s service user
Assessment not included in this version of the document.

34
[2] 5.3.1
Alteration of SP’s Service Subscriber´s profile
Assessment not included in this version of the document.

35bis
[2] 5.4.5
Delivery of information to the SP’s served user prior to alerting
Assessment not included in this version of the document.

36
[1] 5.5.1
Changes in the charging rate of a call
See [4] 6.5.1. Adequate support.

36bis
[11] 5.5.2
Charging mechanisms between SP and PTNO


37
[2] 5.6.1
Provision of call charging information in real time
Assessment not included in this version of the document.

38
[1] 5.6.1
Event traceability
See [4] 6.6.1. Adequate support.

38bis
[11] 5.4.1
Event traceability


39
[1] 5.6.2
Traffic control capabilities
See [4] 6.6.2. Adequate support.

Editor’s note: Comment from SPAN6 chairman that this is something that could be provided by a management interface. Should item 39 be removed from all the protocol tables and input made to ETSI TMN.

39bis
[11] 5.4.2
Traffic control


40
[1] 5.6.3

[11] 5.4.3
Avoidance of the cyclical routeing of a call
Not applicable.

41
[2] 5.5.1
Reporting of network events for measuring the quality of service
Assessment not included in this version of the document.

42
[2] 5.5.2
Reporting of network events for the purpose of fault diagnostics
Assessment not included in this version of the document.

The list of requirements in table 12 explicitly addresses the INAP SSF to SCF protocol when used as a service provider access interface. 

Table 12: Requirements assessment – Open SSF to SCF INAP

No.
Ref.
Requirement
Assessment

1
[1] 5.2.1

[11] 5.2.2
Reception of the calling line identity – Application of the CLIR supplementary service
Adequate based on the use of the callingPartyNumber and additionalCallingPartyNumber data elements within the InitialDP operation. Any CLIR restriction would have to be applied within the ISUP-INAP mapping if it was required.

2
[1] 5.2.2
Presentation of the complete CLI information to the PTN
Assuming that the requirement is not a requirement to allow the service provider to modify the CLI, then this requirement is automatically handled in INAP without including any additional information within the Connect operation, as any missing information will be mapped automatically from the incoming side.

If there is a requirement to modify the CLI, then a callingPartyNumber field may be included in a Connect operation. In addition, in INAP CS2 the field genericNumbers may also be used. If this is the requirement, then INAP CS2 may be the only adequate solution.

3
[1] 5.2.3
Addition of a calling line identity 
Either some form of the genericNumber field could be used in the Connect operation, or a new field would need to be defined within the Connect operation. Potentially an existing transport mechanism could be used to send the information between the SPorig and the PTNterm, but an application would need to be defined.

4
[1] 5.2.4
Provision of CLI information to an SP-initiated call
Adequate support based on the use of the callingPartyNumber field within a Connect operation.

5
[1] 5.2.5

[11] 5.2.1
Relaying of the malicious call identification data of a received call
Not required, as the basic call of the network provider will retain all this information.

6
[2] 5.1.1
Network Location Determination 
Assessment not included in this version of the document.

7
[2] 5.1.2
Geographic Location Determination 
Assessment not included in this version of the document.

8
[2] 5.2.1
Determination of the terminal and line capabilities of the SP’s service user
Assessment not included in this version of the document.

9
[2] 5.2.2
Determination of the terminal and line capabilities of the SP’s served user
Assessment not included in this version of the document.

10
[1] 5.3.1
Return speech path connection from the terminating PTN to the calling party
Assuming that the source of the announcement is onwithin the PTN on the established route, adequate support based on the assumption that all transit exchanges (including that supporting the NNI to the service provider) connect the speech path in both directions, and the originating exchange connects the speech path in the backward direction.

11
[1] 5.3.2
Routeing of an originating or incoming call from the PTN to the SP
Not applicable

12
[1] 5.3.3
Indication of an originating or incoming call from the PTN to the SP
Adequate support in existing protocol by means of the initialDP operation.

13
[1] 5.3.4
Routeing of a terminating call from the PTN to the SP
Not applicable

14
[1] 5.3.5
Indication of a terminating call from the PTN to the SP
Adequate support in existing protocol by means of the initialDP operation.

15
[1] 5.3.6
Reception of a notification of the cause of an unsuccessful call
It is assumed that on failure the Cause is reported in EventReportBCSM operation.

The new call will be initiated by an appropriate Connect operation.

16
[1] 5.3.7
Provision of information for the destination and routeing of a call
It is assumed that the use of the destinationRoutingAddress field of the Connect operation provide adequate support for this requirement.

17
[1] 5.3.8
Call drop-back
Not applicable

18
[1] 5.3.9
User interaction without service charging of the end user
Not applicable

19
[1] 5.3.10

[11] 5.3.1
Reception of the originally dialled digits
It is believed that this requirement is met by use of the originalCalledPartyId field within the InitialDP operation.

20
[1] 5.3.11
Disconnection of a call in progress
It is believed that this requirements can be met by the existing releaseCallOperation.

21
[1] 5.3.12
Connection of a call to an interactive voice response unit in the PTN
It is believed that this requirement can be met by the existing ConnectToResource or EstablishTemporaryConnection operations.

22
[1] 5.3.13
Alternate routeing of calls or the indications of calls to another ´point of presence´ of the SP
Current procedures do not exist.

Editor’s note: SPAN6 chairman comments that “alternate routing can be supported in INAP by several mechanisms”. This table requires input on the precise mechanisms from INAP experts.

22bis
[11] 5.3.2
Alternate routeing of a call or the indication of a call to another ‘point of presence’ of the SP


23
[2] 5.4.1 
Indication of a disconnected call
Assessment not included in this version of the document.

24
[2] 5.4.2 
Supervision of a dropped-back call
Assessment not included in this version of the document.

25
[2] 5.4.3
Join operation of individual legs of a call
Assessment not included in this version of the document.

25bis
[2] 5.4.4
Split operation of individual legs of a call
Assessment not included in this version of the document.

26
[1] 5.4.1
Interrogation of a network termination point for data delivery
Current procedures do not exist.

Editor’s note: SPAN6 chairman comments that “data delivery can be supported in INAP, if the correct User Interaction application exists in the terminal to address the IN CUSF”. This comment is not currently fully understood by the STF, and more details are requested as the the mechanism.

27
[1] 5.4.2
Overriding of the ‘incoming call barring’ supplementary service
Can be supported via the INI flag in INAP and ISUP. 

28
[1] 5.4.3
Bypassing of the ‘call diversion’ supplementary service
Can be supported if the terminating BCSM exists at the Terminating local exchange and so can access the line card conditions, this may be the difficult to agree as if used the SP will effectivly control the terminating exchange. This is probably not an adequate solution, as the service provider will not necessarily be provided with an interface at each and every terminating local exchange.

29
[1] 5.4.4
Message waiting indication
Current procedures do not exist. 

Editor’s note: SPAN6 chairman comments: “can be supported in a similar way to item 26 will interwork with the MWI service if supported in ISUP, may be supported by distinctive ringing, may be difficult on the UNI if the line is busy.” STF is not clear what is meant by this comment and additional clarification is needed. MWI is a TCAP service not an ISUP service.

29bis
[11] 5.5.1
Application contents screening


30
[2] 5.2.3
Modification of the terminal and line capabilities of the SP’s service user
Assessment not included in this version of the document.

31
[2] 5.2.4
Modification of the terminal and line capabilities of the SP’s served user
Assessment not included in this version of the document.

32
[2] 5.2.5
Modification of the user services identity module of the SP’s service user
Assessment not included in this version of the document.

34
[2] 5.3.1
Alteration of SP’s Service Subscriber´s profile
Assessment not included in this version of the document.

34bis
[2] 5.4.5
Delivery of information to the SP’s served user prior to alerting
Assessment not included in this version of the document.

36
[1] 5.5.1
Changes in the charging rate of a call
Provided as a function of INAP Apply Charging  and specified in CAMEL phase 2 (and therefore INAP CS3)

36bis
[11] 5.5.2
Charging mechanisms between SP and PTNO


37
[2] 5.6.1
Provision of call charging information in real time
Assessment not included in this version of the document.

38
[1] 5.6.1
Event traceability
May be supported via the BCSM event report if the conditions are agreed on the interface and are armed for the events to be reported.

38bis
[11] 5.4.1
Event traceability


39
[1] 5.6.2
Traffic control capabilities
No support in current protocol. 

Editor’s note: Comment from SPAN6 chairman that this is something that could be provided by a management interface. Should item 39 be removed from all the protocol tables and input made to ETSI TMN.

39bis
[11] 5.4.2
Traffic control


40
[1] 5.6.3

[11] 5.4.3
Avoidance of the cyclical routeing of a call
Not applicable

41
[2] 5.5.1
Reporting of network events for measuring the quality of service
Assessment not included in this version of the document.

42
[2] 5.5.2
Reporting of network events for the purpose of fault diagnostics
Assessment not included in this version of the document.

There has been significant discussion in the past on whether the SSF to SCF protocol is an open or a closed protocol. It is desirable that some quantifying is done of what is required to be included in the INAP protocol to support different levels of trust between PTN and SP.

The list of requirements in table 13 explicitly addresses the INAP SCF to SCF protocol when used as a service provider access interface. 

Table 13: Requirements assessment – Open SCF to SCF INAP

No.
Ref.
Requirement
Assessment

1
[1] 5.2.1

[11] 5.2.2
Reception of the calling line identity – Application of the CLIR supplementary service


2
[1] 5.2.2
Presentation of the complete CLI information to the PTN
Assuming that the requirement is not a requirement to allow the service provider to modify the CLI, then this requirement is automatically handled without including any additional information, as any missing information will be mapped automatically from the incoming side.

…

3
[1] 5.2.3
Addition of a calling line identity 


4
[1] 5.2.4
Provision of CLI information to an SP-initiated call


5
[1] 5.2.5

[11] 5.2.1
Relaying of the malicious call identification data of a received call
Not required, as the basic call of the network provider will retain all this information.

6
[2] 5.1.1
Network Location Determination 
Assessment not included in this version of the document.

7
[2] 5.1.2
Geographic Location Determination 
Assessment not included in this version of the document.

8
[2] 5.2.1
Determination of the terminal and line capabilities of the SP’s service user
Assessment not included in this version of the document.

9
[2] 5.2.2
Determination of the terminal and line capabilities of the SP’s served user
Assessment not included in this version of the document.

10
[1] 5.3.1
Return speech path connection from the terminating PTN to the calling party
Assuming that the source of the announcement is onwithin the PTN on the established route, adequate support based on the assumption that all transit exchanges (including that supporting the NNI to the service provider) connect the speech path in both directions, and the originating exchange connects the speech path in the backward direction.

11
[1] 5.3.2
Routeing of an originating or incoming call from the PTN to the SP
Not applicable

12
[1] 5.3.3
Indication of an originating or incoming call from the PTN to the SP


13
[1] 5.3.4
Routeing of a terminating call from the PTN to the SP
Not applicable

14
[1] 5.3.5
Indication of a terminating call from the PTN to the SP


15
[1] 5.3.6
Reception of a notification of the cause of an unsuccessful call


16
[1] 5.3.7
Provision of information for the destination and routeing of a call


17
[1] 5.3.8
Call drop-back
Not applicable

18
[1] 5.3.9
User interaction without service charging of the end user
Not applicable

19
[1] 5.3.10

[11] 5.3.1
Reception of the originally dialled digits


20
[1] 5.3.11
Disconnection of a call in progress


21
[1] 5.3.12
Connection of a call to an interactive voice response unit in the PTN


22
[1] 5.3.13
Alternate routeing of calls or the indications of calls to another ´point of presence´ of the SP


22bis
[11] 5.3.2
Alternate routeing of a call or the indication of a call to another ‘point of presence’ of the SP


23
[2] 5.4.1
Indication of a disconnected call
Assessment not included in this version of the document.

24
[2] 5.4.2 
Supervision of a dropped-back call
Assessment not included in this version of the document.

25
[2] 5.4.3
Join operation of individual legs of a call
Assessment not included in this version of the document.

25bis
[2] 5.4.4
Split operation of individual legs of a call
Assessment not included in this version of the document.

26
[1] 5.4.1
Interrogation of a network termination point for data delivery


27
[1] 5.4.2
Overriding of the ‘incoming call barring’ supplementary service


28
[1] 5.4.3
Bypassing of the ‘call diversion’ supplementary service


29
[1] 5.4.4
Message waiting indication


29bis
[11] 5.5.1
Application contents screening


30
[2] 5.2.3
Modification of the terminal and line capabilities of the SP’s service user
Assessment not included in this version of the document.

31
[2] 5.2.4
Modification of the terminal and line capabilities of the SP’s served user
Assessment not included in this version of the document.

32
[2] 5.2.5
Modification of the user services identity module of the SP’s service user
Assessment not included in this version of the document.

34
[2] 5.3.1
Alteration of SP’s Service Subscriber´s profile
Assessment not included in this version of the document.

34bis
[2] 5.4.5
Delivery of information to the SP’s served user prior to alerting
Assessment not included in this version of the document.

36
[1] 5.5.1
Changes in the charging rate of a call


36bis
[11] 5.5.2
Charging mechanisms between SP and PTNO


37
[2] 5.6.1
Provision of call charging information in real time
Assessment not included in this version of the document.

38
[1] 5.6.1
Event traceability


38bis
[11] 5.4.1
Event traceability


39
[1] 5.6.2
Traffic control capabilities
Editor’s note: Comment from SPAN6 chairman that this is something that could be provided by a management interface. Should item 39 be removed from all the protocol tables and input made to ETSI TMN.

39bis
[11] 5.4.2
Traffic control


40
[1] 5.6.3

[11] 5.4.3
Avoidance of the cyclical routeing of a call
Not applicable

41
[2] 5.5.1
Reporting of network events for measuring the quality of service
Assessment not included in this version of the document.

42
[2] 5.5.2
Reporting of network events for the purpose of fault diagnostics
Assessment not included in this version of the document.

There has been significant discussion in the past on whether the SCF to SCF protocol is an open or a closed protocol. It is desirable that some quantifying is done of what is required to be included in the INAP protocol to support different levels of trust between PTN and SP.

2.8 Report of STF 154 to SPAN 3 

The following report of the STF 154 was made by the Project leader Mr Ultan Mulligan. In order to progress the conformance test specification it was decided to organise at ETSI a workshop on 5 July 2000. The purpose of this activity is to allow the organisations to steer the conformance test specifications based on the proposed test suite structure, testing methods and proposed test purposes before the work on test suite specification is started.

2.8.1
Progress of the work

STF 154, the STF for the development of the test specifications for ETSI CoreINAP CS-3, commenced work early in October 1999 with 3 members (Mr. Louis Verhaard, Mr. Calle Hagenfeldt and Mr. Daniel Sobirk, all of HDS, Malmo), and with Ultan Mulligan as STF leader. 

 The STF started with an analysis of the requirements of CoreINAP CS-3, in particular Multiple Point of Control (MPC).  They derived detailed information flows using Message Sequence Charts (MSCs), and working with the SPAN 3 chairman, they explored the best way to model MPC using SDL.  The SDL model on which STF 154 worked is based upon that developed for ETSI CoreINAP CS-2, and on modifications made since.

When work started on the SDL model it progressed rapidly, such that after a only 6 working weeks (spread over 5 months), the STF released a model on 22nd February last which implemented the chained BCSM approach to MPC and could be simulated.

Since that date, the STF has concentrated on further simulation, fixing bugs, correctly implementing CS-3 behaviour and correcting or updating CS-2 behaviour which was not properly simulated before.  They have also made an effort to make this new model easier and faster to use in order to simulate different scenarios.  Some effort was expended to ensure that the TCAP emulation  followed the standard a bit closer, and in particular to ensure that the model was more efficient than the CS-2 model.  This last issue is important since the intention is to use this model to generate TTCN test cases, a process which involves intensive processing. 

The latter sessions of the STF have been with only 2 experts, as there was no longer need for the third. 

In the immediate future, the SDL model needs to be adapted as follows:

· Importation of corrected ASN.1 from ETSI CoreINAP CS-3 following the SPAN 3 meeting, wk 15.

· Ensuring the SDL model can be imported into Verilog Geode tool;

· Further simulation and verification to be performed.

However it should be noted that at this stage, the ETSI CoreINAP CS-3 SDL model is significantly more stable and developed than the CS-2 model, and closely reflects the standard.

2.8.2
Forecast for future activity

The entire STF 154 is meeting during the same week as the SPAN 3 meeting (week 15).  From this point onwards, the STF moves from a phase of development of the SDL model to development of the Test Specifications.

This week 15 will be used as a handover week from the SDL developers to the TTCN developers.  

Following from that, work on the test purposes will start.  First, the test purposes for CS-2 will be re-examined to see what can be re-used.  The text of CS-3 will be analysed to see what new test purposes are required for new or modified functionality.  The test purposes will be written in text/tabular form, as with CS-2, and then these test purposes will be taken and simulated, to generate MSCs which identify only the INAP operation exchange and the signalling primitive exchange to and from the model as a whole (not showing the internals).  i.e. the MSCs will only reflect the normative observable behaviour, not the informative, internal model behaviour.  Both these processes are expected to take most of the summer.

Following the development of the test purposes, work on the test cases will commence.  The test cases for most of the SCF-SSF interface will be created using Computer Aided Test Generation (CATG) techniques - the error recovery behaviour tests will be written by hand, as will test cases for any other interface, such as SRF, since no SDL model has been created for these.

In parallel with this activity, the SDL model will require updating and correction, since further errors will certainly be detected.  This will also be an opportunity to attempt to model the charging behaviour, if possible.  This SDL activity will be less intensive than the SDL model development activity up to now - probably only one expert on a case by case basis will be sufficient.

The present SDL for the Core INAP CS3 is included in TD26 and it is requested to the organisations to analyse the contents with the intend to approve this at the next SPAN3 June 2000 meeting.

2.8.3
Proposed changes in the STF members

From week 15 onwards, 2 new members of the STF will commence activities:  Michael Glaeser and Jens Grabowski.  Both of these will continue to participate during the summer, with Michael Glaeser being more active than Jens Grabowski at first.

At the same time, the experts from HDS will become less and less active in the STF.  Their expertise will only be needed to perform certain corrections to the model, to further develop the modelling of the charging behaviour, if necessary, and possibly to assist in the simulation of the test purposes and generation of MSCs, if we need increased manpower.

2.8.4
Status of the resource available

STF 154 has a total budget allocated of 18 man/months (390 m/days).  To end of March 2000, 5.86 m/m (127 m/days) have been spent, i.e. slightly less than one third of the total budget.

Of the remaining 2 thirds, approximately one third will be spent on the development of the test purposes and production of the MSCs, and the remaining third will be used for the ATS development (both manually and automatically) and any SDL model improvement issues.

It is also the intention to retain a small portion of the budget at the end of the STF in order to process Public Enquiry comments on the test specifications.  It is expected that the remaining budget will be sufficient to complete this work.

ANNEX A

AGENDA

1
Opening of the meeting and organisation.

2.
Approval of Agenda and Work Plan.

3.
Output from relevant meetings.

4.
Liaison statements received from other TCs or WGs.

5.
Review and allocation of Contributions 

6.
Proposed work items to be covered by the meeting

· New MI (Miscellaneous Work-item) proposed at the SPAN meeting for SPAN 3 to check the possible impact of BICC on the INAP protocol.

· Consideration of Service Provider Access Requirements (SPAR) as given in NA-061601/2: Phase 1 and Phase 2 as indicated by STF 156

· APIs for Third Party Service Application Interface

· Consideration of inter-working baseline text for:

· Interworking: DSS1/ISUP for CPH, GAT

· Number Portability

· Consideration of the Internet inter-working extensions required for Core INAP CS3

· IN/Internet interworking for service drivers defined in Rec.Q.1231 for the support of PINT/SPIRITS services

· IN support for voice over IP based on the H.323 and SIP/SDP architectures with associated protocols.

· Approval of Core INAP CS3 for the Interface Specification

· Consideration of the Core INAP CS3 modelling including validation and simulation scenarios. 

7
Preparation of the STF requests for the year 2001 budget.

8
Preparation for the next ITU-T SG 11 meetings.

9
Liaison with other TCs and WGs.

10
Updating of Work Programme Sheets and preparation of work objectives and scope of the Working Party 

11
Appointment of Liaison Rapporteurs.

12 SPAN3 Meeting Schedule. 

· 26 to 30 June 2000 in ETSI

· 16 to 20 October 2000 in Vienna

13
Close of meeting
Date
A.M.
P.M.

Monday
10 April 2000
Plenary starts at 9.30 AM, 
Core INAP CS 3

· Organisation of the Core INAP CS3 activity: based on Q.1238

· Multiple Point of Control 

·  Charging

· CAMEL Phase 3

· ASN1 

· CPH
Core INAP CS 3

· Organisation of the Core INAP CS3 activity: based on Q.1238

· Multiple Point of Control 

· Charging

· CAMEL Phase 3

· ASN1 

· CPH

Tuesday
11 April 2000
Core INAP CS 3

· Organisation of the Core INAP CS3 activity: based on Q.1238

· Multiple Point of Control 

·  Charging

· CAMEL Phase 3

· ASN1 

· CPH
Core INAP CS 3

· Organisation of the Core INAP CS3 activity: based on Q.1238

· Multiple Point of Control 

·  Charging

· CAMEL Phase 3

· ASN1 

· CPH

Wednesday
12 April 2000
Core INAP CS 3

· Organisation of the Core INAP CS3 activity: based on Q.1238

· Multiple Point of Control 

·  Charging

· CAMEL Phase 3

· ASN1 

· CPH

Core INAP CS3 Interworking

Core INAP CS3 Modelling and simulation/validation
IN CS3 Internet IP

· Consideration of the Internet inter-working extensions required for Core INAP CS3

· IN/Internet interworking for service drivers defined in Rec.Q.1241 for the support of PINT/PIN

· IN support for voice over IP based on the H.323 and SIP/SDP architecture and associated protocols in conjunction with the Tiphon project

SPAR

· Consideration of SPAR activity Phase 1

· Consideration of SPAR activity Phase 2

· 

Thursday

13 April 2000
API

·  Consideration  of Part 1 API on Framework and Services
· Consideration of Part 2 mapping of API to Core INAP
· Incorporation of the OSA 3GPP stage 2 and stage 3
API

·  Consideration  of Part 1 API on Framework and Services
· Consideration of Part 2 mapping of API to Core INAP
· Incorporation of the OSA 3GPP stage 2 and stage 3

Friday 

14 April 2000
API

·  Consideration  of Part 1 API on Framework and Services
· Consideration of Part 2 mapping of API to Core INAP
· Incorporation of the OSA 3GPP stage 2 and stage 3
IN CS 3.2 

· Review and approval of the work and agreement of future activities.

Report
Plenary ends at 16.00 AM

Agenda item
Agenda item title
Tdoc 
Title
Source
Result


1
Opening and approval agenda
0001
Proposed Agenda
Chairman



2
Allocation of documents
0001
Proposed Document Allocation
Chairman



3
Reporting






3.1
OSA Joint Meeting



· Full alignment between stage 2 and stage 3 for Release 99 as approved by SA plenary, was obtained at last Berlin meeting . A revision of stage 3 will be based on the notes mentioned in documents td 6,24,25,23,28,5,18. Additional change requests to stage 2 were also considered. 

· Propose e-mail approval at CN level for this harmonised stage 3 Release 99 version, containing part 1 and part 2 , will be initiated  after the Berlin meeting . Lucas will sent the document next Tuesday to MCC.  

· After the Berlin meeting the work will be progressed by change requests in order to further correct stage 3 and allign it with stage 2.

· Finish the mapping with correction of errors with change requests, based on the harmonised part 2.

· Resolve the following identified open issues: at the moment being considered as release 2000, with intend to be included into Release 99 at the next CN and SA plenaries.

1. User profile management

2. Service view framework interfaces

3. SMS and GPRS charging

4. Specification of ‘string’ parameters


3.2
STF 156

Meeting Report




4
Liaison Statements
015
Liaison from STF158 - Assessment of APIs

TD017.zip

Title: 

Source: ETSI Secretariat
STF158 Technical Leader Mr. Derek Mainprice from Derihill Enterprises





017
LS from SPAN1 on Global Call Reference in ISUPV4
SPAN 1





003
LS from EP TIPHON
THIPHON



















5
Core INAP CS3








009
Core INAP CS3-021C


. J. Dyst
Noted  handled in TD016 & TD27 &TD18




010
Core INAP CS3-020m
. J. Dyst
Noted  handled in TD016 & TD27 &TD18




011
Draft DEN/SPAN-03063-1.3 (SRF 04-04)
. C. Diquelou
TD11rev1 with and without revision marks will be made available




012
Draft DEN/SPAN-03063-1-1
. L. Chong
TD12rev1 with and without revision marks will be made available




013
DEN/SPAN-03063-1.2 Text Refinement on Signalling Interworking Rules
: Ericsson
Discussed and updated in Part 2  see TD32 (see also report).




014
Editorial remarks on DEN/SPAN-03063-1.2 V0.1.0 (2000-03-03). Subpart B
ALCATEL
Discussed and updated in Part 2 (see also report).




016
Editorial changes on DEN/SPAN-03063-1.2 V0.2.1 Part1
Ericsson
Discussed and updated in Part 2 (see also report).




027
Editorial changes on DEN/SPAN-03063-1.2 V0.2.1 Part 2
Ericsson
Discussed and updated in Part 2 (see also report).




018
Editorial changes on DEN/SPAN-03063-1.2 V0.2.1 Part 3
Siemens
Discussed and updated in Part 2 (see also report).




021
CMPh3 par

Discussed and updated in Part 2 (see also report).




020
CMPh3 procedures






023
CMPh3:asn1

Discussed and updated in Part 2 (see also report).




022
CMPh3 err

Discussed and updated in Part 2 (see also report).




024
CMPh3:com

Discussed and updated in Part 1 in TD12rev1.




025
CMPh3: srf

Discussed and updated in Part 3 in TD11rev1




026
SDL Core INAP CS3
Ultan





017
Liaison SPAN 1

Discussed and updated in Part 2 (see also report).


















6
API








004
Draft 03070-1 (sequence diagrams)
R. Stretch





005
Draft 03070-1 (Service Interface)
R. Stretch





006
Draft 03070-1 (Data definition)
R. Stretch





007
Draft 03070-1 (Class diagrams)
 R. Stretch





008
Draft 03070-2
R. Stretch



7
SPAR








TD015
Liaison from STF158 - Assessment of APIs

TD017.zip

Title: 

Source: ETSI Secretariat
STF158 Technical Leader Mr. Derek Mainprice from Derihill Enterprises





WDSPAR





























8
Internet IN








INIP1
Baseline IP/H323






INIP2
Baseline IP/SIP-SDP




















9
Modelling and Conformance test

Specifications








TD19







TD26
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