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1 Introduction

This contribution proposes some changes to the parameter contents of the Relocation Required and Relocation Request messages.

2 Discussion

Relocation Type and Cause 

Currently the Relocation type IE indicates to the target RNC whether it has to or has not to generate a Uu interface message to be sent to UE via source RNC. Cause IE is also included both to Relocation Required and Relocation Request messages, but the possible example values are unspecified. Both these IEs are placed outside of transparent container and are therefore visible to CN. It is proposed that the Relocation type would be moved to transparent container, since CN can not modify its value from Relocation Required to Relocation Request and th epurpose of the parameter is to indicate the mode of operation tot target RNC. Also if the Cause IE is set properly, then  there is no additional information for CN in the Relocation Type IE.

Following example values for Cause IE could be used: "Reception of Uu message from Drift RNS", "UE moving out of SRNC reach", "Network Optimisation".

Permanent NAS Identity

To ensure proper coordination of Relocation in cases when the D-RNTI is not allocated and in order to be able to coordinate CN pagings immediately after and even during the relocation, it is proposed to include Permanent NAS UE identity (IMSI) to the Relocation Request message from CN to target RNC. 

Amount of RABs

The amount of RABs during relocation is now ranging from 1 to N. It is proposed to be changed to be from 0 to N, which enables Relocation only with Iu signalling connection.

3 Message and IE Modifications

3.1.1 RELOCATION REQUIRED

This message is sent by the source RNC to inform the CN that a relocation is to be performed.

Direction: RNC ( CN

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Message Type
M

9.2.1.1








Cause
M

9.2.1.4


Source ID
M

9.2.1.25


Target ID
M

9.2.1.26
 The format for this information element is FFS

Source RNC to target RNC transparent container
M

9.2.1.27


3.1.1.1 Source RNC to Target RNC Transparent Container

Source RNC to Target RNC Transparent Container IE is an information element that is produced by Source RNC and is transmitted to target RNC. In inter system relocation the IE is transmitted either from external relocation source to target RNC or from source RNC to the external relocation target. 

This IE is transparent to CN.

IE/Group Name
Presence
Range
IE type and reference
Semantics description

RRC Container
M

Bit string
Contents defined in  TS 25.331

Number of Iu instances
M

Integer (1...2)


Relocation Type
M

Enumerated 


d-RNTI
O

Bit string (20)


3.1.2 RELOCATION REQUEST

This message is sent by the CN to request the target RNC to allocate necessary resources for a relocation.

Direction: CN ( RNC

Signalling bearer mode: Connection oriented.

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Message Type
M

9.2.1.1








Cause
M

9.2.1.4


Permanent NAS UE Identity
M

9.2.3.2


Source RNC to target RNC transparent container
M

9.2.1.27


RABs to be setup

0 to <maxnoofRABs>



   RAB ID
M

9.2.1.2


   RAB parameters
M

9.2.1.3


      Traffic Class
M




      Maximum Bit Rate
M




      Guaranteed Bit Rate
M


Set to lowest rate controllable RAB Sub Flow Combination rate given by the Subflow SDU size, when present

      Delivery Order
M




      Maximum SDU size
M


Set to the largest Subflow SDU size when present

      Transfer Delay
M




      Traffic Handling Priority
M


Set to N/A for all traffic classes except “Interactive”

      Allocation/Retention Priority
M




         Priority level
M




         Pre-emption Capability
M




         Pre-emption Vulnerability
M




         Queuing allowed
M




      Source Statistics Descriptor
M




      Header Compression   (FFS)
M




      Time Alignment (FFS)
M




      SDU Parameters x m RAB SubFlows
M




         SDU Error Ratio
M


Set to N/A when the Delivery of Erroneous SDU is set to “-“

         Residual Bit Error Rate
M




         Delivery Of Erroneous SDU
M




         Subflow SDU size Parameters x p
         RAB SubFlows Combinations
M




            Rate Control Allowed
M




            Subflow SDU size
O




   User Plane mode
M

9.2.1.21


   Transport Address
M

9.2.2.1


   Iu Transport Association
M

9.2.2.2


   RAB linking
O

9.2.1.5


Range bound
Explanation

maxnoofRABs
Maximum no. of RABs for one UE.







