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LIAISON STATEMENT
Source:
TSG CN WG2

To:
TSG SA WG3

Subject:
Confirmation of TS 33.102 section 6.3.4 Distribution of authentication vectors between VLRs

Purpose:
For immediate action (before 18th of November 1999)

TSG-N2 is making a CR to TS 29.002 (MAP) based on TS 33.102. In this work, we have a question on the TS 33.102. N2 kindly asks S3 to answer to the questions by coming Thursday morning, 18 November 1999 (GMT -0700).
In section 6.3.4, Figure 11 shows that SN/VLRn can send Authentication data request with IMUI to SN/VLRo. We could not understand the requirement and/or the service driver of using IMUI as a user identity in this case. Please tell us the requirement and/or the service driver. 

The background of the question is the followings. The MAP_SEND_IDENTIFICATION request that corresponds to Authentication data request is used to retrieve the IMSI and authentication data by using TMSI, and the main purpose of the MAP_SEND_IDENTIFICATION service is to obtain the IMSI so far. Moreover, if the SN/VLR has already obtained the IMSI, it sends MAP_SEND_AUTHENTICATION_INFO request to the HLR in order to retrieve the authentication data. 
Another issue is that N2 would like to raise is associated to the use of the limited radio interface resources. N2 understands that the feature of distribution of authentication vectors is initiated upon received request from the mobile for a location update. However, in the normal cases the mobile will identify itself with the TMSI. Indeed it is possible to request the IMSI from the mobile (which can be encrypted on the air interface, i.e. E-IMSI), but N2 would like to remind S3 that the radio resources are considered to be limited. N2’s opinion is that unnecessary messages on the radio interface should be avoided. 

Therefore, N2 would like to receive a clarification of the requirement that an IMSI can be available when the subscriber roams into a new VLR area and requires retrieval of authentication vectors. Normally, only the TMSI would be available.

