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Vodafone have studied the behaviour of an MS which attempts to register in an MSC/VLR which does not support a feature or service which the HPLMN operator regards as essential for that subscriber. The behaviour of the MS is determined by the LR-REJECT cause which the MSC returns. The causes of interest for this study are:

-
PLMN Not Allowed: the MS stores the PLMN identity in the SIM list "Forbidden PLMNs", enters the state "Roaming Not Allowed" and searches for a different PLMN. If it finds one, it will attempt to register on it. Since the list "Forbidden PLMNs" is stored in the SIM, it is not cleared when the MS is switched off.

-
IMSI Unknown in HLR: the MS enters the state "Idle, No IMSI". It will attempt location registration only after it has been switched off and switched on again.

-
Location Area Not Allowed: the MS stores the LAI in the list "Forbidden Location Areas for Regional Provision of Service" and enters the state "Roaming Not Allowed". The MS is not prevented from camping on a cell by receiving "Location area not allowed", so it will remain camped on the rejecting cell until it is required to attempt to cam on to a different cell according to the rules in GSM 03.22. The list "Forbidden location areas for regional provision of service" is cleared when the MS is switched off.

-
Roaming Not Allowed in This Location Area: the MS stores the LAI in the list "Forbidden location areas for roaming" and enters the state "Roaming Not Allowed". The MS will search for a different PLMN, and attempt location registration if it finds one. The list "Forbidden location areas for roaming" is cleared when the MS is switched off.

It can be seen that the behaviour of the MS which is triggered by the LR-REJECT cause Roaming Not Allowed in This Location Area (formerly known as "National Roaming Not Allowed in This Location Area") is desirable if the VLR does not support a critical feature. If there is coverage available from another network and the other network supports the required feature, the subscriber will receive service.

If the HLR determines that the VLR does not support a feature which is regarded as critical for this subscriber (e.g. CUG, AoC(C) or CAMEL), it sends subscriber data including RoamingRestrictionDueToUnsupportedFeature (which was specified for exactly this case).

Chapter 19.1.1.3 of GSM 09.02 specifies that the VLR sends a user error of Roaming Not Allowed, qualified by Location Area Not Allowed, if the HLR sends RoamingRestrictionDueToUnsupportedFeature in the subscriber data. The behaviour of the MS will then be as described above for the LR-REJECT cause " Location Area Not Allowed". This behaviour is not desirable, because the subscriber will not receive service until he moves to a new location area.

The proposed solution to the problem is to change GSM 09.02 as shown in the attached CR. In an ideal world the change would be proposed for MAP version 2 and onwards, but it is accepted that the requirement for a retrospective change to implementations as far back as that would not be acceptable. As a compromise, the change is proposed for Release 98. N2 are asked to comment on whether the change is seen as acceptable for Release 97.

3GPP TSG-N2 
Tdoc N2-99B79
Abiko, JAPAN
13 – 17 September 1999



CHANGE REQUEST No :
A265
Please see embedded help file at the bottom of this
page for instructions on how to fill in this form correctly.



Technical Specification GSM
09.02
Version:
7.1.0




Submitted to SMG

for approval

without presentation ("non-strategic")
X


list SMG plenary meeting no. here (
for information

with presentation ("strategic")




PT SMG CR cover form is available from: http://docbox.etsi.org/tech-org/smg/Document/smg/tools/CR_form/crf28_1.zip

Proposed change affects:
SIM

ME

Network
x

(at least one should be marked with an X)

Work item:
Technical Enhancements & Improvements

Source:
Vodafone
Date: 
7 Sep 1999

Subject:
Clarification of LR-REJECT cause corresponding to RoamingRestrictionDueToUnsupportedFeature

Category: 
F
Correction
x
Release: 
Phase 2



A
Corresponds to a correction in an earlier release


Release 96


(one category 
B
Addition of feature


Release 97


and one release 
C
Functional modification of feature


Release 98
x

only shall be 
D
Editorial modification


Release 99






UMTS


marked with an X)






Reason for 
change:

The existing description of the behaviour of the MSC and VLR when the HLR sends RoamingRestrictionDueToUnsupportedFeature in the subscriber data at location registration leads to undesirable behaviour by the MS. 



Clauses affected:
19.1.1.3

Other specs
Other releases of same spec
x
(  List of CRs:


affected:
Other core specifications
x
(  List of CRs:
CR 09.60-A


MS test specifications / TBRs

(  List of CRs:



BSS test specifications

(  List of CRs:



O&M specifications

(  List of CRs:


Other 
comments:



[image: image1.wmf]help.doc

  <--------- double-click here for help and instructions on how to create a CR.

19.1.1.3
Detailed procedure in the VLR

Figure 19.1.1/6 shows the process for location updating in the VLR. The following general macros are used:
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subclause 25.1;

Receive_Open_Cnf












subclause 25.1;

Authenticate_VLR












subclause 25.5;

Check_IMEI_VLR












subclause 25.6;

Insert_Subscriber_Data_VLR









subclause 25.7;

Obtain_IMSI_VLR to request the IMSI for the subscriber

subclause 25.8;

Activate_Tracing_VLR and Trace_Subscriber_Activity_VLR
subclause 25.9,

Subscriber_Present_VLR










subclause 25.10.

Additionally, the process specific macro


Location_Update_Completion_VLR, for optional initiation of Ciphering and TMSI reallocation as for acknowledgement of the MAP_UPDATE_LOCATION_AREA service, see figure 19.1.1/7,

and the optional process specific macro


VLR_Update_HLR to update the HLR and download subscriber data from there, see figure 19.1.1/8,

are invoked by this process.

Process Initiation

The location area updating process will be activated by receiving a MAP_UPDATE_LOCATION_AREA indication from the MSC. If there are parameter errors in the indication, the process is terminated with the appropriate error sent in the MAP_UPDATE_LOCATION_AREA response to the MSC. Else, The behaviour will depend on the subscriber identity received, either an IMSI or an TMSI.

Updating using IMSI

If the subscriber identity is an IMSI, the VLR checks whether the subscriber is unknown (i.e. no IMSI record). If so, the indicator "Location Information Confirmed in HLR" is set to "Not Confirmed" to initiate HLR updating later on. If the IMSI is known, the VLR checks whether the previous location area identification (LAI) provided in the primitive received from the MSC belongs to this VLR. If it does not, the indicator "Location Information Confirmed in HLR" is set to "Not Confirmed" to initiate HLR updating later on. The process may continue in both cases with the authentication check (see below).

Updating using TMSI

If the subscriber identity is a TMSI, the VLR checks whether the previous location area identification (LAI) provided in the primitive received from MSC belongs to an area of this VLR:

-
if so, the TMSI will be checked. In case of location area change within a VLR, the TMSI should be known and the process may continue with the authentication check. Additionally, the indicator "Location Information Confirmed in HLR" is set to "Not confirmed" and the trace activity status is checked in case the target Location Area Id belongs to a new MSC.

-
if the TMSI is not known or the subscriber data stored are incomplete, e.g. because the new LA belongs to a different VLR or due to VLR restoration, the indicator "Confirmed by VLR" is set to "Not Confirmed" to initiate HLR updating later on.

If the subscriber has not already been registered in the VLR, i.e. the previous LAI belongs to a different VLR, the indicators "Confirmed by HLR" and "Location Information Confirmed in HLR" are set to "Not Confirmed" and the VLR checks whether the identity of the Previous VLR (PVLR) is derivable from the previous LAI:

-
if so, the IMSI and authentication parameters are requested from that VLR using the MAP_SEND_IDENTIFICATION service (see sheet 3 of figure 19.1.1/6), containing the subscriber's TMSI.

-
if the dialogue is rejected by the PVLR, the process continues requesting the IMSI from the MS. In case the PVLR reverts to the MAP version Vr dialogue, the VLR will perform the respective procedure of version Vr, too, with outcomes as for the current MAP version dialogue. Else, the process waits the for the respective MAP_SEND_IDENTIFICATION response from the PVLR:

-
if the IMSI is received in that primitive, the process continues with the authentication check;

-
if the IMSI is not received from the previous VLR for any reason, the dialogue to the PVLR is terminated and the IMSI will be requested from the MS;

-
if a MAP_NOTICE indication is received from the PVLR, the dialogue will be terminated by sending a MAP_CLOSE indication, and the process continues requesting the IMSI from the MS;

-
if a MAP_P_ABORT or MAP_U_ABORT indication is received from the MSC while waiting for the MAP_SEND_IDENTIFICATION response, the process is terminated;

-
if a MAP_NOTICE indication is received from the MSC while waiting for the MAP_SEND_IDENTIFICATION response, the dialogue with the PVLR will be aborted by sending a MAP_U_ABORT indication (Remote Operations Failure), the dialogue with the MSC will be terminated by sending a MAP_CLOSE and the process terminates;

-
if the identity of the previous VLR cannot be derived, the process continues by requesting the IMSI from the MS.

Requesting IMSI from the MS

For requesting the IMSI from the MS, the macro Obtain_IMSI_VLR described in subclause 25.8 is invoked (see figure 19.1.1/6 sheet 3). The outcome will be:

-
OK, i.e. receipt of IMSI, in which case the process continues with the authentication check described below; or

-
receipt of an Absent Subscriber error, indicating that the MS did not respond. In this case the System Failure error is reported in the MAP_UPDATE_LOCATION_AREA response towards the MSC and the updating process is terminated;

-
aborted, i.e. the MSC dialogue has been released while waiting for the IMSI. In this case the updating process is terminated, too.

Authentication check

After a subscriber identity has been received, either in the service indication or by an explicit request procedure, the VLR checks whether authentication of this identity is required (see figure 19.1.1/6 sheet 2). If so, the authentication macro described in subclause 25.5 is invoked. The outcome of this macro can be:

-
OK, i.e. the subscriber has been authenticated successfully, in which case the process is continued by setting the indicator "Confirmed by Radio Contact" to "Confirmed" and updating the location information held in the register. Thereafter,

-
if one or both of the indicators "Confirmed by HLR" and "Location Information Confirmed in HLR" is set to "Not Confirmed", HLR updating is invoked first;

-
otherwise the process continues with the Location Update Completion VLR macro described below, and the register is updated after successful completion of this macro.

-
Illegal subscriber, i.e. there was a mismatch between expected and received SRES. The VLR checks whether authentication had been performed using the TMSI, in which case a new authentication attempt with IMSI may be started (VLR operator option).

-
if so, the process continues by requesting the IMSI from the MS;

-
else, the Illegal Subscriber error is reported in the MAP_UPDATE_LOCATION_AREA response.

-
Unknown Subscriber, i.e. the IMSI given is unknown in the HLR. In this case, the subscriber data are deleted in the VLR and the same error is returned in the MAP_UPDATE_LOCATION_AREA response.

-
Procedure error, i.e. the authentication process was unsuccessful for some other reason, e.g. because of a failure while requesting authentication information from the HLR. In this case the System Failure error is reported in the MAP_UPDATE_LOCATION_AREA response.

-
Null, indicating impossible dialogue continuation (e.g. termination of the radio path), and leading to procedure termination without any further action.

Updating the HLR

If the HLR is to be updated, the VLR_Update_HLR macro described below is performed, with one of the following results (see sheet 4 of figure 19.1.1/6):

-
OK, if HLR updating has been completed successfully. The response will contain the HLR number as parameter. Next, the Location_Update_Completion VLR macro is invoked (checking amongst others the roaming restrictions and regional subscription data), and upon successful outcome of this macro the register is updated and the process terminates.

-
Roaming Not Allowed, qualified by PLMN Roaming Not Allowed if the location information indicates a PLMN for which the subscriber has no subscription or if the subscribers HLR cannot be reached (e.g. SS7 links to the subscribers HPLMN do not yet exist). In this case, the error Roaming Not Allowed qualified by PLMN Roaming Not Allowed is sent in the MAP_UPDATE_LOCATION_AREA response. The Subscriber Data are deleted in the VLR.

-
if Roaming Not Allowed was qualified by the parameter Operator Determined Barring, the same value is sent in the MAP_UPDATE_LOCATION_AREA response to the MSC. The subscriber data are deleted in the VLR.

-
Unknown Subscriber, if the subscriber is not known in the HLR. In this case, the subscriber data are deleted in the VLR, and the same error is sent in the MAP_UPDATE_LOCATION_AREA response.

-
Procedure error, if there occurs some other error during HLR updating (e.g. abort of the connection to HLR):

-
if the VLR can proceed in stand alone mode (VLR operator option), the Location Update Completion VLR macro is invoked to complete the VLR updating, and the indicator "Confirmed by HLR" remains unchanged;

-
otherwise, the System Failure error is sent in the MAP_UPDATE_LOCATION_AREA response.

-
Aborted, indicating that during HLR updating the MSC dialogue has been terminated. In this case, the updating process terminates without any further action.

The macro Location Update Completion VLR

This macro completes the VLR updating process. First, the VLR checks whether there is a roaming restriction for the subscriber (see figure 19.1.1/7):

-
if the target LA is not allowed for the subscriber due to national roaming restrictions, the error Roaming Not Allowed with cause National Roaming Not Allowed is returned in the MAP_UPDATE_LOCATION_AREA response towards the MSC.


The subscriber data are not deleted from VLR, to avoid unnecessary HLR updating when roaming into other LAs of the same MSC. An indication that the subscriber is not allowed to roam is set in the VLR (LA Not Allowed Flag set to not allowed). As a consequence the subscriber is not reachable (checked for MTC, SMS and MT USSD) and cannot perform outgoing actions (checked in Access Management).

-
if the target LA is not allowed for the subscriber because of  Roaming Restriction Due To Unsupported Feature stored in the VLR, the error Roaming Not Allowed with cause National Roaming Not Allowed is returned towards the MSC in the MAP_UPDATE_LOCATION_AREA response.


Also in this case the subscriber data are not deleted from VLR, to avoid unnecessary HLR updating when roaming into other LAs of the same MSC. The LA Not Allowed Flag is set to not allowed in the VLR.

-
if the target LA is not allowed for the subscriber because of regional subscription data (Zone Code List) stored in the VLR, the error Roaming Not Allowed with cause Location Area Not Allowed is returned towards the MSC in the MAP_UPDATE_LOCATION_AREA response.


Also in this case the subscriber data are not deleted from VLR, to avoid unnecessary HLR updating when roaming into other LAs of the same MSC. The LA Not Allowed Flag is set to not allowed in the VLR.

-
if, after check of possible roaming restrictions, the subscriber is allowed to roam in the target LA, the LA Not Allowed Flag is set to allowed (if necessary), the IMSI Detached Flag is set to attached and the process SUBSCRIBER_PRESENT_VLR is started; this may inform the HLR that the subscriber is present again to retry an SMS delivery (see subclause 19.1.1.7). Thereafter, the VLR checks whether TMSI reallocation is required.

-
if so, the VLR sends a MAP_SET_CIPHERING_MODE request containing:

-
Ciphering Mode (version 1 GSM); and

-
Kc, the cipher key to be used.

-
if IMEI checking is required by the operator, the VLR will invoke the CHECK_IMEI_VLR macro (see subclause 25.6) to initiate both requesting IMEI from the MS and checking of this IMEI towards the EIR. As result either the service is granted, with process continuation as given below, or the service is rejected, in which case the VLR marks the subscriber as detached and returns an Illegal Equipment error in the MAP_UPDATE_LOCATION_AREA response before the process terminates.

-
the VLR then sends a MAP_FORWARD_NEW_TMSI request containing the new TMSI, and the MAP_UPDATE_LOCATION_AREA response containing no parameters. The process will thereafter wait for the MAP_FORWARD_NEW_TMSI confirm. If this indicates a negative outcome, or if a MAP_P_ABORT or a MAP_U_ABORT primitive is received, the old TMSI is frozen. Subsequent accesses of the MS shall be accepted with both old or new TMSI.

-
if TMSI reallocation is not required, the VLR invokes the CHECK_IMEI_VLR macro (see subclause 25.6) to initiate both requesting IMEI from the MS and checking of this IMEI towards the EIR, if IMEI Checking is required by the operator. As a result, either the service is granted, in which case the MAP_UPDATE_LOCATION_AREA response is sent without any parameters, or the service is rejected, in which case an Illegal Equipment error is returned in the MAP_UPDATE_LOCATION_AREA response, before the process terminates.

In all cases where the VLR sends a MAP_UPDATE_LOCATION_AREA response to the MSC, the dialogue towards the MSC is terminated by a MAP_CLOSE request with parameter Release Method indicating Normal Release.

The macro VLR Update HLR

This macro is invoked by the VLR process for location updating or by some other process handling the first subscriber access to the network after a register failure in order to perform HLR updating. If the VLR does not know the subscribers HLR (e.g. no IMSI translation exists as there are not yet any SS7 links to the subscribers HPLMN), the error Roaming Not Allowed with cause PLMN Roaming Not Allowed is returned.

If the subscribers HLR can be reached, the VLR opens a dialogue towards the HLR (see figure 19.1.1/8) by sending a MAP_OPEN request without any user specific parameters, together with a MAP_UPDATE_LOCATION request containing the parameters

-
IMSI, identifying the subscriber;

-
Location Info, containing the MSC number;

-
VLR Number, the E.164 address of the VLR, to be used by the HLR when addressing the VLR henceforth (e.g. when requesting an MSRN);

-
the LMSI as an VLR operator option; this is a subscriber identification local to the VLR, used for fast data base access.

In case the HLR rejects dialogue opening (see subclause 25.1), the VLR will terminate the procedure indicating procedure error. If the HLR indicates version Vr protocol to be used, the VLR will revert to the version Vr procedure concerning the dialogue with the HLR, with outcomes as for the current MAP version procedure.

If the HLR accepts the dialogue, the HLR will respond with:

-
a MAP_INSERT_SUBSCRIBER_DATA indication, handled by the macro Insert_Subs_Data_VLR defined in subclause 25.7;

NOTE:
The HLR may repeat this service several times depending on the amount of data to be transferred to the VLR and to replace subscription data in case they are not supported by the VLR.

-
a MAP_ACTIVATE_TRACE_MODE indication, handled by the macro Activate_Tracing_VLR defined in subclause 25.9;

-
a MAP_FORWARD_CHECK_SS_INDICATION_ind. This indication will be relayed to the MSC without any change of the current state.

-
the MAP_UPDATE_LOCATION confirmation:

-
if this confirmation contains the HLR Number, this indicates that the HLR has passed all information and that updating has been successfully completed. The VLR is updated using the parameters provided in the service and needed by the VLR. If certain parameters are not needed in the VLR, e.g. because some service is not supported, the corresponding data may be discarded. The VLR sets the "Confirmed by HLR" and "Location information confirmed in HLR" indicators to "Confirmed" to indicate successful subscriber data updating;

-
if the confirmation contains an User error cause (Unknown Subscriber, Roaming Not Allowed or some other), the process calling the macro continues accordingly. In the last case, the subscriber data are marked as incomplete by setting the indicators "Confirmed by HLR" and "Location information confirmed in HLR" to "Not Confirmed". The same holds if there is a Provider error or a Data error in the confirmation;

-
a MAP_P_ABORT, MAP_U_ABORT, or MAP_CLOSE indication. In these cases, the subscriber data are marked to be incomplete and the process continues as in the case of an error reported by the HLR;

-
a MAP_NOTICE indication. Then, the dialogue towards the HLR is terminated, the subscriber data are marked to be incomplete and the process continues as in the case of an error reported by the HLR;

-
if during HLR updating the VLR receives a MAP_P_ABORT, MAP_U_ABORT or a MAP_CLOSE indication concerning the MSC dialogue, the process is terminated by sending a MAP_U_ABORT request towards the HLR, and subscriber data are marked to be incomplete;

-
if during HLR updating the VLR receives a MAP_NOTICE indication concerning the MSC dialogue, the dialogue with the MSC is terminated by sending a MAP_CLOSE, the dialogue with the HLR is terminated by sending a MAP_U_ABORT, subscriber data are marked to be incomplete and the process is terminated.

Abort Handling

If the VLR receives a MAP_NOTICE indication from the MSC while waiting for a MAP service primitive, the VLR will terminate the MSC dialogue by sending a MAP_CLOSE and any pending HLR dialogue by sending a MAP_U_ABORT (Remote Operations Failure), and the process is terminated.

Updating request via the Gs interface (optional for GPRS)

If Gs-interface is installed, the VLR may receive the Gs_GPRS_LOCATION_UPDATING_Request message from the SGSN for triggering an IMSI Attach or Location Updating procedure (see GSM 03.60 and 09.18).

Figure 19.1.1/16 shows the process for handling this Gs interface message.

The process specific macro 


« GPRS_Location_Update_Completion_VLR » for optional initiation of TMSI reallocation as for acknowledgement of the Gs_GPRS_LOCATION_UPDATING_Request message (see figure 19.1.1/17),

and the optional process specific macro


« VLR_Update_GPRS_HLR » to update the HLR and download subscriber data from there (see figure 19.1.1/18), are invoked by this process.

On receipt of the Gs_GPRS_LOCATION_UPDATING_Request message, the VLR checks whether the subscriber is unknown (i.e. no IMSI record). If so, the indicator "Location Information Confirmed in HLR" is set to "Not Confirmed" to initiate HLR updating later on. The indicator "Confirmed by Radio Contact" is set to "Confirmed" and the location information held in the register is updated. If no VLR/SGSN association exits it is created (storage of SGSN address received) otherwise it is updated.

If the HLR is to be updated, the VLR_Update_GPRS_HLR macro described below is performed, with one of the following results (see sheet 2 of figure 19.1.1/18):

-
OK, if HLR updating has been completed successfully. The response will contain the HLR number as parameter. Next, the GPRS_Location_Update_Completion VLR macro is invoked (checking amongst others the roaming restrictions and regional subscription data), and upon successful outcome of this macro the register is updated and the process terminates.

-
Roaming Not Allowed, qualified by PLMN Roaming Not Allowed if the location information indicates a PLMN for which the subscriber has no subscription or if the subscribers HLR cannot be reached (e.g. SS7 links to the subscribers HPLMN do not yet exist). In this case, the appropriate error (see GSM 09.18) is sent to the SGSN in the Gs_GPRS_LOCATION_UPDATING Reject. The Subscriber Data are deleted in the VLR.

-
if Roaming Not Allowed was qualified by the parameter Operator Determined Barring, the appropriate error (see GSM 09.18) is sent in the Gs_GPRS_LOCATION_UPDATING Reject to the SGSN. The subscriber data are deleted in the VLR.

-
Unknown Subscriber, if the subscriber is not known in the HLR. In this case, the subscriber data are deleted in the VLR, and the appropriate error (see GSM 09.18) is sent in the Gs_GPRS_LOCATION_UPDATING Reject.

-
Procedure error, if there occurs some other error during HLR updating (e.g. abort of the connection to HLR). In this case the appropriate error (see GSM 09.18) is sent in the Gs_GPRS_LOCATION_UPDATING Reject.

The macro GPRS Location Update Completion VLR

This macro completes the VLR updating process. First, the VLR checks whether there is a roaming restriction for the subscriber (see figure 19.1.1/17):

-
if the target LA is not allowed for the subscriber due to national roaming restrictions, the appropriate error (see GSM 09.18) is sent in the Gs_GPRS_LOCATION_UPDATING Reject towards the SGSN.


The subscriber data are not deleted from VLR, to avoid unnecessary HLR updating when roaming into other LAs of the same MSC/VLR. An indication that the subscriber is not allowed to roam is set in the VLR (LA Not Allowed Flag set to not allowed). As a consequence the subscriber is not reachable (checked for MTC, SMS and MT USSD) and cannot perform outgoing actions (checked in Access Management).

-
if the target LA is not allowed for the subscriber because of regional subscription data (Zone Code List) or Roaming Restriction Due To Unsupported Feature stored in the VLR, the appropriate error (see GSM 09.18) is returned to the SGSN in the Gs_GPRS_LOCATION_UPDATING Reject.


Also in this case the subscriber data are not deleted from VLR, to avoid unnecessary HLR updating when roaming into other LAs of the same MSC. The LA Not Allowed Flag is set to not allowed in the VLR.

-
if, after check of possible roaming restrictions, the subscriber is allowed to roam in the target LA, the LA Not Allowed Flag is set to allowed (if necessary), the IMSI Detached Flag is set to attached and the process SUBSCRIBER_PRESENT_VLR is started; this may inform the HLR that the subscriber is present again to retry an SMS delivery (see subclause 19.1.1.7). Thereafter, the VLR checks whether TMSI reallocation is required.

-
if so, the VLR sends the TMSI within the Gs_GPRS_LOCATION_UPDATING Accept message and Gs_GPRS_TMSI_REALLOCATION_Complete is expected.

-
if TMSI reallocation is not required, the VLR sends the Gs_GPRS_LOCATION_UPDATING Accept message to the SGSN.

The macro VLR Update GPRS HLR

This macro is invoked by the VLR process for location updating (see GSM 03.60). If the VLR does not know the subscribers HLR (e.g. no IMSI translation exists as there are not yet any SS7 links to the subscribers HPLMN), the error Roaming Not Allowed with cause PLMN Roaming Not Allowed is returned.

If the subscribers HLR can be reached, the VLR opens a dialogue towards the HLR (see figure 19.1.1/18) by sending a MAP_OPEN request without any user specific parameters, together with a MAP_UPDATE_LOCATION request containing the parameters

-
IMSI, identifying the subscriber;

-
Location Info, containing the MSC number;

-
VLR Number, the E.164 address of the VLR, to be used by the HLR when addressing the VLR henceforth (e.g. when requesting an MSRN);

-
the LMSI as an VLR operator option; this is a subscriber identification local to the VLR, used for fast data base access.

In case the HLR rejects dialogue opening (see subclause 25.1), the VLR will terminate the procedure indicating procedure error. If the HLR indicates version Vr protocol to be used, the VLR will revert to the version Vr procedure concerning the dialogue with the HLR, with outcomes as for the current MAP version procedure.

If the HLR accepts the dialogue, the HLR will respond with:

-
a MAP_INSERT_SUBSCRIBER_DATA indication, handled by the macro Insert_Subs_Data_VLR defined in subclause 25.7;

NOTE:
The HLR may repeat this service several times depending on the amount of data to be transferred to the VLR and to replace subscription data in case they are not supported by the VLR.

-
a MAP_ACTIVATE_TRACE_MODE indication, handled by the macro Activate_Tracing_VLR defined in subclause 25.9;

-
a MAP_FORWARD_CHECK_SS_INDICATION_ind. This indication will not be relayed to the SGSN.

-
the MAP_UPDATE_LOCATION confirmation:

-
if this confirmation contains the HLR Number, this indicates that the HLR has passed all information and that updating has been successfully completed. The VLR is updated using the parameters provided in the service and needed by the VLR. If certain parameters are not needed in the VLR, e.g. because some service is not supported, the corresponding data may be discarded. The VLR sets the "Confirmed by HLR" and "Location information confirmed in HLR" indicators to "Confirmed" to indicate successful subscriber data updating;

-
if the confirmation contains an User error cause (Unknown Subscriber, Roaming Not Allowed or some other), the process calling the macro continues accordingly. In the last case, the subscriber data are marked as incomplete by setting the indicators "Confirmed by HLR" and "Location information confirmed in HLR" to "Not Confirmed". The same holds if there is a Provider error or a Data error in the confirmation;

-
a MAP_P_ABORT, MAP_U_ABORT, or MAP_CLOSE indication. In these cases, the subscriber data are marked to be incomplete and the process continues as in the case of an error reported by the HLR;

-
a MAP_NOTICE indication. Then, the dialogue towards the HLR is terminated, the subscriber data are marked to be incomplete and the process continues as in the case of an error reported by the HLR.
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	http://docbox.etsi.org/tech-org/smg/document/smg/specs/



contains the latest available versions of all releases of all GSM specifications. Do a "save as" with a file name related to the tdoc number. If the formatting looks incorrect (most easily noticed by the fact that there is no space between paragraphs), it may be because you do not have the correct style sheet in your MS word style directory. For "new style" deliverables, the style sheet is ETSIW_70.dot and for old style deliverables, it is ETSIW_60.dot or ETSIW_61.dot. These can be download from the ETSI server at:







	http://www.etsi.org/edithelp/newtempl.htm   and      http://www.etsi.org/edithelp/oldtempl.htm







4)	Go to the beginning of the heading of the first subclause which you want to change. Press <CTRL><SHIFT><HOME> to select everything before that point and delete it.







5)	Switch to the window in MS word that contains you CR cover sheet and do a <CTRL>A   <CTRL>C to select and copy the entire sheet (including the section break at the end). Switch back to the other window and paste it in.







6)	Between group of changed pages in the CR, insert a section break (insert / break / next page/)







7)	When all the changes have been made (using the "revision marking" or "track changes" feature of MS Word), the headers and page number should be corrected. Do this by changing to page layout mode (view / page layout) to see the headers. If the pages of the CR show a normal specification header, go to step 8. If the headers contain text like "Error, no text of specified style in document" or "error, reference not found" you have a new style spec and so should correct the header. Go to the menu item "view / header and footer", select the frame that contains the error message and delete it. Do this for both error messages. Do not delete the page number. On the left side, write the text for example "GSM 11.11 version 7.0.0 1998-07". Go back to normal view.







8) 	For each group of changes, insert the correct starting page number. The number should be that which is a clean unmodified specification. It is a guide to the reader only and so they can be +/- 1 page number. Insert the page number using the following method. Go to the line following the first section break in you CR. choose the menu item insert / page number / format / start at and insert the correct starting page number for that group of changes. click "OK" and then "CLOSE" (don't press "OK" at this last step). Repeat this step for each section break.







9)	When you have finished making all changes, turn off "Mark Revisions" otherwise the page numbers in the headers will be difficult to read.







Examples of expressions of prevision in ETSI specifications







Please ensure that any changes proposed adhere to the following rules:







SHALL: To be used to indicate a requirement. e.g. "The ME shall reset the SIM" is correct Do not use "The ME resets the SIM" or "the ME must reset the SIM"







SHOULD: To be used to indicate recommendation. i.e. if, among several possibilities one is recommended as particularly suitable, without mentioning or excluding others, or that a certain course of action is preferred but not necessarily required, or that (in the negative form) a certain possibility or course of action is deprecated but not prohibited.







MAY: To be used to indicate permission. To be used instead of phrases such as "is permitted", "is allowed" or is permissible". The opposite of "may" is "need not".







CAN: To be used to indicate possibility and capability. To be used instead of phrases such as "be able to", "there is a possibility of" or "it is possible to".







Visit the EditHelp page on the ETSI server (http://www.etsi.org/EditHelp/ ) for further practical information about ETSI deliverables, including the ETSI drafting rules.
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ANNEX A   	The CR cover sheet







This annex provides further information on how to fill out the cover sheet of a CR.







The header:



a)	The header, including the committee or working party (e.g. ETSI SMG9 UMTS working Party), the tdoc number (to be obtained from PT SMG) and the meeting location and date.







The title box:



b)	The change request number. This is a 4 character string unique for each specification. It starts with an A and followed by 3 digits e.g. A123. This is allocated by the PT SMG project manager of the relevant STC.



c)	The GSM specification number (e.g. 09.02). The ETS/EN/TS number shall not be used.



d)	The SMG plenary number to which this CR will be submitted to if it gets agreed at the STC  meeting. (e.g. #29 for the June '99 SMG plenary, #30 (October 99), #31 (November 1999) or #32 (February 2000). If the specification in question is only under STC change control (there are not currently many specifications under this regime), the STC meeting number shall be used instead.



e)	for approval/for information: one box only shall be marked with an "X"



f)	Strategic / non-strategic. one box only shall be marked with an "X". The default is "non-strategic" but it is the chairman of the STC responsible for the specification who shall decide.







Proposed change affects:



g)	At least one box shall be marked with an "X"







Work item:	



h)	The name of the GSM phase 2+ work item for which the CR is relevant.







Source:



h)	The company name of the author of the CR. If the CR has already been agreed at a subgroup/working party meeting, the subgroup name should be used instead. (the working party tdoc number should also be included)



Subject:



I)	One line (only) of text that describes the subject of the CR. Details should be put under "reason for change"



	good examples:	"Clarification to FETCH command"



				"Alignment of operation and parameter names"



	recently used



	bad examples:	"correction"



				"editorial correction"



				"correction to GSM xx.yy"



				"various improvements"



Category and release:



j)	Choose one category only. Note that except under special circumstances, category B (addition of feature) and category C (functional modification of feature) can only be done to a current release of the specification. i.e. after the release 98 has been frozen (at SMG #28) only category F changes may be submitted for R98.



k)	The release to which this CR applies. Note that if you make a correction to a release 96 specification, other CRs shall also be made for the release 97 and release 98 versions if they exist.



Reason:



l)	This should be 1 to 10 lines of text that describes in further detail the reasons why the change is necessary and / or how the change is done.







Clauses Affected:



m)	Each subclause that is affected by the change should be listed here. New subclause number can be followed by " (new) ".







Other specs affected:



n)	Other releases of the same spec: if, for example this is a release 97 CR but there is also a CR for R98, it should be listed here. The format for listing other CRs is, for example, 11.14-A123.



	Other core specifications: to be used if the CR is linked to a CR for another specification.



	MS test specifications: to be used if a change is needed to GSM 11.10.



	BSS test specifications: to be used if a change is needed to the 11.2x series.



	O&M specifications: to be used if a change is needed to the 12 series specifications.








