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RAN WG3 would like to thank CN WG2 for their liaison on GTP Evolution and would like to take the opportunity to respond to the suggested proposals:

RAN WG3 agrees with CN WG2 in regards with GTP protocol responsibility and that it shall reside within CN WG2.

The GTP protocol stretching over several interfaces under various group responsibility, there is a crucial need for tight co ordination between these groups. RAN WG3 is willing to have documents related to GTP exchanged between the groups at the CN WG2 discretion and in the most convenient form for this group (e.g. liaison, new GTP specification version, CRs…). If such document exchange is put in place, RAN WG3 does not see the immediate need for an Ad-hoc meeting with CN WG2.

RAN WG3 has attached to this liaison the agreed view of what the GTP-U protocol should support on Iu for UMTS Release 99. RAN WG3 understands that the preferred solution for GTP is a single version for Release 99, which shall be used over both Iu and Gn/Gp in UMTS and Gn/Gp in GSM/GPRS. RAN WG3 would like CN WG2 to inform us about the status of our proposal and any comments CN WG2 would like to offer.

From a RAN WG3 documentation point of view, the specification 25.414 already includes room for a pointer to the GTP specification. It remains to incorporate the exact version intended for Release 99.

Attachment: Extract from TSGR3#4 (99) 462, 25.415: Iu Interface UTRAN-CN User Plane protocols, Version 0.1.2

GTP-U Header format and content definition
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Figure 8: Iu PS UP GTP-U protocol header

Version 

The Version field is used to separate different versions of the GTP protocol.

Note: It needs to be considered whether a new protocol discriminator is required and if not how version handling is performed.

PT (Payload Type)

Bit 5 of the first octet is used as a protocol discriminator. It is used to separate the GTP-U protocol from a protocol that is used for charg​ing purposes in the UMTS core network. 

Reserved 

These bits are reserved for future use. Their use is FFS. 

They shall be set to ‘1’ by the sending side and shall not be evaluated by the receiving side. 

This applies to bits 3-0 of octet 1.

Note: The usage of the reserved field in protocol messages needs to be clarified.

Message Type 

The Message Type field indicates the type of the GTP-U message. 

This is needed to indicate whether the message consists of transparent user data (T-PDU) or path management messages. 

Note: The usage of the reserved values in the message type needs to be clarified.

Message Type Value
Message

0
For future use. Shall not be sent. If received, shall be treated as an unknown message. 

1
Echo Request

2
Echo Response

3
Version Not Supported

4 to 191
Reserved

192 to 254
For future use. Shall not be sent. If received, shall be treated as an unknown message. 

255
T-PDU

Length 

The Length field indicates the length in octets of the GTP-U message excluding the GTP-U header. Bit 2 of octet 3 is the most significant bit and bit 0 of octet 4 is the least significant bit of the length field. 

Length field is needed to enable volume based charging (in xGSN). 

Spare ‘1s’   

These unused bits shall be set to ‘1’ by the sending side and shall not be evaluated by the receiving side. This applies to bits 7-3 of octet 3.

Sequence Number 

The Sequence Number field is a transaction identity for signalling messages and an increasing sequence number for tunnelled T-PDUs.  

For user data, based on the received and expected sequence number values, the receiving node may decide whether or not to discard the received PDUs. Alternatively, the receiving node shall reorder the incoming PDUs in sequence if the Reordering Information in the application part control plane indicates that Reordering is required.

Note: The aspects related to initialisation and synchronisation of the sequence number are FFS.

Flow Label

The Flow Label field identifies unambiguously a GTP-U tunnel. The Flow Label is negotiated through RANAP dialogue during the setup phase of a GTP-U tunnel. 

The SGSN assigns the Flow Label to be used for upstream traffic and the RNC assigns the Flow Label to be used for downstream traffic.

The following describes how the Flow Label is assigned:

In the control plane, the SGSN sends to the RNC a node IP address (Transport Layer address) and an upstream Flow Label to be used for the user plane data. The Flow Label corresponds to the Binding Identity and identifies a GTP-U tunnel.

The RNC responds in the control plane with an IP address (Transport Layer address) and a downstream Flow Label. The Flow Label corresponds to the Binding Identity in the RAB Assignment Complete message. 

For signalling messages, the Flow Label is set to 0.

Similar procedures will be used for SRNS relocation and handover.

Echo Request

This message is used for Path (UDP layer) management. It is used for one peer to verify that the corresponding peer is still operational. Echo Request messages may be sent for each path in use. The node shall be prepared to receive an Echo Request message at any time and reply with an Echo Response message. When and how often an Echo Request message may be sent is implementation specific but an Echo Request shall not be sent more often than every 60 seconds on each path. 

The private extension is optional.

Echo Response

This message is sent as a response to the Echo Request message. The private extension is optional. The Recovery field is required.

Version not supported

This message contains only the GTP-U header and indicates the latest GTP version that the GTP-U entity on the identified UDP/IP address can support.

If a receiving node receives a GTP message of an unsupported version, that node shall return a Version not Supported message indicating in the Version field of the GTP-U header the latest GTP-U version that that node supports.
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