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1. Abstract

This document proposes to begin the study of the of lower layer usage within the CAMEL in VHE context based on the currently available document (09.78) and discussion in the previous N2A meeting.  

2. Discussion

The usage of lower layer (e.g. TC, SCCP) is described in the 09.02 and 09.78, e.g. the addressing of SCCP etc.  However, there still exist various possibilities like the transmission order of the called-address, calling-address, and User Data of SCCP.  The document originator concerns following points to have the efficient interconnection between CNs for CAMEL.  They might be also applied to MAP, but GLR concept will reduce the signaling traffic between the home and visiting network, so the necessity of load sharing discussed in item b may not be necessary.  
a.
TC related parts: 

a-1
Is it possible to select the "Definite form" for the length encoding for TC message?  (This means indefinite form will not be used)  
a-2
Is it possible to use the basic-end procedure for terminating a dialogue and eliminate pre-arranged end procedure for some cases (e.g. last EDP-N report)?  

b.
SCCP related parts:

b-1
Can the order of called-address, calling-address, and user-data in the SCCP message be always transmitted in the order indicated here (please see case 1 below also)?  If it is too restrictive, is it possible to restrict the order of transmission of variable length mandatory parameters (case 1 or 2) as following?  

transmission order 
case 1
case 2

 first
Called Party address
Calling Party address

 ...
Calling Party address
Called Party address

 last
Data
Data

(Note: Pointer parts and other fixed mandatory or optional parts are omitted for the simplicity.)

b-2
The address format in the XUDT for transmitting the user data that contains TC dialogue continuation APDU.  For example, this consideration may be needed if the load sharing between two or more nodes applied in the home network and the called party address (A1) in the begin message will not be used for the succeeding continue messages' routing since the address A1 can not identify the particular node to be communicated with after one of the nodes being selected with the begin message.  

b-3
Is it needed to make load sharing between multiple Signaling Pont Of Interface (S-POI) for the CAP message transmission between CNs?  
3. Proposal and comment to the proposal via e-mail
In more efficient way, items in section 2 could be proposed as CR or work item, however, before make such proposals this document originator would like to ask the members:  

1.
Are there any problem to make such option selection listed in section 2 (item a-2)?  If there is a problem(s), what is the reason?  

2.
Are there any implementations or study relating to the item b-2 and b-3?  There are Japanese specification on these points, so if it allowed they may be circulated for information (but translation will be needed for the full specification).  
From: Ms. Jane Humphrey <janeh@LEPY08.GPT.CO.UK>

To: 3GPP_TSG_CN_WG2@LIST.ETSI.FR

Date: Sat, 27 Mar 1999 11:34:38 GMT

a1  First, this restriction may not be backwards compatible with existing CAMEL implementations as there is currently no restriction.  Also, with the "Definite Form" does this mean that a data value of length less than 128 octets must have the length encoded in the short form (as specified in Q.773)?


Answer: Definite Form means that a data value of length less than 128 octets should have the length encoded in the short form.  As for the former case, if there is not so many implementations, it could be possible to select the option in Q.773.  

a2  There is currently no restriction on using basic end or prearranged end for INAP (and CAMEL) dialogues.  Therefore, such a restriction would not be backwards compatible with existing implementations.  Also, this restriction would impose an additional signalling load as extra messages would be required to replace pre-arranged end.  One advantage of using the pre-arranged end method is to reduce the number of signalling messages exchanged between entities.


Answer: Advantage of using the basic end is the possibility of simplified dialogue handling in the SSP.  The trade-off between signaling load and simplicity need to be considered.  

b1  No comment on this at the moment, other than backwards compatibility needs to be considered.

b2  I'm not sure I understand this but TC White book introduced a method which allowed the destination address to be changed in the first backward continue message (i.e during the establishment of a dialogue).  After the first backward continue message the addresses for the dialogue cannot be changed.  See section 3.1.2 of Q.771.  I think this is what is meant by b2.

Answer: The comment is exactly correct.  In addition, the original wording aimed to ask that the GT format in the current base text (09.02 or 09.78) is sufficient or not for the load sharing environment on SCP level (it is not the link sets level load sharing described in b3, but the load sharing between SCPs within the home network).  The address (it has been changed) in the first backward continue message may not suite the current GT, because it may not be represented without appropriate Translation Type for the third message routing.  Currently TT=0 is the only possibility and this means the GT has no Translation Type.

b3  I do not understand the terminology used - further clarification is needed.


I apologize the use of regional terminology.  The meaning of the term "Signaling Point Of Interface (S-POI)" is illustrated in the following figure as reference point "X" (please see with fixed width font):
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Reference point "X" between network A and B is called "Signaling Point Of Interface (S-POI)" in Japan.  It depends on the network configuration,but there will be the situation that more than two route are possiblle for the target SCP(s).  The SCCP relay node is a conceptual box so the possible stuck (e.g. MTP1/2/3) are omitted for the simplicity. In addition, a network might have Gate Way function on reference point "Y" (I think the good example function in the Gate Way may be MTP level Point Code interworking).

Item b3 asked about the possibility of load sharing and if so a method for the sharing between more than two signaling link sets on which the X reference point is mapped.

Since the item b-3 may need further clarification, it is proposed to re-submit the contribution based on the discussion in this meeting and if it is felt useful.  


Proposed chages to 09.78:

-
Consider to add informative wording to section 10 according to the discussion result from item a-1.  

-
Consider to add informative wording to section 10 according to the discussion result from item a-2.  

-
Add section 11 Service Assumed from SCCP and intoroduce the proposals in "item b-1 and b-2" with appropriate wording.  (Wording is attached as Annex1.)


(note: First and second prposals have been agreed in CN2A#3 provided that the proposed text will be informative, so with such modifications they can be easly confirmed again.  Last proposal, creating of new section 11, asked to be reviewed in detail between the previous meeting and this meeting, so it should be discussed.)

As item b-1 and b-2 may need to be considered in sub group B, so it is asked that the meeting review and discuss the contents of the proposed section 11, and consider the usefulness on such material.   
-----------

Annex1:  Proposed new section 11 Service Assumed from SCCP for 09.78

As the wording in ITU-T Q.1228 section 18.2 can be used for the base of this section, the editorial modifications which should be made on are summarized here, and the original text is attached after it.  Proposed modification to the section for CAMEL is marked up except for the editorial ones since following remark may be sufficient.  In addition, the section number is modified without revisions (18.2 is replaced with 11).  

In the following, editorial changes are not applied so:  

-
IN CS-2 should read as CAMEL ph3,

-
ITU-T shuold read as 3GPP, 

-
INAP should read as CAP,

-
IN should read as CAMEL.  

The use of Blue book SCCP is added to the proposed section based on the discussion in the previous sub group A meeting.  If this type of section will be accepted, one section from ITU-T Q.1229 (Com11 R117 section 7.2.3.9 "INAP Addressing: How to do it and why" is attached after the proposed this should be also consder before the proposed section 11 will be finalized.  
11.
Services assumed from SCCP

This subclause describes the services required from the SCCP that may be used by the IN applications for the IN Application Protocol used between the SSF, SCF and SRF.

The services described are those given in the SCCP post White Book Recommendations Q.711‑Q.714 (07/96) and Q.715 (SCCP User Guide) should be consulted to identify possible interworking and compatibility issues between the different SCCP versions.  The effect of the availability of white book SCCP in only some parts of the world needs further study.  The corresponding Blue Book Recommendations are still possible to be consulted, however some features like segmentation and re-assembly within SCCP are missed in this version.  
The information in Q.1229 section 7.2.3.9 "INAP Addressing: How to do it and why" needs to be also considerd but it is simply attached to this section due to lack of time.  
11.1
Normal procedures

The SCCP forms the link between the TC and the MTP and provides (in conjunction with the MTP) the network services for the IN applications. The network services provided allow the signalling messages sent by the application to the lower layers to be successfully delivered to the peer application.
11.2
Service functions from SCCP

11.2.1
SCCP connectionless services

The following Connectionless services are expected from the SCCP:

a)
Network Addressing to enable signalling connections between SCCP users.

b)
Sequence Control to enable the SCCP users to invoke "sequence guaranteed" or "sequence not guaranteed" options for a given stream of messages to the same destination.

c)
Segmentation/reassembly of large user messages.

d)
Return Option to enable the SCCP users to invoke "discard message on error" or "return message on error" for a given message not able to be delivered by the SCCP to the destination SCCP user, due to routing or segmentation/reassembly failure.  (The use of return option is to determine by a network operator)  
e)
Congestion control.

The primitives used for the above services are given below.

The N-UNITDATA request and N-UNITDATA indication primitives are used to send and receive data. The parameters of these primitives include the Called and Calling Addresses, Sequence Control, Return Option and User Data with the addressing parameters always mandatory.

The N-NOTICE indication primitive is used to return undelivered data if return option is set and a routing/segmentation error occurs.

11.2.1.1
INAP addressing

The INAP addressing elements consist of information contained within the Calling and the Called Addresses which are sent by the application to TC for use by SCCP.  This section provides additional informaton on the section 4.4.  
The application expects the SCCP to route messages by either:

a)
the use of the Destination Point Code (DPC), the SubSystem Number (SSN) and MTP SAP (Service Access Point) instance (intra-network only, and this is one possiblity); or 

b)
the use of the Global Title (GT) plus optionally the SSN, DPC and MTP SAP.

The application also specifies to SCCP whether to use Route on SSN (intra-network only) or Route on GT for both the Called and Calling Addresses.

If INAP requires additional addressing information, it must be carried in the GT portion of the address specification regardless of which form of routing is specified.

Method a) above may be used when the application is aware of the destination point code and the destination SSN located at that point code to which the message is to be delivered. Within a national network different SSNs, according to Recommendation Q.713, may be allocated for the different network-specific applications, e.g. a SSN may be allocated for a SCF functionality.

Method b) above may be used when a message is to be delivered to a SCCP-user which can be identified by the combination of the elements within the GT. An example of the use of this method is when messages have to be delivered between different networks. This method may be used since the originating network is unaware of the point code and SSN's allocations within the destination network. The network that determines the end-node to which the message is to be delivered has to perform a Global Title Translation to derive the destination Point Code and the SSN. If optionally the original address contained the SSN, then this may be used as the destination SSN, or the translation may, if required, provide an appropriate new SSN. Where the destination node is in another network (and is not the gateway node) then the application populates the SSN field with either the SSN in use at the destination or zero. 

When GT is used for addressing, the IN application expects that the SCCP supports the following elements as defined in Recommendation Q.713:

Global Title Indicator

This indicator specifies the method employed for the formatting of the address information. The format with the indicator value 4 is always used for internetwork connections.

Translation Type

The Translation Types are defined within Recommendation Q.713.

Numbering Plan

1)
For Addresses used on internetwork interfaces the Numbering Plan must be either Generic Numbering, or E.164 as defined in Annex B/Q.713.

2)
For Addresses used on all other interfaces, any of the Numbering plans defined in Recommendation Q.713 may be used if deemed suitable.

Global Title Address Information

This is the actual INAP address information supplied by the application and is encoded as indicated by the encoding scheme.

Encoding scheme

The application should set the value of the encoding scheme according to the format of the GTAI. The allowed values are defined in Recommendation Q.713.

The network provider must ensure that any change of GT value during translation preserves any INAP specific information contained in the initial GT value. The GT translation data in the network must not delete the GT information, if present, from the Address.

This requirement applies to all interfaces, not just those used for internetworking.

If route on SSN is to be supported from the originating node, then a non-zero standardised SSN adopted by 3GPP is required for internationalinternetworking.

In the absence of a standardized non-zero SSN for INAP services, the use of route on GT is mandatory from the origin node to the network containing the destination node.

The version of SCCP used to support INAP operations should be at least ITU-T White Book, 1993, but Blue Book still possible to be appled with the restriction of no AC negotiation etc..

11.2.1.2
Sequence control

The application will specify whether SCCP protocol class 0 or 1 is required.

Class 0 is used when the in-sequence delivery of messages to a specific called address is not required.

Class 1 is used when the in-sequence delivery of messages to a specific called address is required.

11.2.1.3
Return on error

The use of Return on Error mechanism may be required by the IN applications so that the application is aware of messages that have not been delivered to the destination by the SCCP. The return option allows the return of the message that was not delivered due to routing or segmentation/reassembly failure back to the issuing user. 

If the return option is invoked by the application and the message is not delivered, then the SCCP specifies the "return reason" as specified in Recommendation Q.711. The N-NOTICE primitive is used to return the undelivered message to the originating user.

11.2.1.4
Segmentation/reassembly

The application expects that since the SCCP can send up to 260 octets of user data (including the address information and TC-message) in a UDT message (248 octets in a XUDT message performing segmentation and congestion control), segmentation is available for long user data.

Also the SCCP is expected to perform the reassembly function on received segmented messages and deliver the reassembled user data to the user.

However, it should be noted that even though the theoretical maximum size of SCCP-user data and addresses that can be segmented by the SCCP is 3968 octets, the SCCP-user would limit the length to about 2560 octets to allow for the largest known addresses. Note that the application must also allow for the octets used for the TC-message in the 2560 octets. 

The IN application does not expect the SCCP to segment the user data into more than 16 segments.

11.2.1.5
Congestion control

To help control of possible congestion that might occur in the lower layers, the application may assign a value to indicate the importance of the message. The use of this parameter requires the use of SCCP [Q.711-Q.714 (07/96) and Q.715 (SCCP User Guide)] Recommendations.

Also there exist other congestion control mechanisms however they are FFS.

11.2.2
SCCP Connection-oriented Services

The use by IN applications for the Connection-oriented services is outside the scope of IN CS-2.




























-----------Note following is a copy of the section 7.2.3.9 of Q.1229 for information-----------

7.2.3.9
INAP Addressing: How to do it and why

Each FE instance specified in the Intelligent Network series of recommendations must have a unique INAP address. This address must contain the address elements (refer clause 18.2.2.1.1/Q.1228) which must be presented to the lower layer network services (TC, SCCP, MTP) in order for the INAP message PDUs to be correctly transferred between communicating FEs. For international internetwork operations to succeed, the INAP address of each of the FE's involved in the operation must be known to the networks involved in transferring the operation messages.

For IN CS‑1 (1995) these internetworking interfaces are:

•
SCF - SDF

For IN CS‑2 (1997) these internetworking interfaces are:

•
SCF - SDF

•
SDF - SDF

•
SCF - SCF.
At the INAP level the internetwork relationship can be represented as shown in Figure 7‑42/Q.1229.




Figure 7-42/Q.1229

INAP internetwork connection between FEs

Table 7‑22/Q.1229 identifies the permissible FE types for each of the relevant IN capability sets:

Table 7-22/Q1229

Permissible FEs for internetwork operations

Capability Set
FE A
FE F

IN CS‑1 (1995)
SCF
SDF

IN CS‑2 (1997)
SCF
SDF


SDF
SDF


SCF
SCF

7.2.3.9.1
Mapping of INAP FEs to SCCP Subsystems

INAP uses the addressing services of the lower layer network services [TC, SCCP, MTP] to ensure the correct delivery of INAP PDU messages. Since TC does not manipulate any of the addressing elements, it is in effect the SCCP address parameters which will control how INAP messages are handled for message delivery. Each INAP network node will contain a single SCCP layer which handles the routing of network messages. The SCCP will deliver messages to an identified subsystem (which is addressed by a subsystem number, SSN). This subsystem corresponds to an Application Entity (AE) which contains the TC ASE plus all of the application layer function ASEs to be performed in the node.

ITU‑T Recommendation Q.1225 contains the agreed set of mappings of FEs to physical network nodes for IN CS‑2 (1997). It is possible for IN network nodes to contain 1 or more FEs. The mapping of these FEs into specific AE types which can be addressed as subsystems by the SCCP has not been standardized and my in fact be implementation dependent. Figure 7-43/Q.1229 shows possible mappings of FEs to AEs and the effect this has on the SCCP addressing. The configurations shown are not considered to be exhaustive.

It should be noted that a FE (as used in IN terminology) is equivalent to an AE (as defined in ITU-T Recommendation Q.1400, and in the figure below the model (ii) shows the example where AE type (FE type) can have two different applications of the same type in one node.




Figure 7-43/Q.1229

Model for internetwork connection between FEs

7.2.3.9.2
Interconnection of INAP Nodes for internetworking

The INAP addresses are constrained to fit into the SCCP Called Party Address structure defined in ITU‑T Recommendation Q.713. However to fully realize the consequences of selecting a specific form of this address for INAP internetworking use we need to examine the full physical level interaction between INAP and the lower layer routing functions.

An example internetwork configuration showing this is given in Figure 7-44/Q.1229.




Figure 7-44/Q.1229

Model for internetwork connection between FEs

The configuration in Figure 7‑44/Q.1229 was chosen because it is the simplest network configuration which illustrates the minimum requirements for international internetwork operations. While other configurations are possible they would not simplify the requirements imposed on the addressing needs for INAP operations.

7.2.3.9.3
Address Mapping during message transfer

To illustrate the mapping of addressing parameters between the different protocol networks, the establishment of a TC dialogue between FEA and FEF will be examined. 

The format used for the messages uses the parameters defined in the appropriate Recommendations. The values of the parameters which affect the addressing requirements are in bold typeface. Table 7‑23/Q.1229 defines the abbreviations used for the parameters in the messages.

Table 7-23/Q.1229

Abbreviations for element values for message events

Parameter
Description
Protocol

QoS
Quality of Service (as defined in 3.1.2.1/Q.771)
TC

ac(X)
Application Context name value X (ASN.1 object id)
TC

dtid(X)
Destination Transaction ID value X (as defined in 3.1/Q.773)
TC

otid(X)
Originating Transaction ID value X (as defined in 3.1/Q.773)
TC

BEGIN{X}
TC Message BEGIN (ASN.1 defined in 3.1, 3.2/Q.773
TC

CONTINUE{X}
TC Message CONTINUE (ASN.1 defined in 3.1, 3.2/Q.773
TC

dialogue{X}
TC message dialogue portion (ASN.1 defined in XX/Q.773)
TC

components(X)
TC message components portion (ASN.1 defined in XX/Q.773)
TC

tid(X)
Transaction ID (Dialogue ID) value X (Q.771)
TC

UI
User Information (defined in 4.2.3/Q.772)
TC

adrX(Z)
SCCP address value X (defined in 3.4/Q.713)
X = S for primitive (SDU) where formatting is not specified
X = P for protocol (PDU) where formatting is specified
SCCP

class()
Protocol Class (as defined in 3.6/Q.713)
SCCP

gt(X)
Global Title value X (as defined in 3.4.2.3/Q.713)
SCCP

hc()
Hop Counter (as defined in 3.18/Q.713)
SCCP

pc(X)
Point Code value X (as defined in 3.4.2.1/Q.713)
SCCP

Ret
Return option (as defined in 6.2.2.2.3/Q.711)
SCCP

rgt
route on GT
SCCP

rpc
route on SSN
SCCP

X(L)(X)UDT{X}
SCCP Message X(L)(X)UDT value X (format defined in 4.10/Q.713 for UDT, 4.18/Q.713 for XUDT and 4.20/Q.713 for LUDT)
SCCP

seg(X)
Segmentation value X(defined in 3.17/Q.713)
SCCP

Seq
Sequencing (defined in 6.2.2.2.2/Q.711)
SCCP

ssn(X)
SSN value X (as defined in 3.4.2.2/Q.713
SCCP

dpc(X)
Destination Point Code value X (as defined in 2.2/Q.704)
MTP

opc(X)
Originating Point Code value X (as defined in 2.2/Q.704)
MTP

sio(N,X)
Service Information Octet with Network Indicator value N and Service Indicator value X (as defined in 14.2/Q.704)
MTP

sls(X)
Signalling Link Selection value X (as defined in 2.2/Q.704)
MTP

In the subsequent clauses, a value of (?) indicates that the value is set by mechanisms contained within the specific protocol. In addition, values denoted by {...} indicate that while the value may be affected by INAP it contains no information which is relevant to the issue of INAP addressing.

7.2.3.9.3.1
Address format for INAP

INAP is required to provide sufficient information to ensure that the SCCP calling and called party addresses are constructed correctly. 

For further information refer to ITU-T Recommendations Q.713 and Q.714.

7.2.3.9.3.2
Addressing from INAP to TC

INAP uses the TC-User services of TC to transfer messages between INAP FEs.

The TC-User services only require addressing information to be provided during the establishment of a TC dialogue between the two end TC-Users. Addresses are carried in the TC-BEGIN primitive (originating address and destination address) and in the first TC-CONTINUE primitive(originating address). Because TC does not specify any address manipulation, the form of these addresses must be compatible with the SCCP addresses used in the layer below TC. The originating address parameter values in both the TC-BEGIN and the first TC-CONTINUE must be unambiguous in that they must uniquely identify the respective TC nodes.

In addition to the address information, the dialogue establishment uses an application context name (AC) which is used to identify the set (and direction) of operations which can be transported by the dialogue.

The IN Physical plane (ITU-T Recommendations Q.1215, Q.1225) allows for the co-location of a number of INAP FEs within a single network equipment node. It is the responsibility of the "glue" between TC and the specific FE (as contained within the SACF/MACF functions) to associate incoming TC dialogues (indicated by a TC-BEGIN.ind primitive) with the appropriate FE.

From the parameters provided by the TC-User service, the SACF/MACF can perform this function by examining the destination address elements and/or the AC. For example:

1)
The destination FE can be determined from the destination address one for each FE at the node.


This implies that each equipment node will potentially require multiple INAP addresses.

2)
The destination FE can be determined from the value of the AC (after the address has been used to deliver the message to the SCCP subsystem) e.g. for message routing from an SCF to SDF, then the SDF node examining the AC (SCF-SDF) knows the message is for the destination SDF FE.


This implies that each equipment node will require only a single address and that the AC can uniquely identify the destination FE. Note, this method will not work if more than one FE of a particular type (e.g. 2 or more SCFs) are co-located in the same equipment node.

For the example in Figure 7-44/Q.1229 the TC level information exchange is detailed in Table 7‑24/Q.1229. The information flows for this exchange are shown in Figure 7‑45/Q.1229.




Figure 7-45/Q.1229

Information Flows for TC level message exchange

Table 7-24/Q.1229

Message definitions for TC level message exchange

Step
From
To
Message Format

1
FEA
TCA
TC-BEGIN.req (
QoS, adrS(inap[FE-F1]), ac(AF), adrS(inap[FE‑A]), tid(A1), UI);

2
TCA
TCF
BEGIN{
otid(A1), dialogue { ac(AF), UI, ... }, component {...} };

3
TCF
FEF
TC-BEGIN.ind (
QoS, adrS(inap[FE-F4]), ac(AF), adrS(inap[FE-A]), tid(F1), UI);

4
FEF
TCF
TC-CONTINUE.req( QoS, adrS(inap[FE-F]), ac(AF), tid(F1), UI);

5
TCF
TCA
CONTINUE{ otid(F1), dtid(A1), dialogue { ac(AF), UI, ... }, component {...} };

6
TCA
FEA
TC-CONTINUE.ind( QoS, , tid(A1), UI);

NOTE - In Steps 2 and 5 the TC data is transferred using the services of the SCCP.

The TC-BEGIN primitive requires the following parameters relating to addressing:


originating address
adrS(inap[FE-A])


destination address
adrS(inap[FE-F1])


application context name
ac(AF)

The initial TC-CONTINUE primitive requires the following parameters relating to addressing:


originating address
adrS(inap[FE-F])

These address parameters have the following constraints on their values:

•
inap[FE-F1], inap[FE-A] and inap[FE-F] must conform
 to the SCCP address formats (see 7.2.3.9.3.1).

•
inap[FE-F1] is an address which must map to a set of INAP FEs that provide identical INAP functionality. The selection of which FE actually performs the required function is left to the SCCP layer to determine.

•
inap[FE-A] and inap[FE-F] must unambiguously identify the TC nodes in the international IN address space. If the AC is not used to determine the destination FE then the addresses must unambiguously identify the individual INAP FEs.

•
AF must take the value of one of the INAP ACs defined for the specific internetworking interface being used (SCF-SDF, SDF-SDF, SCF-SCF).

7.2.3.9.3.3
Addressing from TC to SCCP

TC uses the N-UNITDATA service of the SCCP-User services of SCCP to transfer messages between TC nodes. Addresses are carried by this service in the called party address and the calling party address parameters. Once in the SCCP network, messages are routed between SCCP nodes until the destination SCCP node is reached. This routing is performed in one of two ways:

•
route on GT, the global title translation has to derive just a point code at all but the last translation (at the last translation additionally a SSN is identified, either from GT translation or by using the SSN possibly included as a separate address element in the called party address). Exceptionally a translation may also produce a new destination called party address, but in this case it should be noted that the application's ability to act on messages that are returned on error by the SCCP may be affected.

•
route on SSN, which results in the message being transferred to the specified sub-system at the end SCCP node. Once this form of routing is selected, for example in the output from a GTT function, then no further address translations are permitted.

As there is the possibility of duplication of point codes between networks, messages that cross network boundaries are required to be routed according to GT, at least up to the last translation node. When messages cross the international boundary, the allowed formats of the address parameters are restricted according to the rules detailed in Annex B of ITU-T Recommendation Q.713. See also ITU-T Recommendation Q.715 (SCCP users guide). In particular the use of route on SSN for SCCP message routing in the originating network is only possible if the originating node is in the international network and if:

a)
the final destination SCCP node is visible in the international SCCP network;

b)
there is a standardized non-zero SSN value for the INAP service.

It is possible to satisfy condition a) by co-locating the INAP/TC node with the international SCCP node. However given the limited number of international SCCP addresses available to individual network providers
 it is more likely that network configurations similar to that shown in Figure 7‑44/Q.1229 will be used.

It is therefore mandatory, even where a) is met to use the route on GT mechanism.

For the example in Figure 7‑44/Q.1229 the SCCP level message exchange is detailed in Table 7‑25/Q.1229. The information flows for this message exchange are shown in Figure 7‑46/Q.1229. The XUDT message was used for this example and the following text, although other SCCP message formats could be used (e.g. UDT, LUDT). It should be noted that currently only UDT messages are widely supported.




Figure 7-46/Q.1229

Information Flows for SCCP level message exchange

Table 7-25/Q.1229

Message definitions for SCCP level message exchange

Step
From
To
Message Format

2.1
TCA
SCCPA
N-UNITDATA.req (adrS(inap[FE-F1]), adrS(inap[FE-A]), 
Seq, Ret, Imp, BEGIN{...} );



GTTA
inap[FE-F1]
translates to {
MTP-SAPi(MTP Network 1), dpc(B), 
adrP(inap[FE-F2]) }

2.2
SCCPA
SCCPBC
XUDT {adrP(inap[FE-F2]), adrP(inap[FE-A]), 
BEGIN{...}, …}



GTTBC
inap[FE-F2]
translates to {
MTP-SAPi(MTP Int Nw), dpc(D), 
adrP(inap[FE-F3]) }

2.3
SCCPBC
SCCPDE
XUDT {adrP(inap[FE-F3]), adrP(inap[FE-A]), 
BEGIN{...}, …}



GTTDE
inap[FE-F3]
translates to {
MTP-SAPi(MTP Network 2), dpc(F), 
adrP(inap[FE-F4]) }

2.4
SCCPDE
SCCPF
XUDT {adrP(inap[FE-F4]), adrP(inap[FE-A]), 
BEGIN{...}, …}

2.5
SCCPF
TCF
N-UNITDATA.ind (adrS(inap[FE-F4]), adrS(inap[FE-A]), 
Seq, Ret, Imp, BEGIN {...} );

5.1
TCF
SCCPF
N-UNITDATA.req (adrS(inap[FE-A]), adrS(inap[FE-F]), 
Seq, Ret, Imp, CONTINUE{...} );



GTTF
inap[FE-A]
translates to {
MTP-SAPi(MTP Network 2), dpc(E), 
adrP(inap[FE-A2]) }

5.2
SCCPF
SCCPDE
XUDT {adrP(inap[FE-A2]), adrP(inap[FE-F]), 
CONTINUE{...}, …}



GTTDE
inap[FE-A2]
translates to {
MTP-SAPi(MTP Int Nw), dpc(C), 
adrP(inap[FE-A3]) }

5.3
SCCPDE
SCCPBC
XUDT {adrP(inap[FE-A3]), adrP(inap[FE-F]), 
CONTINUE{...}, …}



GTTBC
inap[FE-A3]
translates to {
MTP-SAPi(MTP Network 1), dpc(A), 
adrP(inap[FE-A4]) }

5.4
SCCPBC
SCCPA
XUDT {adrP(inap[FE-A4]), adrP(inap[FE-F]), 
CONTINUE{...}, …}

5.5
SCCPA
TCA
N-UNITDATA.ind (adrS(inap[FE-A4]), adrS(inap[FE-F]), 
Seq, Ret, Imp, CONTINUE{...} );

NOTE - In Steps 2.2, 2.3, 2.4, 5.2, 5.3 and 5.4 the SCCP data is transferred using the services of the MTP. 

NOTE - Seq, Ret and Imp shown in steps 2.5 and 5.5 are optional.

The N-UNITDATA primitive carrying the TC-BEGIN requires the following parameters relating to addressing:


calling address
adrS(inap[FE-A])


called address

adrS(inap[FE-F1]).

Global Title Translations are performed within NodeA, NodeBC and NodeDE and possibly in Node F. Each of these translations may exceptionally produce a new called party address for use in the SCCP message transfer to the next node. These addresses (changed by the translation or not) are denoted as inap[FE-F2], inap[FE-F3] and inap[FE-F4] respectively.

The N-UNITDATA primitive carrying the first TC-CONTINUE requires the following parameters relating to addressing:



calling address

adrS(inap[FE-F])



called address

adrS(inap[FE-A])

For more details about the information contained in the called and calling addresses, refer to Appendix II of this Recommendation.

It should be noted that this table is in need of modification. It would be useful to clarify that address elements indicated as contained in a parameter of an "adrS" are not literal, but instead represent information that maps to the equivalent address element in a parameter of an "adrP".

7.2.3.9.3.4
Addressing from SCCP to MTP

SCCP uses the MTP-TRANSFER service of the MTP-User services of MTP to transfer messages between SCCP nodes. Addresses are carried by this service in the origin point code and the destination point code parameters.

For the example in Figure 7‑44/Q.1229 the MTP level message exchanges are detailed in Table 7‑26/Q.1229. The information flows for this message exchange are shown in Figure 7‑47/Q.1229.




Figure 7-47/Q.1229

Information flows for example MTP level message exchange

Table 7-26/Q.1229

Message definitions for SCCP level message exchange

Step
From
To
Message Format

2.2.1
SCCPA
MTPA
MTP-TRANSFER.req ( opc(A), dpc(B), sls(?), sio(?,3), XUDT{...} );

2.2.2
MTPA
MTPB
MSU { sio(?,3), dpc(B), opc(A), sls(?), XUDT{...} };

2.2.3
MTPB
SCCPBC
MTP-TRANSFER.ind ( opc(A), dpc(B), sls(?), sio(?,3), XUDT{...} );

2.3.1
SCCPBC
MTPC
MTP-TRANSFER.req ( opc(C), dpc(D), sls(?), sio(?,3), XUDT{...} );

2.3.2
MTPC
MTPD
MSU { sio(?,3), dpc(D), opc(C), sls(?), XUDT{...} };

2.3.3
MTPD
SCCPDE
MTP-TRANSFER.ind ( opc(C), dpc(D), sls(?), sio(?,3), XUDT{...} );

2.4.1
SCCPDE
MTPE
MTP-TRANSFER.req ( opc(E), dpc(F), sls(?), sio(?,3), XUDT{...} );

2.4.2
MTPE
MTPF
MSU { sio(?,3), dpc(F), opc(D), sls(?), XUDT{...} };

2.4.3
MTPF
SCCPF
MTP-TRANSFER.ind ( opc(E), dpc(F), sls(?), sio(?,3), XUDT{...} );

5.2.1
SCCPF
MTPF
MTP-TRANSFER.req ( opc(F), dpc(E), sls(?), sio(?,3), XUDT{...} );

5.2.2
MTPF
MTPE
MSU { sio(?,3), dpc(E), opc(F), sls(?), XUDT{...} };

5.2.3
MTPE
SCCPDE
MTP-TRANSFER.ind ( opc(F), dpc(E), sls(?), sio(?,3), XUDT{...} );

5.3.1
SCCPDE
MTPD
MTP-TRANSFER.req ( opc(D), dpc(C), sls(?), sio(?,3), XUDT{...} );

5.3.2
MTPD
MTPC
MSU { sio(?,3), dpc(C), opc(D), sls(?), XUDT{...} };

5.3.3
MTPC
SCCPBC
MTP-TRANSFER.ind ( opc(D), dpc(C), sls(?), sio(?,3), XUDT{...} );

5.4.1
SCCPBC
MTPB
MTP-TRANSFER.req ( opc(B), dpc(A), sls(?), sio(?,3), XUDT{...} );

5.4.2
MTPB
MTPA
MSU { sio(?,3), dpc(A), opc(B), sls(?), XUDT{...} };

5.4.3
MTPA
SCCPA
MTP-TRANSFER.ind ( opc(B), dpc(A), sls(?), sio(?,3), XUDT{...} );

The point code values required have the following constraints:


pc(A), pc(B) are standard point codes (3.4.2.1 Q.713) defined by the provider of MTP 
Network 1.


pc(C), pc(D) are international signalling point codes as defined in 
ITU‑T Recommendation Q.708. 


pc(E), pc(F) are standard point codes (3.4.2.1 Q.713) defined by the provider of MTP 
Network 2.

7.2.3.9.4
Summary of Protocol Requirements for INAP Addressing

The following requirements can be identified for the different protocols used to carry INAP internetwork messages:

7.2.3.9.4.1
Requirements on INAP

1)
If Application Contexts (AC) are to be used for FE differentiation then the values assigned to the INAP AC must uniquely identify the destination FE.


This requirement applies to all interfaces, not just those used for internetworking.

2)
If AC values are not used for FE differentiation then an agreed format for the Global Title must be defined at the INAP level for international addressing.


These may conform to the formats specified in B.4.3 or B.4.4 of Annex B, ITU‑T Recommendation Q.713. If an alternative numbering scheme is required then this must be forwarded to Q 16/11 for inclusion in a revised Annex B, ITU‑T Recommendation Q.713.

7.2.3.9.4.2
Requirements on TC

1)
If Application Contexts (AC) are to be used for FE differentiation within a physical node then the version of TC used must support the dialogue portion of TC (i.e. White Book (1993) TC).


This requirement applies to all interfaces, not just those used for internetworking.

7.2.3.9.4.3
Requirements on SCCP

1)
The network provider must ensure that any change of GT value during translation preserves any INAP specific information contained in the initial GT value.


This requirement applies to all interfaces, not just those used for internetworking.

2)
If route on SSN is to be supported from the originating node then a non-zero internationally standardized SSN is required for international internetworking (currently not agreed and not standardized).


NOTE - For this the originating node is also required to be in the international network.


In the absence of a standardized non-zero SSN for INAP services, the use of route on GT is mandatory from the origin node to the network containing the destination node where network boundaries are crossed.

3)
The version of SCCP used to support INAP operations must be at least SCCP 1993 if segmentation/reassembly of messages is required to be performed by the  SCCP. The need for SCCP 1996 (for improved congestion control mechanisms) is still to be determined.


NOTE - At present SCCP 1993 is not widely supported. As a consequence INAP operations that cross network boundaries should not assume SCCP 1993 capability.

The SCCP requirements are those required to support INAP operations. Currently there is nothing being done on determining the requirements of INAP Management.

SCCP Management consists of a number of services (N-COORD, N-STATE, N-PCSTATE) all of which will be presented to the INAP message interface. These services allow the user to notify the SCCP of the availability of Subsystems within the SCCP. 

Since the use of these services requires the specification of a non-zero subsystem number, they currently cannot be used for INAP management operations in international internetworking situations.

It should be noted that current SCCP 96 is not particularly clear on the management procedures involving multiple SCCP networks.

7.2.3.9.4.4
Requirements on MTP

There are no INAP specific requirements of the parameters of the MTP. Existing MTP requirements for international addressing are sufficient.

7.2.3.9.5
Implications for Network Providers

In this clause some of the implications of the requirements identified in 7.2.3.9.3.1 for network providers will be examined.

7.2.3.9.5.1
Effect of Addressing on message payload

The carriage of INAP messages between nodes is subject to the message size limitations imposed by the lower layers used. Currently INAP uses a protocol stack as shown in Figure 7‑48/Q.1229.

The available versions of the lower protocols are shown below:


TCAP:
Blue Book (1998)


White Book (1993)


SCCP:
Blue Book SCCP (1998),
SCCP (1993), SCCP (1996)


MTP:
Blue Book (1998),

White Book (1993).




Figure 7-48/Q.1229

INAP Protocol Stack

NOTE - The SCCP UDT message is available in all versions of the Recommendations.

The SCCP XUDT message is available in the SCCP 93 and SCCP 96 versions of the Recommendations.

The SCCP LUDT message is only available in the SCCP 96 version of the Recommendations.

Table 7‑27/Q.1229 summarizes the maximum message payload sizes for user defined portions of the various SCCP protocol used:

Table 7-27/Q.1229

Maximum size (octets) for Addresses + User Data in SCCP messages

SCCP Message
Blue Book SCCP
SCCP 93
SCCP 96

UDT
260
260
260

XUDT (single)
---
2587
254

XUDT (multiple) - 1)
---
251
248

LUDT
---
---
3 968

1) A maximum of 16 XUDT messages can be used to carry User Data.




In each case, the maximum message payload contains:


The Addresses portion which consists of the CallingPartyAddress and CalledPartyAddress 
encoded according to the SCCP CalledPartyAddress formats.


The User Data portion which consists of the encoded PDU containing the TC Message. 
INAP operations will be encoded into the TC Message.

NOTE - In the case where the User Data portion is carried in a number of XUDT messages then all of the XUDT messages used will have the same address portion value.

The length of a XUDT message
 is a combination of fixed overhead, addresses and data. The net effect on message payloads is that:

•
Addresses + part(Data)  248 octets for segmented messages
(data split over up to 16 XUDT messages),

•
Addresses + Data  254 octets for non-segmented messages
(data is carried in a single XUDT message).

For international SCCP addresses two possible alternatives are currently prescribed, either international E.164 or Generic number with ITU‑T Recommendation Q.708 Z-UUU-V prefix. 

The maximum size of an E.164 international address is 15 digits. Using BCD encoding this puts the maximum length of an E.164 based address at 15 octets. Therefore using E.164 addresses message payload constraints are:

•
max length Data  224 octets for single XUDT messages,

•
max length Data  3,456 octets for multiple XUDT messages using segmentation.

The maximum size of the Generic number depends on the contents of the national portion. The fixed part of the address for this form requires 9 octets. In this case there must be agreement between the network providers as to the maximum address length in order to ensure that data is not lost due to changes in the address size (refer 7.2.3.9.5.2).

7.2.3.9.5.2
Effect of Addressing on Global Title Translation tables

Currently SCCP GTT routing must be used to direct international internetworking traffic. 

At each translation point the SCCP may exceptionally generate a new called party address for the message being transferred. It is therefore possible for the size of the address to change as the SCCP message is passed from node to node. If at one of these translation points the new size of the address is such that the SCCP message can no longer fit into the MTP payload then the delivery of the message will fail. Network operators should ensure that sufficient space in the SCCP message is provided by the initial SCCP node to carry the maximum sized address.

Additionally, in the absence of any requirement about the use of the TC level AC to determine the destination INAP FE, it would be prudent for the network operator to assume that the GT portion of any SCCP contains information required by the INAP. This would require that the GT portion of each address should be preserved during the translation process including the last translation node, which will require careful population and management of the GTT tables in each SCCP node. Particular care must be taken in the case where the SCCP is used to select one of a set of nodes used to provide the same service. In this case the network provider must ensure that the change of GT value preserves the INAP specific information contained in the initial GT value.

While a SCCP node performing GTT on a message could modify only the called party address of the message, the first international gateway SCCP node may also modify the calling party address in order to make it conform to international requirements. In this case the network provider must ensure that any INAP related information is retained during the modification and that the resulting address is still unambiguous (i.e. it only identifies a single entity in the network).

7.2.3.9.6
INAP Address Format for international interworking

The two alternatives for INAP addresses for international internetworking are:

1)
Global Title type 4 containing E.164 address with Translation Type = 0,

2)
Global Title type 4 containing Generic Number with ITU‑T Recommendation Q.708 prefix and Translation Type = 2.

Because of the potential need to address multiple instances of a particular type of INAP FE (e.g. multiple special purpose SDFs) within a specific network node, it is necessary for the GT portion of the SCCP address to identify uniquely the INAP FE being addressed.

For a GT containing an E.164 address this effectively mandates that each instance of an INAP FE have its own nationally significant E.164 address.

The alternative to assigning an E.164 address to each INAP FE is to use a GT based on the Generic number plan version of the international SCCP address. Applying INAP requirements to such a generic number should result in a global title of the form:


ZUUUV NNNNNN FF

where ZUUUV is the ITU‑T Recommendation Q.708 portion, NNNNN is the national significant number which identifies the network node, FF identifies the INAP AE instance within the node.

If this format is chosen then it may be necessary to have a new international Translation Type and/or international SSN defined for INAP in order for INAP specific addresses (Generic Number + AP FE Suffix) to be distinguished from non‑INAP specific addresses based on the generic numbering plan which could employ identical address digits.

Figure 7‑49/Q.1229 shows an example coding of such an address using SCCP formats. The INAP Id digits are used to address the specific INAP FE functionality within the SCCP subsystem to which the message was delivered.

Note that in the example below, the information up to and including octet 8 is the international standardized part of the address, and octet 9-N form the non-standardized national part of the address.

8
7
6
5
4
3
2
1


0
RI=0
GTI = 4



SSNI = 1
PCI = 0
octet 1

SSN = 0 or standard SSN







octet 2

Translation Type = 2







octet 3

Numbering Plan = 2



Encoding Scheme = 1, 2 or 3



octet 4

0
Nature of Address indicator = 4 (International)






octet 5

Q.708 U digit (most significant)



Q.708 Z digit



octet 6

Q.708 U digit (least significant)



Q.708 U digit 



octet 7

0 (Filler)



Q.708 V digit



octet 8

National Significant Part







octet 9

National Significant Part



















INAP Id digit 









AP Id digit (least significant)



AP Id digit



octet N

Figure 7-49/Q.1229

Address format for INAP FE for internetworking.







�	While primitives do not specify exact formats they must contain the information elements required to populate the SCCP formatted addresses.


�	As defined in Q.708.


�	As used in the example in 7.2.3.9.3.
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