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At the last JRG 4 meetings in Sophia Antipolis and in San Diego, LMF and AMF state models were presented and it was concluded that such an approach shall be used for IN service triggering on mobility events. Even though it was not agreed whether a separate AMF state model was useful, authentication-related events were considered.





This contribution provides a set of IN service features based on mobility events and the mobility events that can be used for such IN services. It takes a service requirement driven approach. It is then proposed a series of DPs associated to these events. The way the LMF and AMF are modelled is not tackled in this contribution (for more information see another France Telecom contribution entitled ‘ Discussion on LMF and AMF state models’).





1.	IN service features 





This section proposes a series of IN service features and mobility events required by these features. The use of LMF and AMF DPs is not considered in this section.


1.1.	Service feature descriptions





The following IN services are detailed further in this document, and are used as example of IN services based on mobility events.


credit check : the subscriber may be refused registration when roaming if he has no more credit. In a similar way, he may be notified when his account has reached a pre-determined threshold. Eventually, he may be authorised to register only for a restricted set of services if a certain threshold has been reached.


Authentication location control: the subscriber may be refused registration if a fraud has been detected. Consistency between successive registration location is checked : for instance, the subscriber has registered in Berlin, and 15 minutes later in Chicago. Authentication location check helps detecting such fraud;


UPT : IMT-2000 is required to support UPT. It is assumed here that a UPT user is allowed to register on a mobile terminal from that terminal :UPT registration is based on a IMT-2000 number, i.e. a mobile subscriber must be registered on the terminal before a UPT user starts registering himself. For efficient routing, the UPT SCF needs to be notified when the terminal is switched offor on in order to route the call to the appropriate destination (e.g. to the UPT voice mail when the terminal is off). In a similar manner, the UPT service may include service restrictions when the mobile terminal is roaming : the UPT SCF must be notified when the terminal registers in a visited network in order to check roaming authorisation for the UPT user and to apply specific charging for both incoming and outgoing calls.


Local advertising : when the mobile subscriber registers, some advertising may be displayed in order to give him some local information, e.g. weather forecast. It depends on the service elements the user has subscribed to.


Dynamic filtering based on user location : when in roaming, the subscriber may wish to filter incoming calls, if split charging is used. Dynamic filtering is activated when the user registers in a foreign visited network (roaming user) and as long as the terminal is on.





1.2.	Mobility events for IN service features





This section is dedicated to the description of mobility events needed for the above services. It does not refer to any LMF or AMF modelling.





1.3.	Credit check





For credit check, the following mobility events are considered :


registration : the subscriber credit is checked when the user is roaming and registration or specific services may be denied if the user account is in arrears.


Terminal attach : each time the user switches on his terminal, the same service is invoked. Service restriction may apply at this stage too : attachment may be denied and registration cancelled.


Re-registration : this case is similar to the terminal attach. 





On each of these events, the user may alternatively be notified (e.g. using SMS) of the credit used or of his credit left, i.e. registration is not denied.





1.4.	Authentication location control 





Authentication location can be controlled before authentication is processed. Therefore, it is based on the initiation of authentication. 





1.5.	UPT 





The easiest way to implement UPT support in IMT-2000 is to consider a IMT-2000 network as any other UPT-supporting network, i.e. the UPT user location is stored as the IMT-2000 subscriber directory number. The call is then simply routed to the IMT-2000 network.





However, IMT-2000 is based on terminal mobility and mobility events may need to be notified to the UPT SCF in order to improve call routing and user restrictions.





The following events should be notified :


registration : the location is taken into account to check if the UPT user is allowed to receive and place calls when he is roaming.


Deregistration allows to remove the restrictions placed when registration occurred.


Terminal attach and location update are used for the same purpose as registration.


Detach is used to directly forward the call to the appropriate destination, e.g. voice mail, when the terminal is off.


Service profile transfer : when the mobile user enters a new visited network, his profile is transferred to the visited LMF (LMFv). Some UPT service elements may be transferred to the LMFv from the UPT SCF (for instance indicates that the UPT user has subscribed to CLIP or not).





1.6.	Local advertising 





Local advertising can be sent via the short message service when :


the user registers


the terminal is attached after location update.





1.7.	Filtering





The following events must be taken into account in order to activate or deactivate :


registration, terminal attach or location update


detach, deregistration.





2.	Use of LMF and AMF DPs for IN service features





The LMF and AMF state models are detailed in a companion contribution. These models are not discussed here but the following analysis is based on the LMF and AMF DPs.





2.1.	Credit check 





The «credit check» is triggered on the following DPs in the home LMF :





MS_Registration if the subscriber is liable to be denied registration


MS_Registered if the subscriber is only notified of his remaining credit.


MS_Attach for both authorization check and credit notification to the user.





2.2.	Authentication location control


Authentication location is controlled at the initiation of the authentication process. It is represented by the following DP :





MS_ Authentication





2.3.	UPT 





The following DPs are needed for notification of the UPT SCF :





MS_Registration : check UPT user authorization for incoming and outgoing call when on roaming


Service_Profile : transfer UPT service profile elements to be added to the mobile user profile


MS_Detach / MS_Attach : notify UPT SCF of the terminal inaccessibility or  accessibility (respectively)


Deregistered : notify UPT SCF that the mobile terminal is no longer located in the visited network.





2.4.	Advertising





The local advertising service is triggered on the terminal registration and on the terminal attach. The following DPs are used :





MS_Registration


MS_Attach





2.5.	Filtering





According to the following mobility events for the filtering service, the following DPs are needed :





MS_Registered : activate the filtering service if the roaming conditions are met


MS_Detach : deactivate the filtering service (if it had been activated)


MS-Attach : re-activate the filtering service, if the roaming conditions are valid.


Deregistered: deactivate the filtering service (if it had been activated)





3.	SCF control over the mobility management





The use of LMF and AMF state models allows the creation of IN services which can be triggered in parallel to mobility management procedures to provide mobility-related services, using, for instance, the above service features . For that purpose, IN service logic controls the mobility management processing and may influence the outcome of that processing.





Among the service features detailed  in the previous sections, IN services can be classified in two types :





Notification : the SCF is only notified by the LMF that a mobility event occurred. UPT local advertising and filtering are considered of this type. The SCF does not influence the outcome of the mobility procedure, although the IN service is provided to the user. In the previous examples, either a messaging service is provided, or another IN service, related or not to the subscriber, is notified.


Control : the SCF is able to modify the outcome of the mobility procedure, for instance by denying or cancelling authentication or registration. The credit check and authentication location control are examples of such services. 





4.	Conclusion





This contribution analyses and identifies a set of IN service features related to mobility events. These features can be classified in two types : notification and control. This contribution also shows how the LMF and AMF DPs can be used by theses services and provides explanation of the use of these DPs.





As a conclusion, mobility management has to be notified to by IN services and can be controlled and influenced by IN services, depending on the type of service.
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