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Introduction

This DRAFT output document contains requirements and protocols for IMT-2000 Mobility Management that have been proposed, studied and agreed to by members of JQG4 during the March, 1999 SG-11 meeting in Geneva. As a convenience, it is referred to as “J4doc”. Additionally (as noted) it contains material that provides a starting point for further discussion. Lastly it has a listing of reference reports and key results that went into the writing of this document.

This is a “living” document which provides continuity between successive JQG4 meetings. To assist meeting this objective, it identifies areas where further work is needed and captures open issues. The intention is that this will galvanize JQG4 participants to submit contributions, with the aim of successfully completing JQG4’s task in a timely fashion.

This DRAFT output document is intended as the conduit by which output information from JQG4 is conveyed to the relevant Questions working on IMT-2000 Mobility Management requirements and the Mobility Management Protocol (MMP), for consideration in the creation of their Recommendations.
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Reference results from past JQG4 meetings (most recent first) :

Convergence between the various State Models for the LMFv was the highest priority and this was achieved at this meeting. A commonly agreed State Model for the LMFv was developed.



Example Service Drivers for mobility based services were identified by JQG4.



The outcome of JQG4 work on requirements and protocols will be kept in a draft output document to be fed back to WP3 and WP4. An outline of this document is attached to this report.



JQG4 agreed to work on a common Mobility Management Protocol (MMP) for the IMT2000 NNI that can be built by deriving generic operations not restricted to a particular mobility service or radio access technology as in 2nd generation systems. 



Agreed (by members of WP3-requirements, and WP4-protocol) that JRG4 should be the forum where the work for State Models for Mobility Management should be done. When finalized, these can be fed back to WP3 and WP4.



Convergence of the various State Models was brought one step closer by an agreement to use the State Model in France Telecom’s contribution  as the “reference informative”.



The Joint JRG meeting agreed that the Mobility Management State Model work was a higher priority than the Authentication Management State Model work.



JRG 4 proposes that WP4 discuss location registration state models during their meeting this week so that additional discussion can take place at the next JRG4 meeting in December.  



JRG4 proposes that they identify relationships at the level of FE or FE groupings level rather than at the physical entity level.



JRG4 proposes that WP3 select a consistent graphical and textual way to present relay vs processing in the information flows.



JRG4 proposes that in describing information element/parameter contents, carefully consider the need to include identifiers.  The protocols provide many identifiers automatically (e.g., association identifiers, dialogue identifiers) and if these are intended they should not be included in the Stage 2 description (or, if included, be clearly marked as such).  Identifiers should be included if they are meant to be parameters in the PDUs specific to an application.     



JRG4 proposes that WP3 make every effort to avoid duplicating work (e.g., use only FEAs or SDLs, not both).



JRG4 proposes that both high and low level of detail within the information flows are needed to fully understand the end to end requirements.



JRG4 proposes that global (end to end) issues, for example call control, are captured in a single wider scope document.



JRG4 proposes that WP3 documents related to individual interfaces only capture information unique to the particular interface and which does not represent a global issue.



Abbreviations, Acronyms and Definitions

Abbreviations, acronyms and definitions used in this document include :



Editor’s Note: to be done



FEs and Functional Relationships

FEs and Functional Relationships that apply to Mobility Management are identified (highlighed in bold) using Figure 5.1a/Q.1711 and Figure 5.1b/Q.1711 (from Q.1711), as indicated below:





� EMBED Word.Picture.6  ��� 

FIGURE 5-1a/Q.1711

The IMT-2000 Functional Model

Alternative 1: Integrated Call Control and Connection Control FEs



� EMBED Word.Picture.6  ���

FIGURE 5-1b/Q.1711

The IMT-2000 Functional Model

Alternative 2: Separated Call Control and Connection Control FEs

Mobility Management Interfaces

CN (( CN 

CN (( CN Mobility Management Interfaces, as extracted from Q.1751, Figure 5-X/Q.1751: NNI Functional Interface Model), include:



The N1 interface (LMFV ( LMFV)

The N2 interface (LMFh ( LMFV)

The N3 interface (LMFh ( SCF)

The N4 interface (LMFh ( SACF)

The N5 interface (LMFh ( CCF’/SSF)

The N6 interface (LMFh ( PSCF)

The N7 interface (PSGCF ( PSCF)

The N8 interface (AMF ( SCF)



Editor’s Note: It was pointed out that the figure from Q.1751 needs to also show the LMfv to scf interface (n21?)



MT (( CN

MT ((CN Mobility Management Interfaces include:



Editor’s Note: DETAILS to be added



UIM ((CN

UIM (( CN Mobility Management Interfaces between the include:



Editor’s Note: DETAILS to be added



7  IMT-2000 CS-1 Service Drivers

Services drivers provide a means to identify mobility events and then Detection Points (DPs) in the relevant MM State Models (for example in the SM for the LMF). The DPs can also be used for other services as well, as they get conceived. For IMT-2000 CS-1, the following service drivers have been identified:

7.1  Service drivers descriptions



The following IN service drivers are detailed further in this document, and are used as example of IN services based on mobility events :



1.	credit check : the subscriber may be refused registration when roaming if he has no more credit. In a similar way, he may be notified when his account has reached a pre-determined threshold. Eventually, he may be authorised to register only for a restricted set of services if a certain threshold has been reached.



2.	Authentication location control : the subscriber may be refused registration if a fraud has been detected. Consistency between successive registration location is checked : for instance, the subscriber has registered in Berlin, and 15 minutes later in Chicago. Authentication location check helps detecting such fraud.



3.	UPT : IMT-2000 is required to support UPT. It is assumed here that a UPT user is allowed to register on a mobile terminal from that terminal :UPT registration is based on a IMT-2000 number, i.e. a mobile subscriber must be registered on the terminal before a UPT user starts registering himself. For efficient routing, the UPT SCF needs to be notified when the terminal is switched offor on in order to route the call to the appropriate destination (e.g. to the UPT voice mail when the terminal is off). In a similar manner, the UPT service may include service restrictions when the mobile terminal is roaming : the UPT SCF must be notified when the terminal registers in a visited network in order to check roaming authorisation for the UPT user and to apply specific charging for both incoming and outgoing calls.



4.	Local advertising : when the mobile subscriber registers, some advertising may be displayed in order to give him some local information, e.g. weather forecast. It depends on the service elements the user has subscribed to.



5.	Dynamic filtering based on user location : when in roaming, the subscriber may wish to filter incoming calls, if split charging is used. Dynamic filtering is activated when the user registers in a foreign visited network (roaming user) and as long as the terminal is on.

7.2  Mobility events for IN service features



This section provides the description of mobility events needed for the above services. It does not refer to any LMF or AMF modelling.



1. Credit check



For credit check, the following mobility events are considered :



registration : the subscriber credit is checked when the user is roaming and registration or specific services may be denied if the user account is in arrears.

Terminal attach : each time the user switches on his terminal, the same service is invoked. Service restriction may apply at this stage too : attachment may be denied and registration cancelled.

Re-registration : this case is similar to the terminal attach. 



On each of these events, the user may alternatively be notified (e.g. using SMS) of the credit used or of his credit left, i.e. registration is not denied.



2. Authentication location control 



Authentication location can be controlled before authentication is processed. Therefore, it is based on the initiation of authentication. 



3. UPT 



The easiest way to implement UPT support in IMT-2000 is to consider a IMT-2000 network as any other UPT-supporting network, i.e. the UPT user location is stored as the IMT-2000 subscriber directory number. The call is then simply routed to the IMT-2000 network.



However, IMT-2000 is based on terminal mobility and mobility events may need to be notified to the UPT SCF in order to improve call routing and user restrictions.



The following events should be notified :



registration : the location is taken into account to check if the UPT user is allowed to receive and place calls when he is roaming.

Deregistration allows to remove the restrictions placed when registration occurred.

Terminal attach and location update are used for the same purpose as registration.

Detach is used to directly forward the call to the appropriate destination, e.g. voice mail, when the terminal is off.

Service profile transfer : when the mobile user enters a new visited network, his profile is transferred to the visited LMF (LMFv). Some UPT service elements may be transferred to the LMFv from the UPT SCF (for instance indicates that the UPT user has subscribed to CLIP or not).

4. Local advertising 

Local advertising can be sent via the short message service when :

the user registers

the terminal is attached after location update.

5. Filtering

The following events must be taken into account in order to activate or deactivate :

registration, terminal attach or location update

detach, deregistration.

8 State Models

8.1 LMFV  State Model



8.1.1 State Model Diagram



�EMBED Unknown���



�

8.1.2 State Model Text description 

State: v_Null

Description :

	Initial state (the mobile user is not known in the LMFv) and LMFv awaits registration request. 



Entry Events :

Receipt of location cancellation for the MT (DP: v_Deregistration)

Handling of authorization or registration denied for the MT is completed.  (Transition from v_Denied)



Actions :

Removes the subscriber profile if present and releases any other resources allocated to the MT.



Exit Events :

A registration request is received for the MT.  (DP:  v_Initial_reg )



State: v_Initial Registration



Description :

The user registration is initiated and decision on authentication processing is made. 



Entry Events :

A registration request is received for the MT (DP: v_Initial_reg).

A registration request is received for the MT for a new location area (while in the Active state) (DP: v_Initial_reg).



Actions :

Initiates the user registration, and gathers information on the user (e.g. authentication information and user identity from the previous visited network).

Decides whether authentication is to be performed or not. The way this decision is made is operator specific.



Exit Events :

Authentication is to be performed : authenticate  (DP : v_Authenticate).

Authentication is not to be performed : do not authenticate  (DP: v_Registration).

Registration fails (Transition to v_Denied).



State: V_Authentication Processing



Description :

Authentication is processed.



Entry Events :

Authentication is needed (DP: v_Authenticate).



Actions:

Retrieve new authentication parameters if none available.

Processes authentication.



Exit Events :

Authentication is successful (DP : v_Registration).

Authentication failed (DP: v_Auth_denied).



State: V_Registration_pending



Description :

	The registration process for the MT is completed.



Entry Events :

The MT has been successfully authenticated  (DP: v_Registration)

Authentication was not to be performed : do not authenticate (DP : v_Registration).



Actions :

Registration processing for the MT.  

A subscriber record is filled or updated with MT location information, authorization period and other information. 

The subscriber profile is retrieved.



Exit Events :

Registration succeeds (DP : v_Registered).

Registration fails (DP : v_Reg_Failure).

State:V_Active_registered



Description :

The MT is registered and it is assumed to be reachable.



Entry Events :

Registration has been successfully performed (DP :  v_Registered).

A registration request is received from a detached MT (DP :v_ Attach).

A registration request is received for the MT in the same location area (DP: v_Periodic_reg).



Actions :

Maintains the MT location pointer and set the MT status to active.

If requested, provides a routing address for establishment of an information exchange path (e.g. call delivery, short message delivery). Requests paging before sending back a routing address [this is an option of the visited network].

If requested, provides notification that the MT is successfully registered and active.

If requested, provides information based on the subscriber’s service profile.



Exit Events :

A registration request is received for the MT in the same location area  (DP : v_Periodic_reg).

A detach request is received for the MT (DP : v_Detach).

A registration cancellation request is received for the MT  (DP : v_Deregistration).

A registration request is received for the MT in a new location area. (DP: v_Inital_reg).



State: v_Inactive_registered



Description :

The MT is registered, but it is not reachable. The user data and service profile are still retained in the visited network.



Entry Events :

A detach request is received for the MT (DP : v_Detach).



Actions :

Maintains the MT location pointer and sets the MT status to inactive.

If requested, informs that the MT is inactive.



Exit Events :

A registration request is received from the detached MT  (DP:  v_Attach).

A registration cancellation request is received for the MT  (DP : v_Deregistration).



State: v_Denied



Description :

Handling of failure and denial from authentication and registration.



Entry Events:

Registration is denied during authentication (DP : v_Auth_denied) or location registration (DP : v_Reg_failure).



Actions:

Provides information about registration or authentication denial for the MT.

Sets the Exception Timer.



Exit Events:

The Exception Timer elapses (Transition to v_Null).



9 Mobility Management Protocol



Editor’s Note

The following rationale is included for review.



9.1 Rationale for a new MM protocol



In making an analysis of the different 2G protocols already deployed, the following statements can be made:



As every one knows, various mobility protocol already exist for 2G systems, such as GSM MAP, IS-41, etcÉ, and they have all been specifically designed and optimised for these 2G systems and service capabilities.  However, the main drawback of these protocols is that they cannot easily support inter-family communication because of their specific nature and design (i.e. the syntax and semantics of arguments and results of these Mobility Management operations are heavily coupled with the related 2G services and architecture).



From this quick review, one can easily understand that the 2G protocols need enhancements to support the inter-family roaming between the different IMT2000 members of systems. Therefore, the challenge of making the common NNI protocol for Mobility Management feasible for inter-family roaming relies mainly on creating protocol elements that should not be restricted to a particular mobile service and radio access technology. In other words, it should be generic enough to fit with the different members/systems of IMT2000 from the NNI perspective. One way to proceed forward in that direction is to derive generic operations based on common parameters for IMT2000 services that will be used by these different members. Great attention should also be given to make the evolution path from the existing 2G systems towards the 3G common NNI as smooth as possible.



The following sections provides the MMP operation descriptions for location management, authentication, call routing and supplementary services, sand the corresponding ASN.1 description.



9.2 MM protocol stack



Editor’s Note: TBD



10 MMP for the CN-CN interface



Editor’s Note

The following description for a common MMP over the NNI has been briefly discussed and it was agreed as a starting point during the March ‘99 meeting in Geneva. Further contributions are invited to improve and detail the MMP, in order to meet all the requirements of IMT-2000. After the material is agreed to by JQG4, re-formating will be done.t



Note : the following abbreviations are used : M = mandatory ; O = optional ; C = conditional.



10.1 Location Management

8.2.1	Location Registration

8.2.1.1	FE relationship



request : from LMFv to LMFh.



8.2.1.2	Synopsis



This operation is used from the visited LMF to inform the home network about a roaming user. It can be used either when the roaming user enters the visited network (which is the new visited network), or when the user location data needs to be updated as the user moves in the visited network.



8.2.1.3	Pre condition



LMFv :	(1) the terminal has entered the area covered by the LMFv and authentication has been successful

(2) or it has attached (already registered in the LMFv).



LMFh : 	(1) Authentication Info has been transferred to the LMFv, if the MT is registered in a new LMF.

�

8.2.1.4	Parameters



�Request�Return Result��Mobile Identity (IMUI)�M���LMFv Id�M���Local Mobile Identity 	�O���Routing Address�O���MSC Number�O���Registration Type�M���Required QoS �O���QoS available in the visited network�M���old LMFv Id 	��C��LMFh Id	��M��Registration Authorization	��M��VHE Information��O��PSGCF Id	��C ��Authentication result (note 3)�C�C��Errors��C��Extension container�O�O��

IMUI :		this parameter identifies the IMT-2000 user ;

LMFv Id :		it identifies the visited LMF, where the user’s data are stored in the visited network;

Local mobile Id :	it identifies the IMT-2000 user in the visited network ;

Routing Address : 	it conveys a routing address (incoming calls, packet service), which includes a type of address and the address itself ;

MSC Number : 	it identifies the MSC where the user is located in the visited network ;

Registration Type :	it indicates the type of  request : first registration in the visited network, update location (Attach procedure initiated by the MT)

required QoS :	it conveys the required quality of service by the MT

QoS available :	it conveys the available QoS in the visited network at registration time; This parameter is used to indicate the restrictions which could apply in the visited network;

old LMFvId :	this parameter conveys the identity of the previous LMFv. It is optional, and it is sent when the LMFh request the LMFv to cancel the user location in the old LMFv;

LMFh Id :		it identifies the home LMF ; this parameter is used for the LMFv _ LMFh dialog ;

Registration Authorization :	it indicates whether the user is authorized or denied to register in the new visited network ;

VHE Information :		it conveys information related to VHE ;

PSGCF Id :		it identifies the PSCGF ; this parameter is provided when the packet service has been requested, independently of type of address allocated to the MT : either a dynamic address (typically a dynamic IP address) or a static one.

Authentication Result :		it conveys the result of authentication in a global challenge mechanism. If it is included in the request, it must be provided in the response ;

Extension Container :		it conveys any other information.



8.2.1.5	Post Condition



LMFv :		(1) the location registration is followed by service profile transfer (if required)



LMFh :		(1) transfers user service profile to the LMFv, if required.



8.2.2	Location and User data Cancellation 

8.2.2.1	FE relationship



Request : from LMFh to old LMFv or from new LMFv to old LMFv (if the old LMFv Id has been given to the new LMFv).

8.2.2.2	Synopsis



This operation is used to inform the old visited LMF that a user has left the area it controls, and to request consequently the deletion of user location and data.

8.2.2.3	Pre condition



LMFh : 		(1) a location updating request has been received from a newly visited LMFv

		(2) service profile transfer has been acknowledged by the new LMFv.

			(3) location update result has been sent to the new LMFv. 



(old) LMFv :		(1) user registered.



8.2.2.4	Parameters



�Request�Return Result��Mobile Identity (IMUI)�M���Local Mobile Identity�O���Directory Number�O���Errors��C��

IMUI :			this parameter identifies the IMT-2000 user ;

Local mobile Id :		it identifies the IMT-2000 user in the visited network ; The user may be identified by the LMfh by its local identity ;

Directory Number :	it represents the number dialled by the calling party to reach the IMT-2000 user. It may be used to identify the IMT-2000 user.



8.2.2.5	Post condition



(old) LMFv : 		(1) the user location and data are erased.



LMFh :		(1) none



8.2.3	Service Profile Copy

8.2.3.0	FE relationship



request: from LMFv to LMFh

8.2.3.1	Synopsis



This operation is used by the current or new LMFv to request the transfer of the user’s service profile (wholly or parts of it) from the home LMF or the old visited LMF 



8.2.3.2	Pre condition



LMFh :		(1) user service profile transfer has been required by the LMFv (in the new visited network) 



LMFv :		(1) has initiated a service profile transfer.



8.2.3.3	Parameters



�Request�Return Result��Mobile Identity : IMUI�M���Local Mobile Identity�O���Type of copy�M�M (note 4)��Basic Service Elements��C (note 1)��Broadband service Elements��C ��VHE Information��O��Container��C (note 3)��Errors��C��

IMUI :		this parameter identifies the IMT-2000 user ;

Local mobile Id :	it identifies the IMT-2000 user in the visited network ; The user may be identified by the LMfh by its local identity ;

Type of copy :	it indicates whether the whole service profile is requested / transferred, or if only updates elements are requested / transferred ;

Basic Service Elements : it is composed of a series of basic service elements (narrow band services) ;

Broadband Service Elements : it is composed of a series of broadband service elements : they convey the service status, and the related SCF and TDP to be armed.

VHE Information : this parameter my be transferred if needed

Extension Container :	it conveys any other information.



8.2.3.4	Post condition



LMFv : 		(1) Insert user service profile

		(2) acknowledges user profile copy.



LMFh :		(1) user registered in the new LMFv.

8.3	Authentication 

8.3.6	Authentication Information Retrieval 

8.3.6.1	FE relationship



from LMFv to LMFh



8.3.6.2	Synopsis



This operation is used to retrieve information from the LMFh in order to process authentication of the IMT-2000 user in the visited network..



8.3.6.3	Pre condition



LMFv :		(1) the MT enters a new network and has sent a location registration request

or	(1) the MT attaches and needs to be authenticated (same LMFv)



LMFh		(1) none



8.3.6.4	Parameters



�Request�Return Result��Mobile Identity : IMUI�M���Authentication Data��M��Errors��C��

IMUI :		this parameter identifies the IMT-2000 user ;

Authentication Data : it conveys the authentication data. 



8.3.6.5	Post condition



LMFv :		(1) authentication processing



LMFh : 		(1) ready for location registration in the new LMFv.

8.4	Call routing

8.4.6	Routing Address Retrieval

8.4.6.0	FE relationship



from LMFh to LMFv



8.4.6.1	Synopsis



This operation is used between the LMFh and LMFv to request a routing address toward the visited network. This operation is defined for compatibility with 2G systems : the routing address consist of a roaming number.



8.4.6.2	Pre condition



LMFv :		(1) user registered



LMFh : 		(1) routing address request from an SSF or an SCF, and no routing address available in the LMFh.



8.4.6.3	Parameters 



�Request�Return Result��Mobile Identity : IMUI�M���Directory Number�O���Type of address �M���Bearer capability�M�M��Routing Address��M��Errors��C��

IMUI :		this parameter identifies the IMT-2000 user ;

Directory Number :	it represents the number dialled by the calling party to reach the IMT-2000 user. It may be used to identify the IMT-2000 user ;

Type of address : 	it indicates the type of address requested by the LMFh (IP address, voice call routing address) ;

Routing Address :	it conveys the required routing address.

8.4.6.4	Post condition



LMFv : 		(1) user registered



LMFh :		(1) routing address sent to back to interrogating entity.

8.5	Supplementary services

8.6	ASN.1 description

This section is dedicated to the description of the mobility management protocol over the NNI (GIMAP). 



GIMAP-Operations { 

ccitt (0) identified-organization (4) 

imt2000-Network (?) modules (3) gimap-Operations (0)

version1 (1)} 



DEFINITIONS 



::= 



BEGIN 



EXPORTS 



-- location management operations 

LocationRegistration ,

LocationAndUserDataCancellation, 



-- authentication management operations 

AuthenticationDataRetrieval,



-- subscriber management operations  

ServiceProfileCopy,

 

-- routing address management

RoutinAddressRetrieval,

; 



IMPORTS 

OPERATION 

FROM TCAPMessages { 

ccitt recommendation q 773 modules (2) messages (1) version2 (2)} 



SystemFailure, 

DataMissing, 

UnexpectedDataValue, 

UnknownSubscriber, 

UnknownMSC, 

UnidentifiedSubscriber, 

UnknownEquipment, 

RoamingNotAllowed, 



FROM MAP-Errors { 

ccitt identified-organization (4) etsi (0) mobileDomain (0) 

gsm-Network (1) modules (3) map-Errors (10) version3 (3)} 



LocationRegistrationArg, 

LocationRegistrationRes, 

LocationAndUSerDataCancellationArg, 

AuthenticationDataRetrievalArg, 

AuthenticationDataRetrievalRes, 

ServiceProfileCopyArg,

ServiceProfileCopyRes,

RoutingAddressRetrievalArg,

RoutingAddressRetrievalRes,



-- location registration operations



LocationRegistration ::= OPERATION --Timer m 

ARGUMENT 

locationRegistrationArg LocationRegistrationArg 

RESULT 

locationRegistrationRes LocationRegistrationRes 

ERRORS { 

SystemFailure, 

DataMissing, 

UnexpectedDataValue, 

UnknownSubscriber, 

UnexpectedParameter,

RoamingNotAllowed

NumberChanged, 

UnknownMSC} 



LocationAndUserDataCancellation ::= OPERATION --Timer m 

ARGUMENT 

locationAndUserDataCancellationArg LocationAndUserDataCancellationArg 

ERRORS { 

DataMissing, 

UnexpectedParameter,

UnexpectedDataValue} 



-- subscriber management operations



ServiceProfileCopy ::= OPERATION --Timer m 

ARGUMENT 

serviceProfileCopyArg ServiceProfileCopyArg 

RESULT 

serviceProfileCopyRes ServiceProfileCopyRes 

ERRORS { 

SystemFailure, 

DataMissing, 

UnexpectedDataValue, 

UnidentifiedSubscriber,

UnexpectedParameter,

} 



-- routing address management operations



RoutingAddressRetrieval ::= OPERATION --Timer m 

ARGUMENT 

routingAddressRetrievalArg RoutingAddressRetrievalArg 

RESULT 

routingAddressRetrievalRes RoutingAddressRetrievalRes 

ERRORS { 

SystemFailure, 

DataMissing, 

UnexpectedDataValue, 

UnidentifiedSubscriber,

UnexpectedParameter

} 



-- authentication data management operations



AuthenticationDataRetrieval ::= OPERATION --Timer m 

ARGUMENT 

authenticationDataRetrievalArg AuthenticationDataRetrievalArg 

RESULT 

authenticationDataRetrievalRes AuthenticationDataRetrievalRes 

ERRORS { 

SystemFailure, 

DataMissing, 

UnexpectedDataValue, 

UnidentifiedSubscriber,

unexpectedParameter,

RoamingNotAllowed

} 



GIMAP-DataTypes { 

ccitt identified-organization (4) 

imt2000-Network (?) modules (3) gimap-DataTypes (0) version1 (1)} 



DEFINITIONS 



IMPLICIT TAGS 



::= 



BEGIN



EXPORTS 





-- location registration types 

LocationRegistrationArg, 

LocationRegistrationRes, 

LocationAndUserDataCancellationArg, 



-- authentication management types 

AuthenticationDataRetrievalArg, 

AuthenticationDataRetrievalRes, 



-- subscriber management types 

ServiceProfileCopyArg, 

ServiceProfileCopyRes, 



-- routing address management types 

RoutingAddressRetrievalArg, 

RoutingAddressRetrievalRes, 



; 



IMPORTS 

FROM IN-CS2-datatypes datatypes



BearerCapabilities,

EventTypeBMSM ;



-- location registration types 



LocationRegistrationArg ::= SEQUENCE { 

imui 			[0] IMUI, 

lmfvID [1] 		[1] AddressString, 

localMobileID		[2] LMI OPTIONAL,

routingAddress	[3] RoutingAddress  OPTIONAL,

msc-Number [1]	[4] AddressString,

registrationType	[5] OCTET STRING,

requiredQoS		[6] Qos  OPTIONAL,

qosAvailable		[7] Qos,

authenticationResult	[8] OCTET STRING  OPTIONAL,

extensionContainer 	[9] ExtensionContainer OPTIONAL

} 



LocationRegistrationRes ::= SEQUENCE { 

oldLmfvId		[0] AddressString  OPTIONAL,

lmfhId 		[1] AddressString, 

registrationAuthorization	[2] RegistrationAuthorization,

vheInformation	[3] VHEInformation OPTIONAL,

psgcfID		[4] AddressString  OPTIONAL,

authenticationResult	[5] OCTET STRING OPTIONAL,

extensionContainer 	[6] ExtensionContainer OPTIONAL, 

} 



LocationAndUserDataCancellationArg ::= CHOICE { 

imui 			[0] IMUI, 

localMobileID		[1] LMI  OPTIONAL,

directoryNumber	[2] AddressString OPTIONAL,

 } 



-- subscriber management types 



ServiceProfileCopyArg ::= SEQUENCE { 

imui 			[0] IMUI, 

localMobileID		[1] LMI OPTIONAL,

typeOfCopy		[2] TypeOfCopy

} 

ServiceProfileCopyRes ::= SEQUENCE { 

typeOfCopy		[0] TypeOfCopy,

COMPONENTS OF 	[1] BasicServiceElements,

COMPONENTS OF		[2] BroadbandServiceElements  OPTIONAL,

vheInformation	[3] VHEInformation	OPTIONAL,

extensionContainer 	[4] ExtensionContainer OPTIONAL

} 



TypeOfCopy ::= ENUMERATED { 

wholeServiceProfile (0)

updatedElements (1)

}



-- routing address management types 



RoutingAddressRetrievalArg ::= SEQUENCE { 

imui 			[0] IMUI,

directoryNumber	[1] AddressString  OPTIONAL,

typeOfAddress		[2] TypeOfAddress,

bearerCapability	[3] BearerCapability,

} 



RoutingAddressRetrievalRes ::= SEQUENCE { 

routingAddress	[0] RoutingAddress,

bearerCapability	[1] BearerCapability,

} 



-- authentication types 



AuthenticationDataRetrievalArg ::= SEQUENCE { 

imui 			[0] IMUI,

} 



AuthenticationDataRetrievalRes ::= SEQUENCE { 

authenticationData	[1] AuthenticationData,

} 



AuthenticationData ::= OCTET STRING



-- address types



IMUI ::= AddressString 



LMI ::= AddressString 



AddressString ::= SEQUENCE { 

numberingPlane	[0] OCTET STRING, 

value		[1] OCTET STRING

}



RoutingAddress ::= SEQUENCE { 

typeOfAddress		[0] TypeOfAddress,

routingNumber		[1] AddressString

}



TypeOfAddress ::= ENUMERATED { 

callRoutingAddress	(0)	

ipAddress	(1)

messagingServiceAddress  (2)

}



QoS ::= SEQUENCE { 

peakRate	[0] OCTET STRING,

averageRate 	[1] OCTET STRING,

maxDelay	[2] OCTET STRING,

bitErrorRate	[3] OCTET STRING,

}



RegistrationAuthorization ::= ENUMERATED { 

registrationAuthorized (0)

registrationDenied (1)

}



VHEInformation ::= SEQUENCE {

..

}



ExtensionContainer ::= SEQUENCE {

..}



-- basic and broadband service types



BroadbandServiceElements ::= SEQUENCE SIZE (1..maxBBSE) OF 

	Ext-BroadbandService



BasicServiceElements ::= SEQUENCE { 

directoryNumber	[1] AddressString OPTIONAL,

category		[2] OCTET STRING	OPTIONAL,

bearerServiceList	[3] BearerServcieList OPTIONAL,

forwardingInfo	[5] ForwardingInfo OPTIONAL,

callBarringInfo	[6] CallBarringInfo OPTIONAL,



}



Ext-BroadbandService ::= SEQUENCE {

bbServiceCode			[0] OCTET STRING,

serviceStatus			[1] Ext-Status,

scfId				[2] OCTET STRING,

tDPIdentifier			[3] EventTypeBMSM,

extensionContainer		[4] ExtensionContainer,

}



ForwardingInfo ::= SEQUENCE SIZE (1..maxFI) OF 

Ext-ForwardingFeature



Ext-ForwardingFeature ::= SEQUENCE {

serviceCode			[0] OCTET STRING,

serviceStatus			[1] Ext-Status,

forwardedToNumber		[2] AddressString OPTIONAL,

forwardedToSubAddress	[3] AddressString OPTIONAL,

forwardingOptions		[4] Ext-ForwardingOptions OPTIONAL,

noReplyConditionTime	[5] Ext-NoReplyCond OPTIONAL,

extension			[6] ExtensionContainer,

}



Ext-Status::= ENUMERATED {

active (0),

inactive (1),

notAvailable (3)

}



Ext-ForwardingOptions ::= ENUMERATED {

msNotReachable (0),

msBusy (1),

noReply (2),

uncondtional (3)

}



Ext-NoReplyCond ::= INTEGER (1..100)



CallBarringInfo ::= SEQUENCE SIZE (1..maxCBI) OF 

Ext-CallBarringFeature



Ext-CallBarringFeature ::= SEQUENCE {

SS-Status			[1] Ext-SS-Status,

barredNumbers			[2] SEQUENCE OF AddressString

}



GIMAP-Errors { 

ccitt identified-organization (4) 

imt2000-Network (1) modules (3) gimap-Errors (0) version1 (1)} 4



DEFINITIONS

::= 



BEGIN 



EXPORTS 



-- generic errors 

SystemFailure, 

DataMissing, 

UnexpectedDataValue, 

UnexpectedParameter,



-- identification and numbering errors 

UnknownSubscriber, 

NumberChanged, 

UnknownMSC, 

UnidentifiedSubscriber, 



-- subscription errors 

RoamingNotAllowed, 

IllegalSubscriber, 

IllegalEquipment, 

BearerServiceNotProvisioned, 



}



Editor’s Note: remaining sections - tbd







____________________

� Sharat Chander					Jean-Claude Samou

Lucent Tech – Bell Labs				France Telecom

Phone:	+1 630 713 1438				+331 4529 5840

Fax:	+1 630 713 1921				+331 4629 3142

Email:	� HYPERLINK mailto:sharat@lucent.com ��Error! Bookmark not defined.�			� HYPERLINK mailto:jeanclaude.samou@cnet.francetelecom.fr ��Error! Bookmark not defined.�





DRAFT Output Document	Page � PAGE �1� of 29	JQG4 - March, 1999

� FILENAME \p \* MERGEFORMAT �C:\TSB\COM11\TD\GEN\186-GEN.doc�	� DATE �19.03.99�	� PAGE �1�








