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The appendix of this contribution is one of the slides for the presentation of SA3 #1 report in TSG SA #2 in Fort Lauderdale. (The report is N2-99230.)

The slide shows the security problems to address for UMTS/IMT-2000. Flexibility is included in the problems to address. It is seemed that SA3 agreed the flexibility (e.g., variable lengths of key) as one of the requirements, so N2 can start the technical discussion based on the requirement.

It is proposed that N2 start the technical discussion to ensure the flexibility. 

Appendix 
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(continued 2)

+ Fraud & LI - should be considered at design
phase (now addressed for GSM)

~ Trust - GSM security was designed to minimise
trust between operators, but controls to monitor
trust are inadequate (e.g. checking use of a triple)

« Flexibility - too little (e.g. key lengths)
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