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1. Introduction

This document is Information Flows Part A which is mentioned in “3GPP/TSGS.2#1(99)zzz”, the contribution document to the 3GPP System TSG WG2.



Information Flows Documents are Spec. No. 3 of TTC draft specifications which are relevant for 3GPP TSG SA WG2.

Based on Q.1721 (previously known as Q.FIF) and GSM evolved network requirements (TTC document), TTC is developing an Information Flows document which defines functional relationship among functional entities or logical nodes.  Based on this document, all protocol work can be proceeded.



To simplify the handling of this huge Document, it is split into four parts, this being the Part A.   The Part A of the documentation includes Sections 7.1.   The four parts to this Document are distributed as separate document, as follows:



Main Part: All sections other than section 7

Part A: Registrations, Authentication, and Privacy related services and network capabilities (Section 7.1)

Part B: Call Control related services and network capabilities (Sections 7.2)

Part C: Handover (Section 7.3)
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.�[Note]

 In this document, Information Element (IE) is defined in two presence requirements (M “Mandatory” or O “Optional”).  Mandatory means that IE shall be always present in given information flow.  An IE that is allowed to be absent in Information Flow is optional.  One additional indication(C “Conditional”) is used in some subsection.  In that case IE is categorized in three way (M, O or C).  An IE that is present in particular condition is conditional.  



7.1	Information flow diagrams for registration, authentication and privacy related services and network capabilities 

7.1.1	Common procedure modules

7.1.1.1	UIMF related procedures

7.1.1.1.1	Authentication calculation

7.1.1.1.1.1	Information flow diagram

UIMF holds authentication key which is used to calculate authentication result.  From the security point of view, the authentication key must not be retrieved from outside of this functional entity.  Therefore, procedure to request UIMF to execute authentication calculation is necessary.





�

Figure 7.1.1.1.1-1	Authentication calculation information flow diagram

7.1.1.1.1.2	Information flows and associated information elements

Relationship ry (UIMF-MCF)



Authentication req.ind. is used to send random number and to request to calculate response with the random number and authentication key retained in UIMF.  Authentication resp.conf. is used to return the authentication calculation result.



IE�req.ind.�resp.conf.��Challenge�M� ��Response� �M��Ciphering key� �M��



7.1.1.1.1.3	Functional entity actions

Functional Entity 18 (FE18)  (UIMF)

1801 : Retrieve IMUI

-	Receive and react to Authentication req.ind.

-	Formulate and send Authentication resp.conf.



Functional Entity 11 (FE11)  (MCF)

1101 : Send Authentication req.ind. to UIMF

-	Receive and react to Authentication req.ind from other FE

-	Formulate and send Authentication req.ind.



1102 : Send Authentication resp.conf

-	Receive and react to Authentication resp.conf.

Formulate and send Authentication resp.conf.





7.1.1.1.2	Identity retrieval and update

UIMF retains TMUI (Temporary Mobile User Identity), LAI (Location Area Identity) and IMT-2000 user's IMUI.  In case of call origination, call termination, terminal location update, etc., mobile terminal needs to retrieve IMUI, TMUI and LAI.  And in case of terminal location update, mobile terminal needs to update TMUI and LAI.  Therefore, procedure to retrieve and update identity in UIMF from the mobile terminal is necessary.

7.1.1.1.2.1	Information flow diagrams

Five information flow diagrams for identity retrieval and update are described, namely:

IMUI Inquiry

TMUI Inquiry

LAI Inquiry

TMUI Update

LAI Update



�

Figure 7.1.1.1.2-1	IMUI inquiry information flow diagram

�

�

Figure 7.1.1.1.2-2	TMUI inquiry information flow diagram



�

Figure 7.1.1.1.2-3	LAI inquiry information flow diagram

�

�

Figure 7.1.1.1.2-4	TMUI update information flow diagram



�

Figure 7.1.1.1.2-5	LAI update information flow diagram

7.1.1.1.2.2	Information flows and associated information elements

Relationship ry (MCF-UIMF)



IMUI inquiry req.ind. is used to inquire IMUI.  IMUI inquiry resp.conf. is the response to the request.



IE�req.ind.�resp.conf.��IMUI��M��

TMUI inquiry req.ind. is used to inquire TMUI and TMUI assignment source ID.  TMUI inquiry resp.conf. is the response to the request.



IE�req.ind.�resp.conf.��TMUI��M��TMUI assignment source ID��M��

LAI inquiry req.ind. is used to inquire LAI.  LAI inquiry resp.conf. is the response to the request.



IE�req.ind.�resp.conf.��LAI��M��

TMUI update req.ind. is used to update TMUI and TMUI assignment source ID.  TMUI update resp.conf. is the response to the request.



IE�req.ind.�resp.conf.��TMUI�M���TMUI assignment source ID�M���

LAI update req.ind. is used to update LAI.  LAI update resp.conf. is the response to the request.



IE�req.ind.�resp.conf.��LAI�M���

7.1.1.1.2.3	Functional entity actions

<IMUI inquiry>



Functional Entity 18 (FE18)  (UIMF)



1802 : Retrieve IMUI

-	Receive and react to IMUI inquiry req.ind.

-	Retrieve IMUI

-	Formulate and send IMUI inquiry resp.conf.



Functional Entity 11 (FE11)  (MCF)



1103 : Send IMUI retrieval req.ind. to UIMF

-	Receive and react to PROCESS REQ from other FE or a user

-	Formulate and send IMUI inquiry req.ind.



1104 : Progress requested process

-	Receive and react to IMUI inquiry resp.conf.

-	Progress requested process





<TMUI inquiry>



Functional Entity 18 (FE18)  (UIMF)



1803 : Retrieve TMUI

-	Receive and react to TMUI inquiry req.ind.

-	Retrieve TMUI

-	Formulate and send TMUI inquiry resp.conf.



Functional Entity 11 (FE11)  (MCF)



1105 : Send TMUI inquiry req.ind. to UIMF

-	Receive and react to PROCESS REQ from other FE or a user

-	Formulate and send TMUI inquiry req.ind.



1106 : Progress requested process

-	Receive and react TMUI inquiry resp.conf.

-	Progress requested process





<LAI inquiry>



Functional Entity 18 (FE18)  (UIMF)



1804 : Retrieve LAI

-	Receive and react to LAI inquiry req.ind.

-	Retrieve LAI

-	Formulate and send LAI inquiry resp.conf.



Functional Entity 11 (FE11)  (MCF)



1107 : Send LAI inquiry req.ind. to UIMF

-	Receive and react to PROCESS REQ from other FE or a user

-	Formulate and send LAI inquiry req.ind.



1108 : Progress requested process

-	Receive and react LAI inquiry resp.conf.

-	Progress requested process





<TMUI update>



Functional Entity 18 (FE18)  (UIMF)



1805 : Update TMUI

-	Receive and react to TMUI update req.ind.

-	Update TMUI

-	Formulate and send TMUI update resp.conf.



Functional Entity 11 (FE11)  (MCF)



1109 : Send TMUI update req.ind. to UIMF

-	Receive and react to PROCESS REQ from other FE or a user

-	Formulate and send TMUI update req.ind.



1110 : Progress requested process

-	Receive and react TMUI update resp.conf.

-	Progress requested process





<LAI update>



Functional Entity 18 (FE18)  (UIMF)



1806 : Update LAI

-	Receive and react to LAI update req.ind.

-	Update LAI

-	Formulate and send LAI update resp.conf.



Functional Entity 11 (FE11)  (MCF)



1111 : Send LAI update req.ind. to UIMF

-	Receive and react to Process Request from other FE or a user

-	Formulate and send LAI update req.ind.



1112 : Progress requested process

-	Receive and react LAI update resp.conf.

-	Progress requested process

�7.1.1.2	User ID retrieval

This procedure is used to convert the TMUI to the IMUI of the user.  This procedure is initiated by the newly visited network when the network receives the TMUI or a set of TMUI and Previous LAI as user ID from the mobile side.



When (newly) visited LMF receives a TMUI or a set of TMUI and Previous LAI from mobile terminal, LMF should analyze which procedure would be executed.



1) Terminal Location Registration and Update

	  Case A) TMUI has been assigned by newly visited LMF

	  Case B) TMUI has been assigned by other LMF different from newly visited LMF



2) Detach



3) Mobile Outgoing Call



If newly visited network cannot retrieve IMUI successfully (e.g., loses TMUI), then newly visited network attempts to retrieve IMT-2000 user's IMUI from UIMF

7.1.1.2.1	Information flow diagram



�

Fig.7.1.1.2-1 User ID retrieval information flow diagram

7.1.1.2.2	Information flows and associated information elements



Relationship (LMF-LMF)



(Note: Security issues related to the LMF-LMF inter-networking relationship are for further study)



IMUI retrieval req.ind. is used to retrieve IMUI with TMUI.  This information flow is sent from LMF in the previous visited network.  IMUI retrieval resp.conf. is the response to the request.





IE�req.ind.�resp.conf.��Relationship ID�M�M��TMUI�M���Previous LAI�M���IMUI��M��Result��M������

Relationship (SACF-LMF)



IMUI inquiry req.ind. is used to retrieve IMUI from the mobile side.  This information flow is used only when the network side does not convert the TMUI of the IMT-2000 user into the IMUI.  This information flow is sent from LMF to SACF in the visited network.  IMUI inquiry resp.conf. is the response to the request.



IE�req.ind.�resp.conf.��Relationship ID�M�M��IMUI��M��

Relationship rl (MCF-SACF)



IMUI inquiry req.ind. is used to retrieve IMUI from the mobile side.  This information flow is used only when the network side does not convert the TMUI of the IMT-2000 user into the IMUI.  This information flow is sent from SACF to MCF in the visited network.  IMUI inquiry resp.conf. is the response to the request.



IE�req.ind.�resp.conf.��Relationship ID�M�M��IMUI��M��



7.1.1.2.3	Functional entity actions (FEAs)

Functional Entity 11 (FE11)  (MCF)



1101 : Retrieve IMUI from UIMF

-	Receive and analyze IMUI inquiry req.ind.

-	Initiate IMUI inquiry module



1102 : Send IMUI

-	Analyze the result of IMUI inquiry

-	Formulate and send IMUI inquiry resp.conf.



Functional Entity 12 (FE12)  (SACF)



1201 : Analyze IMUI inquiry request

-	Receive and analyze IMUI inquiry req.ind.

-	Formulate and send IMUI inquiry req. ind. to MCF



1202 : Confirm completion of IMUI inquiry

-	Receive and react to IMUI inquiry resp.conf.

-	Confirm the completion of IMUI

-	Identify the IMT-2000 user with the received IMUI

-	Formulate and send IMUI inquiry resp.conf.



Functional Entity 19 (FE19)  (LMF)

19a01 : Analyze Service request

-	Receive and react to service request from other FE

-	Analyze the service request

-	Identify the IMT-2000 user with TMUI and Previous LAI�



19a02 : Analyze IMUI retrieval request IMUI

-	Identify the LMF by which the TMUI is assigned with the Previous LAI

(In the case when TMUI is assigned by visited LMF)

-	Identify the TMUI

-	Retrieve the IMUI of the requesting IMT-2000 user with the TMUI

(In case when TMUI is assigned by an LMF different from visited LMF)

-	Formulate IMUI retrieval req.ind.



19a03 : Retrieve IMUI

-	Identify the TMUI

-	Retrieve the IMUI of the requesting IMT-2000 user with the TMUI



19a04 : Confirm completion of IMUI retrieval

-	Receive and react to IMUI retrieval resp.conf.

-	Confirm completion of IMUI retrieval

-	Identify IMUI



19a05 : Confirm completion of IMUI retrieval

-	Confirm completion of IMUI retrieval

-	Identify IMUI

-	Formulate and send IMUI inquiry req.ind. if the returned result is unsuccessful



19a06 : Confirm completion of IMUI inquiry

-	Receive and react to IMUI inquiry resp.conf.

-	Confirm the completion of IMUI inquiry

-	Identify the IMT-2000 user with the received IMUI



19b01 : Retrieve IMUI

-	Receive and react to IMUI retrieval req.ind. from LMF in the newly visited network

-	Identify the TMUI

-	Retrieve the IMUI of the requesting IMT-2000 user with the TMUI

-	Formulate and send IMUI retrieval resp.conf.



�7.1.2	Detach

This feature is used by the terminal to explicitly notify the serving network that the terminal is temporarily not reachable (e.g., switch off or do not disturb).  This feature can also be used in other implicit cases (e.g., battery discharge or radio signal deterioration) which are for further study.

7.1.2.1	Common procedure modules used

-	TMUI inquiry

-	User authentication

-	Signalling channel allocation

-	Signalling channel release

7.1.2.2	Information flow diagram

a) Functional Model

�EMBED Unknown���

b) Information Flows

�EMBED Unknown���

Figure 7.1.2-1	Detach information flow diagram

7.1.2.3	Information flows and associated information elements



Relationship MCF-SACF



Detach IF is used by the terminal to notify the serving network that it is temporarily unreachable.



IE�req.ind.���IMT-2000 user ID*�M���Mobile Terminal Classmark�M���TMSI signature�O���

	(*) TMUI should be used as IMT-2000 user ID to keep confidentiality of the user.



Relationship SACF-LMF

Detach IF is used by the terminal to notify the serving network that it is temporarily unreachable.



IE�req.ind.�resp.conf.��Relationship ID*�M�M��IMT-2000 user ID**�M���User error��O��Serving cell ID�M���TMSI signature�O���

	(*)Relationship ID is used to identify the relationship between the SACF and the LMF.

	(**) TMUI should be used as IMT-2000 user ID to keep confidentiality of the user.



Relationship  MCF-RACAF



Signalling channel setup request IF is used by the terminal to request the allocation of signalling channel to the network.



IE�req.ind.�resp.conf.��Relationship ID*�M�M��

	(*)Relationship ID is used to identify the relationship between the MCF and the RACAF.



Signalling channel released req.ind. is used to notify the release of signalling channel for network access.



IE�req.ind.��Relationship ID*�M��

	(*)Relationship ID is used to identify the relationship between the MCF and the RACAF.



Relationship  SACF-RACF



RACF instance ID notification req.ind. is sent to SACF in order to notify RACF instance ID which is used to identify the signalling channel for terminal access.



IE�req.ind.��RACF Instance ID�M��Cell identifier�M��Chosen Channel�O��

Signalling channel release request IF is used to request the release of signalling channel.



IE�req.ind.�resp.conf.��RACF Instance ID�M�M��Cause�M���

7.1.2.4	Functional entity actions (FEAs)



Functional Entity 11 (FE11)  (MCF)



1101 : Process Detach request

-	Receive and analyze Detach request from the user

-	Initiate TMUI inquiry module



1102 : TMUI inquiry

-	Receive TMUI of user

-	Identify the requesting user

-	Formulate and send Signalling channel setup request req.ind. to allocate a signalling channel for network access



1103 : Send Detach request

-	Receive and react to Signalling channel setup request resp.conf.

-	Confirm the allocation of signalling channel

-	Formulate and send Detach req.ind.

-	Reset periodic update timer

-	Send Detach confirm



1104 : Confirm release of Signaling channel

-	Receive and react to Signaling channel released req. ind.

-	Confirm release of the signaling channel



Functional Entity 02 (FE02)  (RACAF)



0201 : Initiate signalling channel allocation procedure

-	Receive and analyze Signalling channel setup request req.ind.

-	Initiate Signalling channel allocation procedure



0202 : Allocation of signalling channel

-	Identify the result of Signalling channel allocation procedure

-	Formulate and send Signalling channel setup request resp.conf.



0203 : Confirm release of Signalling channel 

-	Confirm the release of signaling channel

-	Formulate and send Signaling channel released req.ind.



Functional Entity 05 (FE05)  (RACF)



0501 : Detect establishment of signalling channel

-	Detect establishment of signalling channel

-	Wait for receiving the first transmission from the terminal over the signalling channel



0502 : Notify RACF Instance ID

-	Detect the transmission from the terminal over the signalling channel

-	Formulate and send RACF instance ID notification req.ind. in order to notify RACF instance ID



0503 : Initiate signalling channel release procedure

-	Receive and analyze Signalling channel release request req.ind.

-	Initiate Signalling channel release procedure



0504 : Release signalling channel

-	Identify the result of Signalling channel release procedure

-	Formulate and send Signalling channel release request resp.conf.



Functional Entity 12 (FE12)  (SACF)



1201 : Analyze Detach request

-	Receive and react to Detach req.ind. from MCF and wait for receiving RACF instance ID notification req.ind.

-	Receive and react to RACF instance ID notification req.ind. from RACF

-	Memorize RACF instance ID

-	Analyze Detach request

-	Identify the requesting user

-	Formulate and send Detach req.ind.



1202 : Confirm completion of Detach

-	Receive and react to Detach resp.conf.

-	Confirm completion of Detach

-	Formulate and send Signalling channel release request req.ind. to the RACF corresponding to the terminal



1203 : Confirm the release of signalling channel

-	Receive and react to Signalling channel release request resp.conf.



Functional Entity 19 (FE19)  (LMF)



1901 : Analyze Detach request

-	Receive and react to Detach req.ind. from SACF

-	Analyze the Detach request

-	Identify the requesting user

-	Initiate the optional user authentication procedure module



1902 : Register the terminal status

-	Analyze the result of the user authentication

-	Register the terminal status of unreachable

-	Formulate and send Detach resp.conf.�7.1.3	Service profile interrogation [Not specified in TTC GSM Evolved IF PH1]



7.1.4	Service profile modification [Not specified in TTC GSM Evolved IF PH1]



7.1.5	Service profile transfer [Not specified in TTC GSM Evolved IF PH1]

�7.1.6	Terminal equipment validation

The TEVA feature is executed by network as a part of the mobility process of Location Update/Registration, Call Origination/Termination and at other times. This procedure enables IMT-2000 network operator to identify stolen, lost, suspicious or non type approved terminal equipment and then track or prevent the use of this terminal equipment. 



[Editor's note: For convenience, EIR(Equipment Identity Register) is described as an FE which executes terminal equipment validation procedure with white/black/gray lists in it.

Furthermore, if we assume global roaming environment, global common EIR which manages IMEI of whole IMT-2000 mobiles is then mandated. However, since it seems that global common EIR issue relates more reguration matter rather than technical matter, this document doesn't mention whether EIR is settled globally-and-commonly or not.]



7.1.6.1	Common procedure modules used

None



7.1.6.2	Information flow diagram

Functional Model

�



Information Flows

�

Figure7.1.6-1 Terminal equipment validation information flow diagram



7.1.6.3	Information flows and information elements

Relationship (LMF-EIR)



TEVA req.ind. is used to request EIR to validate mobile terminal which is requesting any service/process by using IMEI of the mobile terminal.  This information flow is sent from LMF in the visited network.  TEVA resp.conf. is the response to the request.



IE�req.ind.�resp.conf.��Relationship ID�M�M��IMEI�M���Result��M��

Relationship (SACF-LMF)



IMEI inquiry req.ind. is used to retrieve IMEI from the mobile side. This information flow is sent from LMF to SACF in the visited network.  IMEI inquiry resp.conf. is the response to the request.



IE�req.ind.�resp.conf.��Relationship ID�M�M��IMEI��M��

Relationship rl (MCF-SACF)



IMEI inquiry req.ind. is used to retrieve IMUI from the mobile side. This information flow is sent from SACF to MCF in the visited network.  IMEI inquiry resp.conf. is the response to the request.



IE�req.ind.�resp.conf.��Relationship ID�M�M��IMEI��M��



7.1.6.4	Functional entity action

Functional Entity 11 (FE11)  (MCF)

1101:Retrieve IMEI

-receive and react to IMEI inquiry req.ind.

-Formulate and send IMEI resp.conf. to SACF



Functional Entity 12 (FE12)  (SACF)

1201:Retrieve IMEI

-Receive IMEI inquiry req.ind.

-Formulate and send IMEI req.ind. to MCF



Functional Entity 19 (FE19)  (LMF)

1901:Request TEVA

-Receive IMEI inquiry resp.conf.

-Formulate and send TEVA req.ind. to EIR

1902:Confirm completion of TEVA

-Receive TEVA resp.conf.

-If the result is failure, initiate Radio Link Release procedure.



Functional Entity xx (FExx)  (EIR)

Xx01:Execute TEVA

-Receive TEVA req.ind.

-Execute TEVA (white/gray/black list checking)

-Send TEVA resp.conf. to LMF.

�

7.1.7	Terminal location updating (when changing LMF)



7.1.7.1	Common procedure modules used

The common procedure modules used within the Terminal location updating service feature are:

-	TMUI inquiry

-	User ID retrieval

-	User authentication

-	Start ciphering

-	TMUI assignment

-	Signalling channel allocation

-	Signalling channel release

7.1.7.2	Information flow diagram

a) Functional Model



�EMBED Unknown���

b) Information Flows



��EMBED Unknown���



Figure 7.1.7-1	Terminal location updating information flow diagram (when changing LMF)



[Notes] 

Ciphering key sequence number retrieval module can be applied at FEA1102.

Application of IMEI checking and Trace subscriber activity is FFS.



7.1.7.3	Information flows and associated information elements



Relationship SACF-LMF



Terminal location update req.ind. is used to request to update the location area information of the mobile terminal represented by the IMT-2000 user.  Terminal location update resp.conf. is used to confirm the completion of the updating of the location area information of the mobile terminal represented by the IMT-2000 user.



IE�req.ind.�resp.conf.��Relationship ID�M�M��IMT-2000 user ID�M���Target LAI�M���Previous LAI�O���User error��O��Location update type�M���CKSN�O���Serving cell ID�M���TMSI signature��O��

Relationship MCF-SACF



Terminal location update req.ind. is used to request to update the location area information of the mobile terminal represented by the IMT-2000 user to the network.  Terminal location update resp.conf. is used to confirm the completion of the updating of the location area information of the mobile terminal represented by the IMT-2000 user.



IE�req.ind.�resp.conf.��IMT-2000 user ID�M�O��Mobile terminal classmark�O���Location update type�M���Ciphering key sequence number�O���Previous LAI�M���Follow on proceed��O��Current LAI��M��TMSI signature��O��

Relationship LMF-LMF



Roaming registration IF is used to register the IMT-2000 user in the visited network.



IE�req.ind.�resp.conf.��Relationship ID�M�M��IMT-2000 user ID�M���MSC address [Note 4]�M���VLR number�M���HLR number��M��User error��O��

User profile removal IF is used to remove the user profile of the IMT-2000 user in the LMF of the previous visited network.



IE�req.ind.�resp.conf.��Relationship ID�M�M��IMT-2000 user ID�M���User error��O��

User profile copy IF is used to store the user profile of the IMT-2000 user in the LMF of the visited network.



IE�req.ind.�resp.conf.��Relationship ID�M�M��IMT-2000 user ID�M���User profile [Note5]�M���User error��O��SS-Code List��O��Regional Subscription Response��O��Supported CAMEL Phases��O��

[Notes]

1) Mobile terminal classmark indicates general mobile terminal characteristics.

2) Relationship ID identifies the relationship between requests and responses.

3) TMUI or IMUI is used as IMT-2000 user ID for relationships rw and rl. IMUI or LMUI is used as IMT-2000 user ID for relationship between LMF and LMF.

4) Inclusion of MSC address in “Roaming registration IF” needs further study because the notification of MSC address to LMFh loses advantage of GLR when GLR is introduced.

5) Items of user profile are shown below. Necessity of information elements related to supplementary services has not been studied.

  MSISDN, Category, Subscriber status, Bearer service List, Teleservice List, Forwarding information List, Call barring information List, CUG information List, SS-Data List, eMLPP subscription Data, Operator Determined Barring General data, Operator Determined Barring HPLMN data, Roaming Restriction Due To Unsupported Feature, Regional Subscription Data, VLR CAMEL subscription info, Voice Broadcast Data, Voice Group Call Data



Relationship  MCF-RACAF



Signalling channel setup request IF is used by the terminal to request the allocation of signalling channel to the network.



IE�req.ind.�resp.conf.��Relationship ID*�M�M��

	(*)Relationship ID is used to identify the relationship between the MCF and the RACAF.



Signalling channel released req.ind. is used to notify of the release of signalling channel for network access



IE�req.ind.��Relationship ID*�M��

	(*)Relationship ID is used to identify the relationship between the MCF and the RACAF.



Relationship  SACF-RACF



RACF instance ID notification req.ind. is sent to SACF in order to notify the LAI which is used to identify RACF and RACF instance ID which is used to identify the signalling channel for terminal access.



IE�req.ind.��RACF Instance ID�M��Cell identifier�M��Chosen channel�O��

Signalling channel release request IF is used to request the release of signalling channel.



IE�req.ind.�resp.conf.��RACF Instance ID�M�M��Cause�M���

7.1.7.4	Functional entity actions (FEAs)

Functional Entity 19 (FE19)  (LMF)



19a01 : Analyze Terminal Location Update request

-	Receive and react to Terminal location update req.ind. from SACF

-	Analyze Terminal location update request

-	Identify the previous location area and detect it is unknown

-	Recognize necessity of Home LMF updating

-	Initiate User ID retrieval module, if TMUI is used as the IMT-2000 user ID and previous LMF can be derived with the previous LAI



19a02 : User ID retrieval

-	Analyze the result of the IMT-2000 user ID retrieval

-	Identify the requesting IMT-2000 user

-	Initiate IMT-2000 user authentication procedure module



19a03 : Start roaming registration

-	Analyze the result of IMT-2000 user authentication

-	Update LAI

-	Identify IMT-2000 user's home network based on IMT-2000 user ID

-	Formulate and send Roaming registration req.ind.



19b01 : Analyze Roaming Registration request

-	Receive and react to Roaming registration req.ind. from LMF in the visited network

-	Identify the requesting IMT-2000 user and confirm the user is known

-	Identify the newly VLR number

-	Recognize the necessity of user profile removal from the previous LMF

-	Identify the previous VLR number

-	Formulate and send User profile removal req.ind.



19c01 : Remove User Profile

-	Receive and react to User profile removal req.ind.

-	Identify the requesting IMT-2000 user and confirm the user is registered

-	Remove user profile of the requesting IMT-2000 user

-	Formulate and send User profile removal resp.conf.



19b02 : Confirm User Profile Removal

-	Receive and react to User profile removal resp.conf.

-	Confirm user profile removal

-	Confirm the user is allowed to roam in the visited IMT-2000 network

-	Update the VLR number

-	Reset MS purge flag

-	Formulate and send User profile copy req.ind. to the newly visited LMF



19a04 : Store User Profile

-	Receive and react to User profile copy req.ind.

-	Identify the requesting IMT-2000 user

-	Store user profile

-	Formulate and send User profile copy resp.conf.



19b03 : Confirm User Profile Copy

-	Receive and react to User profile copy resp.conf.

-	Confirm completion of user profile copy

-	Confirm roaming registration

-	Formulate and send Roaming registration resp.conf.



19a05 : Confirm Roaming Registration

-	Receive and react to Roaming registration resp.conf.

-	Confirm completion of roaming registration for the IMT-2000 user

-	Confirm the user is allowed to roam in the target location area

-	Set detached flag to attached

-	Reset detach timer

-	Initiate start ciphering procedure module, if TMUI has to be reallocated

-	Start TMUI assignment module for the IMT-2000 user



19a06 : Analyze the result of TMUI assignment module

-	Analyze the result of TMUI assignment module

-	Formulate and send Terminal location update resp.conf.





Functional Entity 11 (FE11)  (MCF)



1101 : Process Terminal Location update request

-	Receive and analyze Terminal location update request

-	Identify location update type (e.g. Normal updating, periodic updating or attach)

-	Initiate TMUI inquiry module to retrieve IMT-2000 user ID



1102 : Analyze the result of Identity retrieval

-	Analyze the result of TMUI inquiry

-	Identify IMT-2000 user

-	Formulate and send Signalling channel setup request req.ind. to allocate a signalling channel for network access



1103 : Send Terminal location update request

-	Receive and react to Signalling channel setup request resp.conf.

-	Confirm the allocation of signalling channel

-	Check whether mobile terminal has any follow-on requests pending

-	Indicate existence of pending requests with Location update type IE, if the mobile terminal has pending requests

-	Formulate and send Terminal location update req.ind.



1104 : Confirm completion of Terminal Location update

-	Receive and react to Terminal location update resp.conf.

-	Confirm completion of Terminal location update req.ind

-	Memorize LAI (Location Area Identifier) of current location

-	Reset periodic update timer

-	Initiate LAI update common procedure module

-	Send Terminal location update confirm



1105: Analyze the result of LAI Update

-	Analyze the result of LAI update module

-	Continue actions for the follow-on requests pending if requested by the network with follow on proceed IE



1106: Confirm release of signaling channel

-	Receive and react to Signaling channel released req.ind.

-	Confirm release of the signaling channel



Functional Entity 02 (FE02)  (RACAF)



0201 : Initiate signalling channel allocation procedure

-	Receive and analyze Signalling channel setup request req.ind.

-	Initiate Signalling channel allocation procedure



0202 : Allocation of signalling channel

-	Identify the result of Signalling channel allocation procedure

-	Formulate and send Signalling channel setup request resp.conf.



0203 : Confirm release of Signalling channel

-	Confirm the release of signaling channel

-	Formulate and send Signaling channel released req.ind.



Functional Entity 05 (FE05)  (RACF)



0501 : Detect establishment of signalling channel

-	Detect establishment of signalling channel

-	Wait for receiving the first transmission from the terminal over the signalling channel



0502 : Notify RACF Instance ID

-	Detect the transmission from the terminal over the signalling channel

-	Formulate and send RACF Instance ID Notification req.ind. in order to notify RACF instance ID and Cell identifier



0503 : Initiate signalling channel release procedure

-	Receive and analyze Signalling channel release request req.ind.

-	Initiate Signalling channel release procedure



0504 : Release signalling channel

-	Identify the result of Signalling channel release procedure

-	Formulate and send Signalling channel release request resp.conf.



Functional Entity 12 (FE12)  (SACF)



1201 : Analyze Terminal Location update request

-	Receive and react to Terminal location update req.ind. from MCF and wait for receiving RACAF Instance ID Notification req.ind.

-	Receive and react to RACF Instance ID Notification req.ind. from RACF

-	Memorize RACF Instance ID

-	Analyze the Terminal Location update request

-	Identify the requesting IMT-2000 user

-	Add target LAI to Terminal location update req.ind.

-	Formulate and send Terminal location update req.ind.



[Note:	TMUI should be used as IMT-2000 user ID.]



1202 : Confirm Completion of Terminal Location update

-	Receive and react to Terminal location update resp.conf.

-	Confirm completion of Terminal Location Update

-	Formulate and send Terminal location update resp.conf.

-	Wait for a request from MCF if the mobile terminal has pending requests, otherwise

-	Formulate and send Signalling channel release request req.ind. to the corresponding RACF in order to release the signalling channel for terminal access



1203 : Confirm the release of signalling channel

-	Receive and react to Signalling channel release request resp.conf.



�

7.1.8	Terminal location updating (without need to update Home LMF)

7.1.8.1	Common procedure modules used

The common procedure modules used within the Terminal location updating service feature are:



- TMUI inquiry

- User ID retrieval

- User authentication procedure

- Start ciphering

- TMUI assignment

- Signalling channel allocation

- Signalling channel release

7.1.8.2		Information flow diagram

a) Functional Model



�EMBED Unknown���

b) Information Flows
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Figure 7.1.8-1	Terminal location updating information flow diagram (without need to update Home LMF)

 [Note]

Application of IMEI checking and Trace subscriber activity needs further study. (FEA 1904)

Ciphering key sequence number retrieval module can be applied at FEA 1102.

7.1.8.3		Information flows and associated information elements



Relationship SACF-LMF



Terminal location update IF is sent from the SACF to the Visited LMF and is used to request the location information of the mobile terminal to be updated.   A response confirmation is returned to the SACF by the Visited LMF to confirm the completion of the terminal location information update.



IE�req.ind.�resp.conf.��Relationship ID�M�M��IMT-2000 user ID�M���Target LAI�M���Previous LAI�M���User Error��O��Location Update Type�M���Ciphering Key Sequence Number�O���Serving cell ID�M���TMSI signature��O��

Relationship MCF-SACF



Terminal location update IF is sent from the MCF to the SACF and is used to request the location information of the mobile terminal to be updated.   A response confirmation is returned to the MCF by the SACF to confirm the completion of the terminal location information update.



IE�req.ind.�resp.conf.��IMT-2000 user ID�M�O��Location Update Type�M���Mobile Terminal Classmark�O���Ciphering Key Sequence Number�M���Previous LAI�M���Follow On Proceed��O��Current LAI��M��TMSI signature��O��

[Notes] 

1) Relationship ID identifies the relationship between requests and responses.

2) TMUI should be used as IMT-2000 user ID for relationship rl

    and rw.

3) Location Update Type indicates whether the terminal requests normal, periodic update or attach.

4) Mobile terminal classmark indicates general mobile terminal characteristics.



Relationship  MCF-RACAF



Signalling channel setup request IF is used by the terminal to request the allocation of signalling channel to the network.



IE�req.ind.�resp.conf.��Relationship ID*�M�M��

	(*)Relationship ID is used to identify the relationship between the MCF and the RACAF.



Signalling channel released req.ind. is used to notify the release of signalling channel for network access.



IE�req.ind.��Relationship ID*�M��

	(*)Relationship ID is used to identify the relationship between the MCF and the RACAF.





Relationship  SACF-RACF



RACF instance ID notification req.ind. is sent to SACF in order to notify the LAI which is used to identify RACF and RACF instance ID which is used to identify the signalling channel for terminal access.



IE�req.ind.��RACF Instance ID�M��Cell identifier�M��Chosen Channel�O��

Signalling channel release request IF is used to request the release of signalling channel.



IE�req.ind.�resp.conf.��RACF Instance ID�M�M��Cause�M���

7.1.8.4		Functional entity actions (FEAs)

Functional Entity 19 (FE19)  (LMF)



1901 : Analyze Terminal Location Update request

-	Receive and react to Terminal location update req.ind. from SACF

-	Analyze the Terminal Location Update request

-	Identify the previous location area and confirm it is known

-	Initiate User ID retrieval module, if TMUI is used as the IMT-2000 user ID in the Terminal Location Update request but it is not known



1902 : User ID retrieval

-	Analyze the result of the IMT-2000 user ID retrieval

-	Identify the requesting IMT-2000 user

-	Initiate User authentication procedure module for the IMT-2000 user



1903 : Analyze the result of user authentication

-	Analyze the result of User authentication

-	Update LAI

-	Confirm the user is allowed to roam in the target location area

-	Set detached flag to attached

-	Reset detach timer

-	Initiate Start ciphering procedure module, if TMUI has to be reallocated



1904 : Initiate TMUI assignment

-	Initiate TMUI assignment procedure module



1905 :Confirm the completion of location updating

-	Analyze the result of TMUI assignment

-	Confirm the completion of TMUI assignment

-	Formulate and send Terminal location update resp.conf.



Functional Entity 11 (FE11)  (MCF)



1101 : Process Terminal Location Update request

-	Receive and analyze Terminal location update request

-	Identify location update type

-	Initiate TMUI inquiry module to retrieve IMT-2000 user ID



1102 : TMUI inquiry

-	Receive and check the TMUI

-	Identify IMT-2000 user

-	Formulate and send Signalling channel setup request req.ind. to allocate a signalling channel for network access



1103 : Send Terminal location update request 

-	Receive and react to Signalling Channel Setup Request resp.conf.

-	Confirm the allocation of the signaling channel

-	Check whether mobile terminal has any follow-on requests pending

-	Indicate existence of the pending requests with Location update type I.E., if the mobile terminal has pending requests

-	Formulate and send Terminal location update req.ind.



1104 : Confirm completion of Terminal Location Updating

-	Receive and react to Terminal location update resp.conf.

-	Confirm completion of Terminal location update req.ind.

-	Memorize LAI of current location

-	Reset periodic update timer

-	Initiate LAI update common procedure module to update LAI and location update state

-	Send Terminal location update confirm



1105 : Analyze the result of LAI update

-	Analyze the result of LAI update module

-	Continue actions for the follow-on requests pending if requested by the network with follow-on proceed IE



1106 : Confirm release of signaling channel

-	Receive and react to Signaling channel released req. ind.

-	Confirm release of the signaling channel



Functional Entity 02 (FE02)  (RACAF)



0201 : Initiate signalling channel allocation procedure

-	Receive and analyze Signalling channel setup request req.ind.

-	Initiate Signalling channel allocation procedure



0202 : Allocation of signalling channel

-	Identify the result of Signalling channel allocation procedure

-	Formulate and send Signalling channel setup request resp.conf.



0203 : Confirm release of Signalling channel 

-	Confirm the release of signaling channel

-	Formulate and send Signaling channel released req.ind.



Functional Entity 05 (FE05)  (RACF)



0501 : Detect establishment of signalling channel

-	Detect establishment of signalling channel

-	Wait for receiving the first transmission from the terminal over the signalling channel



0502 : Notify RACF Instance ID

-	Detect the transmission from the terminal over the signalling channel

-	Formulate and send RACF Instance ID Notification req.ind. in order to notify RACF instance ID and Cell identifier



0503 : Initiate signalling channel release procedure

-	Receive and analyze Signalling channel release request req.ind.

-	Initiate Signalling channel release procedure



0504 : Release signalling channel

-	Identify the result of Signalling channel release procedure

-	Formulate and send Signalling channel release request resp.conf.



Functional Entity 12 (FE12)  (SACF)



1201 : Analyze Terminal Location Update request

-	Receive and react to Terminal location update req.ind. from MCF and wait for receiving RACF Instance ID notification req.ind.

-	Receive and react to RACF Instance ID notification req.ind. from RACF

-	Memorize RACF Instance ID

-	Analyze the Terminal Location Update request

-	Identify the requesting IMT-2000 user

-	Add target LAI to Terminal location update req.ind.

-	Formulate and send Terminal location update req.ind.



1202 : Confirm Completion of Terminal Location Updating

-	Receive and react to Terminal location update resp.conf.

-	Confirm completion of Terminal Location Update

-	Formulate and send Terminal location update resp.conf.

-	Wait for a request from MCF if the mobile terminal has pending requests, otherwise

-	Formulate and send Signalling channel release request req.ind. to the corresponding RACF in order to release the signalling channel for terminal access



1203 : Confirm the release of signalling channel

-	Receive and react to Signalling channel request resp.conf.



�7.1.9	User authentication



This information flow shows a user authentication procedure which will generally require the transfer of some authentication information from the home AMF to the visited LMF/AMF.



Two additional security-related procedures are shown; these are performed after the user authentication procedure.  The first is the procedure to "Start ciphering" and the second is the "TMUI assignment" procedure.  These additional procedures may be performed after the successful completion of either the "Unique challenge/response mechanism" or the "Global challenge mechanism."



7.1.9.1	Common procedure modules used

None.



7.1.9.2	Information flow diagram

7.1.9.2.1	Unique challenge/response mechanism

a) Functional Model

�

b) Information Flows
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Figure 7.1.9-1	User authentication (Unique challenge/response mechanism) information flow diagram



7.1.9.2.2	Start ciphering

a) Functional Model

�

b) Information Flows
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Figure 7.1.9-3	Start ciphering information flow diagram

7.1.9.2.3	TMUI assignment

a) Functional Model

�

b) Information Flows
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7.1.9-4	TMUI assignment information flow diagram

7.1.9.3	Information flows and associated information elements

7.1.9.3.1	Unique challenge/response mechanism



Relationship  (LMF-LMF)

Authentication information retrieval IF is used to request the security information from the Home LMF for user authentication.

IE�req.ind.�resp.conf.��Relationship ID�M�M��IMUI�M���Authentication set list��M��Result��M��





Relationship (LMF-AMF)



Authentication information retrieval IF is used to request the security information from the Home AMF for user authentication.



IE�req.ind.�resp.conf.��Relationship ID�M�M��IMUI�M���Authentication set list��M��Result��M��



Relationship  (LMF-SACF)



Authentication challenge IF is used to verify the identity of the user.  A network initiated authentication challenge is sent from LMF to SACF requesting the return of the authentication calculation result.

IE�req.ind.�resp.conf.��Relationship ID�M�M��Challenge�M���Ciphering key sequence number�M���Response��M��



Relationship rl (SACF-MCF)



Authentication challenge IF is used to verify the identity of the user.  A network initiated authentication challenge is sent from SACF to MCF requesting the return of the authentication calculation result.





IE�req.ind.�resp.conf.��Relationship ID�M�M��Challenge�M���Ciphering key sequence number�M���Response��M��



7.1.9.3.2	Start ciphering

Relationship (RACF-RACAF)



Start ciphering IF is used to request that the terminal begin to apply encryption procedure to information between itself and the network.



IE�req.ind.�resp.conf.��Ciphering Mode Setting�M���Cipher Response�M���Mobile Equipment Identity��O��

Relationship (SACF-RACF)



Start ciphering IF is used to request that the terminal begin to apply encryption procedure to information between itself and the network.



IE�req.ind.�resp.conf.��Layer 3 Header  Information�O�O��Ciphering Key�M���Cipher Response Mode�O���Chosen Cipher Algorithm��O��

[NOTE: Layer 3 Header  Information doesn’t serve any useful purpose. MSCs should not send the information element unless it is required by the recipients (due to the need to interwork with older versions of the protocol). It is expected that in future versions of 08.08, this information element will be deleted from this message.]



Relationship (LMF-SACF)



Start ciphering IF is used to request that the terminal begin to apply encryption procedure to information between itself and the network.



IE�req.ind.�resp.conf.��Ciphering Key�M���



Relationship (MCF-RACAF)



Start ciphering IF is used to request that the terminal begin to apply encryption procedure to information between itself and the network.



Ciphering key delivery IF is used to deliver the retrieved ciphering key to the RACAF.



IE�req.ind.�resp.conf.��Ciphering key�M���

Relationship (RACAF-MRTR)



Ciphering key delivery IF is used to deliver the retrieved ciphering key to the MRTR.



IE�req.ind.�resp.conf.��Ciphering key�M���

Relationship (RACF-RFTR)



Ciphering key delivery IF is used to deliver the retrieved ciphering key to the RFTR.



IE�req.ind.�resp.conf.��Ciphering key�M���



7.1.9.3.3	TMUI assignment

Relationship (LMF-SACF)



TMUI assignment IF is used to assign and convey the TMUI to the user after the network has verified the identify of the user.  A response confirmation is returned acknowledging the successful assignment of TMUI.



IE�req.ind.�resp.conf.��Relationship ID�M�M��TMUI�M���Current LAI�M���TMUI expiration timer�O���Result��M��

Relationship rl (SACF-MCF)



TMUI assignment IF is used to assign and convey the TMUI to the user after the network has verified the identify of the user.  A response confirmation is returned acknowledging the successful assignment of TMUI.



IE�req.ind.�resp.conf.��Relationship ID�M�M��TMUI�M���Current LAI�M���TMUI expiration timer�O���

7.1.9.4	Functional entity actions (FEAs)

7.1.9.4.1	Unique challenge/response mechanism



Functional Entity 11 (FE11)  (MCF)



1101 : Analyze Authentication Challenge request

-	Receive and react to Authentication challenge req.ind.

-	Initiate Authentication calculation procedure module



1102 : Analyze the result of authentication calculation

-	Analyze the result of authentication calculation

-	Keep Ciphering key if it is contained in the result of authentication calculation

-	Formulate and send Authentication challenge resp.conf.



Functional Entity 12 (FE11)  (SACF)



1201 : Send authentication challenge to MCF

-	Receive and react to Authentication challenge req.ind.

-	Formulate and send Authentication challenge req.ind.



1202 : Send authentication response to LMF

-	Receive and react to Authentication challenge resp.conf.

-	Formulate and send Authentication challenge resp.conf.



Functional Entity 19 (FE19)  (LMF)



19a01 : Process Authentication Information Retrieval  request

-	Receive and analyze User Authentication Request or Service Request

-	Identify the requesting user

-	Formulate and send Authentication info retrieval req.ind.



19a02 : Send Authentication Challenge request to SACF

-	Receive and analyze Authentication info retrieval resp.conf.

-	Retrieve Authentication Challenge request information

-	Store response information

-	Formulate and send Authentication challenge req.ind. to SACF





19b01 : User Authentication Information Retrieval

-	Receive and analyze Authentication info retrieval req.ind.

-	Retrieve security information from user identity

-	Formulate and send Authentication info retrieval req.ind.



19b02 : User Authentication Information Retrieval

-	Receive and analyze Authentication info retrieval resp.conf.

-	Retrieve challenge and  response  information for authentication

-	Formulate and send Authentication info retrieval resp.conf.







Functional Entity 21 (FE21)  (AMF)



2101 : User Authentication Information Retrieval

-	Receive and analyze Authentication info retrieval req.ind.

-	Retrieve security information with user identity

-	Formulate and send Authentication info retrieval resp.conf.



7.1.9.4.2	Start ciphering

Functional Entity 5 (FE05)  (RACF)



0501 : Send Start Ciphering to RACAF and Ciphering key delivery to RFTR

-	Receive and react to Start ciphering req.ind.

-	Formulate and send Start ciphering req.ind.

-	Formulate and send Ciphering key delivery req.ind.



0502 : Start ciphering response to SACF

-	Receive and react to Start ciphering resp.conf.

-	Formulate and send Start ciphering resp.conf.



Functional Entity 11 (FE11)  (MCF)



1103 : Start ciphering response and Ciphering key delivery to RACAF

-	Receive and react to Start ciphering req.ind.

-	Formulate and send Ciphering key delivery req.ind.

-	Formulate and send Start ciphering resp.conf.



Functional Entity 12 (FE12)  (SACF)



1203 : Send Start Ciphering to RACF

-	Receive and react to Start ciphering req.ind.

-	Formulate and send Start ciphering req.ind.



Functional Entity 2 (FE02)  (RACAF)



0201 : Send Start Ciphering to MCF

-	Receive and react to Start ciphering req.ind.

-	Formulate and send Start ciphering req.ind.



0202: Ciphering key delivery to MRTR

-	Receive and react to Ciphering key delivery req.ind.

-	Formulate and send Ciphering key delivery req.ind.



0203 : Start ciphering response to RACF

-	Receive and react to Start ciphering resp.conf.

-	Formulate and send Start ciphering resp.conf.





7.1.9.4.3	TMUI assignment



Functional Entity 11 (FE11)  (MCF)



1104 : TMUI assignment

-	Receive and react to TMUI assignment req.ind.

-	Initiate TMUI update procedure module



1105 : Analyze the result of TMUI update

-	Analyze the result of TMUI update

-	Formulate and send TMUI assignment resp.conf.



Functional Entity 12 (FE12)  (SACF)



1204 : TMUI assignment

-	Receive and react to TMUI assignment req.ind.

-	Retrieve TMUI and TMUI assignment source ID, and optionally, TMUI expiration timer

-	Formulate and send TMUI assignment req.ind.



1205 : TMUI assignment confirmation

-Receive and react to TMUI assignment resp.conf. from MCF.

-	Formulate and send TMUI assignment resp.conf. If cannot receive TMUI assignment resp.conf. in a certain time (i.e. TMUI assignment may be unsuccessful), indicate FAILURE in result IE. of TMUI assignment resp.conf.



Functional Entity 19 (FE19)  (LMF)

1901:Confirm and completion of TMUI assignment

-Receive TMUI assignment resp.conf.

-Confirm and completion of TMUI assignment

- If the Result IE of TMUI assignment resp.conf. from SACF is indicated as failure, LMF retain both new and old TMUI for the user. And after that, use IMUI when paging, use new TMUI when MS originates any procedure with new TMUI, and re-start TMUI assignment procedure when MS originates any procedure with old TMUI.

�7.1.10	UIM holder verification

This is a feature by which the user of the UIM is authenticated.  This feature only applies when the UIM is used for the user association with the IMT-2000 mobile terminals.



7.1.10.1	Common procedure modules used

None.



7.1.10.2	Information flow diagram



�

Figure 7.1.10-1	UIM holder verification information flow diagram

7.1.10.3	Information flows and associated information elements

Relationship ry (UIMF-MCF)



Select req.ind. is used to select files of a system and a term in UIM.  Select resp.conf. is the response to the request.



IE�req.ind.�resp.conf.��File ID�M�M��File size��M��PIN Status��M��Access condition��M��Invalid/not Invalid��M��Indicator��M��Structure of EF��M��Length of the record��M��

Verify PIN req.ind. is used to verify PIN. Verify PIN resp.conf. is the response to the request.



IE�req.ind.�resp.conf.��PIN�M���Indication CHV1/CHV2�M���Result� �M��

7.1.10.4	Functional entity actions (FEAs)

Functional Entity 18  (FE18)  (UIMF)



1801 : Select files in UIM.

-	Receive and react to Select req.ind.

-	Select files in UIM

-	Formulate and send Select resp.conf.



1802 : Verify PIN.

-	Receive and react to Verify PIN req.ind.

-	Compare the inputted PIN to the memorized PIN in UIMF

-	Formulate and send Verify PIN resp.conf.



Functional Entity 11  (FE11)  (MCF)



1101 : Send Select req.ind.

-	The mobile terminal was powered on or UIM is attached, and then UIM is reset.

-	Formulate and send Select req.ind.



1102 : Send Verify PIN .req.ind. to UIMF.

-	A user inputs PIN

-	Formulate and send Verify PIN req.ind.



1103 : Confirm UIM holder verification.

-	Receive and react to Verify PIN resp.conf.

-	Unlock or keep locked



�7.1.11	Service provider authentication [Not specified in TTC GSM Evolved IF PH1]



7.1.12	Encryption [Not specified in TTC GSM Evolved IF PH1]



7.1.13	Update of user’s shared secret data (SSD) [Not specified in TTC GSM Evolved IF PH1]

.

7.1.14	Update of user’s call history count [Not specified in TTC GSM Evolved IF PH1]



7.1.15	Call history count request procedure [Not specified in TTC GSM Evolved IF PH1]�7.1.16	System access information procedures

Through system access broadcasting service feature, the network provides the mobile terminals with the information which is needed to camp on a cell and to set up a connection.  Such information is monitored and analyzed by the mobile terminals.  Such information may include access rights, network identification, frequency bands used, configuration of logical channels etc.



System access information is broadcast to the radio zone periodically.  Some of the information may be monitored and analyzed by mobile terminals only when a mobile terminal enters a new radio zone.  Some may be monitored more frequently thereafter.  If there is a change in the broadcast information, especially for the less monitored one, the network notifies the mobile terminals of such an update.



7.1.16.1	Common procedure modules used

None.



7.1.16.2	Information flow diagrams

7.1.16.2.1	System access information boadcast

�



Figure 7.1.16-1	System access information broadcast information flow diagram

7.1.16.2.2	System access information update

�



Figure 7.1.16-2	System access information update information flow diagram

7.1.16.3	Information flows and associated information elements

7.1.16.3.1	System access information boadcast

Relationship rxx (RACAF-SIBF)



System access information IF is used to broadcast system access information.





IE�req.ind.�resp.conf.��Network ID�M���Location area identity�M���Radio zone ID�M���Pointers to neighboring cells’ BCCH�M���Logical channel configuration info.�M���Radio resource information*�M���Initial transmission power calculation info.�M���Service restriction info.�M���Service access permission info.**�O���

* Radio resource information includes information on the implemented radio resources of the radio zone (e.g. frequency bands).



** Service access permission information indicates the acceptance of call related services in the radio zone (including acceptance of handover). This information changes based on the traffic of the cell.

7.1.16.3.2	System access information update

Relationship rxx (RACAF-SIBF)



System access information updated IF is used to indicate that system access information has been updated.

7.1.16.4	Functional entity actions (FEAs)

Functional Entity xx (FExx)  (SIBF)



xx01 : Periodically formulate and send System access information req.ind.



xx02 : After detecting update of send system access information, formulate and send System access information req.ind.



Functional Entity yy (FEyy)  (RACAF)



yy01 : Receive and analyze System access information req.ind.



yy02 : Receive and analyze System access information updated req.ind.

�7.1.17	Mobile station initialization

When a mobile terminal is powered up, it performs an initialization procedure to search a cell with the strongest signal strength, and then synchronize to the cell.  By performing an initialization procedure successfully, the mobile terminal is entered into the idle state in which the mobile terminal is able to initiate location registration procedure to allow it to initiate outgoing or receive incoming calls.

7.1.17.1	Common procedure modules used

- System access information 

7.1.17.2	Information flow diagram

a) Functional Model
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b) Information Flows

�

Figure 7.1.17-1	Mobile initialization procedure information flow diagram

7.1.17.3	Information flows, associated information elements, and FEAs



POWER ON req.ind. is used to indicate that mobile terminal’s power is on.



FEA1101�·	Receive POWER ON req.ind.

·	Formulate and send SYSTEM ACQUISITION req.ind. to MRTR to request the acquisition to the cell.��

SYSTEM ACQUSITION req.ind. is used by the RACAF to request the acquisition to the cell.



Item�Relationship�Mandatory/Optional��   RACAF-MRTR relationship ID��M��   Radio frequency channel information��M��

FEA1201�·	Receive and analyze SYSTEM ACQUISITION req.ind.

·	Activate the mobile terminal receiver��

FEA1202�·	Search a cell with the strongest radio strength by scanning radio frequency channels.

·	Acquire the cell’s received radio signal

·	Formulate and send SYSTEM ACQUISITION resp.conf. to RACAF��

SYSTEM ACQUISITION resp.conf. is used by MRTR to report the success of acquisition to the cell.



Item�Relationship�Mandatory/Optional��RACAF-MRTR relationship ID��M��

FEA1102�·	Receive and analyze SYSTEM ACQUISITION resp.conf.��

FEA1401�·	Broadcast SYSTEM SYNCHRONIZATION INFORMATION req.ind. to the all mobile terminals in the cell’s coverage.��

SYSTEM SYNCHRONIZATION REQUEST req.ind. is used by SIBF to inform all mobile terminals in the cell’s coverage of system timing information.



Item�Relationship�Mandatory/Optional��system timing information��M��

FEA1103�·	Receive and analyze SYSTEM SYNCHRONIZATION INFORMATION req.ind. to obtain system timing information.

·	Formulate and send SYSTEM SYNCHRONIZATION req.ind. to MRTR to synchronize the mobile terminal’s system timing to that of the cell.�����SYSTEM SYNCHRONIZATION req.ind. is used by RACAF to request MRTR to synchronize the mobile terminal’s system timing to that of the cell.



Item�Relationship�Mandatory/Optional��RACAF-MRTR relationship ID��M��

FEA1203�·	Receive and analyze SYSTEM SYNCHRONIZATION req.ind.

·	Synchronize the mobile terminal’s system timing to that of the cell.

·	Formulate and send SYSTEM SYNCHRONIZATION resp.conf.. to MRTR to report the success of synchronization to the cell.��

SYSTEM SYNCHRONIZATION resp.conf. is used by MRTR to report the success of synchronization to the cell.



Item�Relationship�Mandatory/Optional��RACAF-MRTR relationship ID��M��

FEA1104�·	Receive and analyze SYSTEM SYNCHRONIZATION resp.conf.

·	Initiate System access information procedures.��



�7.1.18	Missing 2nd generation capability procedures



7.1.18.1	Exchange of authentication data between VLRs to ensure more efficient use of the authentication triplets



For the unique challenge mechanism authentication triplets can be generated in batches by the AMFh in the Authentication Center and sent via the LMFh in the HLR to the LMFv/AMFv in the VLR. By using batches the signalling caused by the transfer of triplets can be reduced. When a user moves to another VLR (i.e. another LMFv/AMFv), there is a 2nd generation capability to transfer the yet unused triplets from the previous LMFv/AMFv in the previous VLR to the new LMFv/AMFv in the new VLR. But this capability is used only when the previous VLR is contacted anyway for retrieval of the permanent user identity.



When the TMUI is used as the means of identification in a location update request to an LMFv that is another than the LMFv where the user was previously registered, the “User ID retrieval” procedure, case B, is used to retrieve the IMUI from the previous LMFv. This procedure constists of the following information flow:
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In order to accommodate the concerned capability the IMUI retrieval resp.conf. has to be expanded with new information elements inlcuding the unused authentication triplets, i.e. the Challenge(s), Result(s) and Ciphering key(s) information elements. 



In addition the functional entity actions (FEA) 19a02 and 19b01 have to be modified. One line in the description of FEA 19a02 has to be changed as follows:



Retrieve the IMUI and unused authentication triplets of the requesting IMT-2000 user with the TMUI



Similarly, one line in the description of FEA 19b01 has to be changed as follows:



Retrieve the IMUI and unused authentication triplets of the requesting IMT-2000 user with the TMUI



7.1.18.2	Subscriber data management procedures



The subscriber data management procedures are used by the HLR (LMFh) to change or remove certain subscriber data from the user profile in the VLR (LMFv/AMFv) if the subscription of one or more basic or supplementary services have been changed or withdrawn. Hence this can be seen as “stand alone” modification of the user profile in the VLR, i.e. not in conjunction with a location update. There are three basic cases:



User profile data has been modified and the modification has to be reflected in the VLR. In this case the “User profile copy” procedure can be used. The included paramters will overwrite the existing ones.

The subscription of one or more basic or supplementary services have been withdrawn. In this case a new specific procedure should be used to indicate the specific services that have been withdrawn and the specific data to be deleted.

The authentication algorithm or authentication key of the user has been changed or the modification of the user profile affects the user’s permission to roam in the current area. In this case the user profile should be removed entirely from the VLR (LMFv/AMFv) and therefore the “User profile removal” procedure can used.



For all three cases new information flow diagrams are needed, including new Functional Entity Actions.



The following are the information flow diagram and FEAs for case 1:
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New FEA1: Detect Modification of User Profile

Detect that the user profile has been modified in such a way that the user profile in the LMF in the visited network also has to be modified

Prepare and send a User profile copy req.ind. to LMF in the visited network



New FEA2: Modify User Profile (Stand-Alone)

Receive and react to the User profile copy req.ind. from LMF in the home network

Identify the concerned IMT-2000 user

Update the user profile parameters that are included in the User profile copy req.ind.

Formulate and send a User profile copy resp.conf.



New FEA3: Confirm Copy User Profile (Stand-Alone)

Receive and react to the User profile copy resp.conf.

Confirm the completion of the User profile copy procedure

Take proper action if the result is unsuccessful



The following are the information flow diagram, information elements, and FEAs for case 2:
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Information elements:



IE�req.ind.�resp.conf.��Relationship ID�M�M��IMT-2000 User ID�M���Deleted user data�M���Result��M��

New FEA4: Detect Withdrawal of Basic or Supplementary Service Subscription

Detect that the subscription of one or more basic or supplementary services have been withdrawn so that the LMF in the visited network have to be updated

Prepare and send a Delete user data req.ind. to LMF in the visited network



New FEA5: Delete User Data

Receive and react to the Delete user data req.ind. from LMF in the home network

Identify the concerned IMT-2000 user

Delete the user data that is indicated in the Delete user data req.ind.

Formulate and send a Delete user data resp.conf.



New FEA6: Confirm Delete User Data

Receive and react to the Delete user data resp.conf.

Confirm the completion of the Delete user data procedure

Take proper action if the result is unsuccessful



The following are the information flow diagram and FEAs for case 3:
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New FEA7: Detect Modification of Authentication Data or Roaming Permissions

Detect that the authentication algorithm or authentication key of the user has been changed or that the user profile has been modified in such a way that it affects the user’s permission to roam in the current area

Prepare and send a User profile removal req.ind. to LMF in the visited network



New FEA8: Remove User Profile (Stand-Alone)�

Receive and react to the User profile removal req.ind. from LMF in the home network

Identify the concerned IMT-2000 user

Remove the user profile of the identified IMT-2000 user

Formulate and send a User profile removal resp.conf.



New FEA9: Confirm User Profile Removal (Stand-Alone)

Receive and react to the User profile removal resp.conf.

Confirm the completion of the User profile removal procedure

Take proper action if the result is unsuccessful



7.1.18.3	User information interrogation



This procedure is used by the SCP (SCF) to interrogate the HLR (LMFh) for user information (state and location information) that is useful for IN based services.



The following are the information flow diagram, information elements, and FEAs for this procedure:
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Information elements:



IE�req.ind.�resp.conf.��Relationship ID�M�M��Requested information�M���IMT-2000 User ID�O*���IMT-2000 Number�O*���Location information��O**��User state��O**��Result��M��

* Either the IMT-2000 User ID or the IMT-2000 Number must be provided.

** This IE should be provided if it is requested and available.



New FEA10: Initiate User Information Interrogation

Detect the need to acquire more user information in order to provide an IN based service

Prepare and send a User information interrogation req.ind. to LMF in the home network



New FEA11: Process User Informtion Interrogation

Receive and react to a User information interrogation req.ind.

Identify the concerned IMT-2000 user

Retrieve the requested user information

Prepare and send a User information interrogation resp.conf. to the interrogating SCF



New FEA12: Confirm User Information Interrogation

Receive and react to the User information interrogation resp.conf.

Confirm the completion of the User information interrogation procedure

Take proper action if the result is unsuccessful



7.1.18.4	Fault recovery procedures



This category of procedures deals with recovery after fault situation. The main purpose is to make sure that data stored in different nodes is consistent. In this category three necessary new procedures have been identified:

HLR restart indication

Check supplementary service data indication

Restore VLR data



7.1.18.4.1	HLR restart indication:



The HLR restart indication procedure is used by the HLR (LMFh) after a restart to indicate to a list of VLRs (LMFv:s) that a failure and a restart has occurred in the HLR.



The following are the information flow diagram, information elements, and FEAs for this procedure:
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Information elements:



IE�req.ind.��Relationship ID�M��LMFh address�M��LMFh ID list�O��

New FEA13: Initiate LMFh Restart Indication

Detect that a restart has occurred and that a number of LMFv:s have to be informed

Prepare and send a LMFh restart indication req.ind. to a list of LMFv:s



New FEA14: Process LMFh Restart Indication

Receive and react to a LMFh Restart Indication req.ind.

Analyse the LMFh ID list and determine whether the current LMFv is affected by the restart in the LMFh

Take appropriate actions, if the analysis of the LMFh ID list shows that the current LMFv is affected by the restart in the LMFh





7.1.18.4.2	Check supplementary services data indication:



The check supplementary service data feature is used by the HLR (LMFh) to indicate to the mobile user that supplementary service data might be altered due to the restart. If received from the LMFh, the LMFv forwards this indication to SACF which in turn forwards this indication ti the Mobile Terminal.



This information flow is always in conjuction with the acknowledge of the Location Update Information Flow.



The following are the information flow diagram, information elements, and FEAs for this procedure:
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Note: Upon receive of the Check SS data, the terminal will fetch the SS data from the UIM and delever it to the MSC





Information elements:



IE�req.ind.��Relationship ID�M��

New FEA1: Initiate LMFh Check SS data Indication

Detect that a restart has occurred and that MS should be informed of possible changes to the SS data

Prepare and send a LMFh check SS data indication req.ind. to the LMFv



New FEA2: Process LMFh Check SS data Indication

Receive and forward the LMFh Check SS data Indication req.ind.



New FEA3: Process LMFh Check SS data Indication

Receive and forward the LMFh Check SS data Indication req.ind.



New FEA4: Process LMFh Check SS data Indication

Receive the LMFh Check SS data Indication req.ind.

Check the SS data within the terminal





7.1.18.4.3	Restore VLR data:



The Restore VLR data feature is used by the VLR (LMFv) to indicate to the HLR (LMFh) that it has received a Provide Roaming Number operation for an unknown or for a known IMSI with the indicator "Confirmed by HLR" set to "Not confirmed". The service is used to update the LMSI in the HLR, if provided, and to request the HLR to send all data to the VLR that are to be stored in the subscriber's IMSI record.



The following are the information flow diagram, information elements, and FEAs for this procedure:
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Information elements:



IE�req.ind.�Res.conf��Relationship ID�M�M��IMSI�M���LMSI�O���HLR Number��O��MS Not Reachable Flag��O������

New FEA1: Initiate LMFv Restore VLR data

Detect that an roaming number was requested for an unknown IMSI or for an IMSI that needs confirmation from the HLR

Sends a VLR Restore data req.ind. message to the HLR

Wait for responses from the HLR



New FEA2: Process LMFv request to restore data 

Receive the VLR req.ind. from the VLR

Check the indicated IMSI within the VLR Restore req.ind.

If IMSI is known

Update LMSI (if received)

Process subscriber information from database

Send Provide Subscriber Info req.ind *

Wait for User Profile Copy resp.conf.

Set HLR number. 

Set MS not Reachable status

If IMSI is unknown

Set error to subscriber unknown

Prepare and Send Restore VLR data res.conf.



New FEA3: Process LMFh responses

Receive Restore VLR data resp.conf

Process the response from the HLR and update the VLR database.







7.1.18.5	Supplementary services control procedures [Not specified in GEIF PH1]



7.1.18.6	New or updated information elements



The following information elements are newly defined:



Deleted user data – describes the user profile data to be deleted in the subscriber data management procedures. It may include:

a list of basic services

a list of supplementary services (in the form of supplementary service codes)

supplementary services data

roaming restriction data

regional subscription data

VHE sucscription data

broadcast and/or group call subscription data





LMFh address – a routable address to an LMFh, e.g. the ISDN number of the LMFh.



LMFh ID list – a list of LMFh IDs, from which the IMT-2000 User Identities affected by an LMFh restart can be derived.





Location information – indicates the location of the mobile user as accurately as possible with the available information. This could be e.g. cell ID, location area ID, LMFv/AMFv address, or some kind of geograpchical information.



Requested information – indicates what information is requested: the location information, the user state, or both.





User state – indicates the state of the user, e.g. “service granted” or “operator determined barring”.



The following information element needs to be updated:



User profile - the user profile IE has to be extended. In addition to the parameters in table C.1 in Annex C in Attachment 1 (as is stated in the current definition) the following parameters have to be included:

IMT-2000 Number

Basic services data (e.g. subscribed bearer services and teleservices)

Supplementary services data

Operator determined call barring data

Roaming restriction data

Regional subscription data

VHE sucscription data

Broadcast and/or group call subscription data (if applicable)

�7.1.19	GSM evolved procedures



7.1.19.1	MS Purge



7.1.19.1.1	Information Flow Diagram



Proposed Information Flow Diagram is presented in Figure 1.



LMF����LMF����Visited����Home�������������PURGE_MS� �2001a  ������req.ind.����������2002b��PURGE_MS_ACK��������resp.conf.����������



Figure 1: Information Flow for MS-PURGE



This service is used between the LMF Visited and the LMF Home to cause the LMF Home to mark its data for an MS so that any request for routing information for a mobile terminated call or a mobile terminated short message will be treated as if the MS is not reachable. It is invoked when the subscriber record for the MS is to be deleted in the LMF Visited, either by MMI interaction or automatically, e.g. because the MS has been inactive for several days.



7.1.19.1.2	Information Flows, Information Elements and Functional Entity Actions



PURGE MS req.ind. is used to request LMFh to mark its data for an MS so that any request for routing information for a mobile terminated call or a mobile terminated short message will be treated as if the MS is not reachable.



FEA2001a	Identify reason for deletion of subscriber record in LMFv.

		Formulate and send PURGE MS req.ind.



The following information elements are required:



Information element name�Required�Description��Invoke Id�M�Invoke Id identifies corresponding service primitives. The parameter is supplied by the MAP service-user and must be unique over each service-user/service-provider interface.��IMSI�M�IMSI of the subscriber for whom information is requested.

��LMF Visited number�M�E.164 number which identifies the LMF Visited. If LMF Home  receives LMF Visited number which is different from the number it has, LMF Home shall ignore the new received number.��



PURGE MS ACK resp.conf. is used response to the request.



FEA2002b	Receive and analyze PURGE MS req.ind.

		Formulate and send PURGE MS ACK resp.conf.



The following information elements are required:



Information element name�Required�Description��Invoke Id�M�Invoke Id identifies corresponding service primitives. The parameter is supplied by the MAP service-user and must be unique over each service-user/service-provider interface.��Provider error�O�Provider error is used to indicate a protocol related type of error.��





7.1.19.2	Provide Subscriber Info



7.1.19.2.1	Information Flow Diagram





LMF����LMF�����Home����Visited������������PROVIDE������SUBSCRIBER_INFO��2001a������req.ind.������PROVIDE����2002b��SUBSCRIBER_INFO_ack��������resp.conf.����������



Figure 1: Information Flow Diagram for PROVIDE SUBSCRIBER INFO.

7.1.19.2.2	Information Flows, Information Elements and Functional Entity Actions



PROVIDE SUBSCRIBER INFO req.ind. is used to request subscriber information from LMFh.



FEA2001a	Formulate and send PROVIDE SUBSCRIBER INFO req.ind.



The following information elements are required:



Information element name�Required�Description��IMSI�M�IMSI of the subscriber for whom information is requested (see ETS 300 523).��LMSI�C�Local Mobile Subscriber Identity. Shall be present if the LMSI was sent to the LMF Home at location updating.��Requested information�M�Indicates whether the LMF Home requires location information, subscriber state or both location information and subscriber state.��



PROVIDE SUBSCRIBER INFO ACK resp.conf. is the response to the request.



FEA2002b	Receive and react to request.

		Formulate and send PROVIDE SUBSCRIBER INFO resp.conf.



The following information elements are required:



Information element name�Required�Description��Location information�C�Information to define the location of the MS: see below. Shall be present if location information was requested and is available; otherwise shall be absent.��Subscriber state�C�Indicates whether the MS is busy (i.e. engaged on a circuit-switched call), network determined not reachable (IMSI detached or roaming in a prohibited location area) or assumed idle. Shall be present if subscriber state was requested; otherwise shall be absent.��

Location information



The compound information element Location information consists of the following subordinate information elements:



Information element name�Required�Description��Location number�C�For a definition of this information element, (see ETS 300 356�1). Shall be present if the LMF Visited can derive it from the stored cell global identity or location area identity; otherwise shall be absent. The mapping from cell ID and location area to location number is network-specific and outside the scope of the GSM standard.��Cell ID�C�Cell global identity of the cell in which the MS last established a radio transaction. Shall be present if the SACF/LMF Visited can supply it; otherwise shall be absent. Shall be absent if Location area ID is present.��Location area ID�C�Identity of the location area in which the MS last established a radio transaction. Shall be present if the SACF/LMF Visited can supply it; otherwise shall be absent. Shall be absent if Cell ID is present.��Geographical information�C�For a definition of this information element, see GSM 03.32 (Universal Geographical Area Description). Shall be present if the VLR can derive it from the stored cell global identity or location area identity; otherwise shall be absent.��LMF Visited number�O�E.164 number which identifies the LMF Visited (see ETS 300 523). If the LMF Home receives it from the LMF Visited it shall ignore it.��Age of location information�C�Measured in minutes. Shall be present if available in the SACF/LMF Visited; otherwise shall be absent.��

�7.1.20	Identification procedure 

  See Section 6.3.5 of GSM03.60.

[To be provided]





�7.1.21	MM Information procedure 

7.1.21.1	Information flow diagram

The MM Information procedure is illustrated in Figure 1.2-1. 
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Figure 1.21-1: MM information Procedure

7.1.21.2	Information flows

Each information flow is explained in the following list.

1. MM Information:	The SGSN receives an MM Information (IMSI, Information) message from the MSC/VLR. Information is the information that the MSC/VLR is sending to the MS.

2. MM Information:	The SGSN sends an MM Information (Information) message to the MS including the information received by the MSC/VLR.



[Note]

1. Unless RRC connection is established, it will be established and released before and after SGSN sends MM information to MS respectively. 



��7.1.22	Attach

There is two alternatives for combined attach procedure.  One is for coordinated MM network, the other is for separated MM network.  Packet attach and IMUI attach as  defined in GSM/GPRS specifications are used, if they are performed separately.





7.1.22.1	Alternative1: Combined MM for CS and PS

This feature is used by the terminal in order to attach both packet service and circuit service simultaneously.  It was evolved from existing GPRS combined attach procedure to reduce the signaling between HLR and MSC/VLR/SGSN in the network where MSC, VLR and SGSN are integrated into one physical node.  In the roaming case, the agreement of operators may be needed to avoid any impacts to the network that does not support this procedure.

7.1.22.1.1	Common procedure modules used

RRC Setup

Authentication of the subscriber

Identity check

RRC Release
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Information flow diagram for Combined GPRS / IMSI Attach





7.1.22.1.2	Information flow description and actions

Attach Request req.ind. is send from MT to New SGSN to initiate the attach procedure indicating which attach type should be performed.

Item�Relationship�Mandatory/Optional��Relationship ID��M��Attach type��M��DRX parameter��M��IMSI��O��P-TMSI��O��Ciphering key sequence number��O��Previous RAI��O��Mobile Terminal classmark��O��Previous P-TMSI Signature��O��Serving Cell ID��O��TMSI��O��Previous LAI��O��IMSI or P-TMSI shall be included.  If P-TMSI is used, previous RAI and P-TMSI signature are included.  BSS may add serving cell ID.



Receive and analyze Routing Area Update req.ind.

Check which attach type is indicated.

Identify new RAI from serving cell id.

Check whether SGSN has changed.

If P-TMSI is included as user ID and SGSN has changed, 

Formulate and send Identification Request req.ind. to old SGSN.

If MT is not known in old and new SGSN

Formulate and send Identity Request req.ind. to MT.



Identification Request req.ind. is sent from the new SGSN to the old SGSN to request identity information of the subscriber.

Item�Relationship�Mandatory/Optional��Relationship ID��M��Previous RAI��M��Previous P-TMSI��M��Previous P-TMSI Signature��O��

Receive and analyze Identification Request req.ind.

Validate old P-TMSI Signature

Formulate and send Identification Request resp.conf. to New SGSN.



Identification Request resp.conf. is used to notify the new SGSN of subscriber information.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID(IMSI)��O��Authentication Triplet��O��Error��O��

Receive and analyze Identification Request resp.conf.



Identity Request req.ind. is used to request the identity itself.

Item�Relationship�Mandatory/Optional��Relationship ID��M��Identity Type��M��

Formulate and send Identity Request resp.conf. to SGSN



Identity Request resp.conf. is used to notify the requested identity to the new SGSN.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID��M��

Receive and analyze Identity Request resp.conf. or Identity Request resp.conf.

Initiate security function (optional)

Identify VLR number and LAI from RAI.

Recognize the change of MSC/VLR with previous RAI.

(If MSC/VLR has not been changed, Routing Area update procedure is initiated.)

Formulate and send Update Location req.ind. to MSC/VLR, if attach type is not GPRS only.



Update Location req.ind. (New SGSN -> New MSC/VLR) is used to request to update the location area information of the mobile terminal.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID (IMSI)��M��SGSN address��M��Location update type��M��Target LAI��M��Previous LAI��O��SGSN number��M��TMSI��O��

Receive and analyze Update Location req.ind.

Store SGSN number.

Check whether MSC has been changed and recognize the necessity of HLR updating.

If necessary, retrieve authentication parameter from old serving MSC/VLR.

Formulate and send Send Identification req.ind. to Old MSC/VLR. (optional)



Send Identification req.ind. ( New MSC/VLR �¨ Old MSC/VLR) is used to retrieve the authentication information for circuit switched service.

Item�Relationship�Mandatory/Optional��Relationship ID��M��TMSI��M��

Receive and analyze Send Identification req.ind.

Identify user ID.

Retrieve Authentication Set.

Formulate and send Send Identification resp.conf.



Send Identification resp.conf. ( Old MSC/VLR �¨ New MSC/VLR) is used to notify the new MSC/VLR of the requested information.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMSI��O��Authentication Set��O��User error��O��

Receive and analyze Send Identification resp.conf.

Store Authentication Set.

Formulate and send Combined Update Location req.ind. to HLR according to location update type from SGSN.



Combined Update Location req.ind. ( New MSC/VLR �¨ HLR) is used to request to update the location are information of the mobile terminal.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID (IMSI)��M��VLR number��O��MSC address��O��SGSN number��O��SGSN address��O��LMSI��O��

Receive and react Combined Update Location req.ind.

Identify new SGSN and MSC/VLR.

Recognize the necessity of user profile removal from previous SGSN and MSC/VLR.

Identify previous SGSN and MSC/VLR.

Formulate and send Cancel Location req.ind.



Cancel Location req.ind. (HLR �¨ Old MSC/VLR) is used to removal of the user profile in the previous MSC/VLR.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID (IMSI)��M��Cancel type��O��LMSI��O��

Receive and react to Cancel Location req.ind.

Check Cancel type and recognize the necessity of cancellation of user data.

Identify and cancel requested user data.

Formulate and send Cancel Location req.ind. to old SGSN. ( If Cancel type indicates Combined procedure. )



Cancel Location req.ind. (Old MSC/VLR �¨ Old SGSN) is used to removal of the user profile in the previous SGSN.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID (IMSI)��M��

Receive and react Cancel Location req.ind.

Identify and cancel requested user data.

Formulate and send Cancel Location resp.conf.



Cancel Location resp.conf. (Old SGSN �¨ Old MSC/VLR) is used to confirm the completion of the removal of the user profile in the previous SGSN.

Item�Relationship�Mandatory/Optional��Relationship ID��M��User error��O��

Receive and react Cancel Location resp.conf. 

Formulate and send Cancel Location resp.conf.



Cancel Location resp.conf. (Old SGSN �¨ HLR) is used to confirm the completion of the removal of the user profile in the previous MSC/VLR.

Item�Relationship�Mandatory/Optional��Relationship ID��M��User error��M��

Receive and react to Cancel Location resp.conf.

Confirm user profile cancellation.

Formulate and send Insert Subscriber Data req.ind.



Insert Subscriber Data req.ind. (HLR �¨ New MSC/VLR) is used to store the user profile in the new MSC/VLR.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID (IMSI)��M��User Profile��M��

Receive and react Insert Subscriber Data req.ind.

Identify user ID.

Store subscriber data.

If PS User Profile is included, identify SGSN and formulate and send Insert Subscriber Data req.ind. 



Subscriber Data Copy req.ind. (New MSC/VLR �¨ New SGSN) is used to store the user profile in the new SGSN.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID��M��PS User Profile��M��

Receive and react Insert Subscriber Data req.ind.

Identify user id.

Store subscriber data.

Formulate and send Insert Subscriber Data resp.conf.



Subscriber Data Copy resp.conf. (New SGSN �¨ New MSC/VLR) is used to confirm the completion of the copy of the user profile.

Item�Relationship�Mandatory/Optional��Relationship ID��M��Regional Subscription Response��O��Supported CAMEL Phases��O��User error��O��

Receive and react Insert Subscriber Data resp.conf.

Formulate and send Insert Subscriber Data resp.conf.



Insert Subscriber Data resp.conf. (New MSC/VLR �¨ HLR) is used to confirm the completion of the copy of the user profile.

Item�Relationship�Mandatory/Optional��Relationship ID��M��SS-Code List��O��Regional Subscription Response��O��Supported CAMEL Phases��O��Regional Subscription Response from SGSN��O��Supported CAMEL Phases from SGSN��O��User error��O��

Receive and react Insert Subscriber Data resp.conf.

Confirm insertion of subscriber data.

Confirm location updating

Formulate and send Combined Update Location resp.conf.



Combined Update Location resp.conf. (HLR �¨ New MSC/VLR) is used to confirm the completion of updating location area information in HLR.

Item�Relationship�Mandatory/Optional��Relationship ID��M��HLR number��O��User error��O��

Receive and react Combined Update Location resp.conf.

Confirm completion of location updating.

Assign new TMSI, if update type is combined.

Formulate and send Update Location resp.conf.



Update Location resp.conf. ( New MSC/VLR �¨New SGSN) is used to confirm the completion of updating location area information.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID��M��new LAI��M��TMSI��O��User error��O��

Receive and react Update Location resp.conf.

Confirm completion of location updating.

Assign new P-TMSI and P-TMSI Signature.

Formulate and send Update Location resp.conf.



Attach Request resp.conf. is used to confirm the completion of the attach to serving network.

Item�Relationship�Mandatory/Optional��P-TMSI��M��P-TMSI Signature��M��TMSI��O��

Attach Complete req.ind. (MT �¨New SGSN) is used to notify the new SGSN of acknowledging the change of temporary identity.

Item�Relationship�Mandatory/Optional��P-TMSI��M��TMSI��O��

Receive and react Routing Area Update resp.conf.

Confirm completion of temporary identification assignment.

Modify temporary id entry with new ID

Formulate and send TMSI Reallocation Complete resp.conf.



TMSI Reallocation Complete req.ind. (New SGSN �¨ New MSC/VLR) is used to confirm the completion of the reallocation of the temporary user identity.

Item�Relationship�Mandatory/Optional��IMT-2000 user ID��M��

Receive and react TMSI Reallocation Complete req.ind.

Confirm completion of TMSI assignment.

Modify TMSI entry with new TMSI.



7.1.22.2	�Alternative2: Separate MM for CS and PS



This is a description of the information flow for the Attach procedure in the case where the MM is separate for Cs and PS services. To be included in IF Part A document.
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Attach Request – req.ind. IF



Attach Accept – resp.conf. IF



The mobile sends an Attach request to the SGSN indicating which service(s) it wants to attach to. The SGSN responds by sending an Attach Accept indicating the network’s capabilities.



Information Elements�Req.Ind.�Resp.Conf.��Attach type�Mandatory���DRX parameters�Mandatory���TMSI�Optional�Optional��IMSI�Optional���Old RAI�Optional���P-TMSI�Optional�Optional��Old P-TMSI Signature�Optional�Optional��CKSN�Optional���



Attach Complete – req.ind. IF



If the P-TMSI or TMSI was changed then the mobile acknowledges the change by sending an Attach Complete message.



Information Elements�Req.Ind.��TMSI�Optional��P-TMSI�Optional��



Identification Request – req.ind. IF



If the mobile identifies itself with P-TMSI and the SGSN has changed since Detach, then this message is sent from the new SGSN to the old SGSN to request identity information of the subscriber.



Information element�Req.Ind.��Old RAI�Mandatory��P-TMSI�Mandatory��Old P-TMSI Signature�Optional��Private Extension�Optional��



Identification Response – resp.conf. IF



The old SGSn sends this message to the new SGSN indicating the requested subscriber identity.



Information element�Resp.Conf.��Cause�Mandatory��IMSI�Optional��Authentication Triplet�Optional��Private Extension�Optional��



Identity Request –req.ind. IF



Identity Response – resp.conf. IF



If the mobile is unknown both in the new and the old SGSN, then an Identity Request is sent from the SGSN to the mobile requesting it to identify itself. The mobile shall respond with an Identity Response.



Information Elements�Req.Ind.�Resp.conf��Identification parameters specification�Mandatory���Identification parameters��Mandatory��



Update Location for GPRS – req.ind. IF



Update Location for GPRS ack – resp.conf. IF



This information flow is used by the SGSN towards the HLR to update the location information that is stored within the HLR. This information flow is used only in association with packet switched services. The HLR will send a confirmation that the location information has been updated successfully within the HLR.



Information Elements�Req.Ind.�Resp.Conf.��IMSI�Mandatory���SGSN number�Mandatory���SGSN address�Mandatory���HLR number��Optional��



Cancel Location – req.ind. IF



Cancel Location ack – resp.conf. IF



This information flow is used by the HLR to release the subscriber information from the VLR since the subscription has been cancelled or the mobile subscriber has been moved towards an area outside the coverage from the SGSN or VLR.



Information Elements�Req.Ind.�Resp.Conf.��IMSI�Mandatory���LMSI�Mandatory���



Insert Subscriber Data – req.ind. IF



Insert Subscriber Data ack – resp.conf. IF



This information flow is used by the HLR to provide the VLR or SGSN with the relevant information of the mobile subscriber when the mobile subscriber has been newly entered the SGSN or VLR area or when the subscriber has changed its subscription.



Information Elements�Req.Ind.�Resp.Conf.��Relationship ID�Mandatory�Mandatory��IMSI�Optional���MSISDN�Optional���Category�Optional���Subscriber Status�Optional���Bearer Service List�Optional�Optional��Tele Service List�Optional�Optional��Forwarding Information List�Optional���Call Baring information List�Optional���CUG information List�Optional���SS-Data List�Optional���eMLPP Subscription Data�Optional���Operator Determined Barring – General Data�Optional�Optional��Operator Determined Barring – HPLMN Data�Optional���Roaming Restrictions due to unsupported feature�Optional���Regional Subscription data�Optional���VLR CAMEL Subscription Info�Optional���Voice Broadcast Data�Optional���Voice Group Call Data�Optional���GPRS Subscription Data�Optional���Roaming Restrictions in SGSN due to unsupported features�Optional���North American Equal Access preferred Carrier ID�Optional���SS-Code List��Optional��Regional Subscription Response��Optional��Supported CAMEL Phase��Optional��



Location Updating Request – req.ind. IF



This message is sent by the SGSN to the VLR either to request update of its location file (normal update) or to request IMSI attach.



Information element�Req.Ind.��IMSI�Mandatory��SGSN address�Mandatory��GPRS location update type�Mandatory��Old LAI�Optional��New LAI�Optional��



Location Updating Accept – resp.conf. IF



This message is sent by the VLR to the SGSN to indicate that update or IMSI attach in the VLR has been completed. 



Information element�Resp.Conf.��IMSI�Mandatory��LAI�Mandatory��Mobile identity�Optional��



TMSI Reallocation Complete – req.ind. IF



This message is sent by the SGSN to the VLR to indicate that TMSI reallocation or deletion on the MS has been successfully completed. 



Information element�Req.Ind.��TMSI�Mandatory��

��7.1.23	  Packet Detach

7.1.23.1	Packet Detach (MS initiated(RRC Dedicated))

This procedure is executed when MS wants to make a GPRS detach on Cell connected (DCH) state. In the Detach Request message there is an indication to tell if the detach is due to switch off or not. The indication is needed to know whether a Detach Accept message should be returned or not. When ATM SVC is applied in CN for PDP as an operator matter, ATM SVC should be released.



7.1.23.1.1	Common Procedure Modules Used



RRC Connection Release



7.1.23.1.2	Information flow diagram



a) Functional model
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Figure 7.1.23.1 -1 Functional model for Packet Detach (MS initiated)



b) Information flows
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����Figure 7.1.23.1-2 Information flow diagram for packet detach (MS initiated)

Note:Delete PDP Context IF and ATM SVC Release procedure (option) is needed only when PDP Context exists.



	Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 7.1.4.1.2-2



FEAq01�Send Detach req.ind. to PSCF to indicate MS is temporary not reachable or  power off. ��

Detach req.ind. is used by PSCAF to PSCF 

Item�Relationship�Mandatory/Optional��PSCAF-PSCF Relationship ID�rrq�Mandatory��Detach Type�rrq�Mandatory��

FEAr01�PSCF receive Detach req.ind. and perform following actions.

-send Detach resp.conf. to PSCAF(if Detach Type is not “switch off”).

-send Access Link Release req.ind. to RACF(if PDP Context exists).

-send Signnaling Channel Release req.ind. to RACF.

-send Link Release req.ind. to PSGCF(if PDP Context exists).

-send Delete PDP Context req.ind. to PSGCF(if PDP Context exists).

-send Packet Detach Indication req.ind. to LMFv(if both CS and PS attached).

-send Purge MS req.ind. to LMFh.��

Detach resp.conf. is used by PSCF to PSCAF

Item�Relationship�Mandatory/Optional��PSCAF-PSCF Relationship ID�rrq�Mandatory��

FEAq02�Receive Detach resp.conf��

Access Link Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatory��Cause�rrd�Mandatory��

FEAd01�RACF release SVC path indicated by Call ID.

Send Access Link Release resp.conf. to PSCF.��

Access Link Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatry��

FEAr02�Confirm Access Link Release.��

Signalling Channel Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��RACF instance ID�rrd�Mandatory��

FEAd02�Execute RRC Connection Release.

Send Signallng Channel Release resp.conf. to PSCF.��

Signalling Channel Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��

FEAr03�Confirm Signalling Channel Release.��

Delete PDP Context req.ind. is used by PSCF to PSGCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��TID�rru�Mandatory��

FEAu01�PSCGF delete PDP Context indicated by TID.

Send Delete PDP Context resp.conf. to PSCF.��

Delete PDP Context resp.conf. is used by PSGCF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��

FEAr04�Confirm Delete PDP Context.��

 (ATM SVC Release Procedures is applied as an operator option.)



FEAr05�Confirm ATM SVC Release. (option)��

Packet Detach Indication req.ind. is used by PSCF to LMFv 

Item�Relationship�Mandatory/Optional��PSCF-LMFv Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN address�rrv�Mandatory��IMUI detach from Packet service type�rrv�Mandatory��IMUI detach from Packet service type:This IE indicates to LMFv the type of IMUI detach from Packet service performed at the MT or the PDSN.

Packet Detach Indication req.ind. is a non-comfirmed service in Information Flow level. But for VLR not to perform useless CS paging through PDSN, Packet Detach Indication should be a confirmed IF in protocol level.



FEAvv01�Receive Packet Detach Indication req.ind..

Set MM Context to “Packet Detached”.��

Purge MS req.ind. is used by PSCF to LMFh

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN number�rrv�Mandatory��

FEAvh01�Receive Purge MS req.ind..

Set MM Context to “Packet Detaced”.

Send Purge MS resp.conf.to PSCF.��

Purge MS resp.conf. is used by LMFh to PSCF 

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��

FEAr06�Confirm Purge MS.��



�7.1.23.2	 Packet Detach ( ( MS initiated ( RRC RACH/FACH ) )

This procedure is executed when MS wants to make a GPRS detach on Cell connected (RACH/FACH) state. In the Detach Request message there is an indication to tell if the detach is due to switch off or not. The indication is needed to know whether a Detach Accept message should be returned or not. When ATM SVC is applied in CN for PDP as an operator matter, ATM SVC should be released.



7.1.23.2.1	Common Procedure Modules Used



RRC Connection Release



7.1.23.2.2	Information flow diagram



a) Functional model



See Figure 7.1.23.1-1



Information flows
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����Figure 7.1.23.2-2 Information flow diagram for packet detach ( MS initiated ( RACH/FACH ) )



Note:Delete PDP Context IF and ATM SVC Release procedure (option) are needed only when PDP Context exists



7.1.23.2.3		Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 7.1.4.2.2-2



FEAq01�Send Detach req.ind. to PSCF to indicate MS is temporary not reachable or  power off. ��

Detach req.ind. is used by PSCAF to PSCF 

Item�Relationship�Mandatory/Optional��PSCAF-PSCF Relationship ID�rrq�Mandatory��Detach Type�rrq�Mandatory��

FEAr01�PSCF receive Detach req.ind. and perform following actions.

-send Detach resp.conf. to PSCAF(if Detach Type is not “switch off”).

-send Access Link Release req.ind. to RACF(if PDP Context exists).

-send Signnaling Channel Release req.ind. to RACF.

-send Link Release req.ind. to PSGCF(if PDP Context exists).

-send Delete PDP Context req.ind. to PSGCF(if PDP Context exists).

-send Packet Detach Indication req.ind. to LMFv(if both CS and PS attached).

-send Purge MS req.ind. to LMFh.��

Detach resp.conf. is used by PSCF to PSCAF

Item�Relationship�Mandatory/Optional��PSCAF-PSCF Relationship ID��Mandatory��

FEAq02�Receive Detach resp.conf��

Access Link Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatory��Cause�rrd�Mandatory��

FEAd01�RACF release SVC path indicated by Call ID.

Send Access Link Release resp.conf. to PSCF.��

Access Link Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatry��

FEAr02�Confirm Access Link Release.��

Signalling Channel Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��RACF instance ID�rrd�Mandatory��

FEAd02�Execute RRC Connection Release.

Send Signallng Channel Release resp.conf. to PSCF.��

Signalling Channel Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��

FEAr03�Confirm Signalling Channel Release.��

Delete PDP Context req.ind. is used by PSCF to PSGCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��TID�rru�Mandatory��

FEAu01�PSCGF delete PDP Context indicated by TID.

Send Delete PDP Context resp.conf. to PSCF.��

Delete PDP Context resp.conf. is used by PSGCF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��

FEAr04�Confirm Delete PDP Context.��

 (ATM SVC Release Procedures is applied as an operator option.)



FEAr05�Confirm Link Release. (option)��

Packet Detach Indication req.ind. is used by PSCF to LMFv 

Item�Relationship�Mandatory/Optional��PSCF-LMFv Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN address�rrv�Mandatory��IMUI detach from Packet service type�rrv�Mandatory��IMUI detach from Packet service type:This IE indicates to LMFv the type of IMUI detach from Packet service performed at the MT or the PDSN.

Packet Detach Indication req.ind. is a non-comfirmed service in Information Flow level. But for VLR not to perform useless CS paging through PDSN, Packet Detach Indication should be a confirmed IF in protocol level.



FEAvv01�Receive Packet Detach Indication req.ind..

Set MM Context to “Packet Detached”.��

Purge MS req.ind. is used by PSCF to LMFh

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN number�rrv�Mandatory��

FEAvh01�Receive Purge MS req.ind..

Set MM Context to “Packet Detaced”.

Send Purge MS resp.conf.to PSCF.��

Purge MS resp.conf. is used by LMFh to PSCF 

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��

FEAr06�Confirm Purge MS.��



�7.1.23.3	 Packet Detach ( MS initiated ( RRC RACH/PCH ) )

This procedure is executed when MS wants to make a GPRS detach on URA connected (RACH/PCH) state. In the Detach Request message there is an indication to tell if the detach is due to switch off or not. The indication is needed to know whether a Detach Accept message should be returned or not. When ATM SVC is applied in CN for PDP as an operator matter, ATM SVC should be released.



7.1.23.3.1	Common Procedure Modules Used



Cell Update

RRC Connection Release



7.1.23.3.2	Information flow diagram



a) Functional model



See Figure 7.1.23.1-1



b) Information flows
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����Figure 7.1.23.3-2 Information flow diagram for packet detach ( MS initiated ( RRC RACH/PCH ) )



Note: Delete PDP Context IF and ATM SVC Release procedure (option) are needed only when PDP Context exists.



7.1.23.3.3		Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 7.1.4.3.2-2



FEAq01�Send Detach req.ind. to PSCF to indicate MS is temporary not reachable or  power off. ��

Detach req.ind. is used by PSCAF to PSCF 

Item�Relationship�Mandatory/Optional��PSCAF-PSCF Relationship ID�rrq�Mandatory��Detach Type�rrq�Mandatory��

FEAr01�PSCF receive Detach req.ind. and perform following actions.

-send Detach resp.conf. to PSCAF(if Detach Type is not “switch off”).

-send Access Link Release req.ind. to RACF(if PDP Context exists).

-send Signnaling Channel Release req.ind. to RACF.

-send Link Release req.ind. to PSGCF(if PDP Context exists).

-send Delete PDP Context req.ind. to PSGCF(if PDP Context exists).

-send Packet Detach Indication req.ind. to LMFv(if both CS and PS attached).

-send Purge MS req.ind. to LMFh.��

Detach resp.conf. is used by PSCF to PSCAF

Item�Relationship�Mandatory/Optional��PSCAF-PSCF Relationship ID��Mandatory��

FEAq02�Receive Detach resp.conf��

Access Link Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatory��Cause�rrd�Mandatory��

FEAd01�RACF release SVC path indicated by Call ID.

Send Access Link Release resp.conf. to PSCF.��

Access Link Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatry��

FEAr02�Confirm Access Link Release.��

Signalling Channel Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��RACF instance ID�rrd�Mandatory��

FEAd02�Execute RRC Connection Release.

Send Signallng Channel Release resp.conf. to PSCF.��

Signalling Channel Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��

FEAr03�Confirm Signalling Channel Release.��

Delete PDP Context req.ind. is used by PSCF to PSGCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��TID�rru�Mandatory��

FEAu01�PSCGF delete PDP Context indicated by TID.

Send Delete PDP Context resp.conf. to PSCF.��

Delete PDP Context resp.conf. is used by PSGCF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��

FEAr04�Confirm Delete PDP Context.��

 (ATM SVC Release Procedures is applied as an operator option.)



FEAr05�Confirm Link Release. (option)��

Packet Detach Indication req.ind. is used by PSCF to LMFv 

Item�Relationship�Mandatory/Optional��PSCF-LMFv Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN address�rrv�Mandatory��IMUI detach from Packet service type�rrv�Mandatory��IMUI detach from Packet service type:This IE indicates to LMFv the type of IMUI detach from Packet service performed at the MT or the PDSN.

Packet Detach Indication req.ind. is a non-comfirmed service in Information Flow level. But for VLR not to perform useless CS paging through PDSN, Packet Detach Indication should be a confirmed IF in protocol level.



FEAvv01�Receive Packet Detach Indication req.ind..

Set MM Context to “Packet Detached”.��

Purge MS req.ind. is used by PSCF to LMFh

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN number�rrv�Mandatory��

FEAvh01�Receive Purge MS req.ind..

Set MM Context to “Packet Detaced”.

Send Purge MS resp.conf.to PSCF.��

Purge MS resp.conf. is used by LMFh to PSCF 

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��

FEAr06�Confirm Purge MS.��



�7.1.23.4	 Packet Detach ( MS initiated ( RRC IDLE ) )

This procedure is executed when MS wants to make a GPRS detach on RA connected (IDLE) state. In the Detach Request message there is an indication to tell if the detach is due to switch off or not. The indication is needed to know whether a Detach Accept message should be returned or not. 



7.1.23.4.1	Common Procedure Modules Used



 RRC Connection Setup

 RRC Connection Release

 User Authentication



7.1.23.4.2	Information flow diagram



a) Functional model



�@See Figure 7.1.23.1-1



b) Information flows

�EMBED Unknown�����

Figure 7.1.23.4-2 Information flow diagram for packet detach ( MS initiated ( RRC IDLE ) )

Note:Delete PDP Context IF is needed only when PDP Context exists.

User Authentication is F.F.S.



7.1.23.4.3		Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 7.1.4.4.2-2



FEAq01�Send Detach req.ind. to PSCF to indicate MS is temporary not reachable or  power off. ��

Detach req.ind. is used by PSCAF to PSCF 

Item�Relationship�Mandatory/Optional��PSCAF-PSCF Relationship ID�rrq�Mandatory��Detach Type�rrq�Mandatory��

FEAc01�RACAF detects Uplink Signalling and executes RRC Connection Setup. ��

FEAr01�PSCF receive Detach req.ind. and perform following actions.

-send Detach resp.conf. to PSCAF(if Detach Type is not “switch off”).

-send Access Link Release req.ind. to RACF(if PDP Context exists).

-send Signnaling Channel Release req.ind. to RACF.

-send Link Release req.ind. to PSGCF(if PDP Context exists).

-send Delete PDP Context req.ind. to PSGCF(if PDP Context exists).

-send Packet Detach Indication req.ind. to LMFv(if both CS and PS attached).

-send Purge MS req.ind. to LMFh.��

Detach resp.conf. is used by PSCF to PSCAF

Item�Relationship�Mandatory/Optional��PSCAF-PSCF Relationship ID��Mandatory��

FEAq02�Receive Detach resp.conf��

Signalling Channel Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��RACF instance ID�rrd�Mandatory��

FEAd01�Execute RRC Connection Release.

Send Signallng Channel Release resp.conf. to PSCF.��

Signalling Channel Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��

FEAr02�Confirm Signalling Channel Release.��

Delete PDP Context req.ind. is used by PSCF to PSGCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��TID�rru�Mandatory��

FEAu01�PSCGF delete PDP Context indicated by TID.

Send Delete PDP Context resp.conf. to PSCF.��

Delete PDP Context resp.conf. is used by PSGCF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��

FEAr03�Confirm Delete PDP Context.��

Packet Detach Indication req.ind. is used by PSCF to LMFv 

Item�Relationship�Mandatory/Optional��PSCF-LMFv Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN address�rrv�Mandatory��IMUI detach from Packet service type�rrv�Mandatory��IMUI detach from Packet service type:This IE indicates to LMFv the type of IMUI detach from Packet service performed at the MT or the PDSN.

Packet Detach Indication req.ind. is a non-comfirmed service in Information Flow level. But for VLR not to perform useless CS paging through PDSN, Packet Detach Indication should be a confirmed IF in protocol level.



FEAvv01�Receive Packet Detach Indication req.ind..

Set MM Context to “Packet Detached”.��

Purge MS req.ind. is used by PSCF to LMFh

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN number�rrv�Mandatory��

FEAvh01�Receive Purge MS req.ind..

Set MM Context to “Packet Detaced”.

Send Purge MS resp.conf.to PSCF.��

Purge MS resp.conf. is used by LMFh to PSCF 

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��

FEAr04�Confirm Purge MS.���7.1.23.5	Packet Detach (SGSN initiated(RRC Dedicated))

This procedure is executed when SGSN wants to make a GPRS detach on Cell connected (DCH) state. In the Detach Request message there may be an indication to tell the MS that it is requested to initiate GPRS Attach and PDP Context Activation procedures for the previously activated PDP contexts. When ATM SVC is applied in CN for PDP as an operator matter, ATM SVC should be released.



7.1.23.5.1	  Common Procedure Modules Used



 RRC Connection Release



7.1.23.5.2	 Information flow diagram



a) Functional model



See Figure 7.1.23.1-1



b) Information flows
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Figure 7.1.23.5-2 Information flow diagram for packet detach 

( SGSN initiated ( RRC Dedicated ) )





Note: Delete PDP Context IF and ATM SVC Release procedure (option) are needed only when PDP Context exists.



7.1.23.5.3		Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 7.1.4.5.2-2



FEAr01�Send Detach req.ind. to PSCAF. ��

Detach req.ind. is used by PSCF to PSCAF 

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID�rrq�Mandatory��Detach Type�rrq�Mandatory��

FEAq01�Receive Detach req.ind.

Send Detach resp.conf. to PSCF.��

Detach resp.conf. is used by PSCAF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID��Mandatory��

FEAr02�PSCF receive Detach resp.conf. and perform following actions.

-send Access Link Release req.ind. to RACF(if PDP Context exists).

-send Signnaling Channel Release req.ind. to RACF.

-send Link Release req.ind. to PSGCF(if PDP Context exists).

-send Delete PDP Context req.ind. to PSGCF(if PDP Context exists).

-send Packet Detach Indication req.ind. to LMFv(if both CS and PS attached).

-send Purge MS req.ind. to LMFh.��

Access Link Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatory��Cause�rrd�Mandatory��

FEAd01�RACF release SVC path indicated by Call ID.

Send Access Link Release resp.conf. to PSCF.��

Access Link Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatry��

FEAr03�Confirm Access Link Release.��

Signalling Channel Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��RACF instance ID�rrd�Mandatory��

FEAd02�Execute RRC Connection Release.

Send Signallng Channel Release resp.conf. to PSCF.��

Signalling Channel Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��

FEAr04�Confirm Signalling Channel Release.��

Delete PDP Context req.ind. is used by PSCF to PSGCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��TID�rru�Mandatory��

FEAu01�PSCGF delete PDP Context indicated by TID.

Send Delete PDP Context resp.conf. to PSCF.��

Delete PDP Context resp.conf. is used by PSGCF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��

FEAr05�Confirm Delete PDP Context.��

 (ATM SVC Release Procedures is applied as an operator option.)



FEAr06�Confirm Link Release. (option)��

Packet Detach Indication req.ind. is used by PSCF to LMFv 

Item�Relationship�Mandatory/Optional��PSCF-LMFv Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN address�rrv�Mandatory��IMUI detach from Packet service type�rrv�Mandatory��IMUI detach from Packet service type:This IE indicates to LMFv the type of IMUI detach from Packet service performed at the MT or the PDSN.

Packet Detach Indication req.ind. is a non-comfirmed service in Information Flow level. But for VLR not to perform useless CS paging through PDSN, Packet Detach Indication should be a confirmed IF in protocol level.



FEAvv01�Receive Packet Detach Indication req.ind..

Set MM Context to “Packet Detached”.��

Purge MS req.ind. is used by PSCF to LMFh

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN number�rrv�Mandatory��

FEAvh01�Receive Purge MS req.ind..

Set MM Context to “Packet Detaced”.

Send Purge MS resp.conf.to PSCF.��

Purge MS resp.conf. is used by LMFh to PSCF 

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��

FEAr07�Confirm Purge MS.��



�7.1.23.6	Packet Detach (SGSN initiated(RRC RACH/FACH))

This procedure is executed when SGSN wants to make a GPRS detach on Cell connected (RACH/FACH) state. In the Detach Request message there may be an indication to tell the MS that it is requested to initiate GPRS Attach and PDP Context Activation procedures for the previously activated PDP contexts. When ATM SVC is applied in CN for PDP as an operator matter, ATM SVC should be released.



7.1.23.6.1	  Common Procedure Modules Used



 RRC Connection Release



7.1.23.6.2	 Information flow diagram



a) Functional model



See Figure 7.1.23.1-1



b) Information flows

�EMBED Unknown�������

Figure 7.1.23.6-2 Information flow diagram for packet detach 

( SGSN initiated ( RRC RACH/FACH ) )





Note: Delete PDP Context IF and ATM SVC Release procedure (option) are needed only when PDP Context exists.



7.1.23.6.3		Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 7.1.4.6.2-2



FEAr01�Send Detach req.ind. to PSCAF. ��

Detach req.ind. is used by PSCF to PSCAF 

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID�rrq�Mandatory��Detach Type�rrq�Mandatory��

FEAq01�Receive Detach req.ind.

Send Detach resp.conf. to PSCF.��

Detach resp.conf. is used by PSCAF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID��Mandatory��

FEAr02�PSCF receive Detach resp.conf. and perform following actions.

-send Access Link Release req.ind. to RACF(if PDP Context exists).

-send Signnaling Channel Release req.ind. to RACF.

-send Link Release req.ind. to PSGCF(if PDP Context exists).

-send Delete PDP Context req.ind. to PSGCF(if PDP Context exists).

-send Packet Detach Indication req.ind. to LMFv(if both CS and PS attached).

-send Purge MS req.ind. to LMFh.��

Access Link Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatory��Cause�rrd�Mandatory��

FEAd01�RACF release SVC path indicated by Call ID.

Send Access Link Release resp.conf. to PSCF.��

Access Link Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatry��

FEAr03�Confirm Access Link Release.��

Signalling Channel Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��RACF instance ID�rrd�Mandatory��

FEAd02�Execute RRC Connection Release.

Send Signallng Channel Release resp.conf. to PSCF.��

Signalling Channel Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��

FEAr04�Confirm Signalling Channel Release.��

Delete PDP Context req.ind. is used by PSCF to PSGCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��TID�rru�Mandatory��

FEAu01�PSCGF delete PDP Context indicated by TID.

Send Delete PDP Context resp.conf. to PSCF.��

Delete PDP Context resp.conf. is used by PSGCF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��

FEAr05�Confirm Delete PDP Context.��

 (ATM SVC Release Procedures is applied as an operator option.)



FEAr06�Confirm Link Release. (option)��

Packet Detach Indication req.ind. is used by PSCF to LMFv 

Item�Relationship�Mandatory/Optional��PSCF-LMFv Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN address�rrv�Mandatory��IMUI detach from Packet service type�rrv�Mandatory��IMUI detach from Packet service type:This IE indicates to LMFv the type of IMUI detach from Packet service performed at the MT or the PDSN.

Packet Detach Indication req.ind. is a non-comfirmed service in Information Flow level. But for VLR not to perform useless CS paging through PDSN, Packet Detach Indication should be a confirmed IF in protocol level.



FEAvv01�Receive Packet Detach Indication req.ind..

Set MM Context to “Packet Detached”.��

Purge MS req.ind. is used by PSCF to LMFh

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN number�rrv�Mandatory��

FEAvh01�Receive Purge MS req.ind..

Set MM Context to “Packet Detaced”.

Send Purge MS resp.conf.to PSCF.��

Purge MS resp.conf. is used by LMFh to PSCF 

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��

FEAr07�Confirm Purge MS.��



�7.1.23.7	Packet Detach ( SGSN initiated ( RRC RACH/PCH ) )

This procedure is executed when SGSN wants to make a GPRS detach on URA connected (RACH/PCH) state. In the Detach Request message there may be an indication to tell the MS that it is requested to initiate GPRS Attach and PDP Context Activation procedures for the previously activated PDP contexts. When ATM SVC is applied in CN for PDP as an operator matter, ATM SVC should be released.



7.1.23.7.1	  Common Procedure Modules Used



 PS Paging ( RRC RACH/PCH )

 RRC Connection Release



7.1.23.7.2	Information flow diagram



a) Functional model



See Figure 7.1.23.1-1



Information flows
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����Figure 7.1.23.7-2 Information flow diagram for packet detach (SGSN initiated(RRC RACH/PCH))





Note: Delete PDP Context IF and ATM SVC Release procedure (option) are needed only when PDP Context exists.



7.1.23.7.3		Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 7.1.4.7.2-2



FEAr01�Send Detach req.ind. to PSCAF. ��

Detach req.ind. is used by PSCF to PSCAF 

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID�rrq�Mandatory��Detach Type�rrq�Mandatory��

FEAd01�Receive Down Link Signalling and executes PA paging.

Send Down Link Signalling to PSCF.��

FEAq01�Receive Detach req.ind.

Send Detach resp.conf. to PSCF.��

Detach resp.conf. is used by PSCAF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID�rrq�Mandatory��

FEAr02�PSCF receive Detach resp.conf. and perform following actions.

-send Access Link Release req.ind. to RACF(if PDP Context exists).

-send Signnaling Channel Release req.ind. to RACF.

-send Link Release req.ind. to PSGCF(if PDP Context exists).

-send Delete PDP Context req.ind. to PSGCF(if PDP Context exists).

-send Packet Detach Indication req.ind. to LMFv(if both CS and PS attached).

-send Purge MS req.ind. to LMFh.��

Access Link Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatory��Cause�rrd�Mandatory��

FEAd02�RACF release SVC path indicated by Call ID.

Send Access Link Release resp.conf. to PSCF.��

Access Link Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatry��

FEAr03�Confirm Access Link Release.��

Signalling Channel Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��RACF instance ID�rrd�Mandatory��

FEAd03�Execute RRC Connection Release.

Send Signallng Channel Release resp.conf. to PSCF.��

Signalling Channel Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory���rrd�Mandatry��

FEAr04�Confirm Signalling Channel Release.��

Delete PDP Context req.ind. is used by PSCF to PSGCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��TID�rru�Mandatory��

FEAu01�PSCGF delete PDP Context indicated by TID.

Send Delete PDP Context resp.conf. to PSCF.��

Delete PDP Context resp.conf. is used by PSGCF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��

FEAr05�Confirm Delete PDP Context.��

 (ATM SVC Release Procedures is applied as an operator option.)



FEAr06�Confirm Link Release. (option)��

Packet Detach Indication req.ind. is used by PSCF to LMFv 

Item�Relationship�Mandatory/Optional��PSCF-LMFv Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN address�rrv�Mandatory��IMUI detach from Packet service type�rrv�Mandatory��IMUI detach from Packet service type:This IE indicates to LMFv the type of IMUI detach from Packet service performed at the MT or the PDSN.

Packet Detach Indication req.ind. is a non-comfirmed service in Information Flow level. But for VLR not to perform useless CS paging through PDSN, Packet Detach Indication should be a confirmed IF in protocol level.



FEAvv01�Receive Packet Detach Indication req.ind..

Set MM Context to “Packet Detached”.��

Purge MS req.ind. is used by PSCF to LMFh

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN number�rrv�Mandatory��

FEAvh01�Receive Purge MS req.ind..

Set MM Context to “Packet Detaced”.

Send Purge MS resp.conf.to PSCF.��

Purge MS resp.conf. is used by LMFh to PSCF 

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��

FEAr07�Confirm Purge MS.��

7.1.23.8	Packet Detach ( SGSN initiated ( RRC IDLE) )

This procedure is executed when SGSN wants to make a GPRS detach on RA connected (IDLE) state. In the Detach Request message there may be an indication to tell the MS that it is requested to initiate GPRS Attach and PDP Context Activation procedures for the previously activated PDP contexts. 



7.1.23.8.1	 Common Procedure Modules Used



 PS Paging (RRC IDLE)

 RRC Connection Release



7.1.23.8.2	Information flow diagram



a) Functional model



See Figure 7.1.23.1-1



b) Information flows
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Figure 7.1.4.8.2-2 Information flow diagram for packet detach (SGSN initiated(RRC IDLE))



    �@�@�@�@Note:Delete PDP Context IF is needed only when PDP Context exists.







7.1.23.8.3		Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 7.1.4.8.2-2



FEAr01�Executes PS Paging (RRC IDLE).

Send Detach req.ind. to PSCAF. ��

Detach req.ind. is used by PSCF to PSCAF 

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID�rrq�Mandatory��Detach Type�rrq�Mandatory��

FEAq01�Receive Detach req.ind.

Send Detach resp.conf. to PSCF.��

Detach resp.conf. is used by PSCAF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID�rrq�Mandatory��

FEAr02�PSCF receive Detach resp.conf. and perform following actions.

-send Signnaling Channel Release req.ind. to RACF.

-send Link Release req.ind. to PSGCF(if PDP Context exists).

-send Delete PDP Context req.ind. to PSGCF(if PDP Context exists).

-send Packet Detach Indication req.ind. to LMFv(if both CS and PS attached).

-send Purge MS req.ind. to LMFh.��

Signalling Channel Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��RACF instance ID�rrd�Mandatory��

FEAd01�Execute RRC Connection Release.

Send Signallng Channel Release resp.conf. to PSCF.��

Signalling Channel Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��

FEAr03�Confirm Signalling Channel Release.��

Delete PDP Context req.ind. is used by PSCF to PSGCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��TID�rru�Mandatory��

FEAu01�PSCGF delete PDP Context indicated by TID.

Send Delete PDP Context resp.conf. to PSCF.��

Delete PDP Context resp.conf. is used by PSGCF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��

FEAr04�Confirm Delete PDP Context.��

Packet Detach Indication req.ind. is used by PSCF to LMFv 

Item�Relationship�Mandatory/Optional��PSCF-LMFv Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN address�rrv�Mandatory��IMUI detach from Packet service type�rrv�Mandatory��IMUI detach from Packet service type:This IE indicates to LMFv the type of IMUI detach from Packet service performed at the MT or the PDSN.

Packet Detach Indication req.ind. is a non-comfirmed service in Information Flow level. But for VLR not to perform useless CS paging through PDSN, Packet Detach Indication should be a confirmed IF in protocol level.



FEAvv01�Receive Packet Detach Indication req.ind..

Set MM Context to “Packet Detached”.��

Purge MS req.ind. is used by PSCF to LMFh

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN number�rrv�Mandatory��

FEAvh01�Receive Purge MS req.ind..

Set MM Context to “Packet Detaced”.

Send Purge MS resp.conf.to PSCF.��

Purge MS resp.conf. is used by LMFh to PSCF 

Item�Relationship�Mandatory/Optional��PSCF-LMFh Relationship ID�rrv�Mandatory��

FEAr05�Confirm Purge MS.��

�7.1.23.9	Packet Detach ( HLR initiated ( RRC Dedicated ) )

This procedure is executed when SGSN wants to make a GPRS detach on Cell connected (DCH) state triggered by HLR. In the Detach Request message there may be an indication to tell the MS that it is requested to initiate GPRS Attach and PDP Context Activation procedures for the previously activated PDP contexts. When ATM SVC is applied in CN for PDP as an operator matter, ATM SVC should be released.



7.1.23.9.1	  Common Procedure Modules Used



 RRC Connection Release



7.1.23.9.2	 Information flow diagram



a) Functional model



See Figure 7.1.23.1-1



b) Information flows
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Figure 7.1.23.9-2 Information flow diagram for packet detach ( HLR initiated ( RRC Dedicated ) )



Note: Delete PDP Context IF and ATM SVC Release procedure (option) are needed only when PDP Context exists.



7.1.23.9.3		Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 7.1.4.9.2-2



FEAvh01�Forced Detach  shall be initiated by O&M reason.

LMFh sends to CANCEL LOCATION to PSCF with Cancellation Type set to Subscription Withdrawn.��

Cancel Location req.ind. is used by LMFh to PSCF

Item�Relationship�Mandatory/Optional��LMFh-PSCF Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��Cancellation Type�rrv�Optional��Cancellation Type:This IE indicates the reason why a Cancel Location is sent.



FEAr01�If Cancellation Type is set to Subscription Withdrawn, PSCF initiate the following actions,

Send Detach to PSCAF

Send Delete PDP Context to PSCGF(If exist)��

Detach req.ind. is used by PSCF to PSCAF 

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID�rrq�Mandatory��Detach Type�rrq�Mandatory��

FEAq01�Receive Detach req.ind.

Send Detach resp.conf. to PSCF.��

Detach resp.conf. is used by PSCAF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID�rrq�Mandatory��

FEAr02�PSCF receive Detach resp.conf. and perform following actions.

-send Access Link Release req.ind. to RACF(if PDP Context exists).

-send Signnaling Channel Release req.ind. to RACF.

-send Link Release req.ind. to PSGCF(if PDP Context exists).

-send Delete PDP Context req.ind. to PSGCF(if PDP Context exists).

-send Packet Detach Indication req.ind. to LMFv(if both CS and PS attached).

-send Purge MS req.ind. to LMFh.��

Access Link Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatory��Cause�rrd�Mandatory��

FEAd01�RACF release SVC path indicated by Call ID.

Send Access Link Release resp.conf. to PSCF.��

Access Link Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatry��

FEAr03�Confirm Access Link Release.��

Signalling Channel Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��RACF instance ID�rrd�Mandatory��

FEAd02�Execute RRC Connection Release.

Send Signallng Channel Release resp.conf. to PSCF.��

Signalling Channel Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��

FEAr04�Confirm Signalling Channel Release.��

Delete PDP Context req.ind. is used by PSCF to PSGCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��TID�rru�Mandatory��

FEAu01�PSCGF delete PDP Context indicated by TID.

Send Delete PDP Context resp.conf. to PSCF.��

Delete PDP Context resp.conf. is used by PSGCF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��

FEAr05�Confirm PDP Context Delete.��

 (ATM SVC Release Procedures is applied as an operator option.)



FEAr06�Confirm Link Release. (option)��

Packet Detach Indication req.ind. is used by PSCF to LMFv 

Item�Relationship�Mandatory/Optional��PSCF-LMFv Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN address�rrv�Mandatory��IMUI detach from Packet service type�rrv�Mandatory��IMUI detach from Packet service type:This IE indicates to LMFv the type of IMUI detach from Packet service performed at the MT or the PDSN.

Packet Detach Indication req.ind. is a non-comfirmed service in Information Flow level. But for VLR not to perform useless CS paging through PDSN, Packet Detach Indication should be a confirmed IF in protocol level.



FEAvv01�Receive Packet Detach Indication req.ind..

Set MM Context to “Packet Detached”.��

Cancel Location resp.conf. is used by PSCF to LMFh

Item�Relationship�Mandatory/Optional��LMFh-PSCF Relationship ID�rrv�Mandatory��

FEAvh02�Confirm Cancel Location.���7.1.23.10	Packet Detach ( HLR initiated ( RRC RA/FA ) )

This procedure is executed when SGSN wants to make a GPRS detach on Cell connected (RACH/FACH) state triggered by HLR. In the Detach Request message there may be an indication to tell the MS that it is requested to initiate GPRS Attach and PDP Context Activation procedures for the previously activated PDP contexts. When ATM SVC is applied in CN for PDP as an operator matter, ATM SVC should be released.



7.1.23.10.1	  Common Procedure Modules Used



 RRC Connection Release



7.1.23.10.2	  Information flow diagram



a) Functional model



See Figure 7.1.23.1-1



b) Information flows
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Figure 7.1.23.10-2 Information flow diagram for packet detach (HLR initiated(RRC RACH/FACH))



Note: Delete PDP Context IF and ATM SVC Release procedure (option) are needed omly when PDP Context exixts.





7.1.23.10.3		Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 7.1.23.10.2-2





FEAvh01�Forced Detach  shall be initiated by O&M reason.

LMFh sends to CANCEL LOCATION to PSCF with Cancellation Type set to Subscription Withdrawn.��

Cancel Location req.ind. is used by LMFh to PSCF

Item�Relationship�Mandatory/Optional��LMFh-PSCF Relationship ID��Mandatory��IMUI��Mandatory��P-LMSI��Optional��Cancellation Type��Optional��Cancellation Type:This IE indicates the reason why a Cancel Location is sent.



FEAr01�If Cancellation Type is set to Subscription Withdrawn, PSCF initiate the following actions,

Send Detach to PSCAF

Send Delete PDP Context to PSCGF(If exist)��

Detach req.ind. is used by PSCF to PSCAF 

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID�rrq�Mandatory��Detach Type�rrq�Mandatory��

FEAq01�Receive Detach req.ind.

Send Detach resp.conf. to PSCF.��

Detach resp.conf. is used by PSCAF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID��Mandatory��

FEAr02�PSCF receive Detach resp.conf. and perform following actions.

-send Access Link Release req.ind. to RACF(if PDP Context exists).

-send Signnaling Channel Release req.ind. to RACF.

-send Link Release req.ind. to PSGCF(if PDP Context exists).

-send Delete PDP Context req.ind. to PSGCF(if PDP Context exists).

-send Packet Detach Indication req.ind. to LMFv(if both CS and PS attached).

-send Purge MS req.ind. to LMFh.��

Access Link Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatory��Cause�rrd�Mandatory��

FEAd01�RACF release SVC path indicated by Call ID.

Send Access Link Release resp.conf. to PSCF.��

Access Link Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatry��

FEAr03�Confirm Access Link Release.��

Signalling Channel Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��RACF instance ID�rrd�Mandatory��

FEAd02�Execute RRC Connection Release.

Send Signallng Channel Release resp.conf. to PSCF.��

Signalling Channel Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��

FEAr04�Confirm Signalling Channel Release.��

Delete PDP Context req.ind. is used by PSCF to PSGCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��TID�rru�Mandatory��

FEAu01�PSCGF delete PDP Context indicated by TID.

Send Delete PDP Context resp.conf. to PSCF.��

Delete PDP Context resp.conf. is used by PSGCF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��

FEAr05�Confirm Delete PDP Context.��

 (ATM SVC Release Procedures is applied as an operator option.)



FEAr06�Confirm Link Release. (option)��

Packet Detach Indication req.ind. is used by PSCF to LMFv 

Item�Relationship�Mandatory/Optional��PSCF-LMFv Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN address�rrv�Mandatory��IMUI detach from Packet service type�rrv�Mandatory��IMUI detach from Packet service type:This IE indicates to LMFv the type of IMUI detach from Packet service performed at the MT or the PDSN.

Packet Detach Indication req.ind. is a non-comfirmed service in Information Flow level. But for VLR not to perform useless CS paging through PDSN, Packet Detach Indication should be a confirmed IF in protocol level.



FEAvv01�Receive Packet Detach Indication req.ind..

Set MM Context to “Packet Detached”.��

Cancel Location resp.conf. is used by PSCF to LMFh

Item�Relationship�Mandatory/Optional��LMFh-PSCF Relationship ID��Mandatory��User error��Optional��Provider error��Optional��

FEAvh02�Confirm Cancel Location.��

�7.1.23.11	Packet Detach (HLR initiated(RRC RACH/PCH))

This procedure is executed when SGSN wants to make a GPRS detach on URA connected (RACH/PCH) state triggered by HLR. In the Detach Request message there may be an indication to tell the MS that it is requested to initiate GPRS Attach and PDP Context Activation procedures for the previously activated PDP contexts. When ATM SVC is applied in CN for PDP as an operator matter, ATM SVC should be released.



7.1.23.11.1	  Common Procedure Modules Used



 PS Paging ( RRC RACH/PCH )

 RRC Connection Release



7.1.23.11.2	 Information flow diagram



a) Functional model



See Figure 7.1.23.1-1



b) Information flows
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Figure 7.1.23.11.2-2 Information flow diagram for packet detach (HLR initiated)





Note: Delete PDP Context IF and ATM SVC Release procedure (option) are needed only when PDP Context exists.



7.1.23.11.3		Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 7.1.4.11.2-2





FEAvh01�Forced Detach  shall be initiated by O&M reason.

LMFh sends to CANCEL LOCATION to PSCF with Cancellation Type set to Subscription Withdrawn.��

Cancel Location req.ind. is used by LMFh to PSCF

Item�Relationship�Mandatory/Optional��LMFh-PSCF Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��Cancellation Type�rrv�Optional��Cancellation Type:This IE indicates the reason why a Cancel Location is sent.



FEAr01�If Cancellation Type is set to Subscription Withdrawn, PSCF initiate the following actions,

Send Detach to PSCAF

Send Delete PDP Context to PSCGF(If exist)��

Detach req.ind. is used by PSCF to PSCAF 

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID�rrq�Mandatory��Detach Type�rrq�Mandatory��

FEAd01�Receive Down Link Signalling and executes PA paging.

Send Down Link Signalling to PSCF.��

FEAq01�Receive Detach req.ind.

Send Detach resp.conf. to PSCF.��

Detach resp.conf. is used by PSCAF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID�rrq�Mandatory��

FEAr02�PSCF receive Detach resp.conf. and perform following actions.

-send Access Link Release req.ind. to RACF(if PDP Context exists).

-send Signnaling Channel Release req.ind. to RACF.

-send Link Release req.ind. to PSGCF(if PDP Context exists).

-send Delete PDP Context req.ind. to PSGCF(if PDP Context exists).

-send Packet Detach Indication req.ind. to LMFv(if both CS and PS attached).

-send Purge MS req.ind. to LMFh.��

Access Link Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatory��Cause�rrd�Mandatory��

FEAd02�RACF release SVC path indicated by Call ID.

Send Access Link Release resp.conf. to PSCF.��

Access Link Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��Call ID�rrd�Mandatry��

FEAr03�Confirm Access Link Release.��

Signalling Channel Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��RACF instance ID�rrd�Mandatory��

FEAd03�Execute RRC Connection Release.

Send Signallng Channel Release resp.conf. to PSCF.��

Signalling Channel Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory���rrd�Mandatry��

FEAr04�Confirm Signalling Channel Release.��

Delete PDP Context req.ind. is used by PSCF to PSGCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��TID�rru�Mandatory��

FEAu01�PSCGF delete PDP Context indicated by TID.

Send Delete PDP Context resp.conf. to PSCF.��

Delete PDP Context resp.conf. is used by PSGCF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��

FEAr05�Confirm Delete PDP Context.��

 (ATM SVC Release Procedures is applied as an operator option.)



FEAr06�Confirm Link Release. (option)��

Packet Detach Indication req.ind. is used by PSCF to LMFv 

Item�Relationship�Mandatory/Optional��PSCF-LMFv Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN address�rrv�Mandatory��IMUI detach from Packet service type�rrv�Mandatory��IMUI detach from Packet service type:This IE indicates to LMFv the type of IMUI detach from Packet service performed at the MT or the PDSN.

Packet Detach Indication req.ind. is a non-comfirmed service in Information Flow level. But for VLR not to perform useless CS paging through PDSN, Packet Detach Indication should be a confirmed IF in protocol level.



FEAvv01�Receive Packet Detach Indication req.ind..

Set MM Context to “Packet Detached”.��

Cancel Location resp.conf. is used by PSCF to LMFh

Item�Relationship�Mandatory/Optional��LMFh-PSCF Relationship ID��Mandatory��User error��Optional��Provider error��Optional��

FEAvh02�Confirm Cancel Location.��

�7.1.23.12	Packet Detach (HLR initiated(RRC IDLE))

This procedure is executed when SGSN wants to make a GPRS detach on RA connected (IDLE) state triggered by HLR. In the Detach Request message there may be an indication to tell the MS that it is requested to initiate GPRS Attach and PDP Context Activation procedures for the previously activated PDP contexts.



7.1.23.12.1	  Common Procedure Modules Used



 PS Paging (RRC IDLE)

 RRC Connection Release



7.1.23.12.2	 Information flow diagram



a) Functional model



See Figure 7.1.23.1-1



b) Information flows
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Figure 7.1.23.12.2-2 Information flow diagram for packet detach 

(HLR initiated(RRC IDLE))



Note:Delete PDP Context IF is needed only when PDP Context exists.





7.1.23.12.3	Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 7.1.4.12.2-2





FEAvh01�Forced Detach  shall be initiated by O&M reason.

LMFh sends to CANCEL LOCATION to PSCF with Cancellation Type set to Subscription Withdrawn.��

Cancel Location req.ind. is used by LMFh to PSCF

Item�Relationship�Mandatory/Optional��LMFh-PSCF Relationship ID��Mandatory��IMUI��Mandatory��P-LMSI��Optional��Cancellation Type��Optional��Cancellation Type:This IE indicates the reason why a Cancel Location is sent.



FEAr01�If Cancellation Type is set to Subscription Withdrawn, PSCF initiate the following actions,

PS Paging (RRC IDLE).

Send Detach to PSCAF.

Send Delete PDP Context to PSCGF(If exist).��

Detach req.ind. is used by PSCF to PSCAF 

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID�rrq�Mandatory��Detach Type�rrq�Mandatory��

FEAq01�Receive Detach req.ind.

Send Detach resp.conf. to PSCF.��

Detach resp.conf. is used by PSCAF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCAF Relationship ID�rrq�Mandatory��

FEAr02�PSCF receive Detach resp.conf. and perform following actions.

-send Signnaling Channel Release req.ind. to RACF.

-send Link Release req.ind. to PSGCF(if PDP Context exists).

-send Delete PDP Context req.ind. to PSGCF(if PDP Context exists).

-send Packet Detach Indication req.ind. to LMFv(if both CS and PS attached).

-send Purge MS req.ind. to LMFh.��

Signalling Channel Release req.ind. is used by PSCF to RACF.

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��RACF instance ID�rrd�Mandatory��

FEAd01�Execute RRC Connection Release.

Send Signallng Channel Release resp.conf. to PSCF.��

Signalling Channel Release resp.conf. is used by RACF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACF Relationship ID�rrd�Mandatory��

FEAr03�Confirm Signalling Channel Release.��

Delete PDP Context req.ind. is used by PSCF to PSGCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��TID�rru�Mandatory��

FEAu01�PSCGF delete PDP Context indicated by TID.

Send Delete PDP Context resp.conf. to PSCF.��

Delete PDP Context resp.conf. is used by PSGCF to PSCF

Item�Relationship�Mandatory/Optional��PSCF-PSCGF Relationship ID�rru�Mandatory��

FEAr04�Confirm Delete PDP Context.��



Packet Detach Indication req.ind. is used by PSCF to LMFv 

Item�Relationship�Mandatory/Optional��PSCF-LMFv Relationship ID�rrv�Mandatory��IMUI�rrv�Mandatory��PDSN address�rrv�Mandatory��IMUI detach from Packet service type�rrv�Mandatory��IMUI detach from Packet service type:This IE indicates to LMFv the type of IMUI detach from Packet service performed at the MT or the PDSN.

Packet Detach Indication req.ind. is a non-comfirmed service in Information Flow level. But for VLR not to perform useless CS paging through PDSN, Packet Detach Indication should be a confirmed IF in protocol level.



FEAvv01�Receive Packet Detach Indication req.ind..

Set MM Context to “Packet Detached”.��

Cancel Location resp.conf. is used by PSCF to LMFh

Item�Relationship�Mandatory/Optional��LMFh-PSCF Relationship ID��Mandatory��User error��Optional��Provider error��Optional��

FEAvh02�Confirm Cancel Location.��



�7.1.24	Purge 

See Section 6.7 of GSM03.60.

[To be provided]





7.1.25	Authentication of subscriber

See Section 6.8.1 of GSM03.60.

[To be provided]





7.1.26	P-TMSI Reallocation

See Section 6.8.2.2 of GSM03.60.and replace TMSI and IMSI with TMUI and IMUI respectively.

[To be provided]





7.1.27	Identity Check 

See circuit switch service terminal equipment validation information flow and replace SACF/LMF with SGSN.



�7.1.28	CELL UPDATE



This procedure is executed when the UE which is in RACH/FACH state moves and crosses a cell border. It is considered that set of cells controled by 1 RNC and set of cells in 1 URA have no relationship with each other. In 1 SGSN, there may be several RA. RNTI is unique within a URA.



7.1.28.1	 Intra-URA Intra-RNC Cell Update Procedure



This procedure is executed between UE and RNC.



7.1.28.1.1	Common Procedure Modules Used



7.1.28.1.2	Information Flow Diagram



Functional Model
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Figure 1.9.1.2-1 Functional model for Intra-URA Intra-RNC Cell Update





Information Flows
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Figure 1.9.1.2-2 Information flow diagram for Intra-URA Intra-RNC Cell Update





7.1.28.1.3	Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 1.9.1.2-2.





CELL UPDATE REQUEST req.ind. is sent from RACAF to RACF.

Item�Relationship�Mandatory/Optional��Random Number (in MAC header)��M��Old RNTI��M��

FEA�Receive CELL UPDATE REQUEST req.ind.

Formulate and send CELL UPDATE req.ind. to RACAF��



CELL UPDATE req.ind. is sent from RACF to RACAF.

Item�Relationship�Mandatory/Optional��Random Number (in MAC header)��M��Old RNTI *1��M��*1: (FFS)



FEA�Receive CELL UPDATE req.ind.

Formulate and send CELL UPDATE resp.conf. to RACF��



CELL UPDATE resp.conf. is sent from RACAF to RACF.

Item�Relationship�Mandatory/Optional��RNTI (in MAC header) *1��M��*1: (FFS) Whether to use Random Number or not.



FEA�Receive CELL UPDATE resp.conf.��

�7.1.28.2	Inter-URA Intra-RNC Cell Update Procedure



This procedure is executed between UE and RNC. Re-allocation of RNTI is needed.



7.1.28.2.1	Common Procedure Modules Used



7.1.28.2.2	Information Flow Diagram



Functional Model
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Figure 1.9.2.2-1 Functional model for Inter-URA Intra-RNC Cell Update





Information Flows
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Figure 1.9.2.2-2 Information flow diagram for Inter-URA Intra-RNC Cell Update





7.1.28.2.3	Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 1.9.2.2-2.





FEA�Extract Old RNTI, and Old URA ID.��



CELL UPDATE REQUEST req.ind. is sent from RACAF to RACF.

Item�Relationship�Mandatory/Optional��Random Number (in MAC header)��M��Old RNTI��M��Old URA ID��M��

FEA�Receive CELL UPDATE REQUEST req.ind.

Acquire New RNTI, and New URA ID.

Formulate and send CELL UPDATE req.ind. to RACAF��



CELL UPDATE req.ind. is sent from RACF to RACAF.

Item�Relationship�Mandatory/Optional��Random Number (in MAC header)��M��New RNTI��M��New URA ID��M��

FEA�Receive CELL UPDATE req.ind.

Memorize New RNTI, and New URA ID.

Formulate and send CELL UPDATE resp.conf. to RACF��



CELL UPDATE resp.conf. is sent from RACAF to RACF.

Item�Relationship�Mandatory/Optional��RNTI (in MAC header) *1��M��*1: (FFS) Whether to use Random Number or not.



FEA�Receive CELL UPDATE resp.conf.��

�7.1.28.3	 InterRNC ,Intra-RA Cell-Update Procedure

7.1.28.3.1	Common Procedure Modules Used

7.1.28.3.2	Functional Model























7.1.28.3.3	Information Flows
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7.1.28.3.4	Definitions of Information Flows, Information Elements, and Functional Entity Actions





CELL UPDATE req.ind. is used to 

Item�Relationship�Mandatory/Optional��Random Number����Old RNTI����Old URA ID����

FEA�Receive CELL UPDATE req.ind.

Formulate and send RRC CONTEXT RETRIEVAL req.ind. to RACFp��



RRC CONTEXT RETRIEVAL req.ind. is used to 

Item�Relationship�Mandatory/Optional��RACFn-RACFp Relationship ID����Old RNTI����Old URA ID����

FEA�Receive RRC CONTEXT RETRIEVAL req.ind.

Formulate and send RRC CONTEXT RETRIEVAL resp.conf. to RACFn��



RRC CONTEXT RETRIEVAL resp.conf. is used to 

Item�Relationship�Mandatory/Optional��RACFn-RACFp Relationship ID����RRC Context Information����

FEA�Receive RRC CONTEXT RETRIEVAL resp.conf.

Formulate and send STREAMLINING req.ind. to SGSN��



STREAMLINING req.ind. is used to 

Item�Relationship�Mandatory/Optional��RACFn-SGSN Relationship ID����Access Link ID(Binding Info)��*1��*1 As many ACCESS LINK ID as PDP Context should be set.



FEA�Receive STREAMLINING req.ind.

Formulate and send ACCESS LINK SETUP req.ind. to RACFn��



ACCESS LINK SETUP req.ind. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFn Relationship ID����Access Link ID(Binding Info)����Link Element ID����Cell ID����User Information Rate����Information Transfer Capability����QoS����

FEA�Receive ACCESS LINK SETUP req.ind.

Formulate and send ACCESS LINK SETUP resp.conf. to SGSN��



ACCESS LINK SETUP resp.conf. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFn Relationship ID����

FEA�Receive ACCESS LINK SETUP resp.conf.

Formulate and send STREAMLINING resp.conf. to RACFn

Formulate and send ACCESS LINK RELEASE req.ind. to RACFp��

Above ACCESS LINK SETUP procedure should be performed as many as PDP Context (or SAPI).



STREAMLINING resp.conf. is used to 

Item�Relationship�Mandatory/Optional��RACFn-SGSN Relationship ID����

FEA�Receive STREAMLINING resp.conf.

Formulate and send CELL UPDATE resp.conf. to RACAF��



CELL UPDATE resp.conf. is used to 

Item�Relationship�Mandatory/Optional��Random Number����Old RNTI����Old URA ID����New RNTI����New URA ID����

FEA�Receive CELL UPDATE resp.conf.��



CELL UPDATE COMPLETE req.ind. is used by RACAF to RACFn

Item�Relationship�Mandatory/Optional��New RNTI����New URA ID����

FEA���



ACCESS RADIO LINK RELEASE req.ind. is used by PSCF to RACFp. 



Item�Relationship�Mandatory/Optional��RACFp-PSCF relationship ID��Mandatory��

FEA�Receive ACCESS RADIO LINK RELEASE req.ind.

Formulate and send ACCESS RADIO LINK RELEASE resp.conf. to PSCF��



ACCESS RADIO LINK RELEASE resp.conf. is used by RACFp to PSCF. 



Item�Relationship�Mandatory/Optional��PSCF- RACFp relationship ID��Mandatory��

FEA�Receive ACCESS RADIO LINK RELEASE resp.conf.

Formulate and send ACCESS LINK RELEASE req.ind. to RACFp��



ACCESS LINK RELEASE req.ind. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFp Relationship ID����

FEA�Receive ACCESS LINK RELEASE req.ind.

Formulate and send ACCESS LINK RELEASE resp.conf. to SGSN��



ACCESS LINK RELEASE resp.conf. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFp Relationship ID����

FEA�Receive ACCESS LINK RELEASE resp.conf.��

�7.1.28.4	Inter-RA ,Intra-SGSN Cell-Update Procedure

7.1.28.4.1	Common Procedure Modules Used

7.1.28.4.2	Information Flow Diagram
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7.1.28.4.2.3	Definitions of Information Flows, Information Elements, and Functional Entity Actions





CELL UPDATE req.ind. is used to 

Item�Relationship�Mandatory/Optional��Random Number����Old RNTI����Old URA ID����Old P-TMSI Signature����Old RAI����

FEA�Receive CELL UPDATE req.ind.

Formulate and send RRC CONTEXT RETRIEVAL req.ind. to RACFp��



RRC CONTEXT RETRIEVAL req.ind. is used to 

Item�Relationship�Mandatory/Optional��RACFn-RACFp Relationship ID����Old RNTI����Old URA ID����

FEA�Receive RRC CONTEXT RETRIEVAL req.ind.

Formulate and send RRC CONTEXT RETRIEVAL resp.conf. to RACFn��



RRC CONTEXT RETRIEVAL resp.conf. is used to 

Item�Relationship�Mandatory/Optional��RACFn-RACFp Relationship ID����RRC Context Information����

FEA�Receive RRC CONTEXT RETRIEVAL resp.conf.

Formulate and send STREAMLINING req.ind. to SGSN��



STREAMLINING req.ind. is used to 

Item�Relationship�Mandatory/Optional��RACFn-SGSN Relationship ID����Access Link ID(Binding Info)��*1��Old P-TMSI Signature����Old RAI����*1 ACCESS LINK ID should be set as many as PDP Contest.



FEA�Receive STREAMLINING req.ind.

Formulate and send ACCESS LINK SETUP req.ind. to RACFn��



ACCESS LINK SETUP req.ind. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFn Relationship ID����Access Link ID(Binding Info)����Link Element ID����Cell ID����User Information Rate����Information Transfer Capability����QoS����

FEA�Receive ACCESS LINK SETUP req.ind.

Formulate and send ACCESS LINK SETUP resp.conf. to SGSN��



ACCESS LINK SETUP resp.conf. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFn Relationship ID����

FEA�Receive ACCESS LINK SETUP resp.conf.

Formulate and send STREAMLINING resp.conf. to RACFn

Formulate and send ACCESS LINK RELEASE req.ind. to RACFp��

Above ACCESS LINK SETUP procedure should be performed as many as PDP Context(or SAPI).



STREAMLINING resp.conf. is used to 

Item�Relationship�Mandatory/Optional��RACFn-SGSN Relationship ID����

FEA�Receive STREAMLINING resp.conf.

Formulate and send CELL UPDATE resp.conf. to RACAF��



CELL UPDATE resp.conf. is used to 

Item�Relationship�Mandatory/Optional��Random Number����Old RNTI����Old URA ID��(FFS)��Old P-TMSI Signature��(FFS)��Old RAI��(FFS)��New RNTI����New URA ID����New P-TMSI Signature����New RAI����

FEA�Receive CELL UPDATE resp.conf.��



CELL UPDATE COMPLETE req.ind. is used by RACAF to RACFn

Item�Relationship�Mandatory/Optional��New RNTI��M��New URA ID��M��

FEA�Receive CELL UPDATE COMPLETE req.ind.��



ACCESS RADIO LINK RELEASE req.ind. is used by PSCF to RACFp. 



Item�Relationship�Mandatory/Optional��RACFp-PSCF relationship ID��M��

FEA�Receive ACCESS RADIO LINK RELEASE req.ind.

Formulate and send ACCESS RADIO LINK RELEASE resp.conf. to PSCF��



ACCESS RADIO LINK RELEASE resp.conf. is used by RACFp to PSCF. 



Item�Relationship�Mandatory/Optional��PSCF- RACFp relationship ID��M��

FEA�Receive ACCESS RADIO LINK RELEASE resp.conf.

Formulate and send ACCESS LINK RELEASE req.ind. to RACFp��



ACCESS LINK RELEASE req.ind. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFp Relationship ID����

FEA�Receive ACCESS LINK RELEASE req.ind.

Formulate and send ACCESS LINK RELEASE resp.conf. to SGSN��



ACCESS LINK RELEASE resp.conf. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFp Relationship ID����

FEA�Receive ACCESS LINK RELEASE resp.conf.��
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7.1.28.5.2.3	Definitions of Information Flows, Information Elements, and Functional Entity Actions





CELL UPDATE req.ind. is used by RACAF to RACFn 

Item�Relationship�Mandatory/Optional��Random Number��M��Old RNTI��O��Old URA ID��O��Old P-TMSI Signature��O��Old RAI��O��

FEAdn01�Receive CELL UPDATE req.ind.

Formulate and send RRC CONTEXT RETRIEVAL req.ind. to RACFp��



RRC CONTEXT RETRIEVAL req.ind. is used by RACFn to RACFp

Item�Relationship�Mandatory/Optional��RACFn-RACFp Relationship ID��M��Old RNTI��M��Old URA ID��M��

FEAdp01�Receive RRC CONTEXT RETRIEVAL req.ind.

Formulate and send RRC CONTEXT RETRIEVAL resp.conf. to RACFn��



RRC CONTEXT RETRIEVAL resp.conf. is used by RACFp to RACFn 

Item�Relationship�Mandatory/Optional��RACFn-RACFp Relationship ID��M��RRC Context Information��M��

FEAdn02�Receive RRC CONTEXT RETRIEVAL resp.conf.

Formulate and send STREAMLINING req.ind. to PSCFn��



STREAMLINING req.ind. is used by RACF n to PSCFn 

Item�Relationship�Mandatory/Optional��RACFn-PSCFn Relationship ID��M��Access Link ID(Binding Info)��M*1��Old P-TMSI Signature��O��Old RAI��O��

FEArn01�Receive STREAMLINING req.ind.

Formulate and send PSCF CONTEXT REQUEST��*1 IF there are some PDP Contexts, corresponding Access Link IDs are included.



 PSCF CONTEXT REQUEST is used by PSCFn to PSCFp 

Item�Relationship�Mandatory/Optional��PSCFn-PSCFp Relationship ID��M��Old P-TMSI��M��Old P-TMSI Signature��M��Old RAI��M��

FEArp01�Receive PSCF CONTEXT REQUEST

Formulate and send PSCF CONTEXT RESPONSE ��



 PSCF CONTEXT RESPONSE is used by PSCFn to PSCFp 

Item�Relationship�Mandatory/Optional��PSCFn-PSCFp Relationship ID��M��MM Context��M��PDP Context ��M��Cause��M��IMSI��O��Receive State Valuable��C��LLC Ack��O��

FEArn02�Receive PSCF CONTEXT RESPONSE��

FEArp02�Formulate and send LINK SETUP req.ind.��





LINK SETUP req.ind.* is used PSCFn to PSCFp 

Item�Relationship�Mandatory/Optional��PSCFn-PSCFp  Relationship ID��M��Call ID��M��Called Number��M��User Information Rate��M��Information Transfer Capability��M��QoS��M��Link Channel ID��O��*This message may integrate with PSCF CONTEXT RESPONSE.�iFFS�j

*This message may send form PSCFn. (F.F.S)

FEArn03�Receive LINK SETUP req.ind.

Formulate and send LINK SETUP resp.conf.��

LINK SETUP req. conf.* is used by PSCFn to PSCFp 

Item�Relationship�Mandatory/Optional��PSCFn-PSCFp Relationship ID��M��Call ID��M��Link Channel ID��O��*This message may integrate with PSCF CONTEXT ACKNOWLEDGE.�iFFS�j

*This message may send form PSCFp. (F.F.S)

FEArp03�Receive LINK SETUP resp.conf.��

FEArn04�Formulate and send PSCF CONTEXT ACKNOWLEDGE��

PSCF CONTEXT ACKNOWLEDGE is used by PSCFn to PSCFp 

Item�Relationship�Mandatory/Optional��PSCFn-PSCFp Relationship ID��M��Cause��M��IMSI��C��Receive State Valiable��C��MM Context��C��PDP Context��C��

FEArp04�Receive PSCF CONTEXT ACKNOWLEDGE��

FEArn05�Formulate and send UPDATECONTEXT ACKNOWLEDGE��

There are two alternative case1 and case2. 

Case1

ACCESS LINK SETUP req.ind. is used by PSCFn to RACFn 

Item�Relationship�Mandatory/Optional��PSCFn-RACFn  Relationship ID��M��Access Link ID(Binding Info)��M��Link Element ID��M��Call ID��M��User Information Rate��M��Information Transfer Capability��M��QoS��O��



FEAdn03�Receive ACCESS LINK SETUP req.ind.

Formulate and send ACCESS LINK SETUP resp.conf.��



ACCESS LINK SETUP resp.conf. is used by RACFn to PSCFn 

Item�Relationship�Mandatory/Optional��RACFn-PSCFn  Relationship ID��M��

FEArn10�Receive ACCESS LINK SETUP resp.conf.

Formulate and send UPDATE LOCATION��



UPDATE PDP CONTEXT REQUEST is used by PSCFn to PSGCF 

Item�Relationship�Mandatory/Optional��New PSCF Address��M��TID��C��QoS Negotiated��M��

FEA601�Receive UPDATE PDP CONTEXT REQUEST��

FEArn06�Formulate and send LINK SETUP req.ind.��



LINK SETUP req.ind. is used by PSCFn to PSGCF

Item�Relationship�Mandatory/Optional��PSCFn-PSGCF  Relationship ID��M��Call ID��M��Called Number��M��User Information Rate��M��Information Transfer Capability��M��QoS��M��Link Channel ID��O��*This message may integrate with Update PDP CONTEXT REQUEST.�iFFS�j

*This message may send form PSGCF. (F.F.S)

FEA602�Receive LINK SETUP req.ind.

Formulate and send LINK SETUP resp.conf.��

LINK SETUP req. conf.* is used by PSGCF to PSCFn

Item�Relationship�Mandatory/Optional��PSGCF-PSCFn  Relationship ID��M��Call ID��M��Link Channel ID��O��*This message may integrate with Update PDP CONTEXT Response.�iFFS�j

*This message may send form PSCFn. (F.F.S)

FEArn07�Receive LINK SETUP resp.conf.��

FEA603�Formulate and send UPDATE PDP CONTEXT REQUEST��

UPDATE PDP CONTEXT RESPONSE is used by PSGCF to PSCFn 

Item�Relationship�Mandatory/Optional��Cause��M��PSGCF address��M��QoS��M��TID��C��

FEArn08�Receive UPDATE PDP CONTEXT RESPONSE��

FEA604�Formulate and send LINK RELEASE req.ind.��



LINK RELEASE req.ind. is used by PSGCF to PSCFp 

Item�Relationship�Mandatory/Optional��PSGCF-PSCFp  Relationship ID��M��Call ID��M��Cause��M��

FEArp05�Receive LINK RELEASE req.ind.

Formulate and send LINK RELEASE resp.conf.��



LINK RELEASE req. conf. is used by PSCFp to PSGCF 

Item�Relationship�Mandatory/Optional��PSCFp-PSGCF Relationship ID��M��Call ID��M��

FEA605�Receive LINK RELEASE req.conf.��

FEArn09�Formulate and send ACCESS LINK SETUP resp.conf.��

Case2

ACCESS LINK SETUP req.ind. is used by PSCFn to RACFn 

Item�Relationship�Mandatory/Optional��PSCFn-RACFn  Relationship ID��M��Access Link ID(Binding Info)��M��Link Element ID��M��Call ID��M��User Information Rate��M��Information Transfer Capability��M��QoS��O��



FEAdn03�Receive ACCESS LINK SETUP req.ind.

Formulate and send ACCESS LINK SETUP resp.conf.��



ACCESS LINK SETUP resp.conf. is used by RACFn to PSCFn 

Item�Relationship�Mandatory/Optional��RACFn-PSCFn  Relationship ID��M��

FEArn10�Receive ACCESS LINK SETUP resp.conf.

Formulate and send ACCESS LINK SETUP ACKNOWLAGE��

ACCESS LINK SETUP ACKNOWLAGE is used by PSCFn to PSGCF 

Item�Relationship�Mandatory/Optional��PSCFn-PSGCF  Relationship ID��M��

FEArn11�Receive ACCESS LINK SETUP resp.conf.

Formulate and send UPDATE LOCATION��



UPDATE LOCATION is used by PSCFn to HLR 

Item�Relationship�Mandatory/Optional��PSCF Number��M��PSCF Address��M��IMSI��M��

FEAvh01�Receive UPDATE LOCATION

Formulate and send CANCELL LOCATION��



CANSEL LOCATION is used by HLR to PSCFp 

Item�Relationship�Mandatory/Optional��IMSI��M��Cancellation Type��M��

FEArp06�Receive CANSEL LOCATION

Formulate and send CANCELL LOCATION ACK��



CANSEL LOCATION ACK is used PSCFp to HLR

Item�Relationship�Mandatory/Optional��IMSI��M��

FEAvh02�Receive CANSEL LOCATION ACK

Formulate and send INSERT SUBSCRIBER DATA��



INSERT SUBSCRIBER DATA is used HLR to PSCFn 

Item�Relationship�Mandatory/Optional��IMSI��M��GPRS Subscription Date��M��

FEArn12�Receive INSERT SUBSCRIBER DATA

Formulate and send INSERT SUBSCRIBER DATA ACK��



INSERT SUBSCRIBER DATA ACK is used PSCFn to HLR 

Item�Relationship�Mandatory/Optional��IMSI��M��

FEAvh03�Receive INSERT SUBSCRIBER DATA ACK

Formulate and send UPDATE LOCATION ACK��



UPDATE LOCATION ACK is used by HLR to PSCFn 

Item�Relationship�Mandatory/Optional��IMSI��M��

FEArn13�Receive UPDATE LOCATION ACK

Formulate and send LINK RELEASE req. ind.��

FEArp07� Formulate and send LINK RELEASE req. ind.��

LINK RELEASE req. ind. is used PSCFp to PSCFn

Item�Relationship�Mandatory/Optional��PSCFp-PSCFn Relationship ID��M��Call ID��M��Cause��M��

FEArn14�Receive LINK RELEASE req. ind.

Formulate and send LINK RELEASE req. conf.��



LINK RELEASE req. conf.  is used PSCFn to PSCFp 

Item�Relationship�Mandatory/Optional��PSCFn-PSCFp Relationship ID��M��Call ID��M��

FEArp08�Receive LINK RELEASE req. conf.��

FEArn15�Formulate and send STREAMING resp. conf.��

STREAMLINING resp.conf. is used by PSCFn to RACFn 

Item�Relationship�Mandatory/Optional��RACFn-PSCFn Relationship ID��M��

FEAdn04�Receive STREAMLINING resp.conf.

Formulate and send CELL UPDATE resp.conf. to RACAF��



CELL UPDATE resp.conf. is used RACFn to RACAF 

Item�Relationship�Mandatory/Optional��Random Number��M��Old RNTI��(FFS)��Old URA ID��(FFS)��Old P-TMSI Signature��(FFS)��Old RAI��(FFS)��New RNTI��O��New URA ID��O��New P-TMSI��O��New P-TMSI Signature��O��New RAI��(FFS)��

FEA�Receive CELL UPDATE resp.conf.��

FEArp09�Formulate and send ACCESS LINK RELEASE req.ind. ��



CELL UPDATE COMPLETE req.ind. is sent from RACAF to RACFn

Item�Relationship�Mandatory/Optional��New RNTI��M��

FEA�RACFn receives CELL UPDATE COMPLETE req.ind.��



ACCESS RADIO LINK RELEASE req.ind. is sent from PSCFp to RACFp

Item�Relationship�Mandatory/Optional��PSCFp-RACFp Relationship ID��M��

FEA�RACFp receives ACCESS RADIO LINK RELEASE req.ind.

RACFp formulates and sends ACCESS LINK RELEASE req.ind. to PSCFp��



ACCESS LINK RELEASE req.ind. is sent from RACFp to PSCFp 

Item�Relationship�Mandatory/Optional��PSCFp-RACFp Relationship ID��M��

FEA�PSCFp receives ACCESS LINK RELEASE req.ind.

PSCFp sends ACCESS LINK RELEASE resp.conf. to RACFp��



ACCESS LINK RELEASE req.ind. is used PSCFp to RACFp 

Item�Relationship�Mandatory/Optional��PSCFp-RACFp Relationship ID��M��

FEAdp02�Receive ACCESS LINK RELEASE req.ind.

Formulate and send ACCESS LINK RELEASE resp.conf. to PSCF��



ACCESS LINK RELEASE resp.conf. is used by RACFp to PSCFp 

Item�Relationship�Mandatory/Optional��RACFp-PSCFp Relationship ID��M��

FEArp10�Receive ACCESS LINK RELEASE resp.conf.��

��7.1.29	URA UPDATE



This procedure is executed when the UE which is in RACH/PCH state moves and crosses a URA border. It is considered that set of cells controled by 1 RNC and set of cells in 1URA have no relationship with each other. In 1 SGSN, there may be several RA. RNTI is unique within a URA.





7.1.29.1	Intra-RNC URA Update



This procedure is executed between UE and RNC. Re-allocation of RNTI is needed.



7.1.29.1.1	Common Procedure Modules Used



7.1.29.1.2	Information Flow Diagram



Functional Model
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Figure 1.10.1.2-1 Functional model for Intra-RNC URA Update





Information Flows
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Figure 1.10.1.2-2 Information flow diagram for Intra-RNC URA Update





7.1.29.1.3	Definitions of Information Flows, Information Elements, and Functional Entity Actions



Information flows, information elements, and functional entity actions are described below in the same order as it is in figure 1.10.1.2-2.





FEA�Extract Old RNTI, and Old URA ID.

Formulate and send URA UPDATE REQUEST req.ind. to RACF.��



URA UPDATE REQUEST req.ind. is sent from RACAF to RACF.

Item�Relationship�Mandatory/Optional��Random Number (in MAC header)��M��Old RNTI��M��Old URA ID��M��

FEA�Receive URA UPDATE REQUEST req.ind.

Acquire New RNTI, and New URA ID.

Formulate and send URA UPDATE req.ind. to RACAF.��



URA UPDATE req.ind. is sent from RACF to RACAF.

Item�Relationship�Mandatory/Optional��Random Number (in MAC header)��M��New RNTI��M��New URA ID��M��

FEA�Receive URA UPDATE req.ind.

Memorize New RNTI, and URA ID.

Formulate and send URA UPDATE resp.conf. to RACFp.��



URA UPDATE resp.conf. is sent from RACAF to RACF.

Item�Relationship�Mandatory/Optional��RNTI (in MAC header) *1��M��*1: (FFS) Whether to use Random Number or not.



FEA�Receive URA UPDATE resp.conf.��



�7.1.29.2	Inter-RNC ,Intra-RA URA-UPDATE

7.1.29.2.1	Common Procedure Modules Used

7.1.29.2.2	Information Flow Diagram

7.1.29.2.2.1	Functional Model























7.1.29.2.2.2	Information Flows
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7.1.29.2.3	Definitions of Information Flows, Information Elements, and Functional Entity Actions





URA UPDATE req.ind. is used to 

Item�Relationship�Mandatory/Optional��Random Number����Old RNTI����Old URA ID����

FEA�Receive URA UPDATE req.ind.

Formulate and send RRC CONTEXT RETRIEVAL req.ind. to RACFp��



RRC CONTEXT RETRIEVAL req.ind. is used to 

Item�Relationship�Mandatory/Optional��RACFn-RACFp Relationship ID����Old RNTI����Old URA ID����

FEA�Receive RRC CONTEXT RETRIEVAL req.ind.

Formulate and send RRC CONTEXT RETRIEVAL resp.conf. to RACFn��



RRC CONTEXT RETRIEVAL resp.conf. is used to 

Item�Relationship�Mandatory/Optional��RACFn-RACFp Relationship ID����RRC Context Information����

FEA�Receive RRC CONTEXT RETRIEVAL resp.conf.

Formulate and send STREAMLINING req.ind. to SGSN��



STREAMLINING req.ind. is used to 

Item�Relationship�Mandatory/Optional��RACFn-SGSN Relationship ID����Access Link ID(Binding Info)��*1��*1 ACCESS LINK ID should be set as many as PDP Context.



FEA�Receive STREAMLINING req.ind.

Formulate and send ACCESS LINK SETUP req.ind. to RACFn��



ACCESS LINK SETUP req.ind. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFn Relationship ID����Access Link ID(Binding Info)����Link Element ID����Cell ID����User Information Rate����Information Transfer Capability����QoS����

FEA�Receive ACCESS LINK SETUP req.ind.

Formulate and send ACCESS LINK SETUP resp.conf. to SGSN��



ACCESS LINK SETUP resp.conf. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFn Relationship ID����

FEA�Receive ACCESS LINK SETUP resp.conf.

Formulate and send STREAMLINING resp.conf. to RACFn

Formulate and send ACCESS LINK RELEASE req.ind. to RACFp��

Above ACCESS LINK SETUP procedure should be performed as many as PDP Context(or SAPI).





STREAMLINING resp.conf. is used to 

Item�Relationship�Mandatory/Optional��RACFn-SGSN Relationship ID����

FEA�Receive STREAMLINING resp.conf.

Formulate and send CELL UPDATE resp.conf. to RACAF��



URA UPDATE resp.conf. is used to 

Item�Relationship�Mandatory/Optional��Random Number����Old RNTI����Old URA ID����New RNTI����New URA ID����

FEA�Receive URA UPDATE resp.conf.��



URA UPDATE COMPLETE req.ind. is used by RACAF to RACFn

Item�Relationship�Mandatory/Optional��New RNTI��M��New URA ID��M��

FEA���



ACCESS RADIO LINK RELEASE req.ind. is used by PSCF to RACFp. 



Item�Relationship�Mandatory/Optional��RACFp-PSCF relationship ID��M��

FEA�Receive ACCESS RADIO LINK RELEASE req.ind.

Formulate and send ACCESS RADIO LINK RELEASE resp.conf. to PSCF��



ACCESS RADIO LINK RELEASE resp.conf. is used by RACFp to PSCF. 



Item�Relationship�Mandatory/Optional��PSCF- RACFp relationship ID��M��

FEA�Receive ACCESS RADIO LINK RELEASE resp.conf.

Formulate and send ACCESS LINK RELEASE req.ind. to RACFp��



ACCESS LINK RELEASE req.ind. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFp Relationship ID����

FEA�Receive ACCESS LINK RELEASE req.ind.

Formulate and send ACCESS LINK RELEASE resp.conf. to SGSN��



ACCESS LINK RELEASE resp.conf. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFp Relationship ID����

FEA�Receive ACCESS LINK RELEASE resp.conf.��
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7.1.29.3.3	Definitions of Information Flows, Information Elements, and Functional Entity Actions





URA UPDATE req.ind. is used to 

Item�Relationship�Mandatory/Optional��Random Number����Old RNTI����Old URA ID����Old P-TMSI Signature����Old RAI����

FEA�Receive CELL UPDATE req.ind.

Formulate and send RRC CONTEXT RETRIEVAL req.ind. to RACFp��



RRC CONTEXT RETRIEVAL req.ind. is used to 

Item�Relationship�Mandatory/Optional��RACFn-RACFp Relationship ID����Old RNTI����Old URA ID����

FEA�Receive RRC CONTEXT RETRIEVAL req.ind.

Formulate and send RRC CONTEXT RETRIEVAL resp.conf. to RACFn��



RRC CONTEXT RETRIEVAL resp.conf. is used to 

Item�Relationship�Mandatory/Optional��RACFn-RACFp Relationship ID����RRC Context Information����

FEA�Receive RRC CONTEXT RETRIEVAL resp.conf.

Formulate and send STREAMLINING req.ind. to SGSN��



STREAMLINING req.ind. is used to 

Item�Relationship�Mandatory/Optional��RACFn-SGSN Relationship ID����Access Link ID(Binding Info)��*1��Old P-TMSI Signature����Old RAI����*1 ACCESS LINK ID should be set as many as PDP Context



FEA�Receive STREAMLINING req.ind.

Formulate and send ACCESS LINK SETUP req.ind. to RACFn��



ACCESS LINK SETUP req.ind. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFn Relationship ID����Access Link ID(Binding Info)����Link Element ID����Cell ID����User Information Rate����Information Transfer Capability����QoS����

FEA�Receive ACCESS LINK SETUP req.ind.

Formulate and send ACCESS LINK SETUP resp.conf. to SGSN��



ACCESS LINK SETUP resp.conf. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFn Relationship ID����

FEA�Receive ACCESS LINK SETUP resp.conf.

Formulate and send STREAMLINING resp.conf. to RACFn

Formulate and send ACCESS LINK RELEASE req.ind. to RACFp��

Above ACCESS LINK SETUP procedure should be performed as many as PDP Context(or SAPI).



STREAMLINING resp.conf. is used to 

Item�Relationship�Mandatory/Optional��RACFn-SGSN Relationship ID����

FEA�Receive STREAMLINING resp.conf.

Formulate and send CELL UPDATE resp.conf. to RACAF��



URA UPDATE resp.conf. is used to 

Item�Relationship�Mandatory/Optional��Random Number����Old RNTI����Old URA ID��(FFS)��Old P-TMSI Signature��(FFS)��Old RAI��(FFS)��New RNTI����New URA ID����New P-TMSI Signature����New RAI����

FEA�Receive CELL UPDATE resp.conf.��



URA UPDATE COMPLETE req.ind. is used by RACAF to RACFn

Item�Relationship�Mandatory/Optional��New RNTI��M��New URA ID��M��

FEA�Receive URA UPDATE COMPLETE req.ind.��



ACCESS RADIO LINK RELEASE req.ind. is used by PSCF to RACFp. 



Item�Relationship�Mandatory/Optional��RACFp-PSCF relationship ID��M��

FEA�Receive ACCESS RADIO LINK RELEASE req.ind.

Formulate and send ACCESS RADIO LINK RELEASE resp.conf. to PSCF��



ACCESS RADIO LINK RELEASE resp.conf. is used by RACFp to PSCF. 



Item�Relationship�Mandatory/Optional��PSCF- RACFp relationship ID��M��

FEA�Receive ACCESS RADIO LINK RELEASE resp.conf.

Formulate and send ACCESS LINK RELEASE req.ind. to RACFp��



ACCESS LINK RELEASE req.ind. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFp Relationship ID����

FEA�Receive ACCESS LINK RELEASE req.ind.

Formulate and send ACCESS LINK RELEASE resp.conf. to SGSN��



ACCESS LINK RELEASE resp.conf. is used to 

Item�Relationship�Mandatory/Optional��SGSN-RACFp Relationship ID����

FEA�Receive ACCESS LINK RELEASE resp.conf.��



�7.1.29.4	Inter-SGSN URA-Update

7.1.29.4.1	Common Procedure Modules Used

7.1.29.4.2	Information Flow Diagram

7.1.29.4.2.1	Functional Model























7.1.29.4.2.2	Information Flows

�

�



7.1.29.4.3	Definitions of Information Flows, Information Elements, and Functional Entity Actions





URA UPDATE req.ind. is used to 

Item�Relationship�Mandatory/Optional��Random Number����Old RNTI����Old URA ID����Old P-TMSI Signature����Old RAI����

FEA�Receive CELL UPDATE req.ind.

Formulate and send RRC CONTEXT RETRIEVAL req.ind. to RACFp��



RRC CONTEXT RETRIEVAL req.ind. is used to 

Item�Relationship�Mandatory/Optional��RACFn-RACFp Relationship ID����Old RNTI����Old URA ID����

FEA�Receive RRC CONTEXT RETRIEVAL req.ind.

Formulate and send RRC CONTEXT RETRIEVAL resp.conf. to RACFn��



RRC CONTEXT RETRIEVAL resp.conf. is used to 

Item�Relationship�Mandatory/Optional��RACFn-RACFp Relationship ID����RRC Context Information����

FEA�Receive RRC CONTEXT RETRIEVAL resp.conf.

Formulate and send STREAMLINING req.ind. to SGSNn��



STREAMLINING req.ind. is used to 

Item�Relationship�Mandatory/Optional��RACFn-SGSNn Relationship ID����Access Link ID(Binding Info)��*1��Old P-TMSI Signature����Old RAI����

FEA�Receive STREAMLINING req.ind.��*1 ACCESS LINK ID should be set as many as PDP Context.





 SGSN CONTEXT REQUEST is used to 

Item�Relationship�Mandatory/Optional��SGSNn-SGSNp Relationship ID����Old P-TMSI����Old P-TMSI Signature����Old RAI����

FEA�Receive SGSN CONTEXT REQUEST��



 SGSN CONTEXT RESPONSE is used to 

Item�Relationship�Mandatory/Optional��SGSNn-SGSNp Relationship ID����MM Context����PDP Context ����LLC Ack����

FEA�Receive SGSN CONTEXT RESPONSE��



 SGSN CONTEXT ACKNOWLEDGE is used to 

Item�Relationship�Mandatory/Optional��SGSNn-SGSNp Relationship ID����Cause����

FEA�Receive SGSN CONTEXT ACKNOWLEDGE��



UPDATE PDP CONTEXT REQUEST is used to 

Item�Relationship�Mandatory/Optional��New SGSN Address����TID����QoS Negotiated����

FEA�Receive UPDATE PDP CONTEXT REQUEST��



LINK RELEASE REQUEST is used to 

Item�Relationship�Mandatory/Optional��GGSN-SGSNp Relationship ID����

FEA�Receive LINK RELEASE REQUEST��



LINK RELEASE RESPONSE is used to 

Item�Relationship�Mandatory/Optional��GGSN-SGSNp Relationship ID����

FEA�Receive LINK RELEASE RESPONSE��



UPDATE PDP CONTEXT RESPONSE is used to 

Item�Relationship�Mandatory/Optional��TID����

FEA�Receive UPDATE PDP CONTEXT RESPONSE��



ACCESS LINK SETUP req.ind. is used to 

Item�Relationship�Mandatory/Optional��SGSNn-RACFn  Relationship ID����Access Link ID(Binding Info)����Link Element ID����Cell ID����User Information Rate����Information Transfer Capability����QoS����

FEA�Receive ACCESS LINK SETUP req.ind.

Formulate and send ACCESS LINK SETUP resp.conf.��



ACCESS LINK SETUP resp.conf. is used to 

Item�Relationship�Mandatory/Optional��SGSNn-RACFn  Relationship ID����

FEA�Receive ACCESS LINK SETUP resp.conf.��



UPDATE LOCATION is used to 

Item�Relationship�Mandatory/Optional��SGSN Number����SGSN Address����IMSI����

FEA�Receive UPDATE LOCATION��



CANSEL LOCATION is used to 

Item�Relationship�Mandatory/Optional��IMSI����Cancellation Type����

FEA�Receive CANSEL LOCATION��



CANSEL LOCATION ACK is used to 

Item�Relationship�Mandatory/Optional��IMSI����

FEA�Receive CANSEL LOCATION ACK��



INSERT SUBSCRIBER DATA is used to 

Item�Relationship�Mandatory/Optional��IMSI����GPRS Subscription Date����

FEA�Receive INSERT SUBSCRIBER DATA��



INSERT SUBSCRIBER DATA ACK is used to 

Item�Relationship�Mandatory/Optional��IMSI����

FEA�Receive INSERT SUBSCRIBER DATA ACK��



UPDATE LOCATION ACK is used to 

Item�Relationship�Mandatory/Optional��IMSI����

FEA�Receive UPDATE LOCATION ACK��



LINK RELEASE REQUEST is used to 

Item�Relationship�Mandatory/Optional��SGSNp-SGSNn Relationship ID����

FEA�Receive LINK RELEASE REQUEST��



LINK RELEASE RESPONSE is used to 

Item�Relationship�Mandatory/Optional��SGSNp-SGSNn Relationship ID����

FEA�Receive LINK RELEASE RESPONSE��



STREAMLINING resp.conf. is used to 

Item�Relationship�Mandatory/Optional��RACFn-SGSNn Relationship ID����

FEA�Receive STREAMLINING resp.conf.

Formulate and send CELL UPDATE resp.conf. to RACAF��



URA UPDATE resp.conf. is used to 

Item�Relationship�Mandatory/Optional��Random Number����Old RNTI����Old URA ID��(FFS)��Old P-TMSI Signature��(FFS)��Old RAI��(FFS)��New RNTI����New URA ID����New P-TMSI����New P-TMSI Signature����New RAI����

FEA�Receive CELL UPDATE resp.conf.��



URA UPDATE COMPLETE req.ind. is sent from RACAF to RACFn

Item�Relationship�Mandatory/Optional��New RNTI��M��

ACCESS RADIO LINK RELEASE req.ind. is sent from PSCF to RACFp

Item�Relationship�Mandatory/Optional��PSCF-RACFp Relationship ID��M��

FEA�RACFp receives ACCESS RADIO LINK RELEASE req.ind.

RACFp formulates and sends ACCESS LINK RELEASE req.ind. to PSCF��

ACCESS RADIO LINK RELEASE resp.conf. is sent from RACFn to PSCF

Item�Relationship�Mandatory/Optional��PSCF-RACFp Relationship ID��M��

FEA�PSCF receives ACCESS RADIO LINK RELEASE resp.conf.��



ACCESS LINK RELEASE req.ind. is used to 

Item�Relationship�Mandatory/Optional��SGSNp-RACFp Relationship ID����

FEA�Receive ACCESS LINK RELEASE req.ind.

Formulate and send ACCESS LINK RELEASE resp.conf. to SGSN��



ACCESS LINK RELEASE resp.conf. is used to 

Item�Relationship�Mandatory/Optional��SGSNp-RACFp Relationship ID����

FEA�Receive ACCESS LINK RELEASE resp.conf.��

��7.1.30	RA update

7.1.30.1	Intra-SGSN RA update 

A routeing area update takes place for instance when a attached MS for packet communication detects that it has entered a new RA or when the periodic RA update timer has expired. The SGSN detects that it is an intra SGSN routeing area update by noticing that it also handles the old RA. In this case, the SGSN has the necessary information about the MS and there is no need to inform the GGSNs or the HLR about the new MS location. A periodic RA update is always an intra SGSN routeing area update.

7.1.30.1.1	Information flow diagram

The Intra SGSN Routeing Area Update procedure is illustrated in Figure 1.11.1-1. 
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Figure 1.11.1-1: Intra SGSN Routeing Area Update Procedure

7.1.30.1.2	Information flows

Each information flow is explained in the following list.

1. Routing Area Update Request:	The MS sends a Routeing Area Update Request (old RAI, old P�TMSI Signature, Update Type) to the SGSN. Update Type shall indicate RA update. The BS/RNC shall add the Cell Global Identity including the RAC and LAC of the cell where the message was received before passing the message to the SGSN.

2. Security Functions:	Security functions may be executed. These procedures are defined in subclause 1.6 "Authentication of subscriber".

3. Routing Area Update Accept:	The SGSN validates the MS's presence in the new RA. If all checks are successful then the SGSN updates the MM context for the MS. A new P�TMSI may be allocated. A Routeing Area Update Accept (P�TMSI, P�TMSI Signature) is returned to the MS.

4. Routing Area Update Complete:	If P�TMSI was reallocated, the MS acknowledges the new P�TMSI with Routeing Area Update Complete (P�TMSI).



[Note]

1. RRC connection will be established before MS sends Routing Area Update Request to SGSN and released after SGSN receives Routing Area Update Complete from MS.





�7.1.30.2	Inter-SGSN RA update 

A routeing area update takes place for instance when a attached MS for packet communication detects that it has entered a new RA. The SGSN detects that it is an inter SGSN routeing area update by noticing that it does not handle the old RA. In this case, the SGSN does not have the necessary information about the MS and there is a need to inform the GGSNs or the HLR about the new MS location.



7.1.30.2.1	Information flow diagram

The Inter SGSN Routeing Area Update procedure is illustrated in Figure 1.11.2-1. 
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Figure 1.11.2-1: Inter SGSN Routeing Area Update Procedure

7.1.30.2.2	Information flows 

Each information flow is explained in the following list.

1. Routing Area Update Request:	The MS sends a Routeing Area Update Request (old RAI, old P�TMSI Signature, Update Type) to the new SGSN. Update Type shall indicate RA update or periodic RA update. The BS/RNC shall add the Cell Global Identity including the RAC and LAC of the cell where the message was received before passing the message to the SGSN.

2. SGSN Context Request/Response:	The new SGSN sends SGSN Context Request (old RAI, TLLI, old P�TMSI Signature, New SGSN Address, MS validated) to the old SGSN to get the MM and PDP contexts for the MS. If the old P�TMSI Signature was valid or if the new SGSN indicates that it has authenticated the MS, the old SGSN responds with SGSN Context Response (MM Context, PDP Contexts, LLC Ack). The old SGSN stores New SGSN Address, to allow the old SGSN to forward data packets to the new SGSN. The old SGSN starts a timer and stops the transmission of N-PDUs to the MS.

3. Security Functions:	Security functions may be executed. These procedures are defined in subclause 1.6 "Authentication of subscriber". Ciphering mode shall be set if ciphering is supported.

4. SGSN Context Acknowledge:	The new SGSN sends an SGSN Context Acknowledge message to the old SGSN. This informs the old SGSN that the new SGSN is ready to receive data packets belonging to the activated PDP contexts. The old SGSN marks in its context that the MSC/VLR association and the information in the GGSNs and the HLR are invalid.

5. Forward Packets:	The old SGSN duplicates the buffered N�PDUs and starts tunnelling them to the new SGSN. Additional N�PDUs received from the GGSN before the timer described in step 2 expires are also duplicated and tunnelled to the new SGSN. N�PDUs that were already sent to the MS and that are not yet acknowledged by the MS are tunnelled together with the number of the LLC frame that transferred the last segment of the N�PDU. No N�PDUs shall be forwarded to the new SGSN after expiry of the timer described in step 2.

6. Update PDP Context Request/Response:	The new SGSN sends Update PDP Context Request (new SGSN Address, TID, QoS Negotiated) to the GGSNs concerned. The GGSNs update their PDP context fields and return Update PDP Context Response (TID).

7. Update Location:	The new SGSN informs the HLR of the change of SGSN by sending Update Location (SGSN Number, SGSN Address, IMSI) to the HLR.

8. Cancel Location (Ack):	The HLR sends Cancel Location (IMSI, Cancellation Type) to the old SGSN with Cancellation Type set to Update Procedure. If the timer described in step 2 is not running, then the old SGSN removes the MM and PDP contexts. The old SGSN acknowledges with Cancel Location Ack (IMSI).

9. Insert Subscriber Data (Ack):	The HLR sends Insert Subscriber Data (IMSI, GPRS subscription data) to the new SGSN. The new SGSN validates the MS's presence in the (new) RA. If all checks are successful then the SGSN constructs an MM context for the MS and returns an Insert Subscriber Data Ack (IMSI) message to the HLR.

10. Update Location Ack:	The HLR acknowledges the Update Location by sending Update Location Ack (IMSI) to the new SGSN.

11. Routing Area Update Ack:	The new SGSN validates the MS's presence in the new RA. If all checks are successful then the new SGSN constructs MM and PDP contexts for the MS. A logical link is established between the new SGSN and the MS. The new SGSN responds to the MS with Routeing Area Update Accept (P�TMSI, LLC Ack, P�TMSI Signature). 

12. Routing Area Update Complete:	The MS acknowledges the new P�TMSI with a Routeing Area Update Complete (P�TMSI, LLC Ack). 



[Note]

1. RRC connection will be established before MS sends Routing Area Update Request to SGSN and released after SGSN receives Routing Area Update Complete from MS.





�7.1.30.3	Combined Intra-SGSN RA/LA Update

In the MM coordinated network, RA/LA update may be performed when a IMUI and Packet attached MT detects that it has entered a new RA and LA at the same time.



7.1.30.3.1	Information flow diagram
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Information flow diagram for Combined RA/LA Update



7.1.30.3.2	Information flow description and actions

Routing Area Update req.ind. (MT -> New SGSN) is used to request to update the routing area information.

Item�Relationship�Mandatory/Optional��Location Updating type��M��Ciphering key sequence number��M��Previous RAI��M��Mobile Terminal classmark��O��Previous P-TMSI Signature��M��Serving Cell ID��M��TMSI��O��

Receive and analyze Routing Area Update req.ind.

Confirm which location update type is indicated and Routing Area update is intra SGSN.

Initiate security function (optional)

Identify VLR number and LAI from RAI.

Formulate and send Update Location req.ind. to New MSC/VLR



Update Location req.ind. ( New SGSN -> New MSC/VLR) is used to request to update the location area information of the mobile terminal.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID (IMSI)��M��SGSN address��M��Location update type��M��Target LAI��M��Previous LAI��O��SGSN number��O��TMSI��O��

Receive and analyze Update Location req.ind.

Store SGSN number.

Check whether MSC has been changed and recognize the necessity of HLR updating.

If necessary, retrieve authentication parameter from old serving MSC/VLR.

Formulate and send Send Identification req.ind. to Old MSC/VLR. (optional)



Send Identification req.ind. ( New MSC/VLR -> Old MSC/VLR) is used to retrieve the authentication information for circuit switched service from the previous MSC/VLR.

Item�Relationship�Mandatory/Optional��Relationship ID��M��TMSI��M��

Receive and analyze Send Identification req.ind.

Identify user ID.

Retrieve Authentication Set.

Formulate and send Send Identification resp.conf.



Send Identification resp.conf. ( Old MSC/VLR -> New MSC/VLR) is used to notify the new MSC/VLR of the requested information.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMSI��O��Authentication Set��O��User error��O��

Receive and analyze Send Identification resp.conf.

Store Authentication Set.

Formulate and send Update Location req.ind. to HLR, if MSC/VLR has been changed.



Update Location req.ind. ( New MSC/VLR -> HLR) is used to update the location area information of the mobile terminal.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID (IMSI)��M��VLR number��M��MSC address��M��LMSI��O��

Receive and react Update Location req.ind.

Identify new MSC/VLR.

Recognize the necessity of user profile removal from previous MSC/VLR.

Identify and MSC/VLR

Formulate and send Cancel Location req.ind.



Cancel Location req.ind. (HLR -> Old MSC/VLR) is used to remove the user profile from the previous MSC/VLR.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID (IMSI)��M��Cancel type��O��LMSI��O��

Receive and react to Cancel Location req.ind.

Check cancel type and recognize the necessity of cancellation of user data.

Identify and cancel requested user data.

Formulate and send Cancel Location resp.conf.



Cancel Location resp.conf. (Old MSC/VLR -> HLR) is used to confirm the completion of the removal of the user profile.

Item�Relationship�Mandatory/Optional��Relationship ID��M��User error��O��

Receive and react to Cancel Location resp.conf.

Confirm user profile cancellation.

Formulate and send Insert Subscriber Data req.ind.



Insert Subscriber Data req.ind. (HLR -> New MSC/VLR) is used to store the user profile in the new MSC/VLR.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID (IMSI)��M��User Profile��M��

Receive and react Insert Subscriber Data req.ind.

Identify user id.

Store subscriber data.

Formulate and send Insert Subscriber Data resp.conf.



Insert Subscriber Data resp.conf. (New MSC/VLR -> HLR) is used to confirm the completion of the copy of user profile into new MSC/VLR.

Item�Relationship�Mandatory/Optional��Relationship ID��M��SS-Code List��O��Regional Subscription Response��O��Supported CAMEL Phases��O��User error��O��

Receive and react Insert Subscriber Data resp.conf.

Confirm insertion of subscriber data.

Confirm location updating

Formulate and send Update Location resp.conf.



Update Location resp.conf. (HLR -> New MSC/VLR) is used to confirm the completion of updating location area information in the HLR.

Item�Relationship�Mandatory/Optional��Relationship ID��M��HLR number��O��User error��O��

Receive and react Update Location resp.conf.

Confirm completion of location updating.

Assign new TMSI, if update type is combined.

Formulate and send Update Location resp.conf.



Update Location resp.conf. ( New MSC/VLR ->New SGSN) is used to confirm the completion of updating location area information in the HLR.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID��M��new LAI��M��TMSI��O��User error��O��

Receive and react Update Location resp.conf.

Confirm completion of location updating.

Assign new P-TMSI and P-TMSI Signature.

Formulate and send Update Location resp.conf.



Routing Area Update resp.conf. (New SGSN -> MT) is used to confirm the completion of updating routing area information.

Item�Relationship�Mandatory/Optional��P-TMSI��M��P-TMSI Signature��M��TMSI��O��

Routing Area Update Complete req.ind. (MT ->New SGSN) is used to notify new SGSN of acknowledging new temporary identity.

Item�Relationship�Mandatory/Optional��P-TMSI��M��TMSI��O��

Receive and react Routing Area Update resp.conf.

Confirm completion of temporary identification assignment.

Modify temporary ID entry with new ID

Formulate and send TMSI Reallocation Complete resp.conf.



TMSI Reallocation Complete req.ind. (New SGSN -> New MSC/VLR) is used to notify new MSC/VLR of acknowledging new temporary identity.

Item�Relationship�Mandatory/Optional��IMT-2000 user ID��M��

Receive and react TMSI Reallocation Complete req.ind.

Confirm completion of TMSI assignment.

Modify TMSI entry with new TMSI.



�7.1.30.4	Combined Inter-SGSN RA/LA Update

There are two alternative for combined inter-SGSN RA/LA update procedure.  One is for combined MM network, the other is for separate MM network.

7.1.30.4.1	Alternative1: Combined MM for CS and PS

This feature is used by the terminal in order to update both RA and LA simultaneously.  It is evolved from existing GPRS procedure for network efficiency in the network where MSC, VLR and SGSN are integrated into one physical node.  It means the half of the signaling between HLR and MSC/VLR/SGSN.  In the roaming case, the agreement of operators may be needed to avoid any impacts to the network that does not support this procedure.





7.1.30.4.1.1	Information diagram
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7.1.30.4.1.2	Information flow description and Actions

Routing Area Update req.ind. (MT -> New SGSN) is used to request to update Routing Area information.

Item�Relationship�Mandatory/Optional��Location Updating type��M��Ciphering key sequence number��M��Previous RAI��M��Mobile Terminal classmark��O��Previous P-TMSI Signature��M��Serving Cell ID��M��TMSI��O��

Receive and analyze Routing Area Update req.ind.

Confirm which location update type is indicated.

Identify new RAI from serving cell id.

Formulate and send SGSN Context Request req.ind. to old SGSN, if SGSN has been changed.



SGSN Context Request req.ind. (New SGSN -> Old SGSN) is used to retrieve SGSN context from previous SGSN.

Item�Relationship�Mandatory/Optional��Relationship ID��M��Previous RAI��M��Previous P-TMSI Signature��M��MS Validiated��O��

Receive and analyze SGSN Context Request req.ind.

Validate old P-TMSI Signature

Formulate and send SGSN Context Request resp.conf. to New SGSN.



SGSN Context Request resp.conf. (Old SGSN -> New SGSN) is used to send the requested information to the new SGSN.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID(IMSI)��O��MM Context��O��PDP Context��O��Receive State Variable��O��LLC ack.����

Receive and analyze SGSN Context Request resp.conf.

Initiate security function (optional)

Formulate and send SGSN Context Acknowledge req.ind. to Old SGSN.



SGSN Context Acknowledge req.ind. (New SGSN -> Old SGSN) is used to notify old SGSN of acknowledging SGSN context and preparing to receive user data.

Item�Relationship�Mandatory/Optional��Relationship ID��M��

Receive and react SGSN Context Acknowledge req.ind.

Formulate and send Update PDP Context req.ind. to GGSN.



Update PDP Context req.ind. ( New SGSN -> GGSN) is used to request to update the PDP context in the GGSN.

Item�Relationship�Mandatory/Optional��Relationship ID��M��New SGSN address��O��TID��O��QoS Profile��O��

Receive and analyze Update PDP Context req.ind.

Update PDP context.

Formulate and send Update PDP Context resp.conf.



Update PDP Context resp.conf. (GGSN -> New SGSN) is used to confirm the completion of updating PDP context in GGSN.

Item�Relationship�Mandatory/Optional��Relationship ID��M��TID��O��Cause��O��Path protocol��O��

Receive and analyze Update PDP Context resp.conf.

Identify VLR number and LAI from RAI.

Recognize the change of MSC/VLR with previous RAI.

(If MSC/VLR has not been changed, Routing Area update procedure is applied.)

Formulate and send Update Location req.ind. to New MSC/VLR, if location update type is combined.



Update Location req.ind. ( New SGSN -> New MSC/VLR) is used to update location area information.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID (IMSI)��M��SGSN address��M��Location update type��M��Target LAI��M��Previous LAI��O��SGSN number��O��TMSI��O��

Receive and analyze Update Location req.ind.

Store SGSN number.

Check whether MSC has been changed and recognize the necessity of HLR updating.

If necessary, retrieve authentication parameter from old serving MSC/VLR.

Formulate and send Send Identification req.ind. to Old MSC/VLR. (optional)



Send Identification req.ind. ( New MSC/VLR -> Old MSC/VLR) is optionally used to request the authentication information for circuit switched service.

Item�Relationship�Mandatory/Optional��Relationship ID��M��TMSI��M��

Receive and analyze Send Identification req.ind.

Identify user ID.

Retrieve Authentication Set.

Formulate and send Send Identification resp.conf.



Send Identification resp.conf. ( Old MSC/VLR -> New MSC/VLR) is used to send the requested information.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMSI��O��Authentication Set��O��User error��O��

Receive and analyze Send Identification resp.conf.

Store Authentication Set.

Formulate and send Combined Update Location req.ind. to HLR, if MSC/VLR has been changed.



Combined Update Location req.ind. ( New MSC/VLR -> HLR) is used to request to update the location area information for circuit switched and packet switched in HLR.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID (IMSI)��M��VLR number��O��MSC address��O��SGSN number��O��SGSN address��O��LMSI��O��

Receive and react Combined Update Location req.ind.

Identify new SGSN and MSC/VLR.

Recognize the necessity of user profile removal from previous SGSN and MSC/VLR.

Identify previous SGSN and MSC/VLR

Formulate and send Cancel Location req.ind.



Cancel Location req.ind. (HLR -> Old MSC/VLR) is used to remove the user profile in the previous MSC/VLR.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID (IMSI)��M��Cancel type��O��LMSI��O��

Receive and react to Cancel Location req.ind.

Check Cancel type and recognize the necessity of cancellation of user data.

Identify and cancel requested user data.

Formulate and send Cancel Location req.ind. to old SGSN. ( if cancel type indicates combined procedure. )



Cancel Location req.ind. (Old MSC/VLR -> Old SGSN) is used to request to remove the user profile in the previous SGSN.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID (IMSI)��M��

Receive and react Cancel Location req.ind.

Identify and cancel requested user data.

Formulate and send Cancel Location resp.conf.



Cancel Location resp.conf. (Old SGSN -> Old MSC/VLR) is used to confirm the completion of the removal of the user profile.

Item�Relationship�Mandatory/Optional��Relationship ID��M��User error��O��

Receive and react Cancel Location resp.conf. 

Formulate and send Cancel Location resp.conf.



Cancel Location resp.conf. (Old MSC/VLR -> HLR) is used to confirm the completion of the removal of the user profile in the previous MSC/VLR.

Item�Relationship�Mandatory/Optional��Relationship ID��M��User error��O��

Receive and react to Cancel Location resp.conf.

Confirm user profile cancellation.

Formulate and send Insert Subscriber Data req.ind.



Insert Subscriber Data req.ind. (HLR -> New MSC/VLR) is used to store the user profile of the mobile terminal.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID (IMSI)��M��User Profile��M��

Receive and react Insert Subscriber Data req.ind.

Identify user id.

Store subscriber data.

If User Profile for PS is included, formulate and send Subscriber Data Copy req.ind.



Subscriber Data Copy req.ind. (New MSC/VLR -> New SGSN) is used to store the user profile of the mobile terminal.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID��M��User Profile��M��

Receive and react Insert Subscriber Data req.ind.

Identify user id.

Store subscriber data.

Formulate and send Subscriber Data Copy resp.conf.



Subscriber Data Copy resp.conf. (New SGSN -> New MSC/VLR) is used to confirm the completion of the storage of the user profile.

Item�Relationship�Mandatory/Optional��Relationship ID��M��Regional Subscription Response��O��Supported CAMEL Phases��O��User error��O��

Receive and react Insert Subscriber Data resp.conf.

Formulate and send Insert Subscriber Data resp.conf.



Insert Subscriber Data resp.conf. (New MSC/VLR -> HLR) is used to confirm the completion of the storage of the user profile.

Item�Relationship�Mandatory/Optional��Relationship ID��M��SS-Code List��O��Regional Subscription Response��O��Supported CAMEL Phases��O��Regional Subscription Response from SGSN��O��Supported CAMEL Phases from SGSN��O��User error��O��

Receive and react Insert Subscriber Data resp.conf.

Confirm insertion of subscriber data.

Confirm location updating

Formulate and send Combined Update Location resp.conf.



Combined Update Location resp.conf. (HLR -> New MSC/VLR) is used to confirm the completion of updating location area information in HLR.

Item�Relationship�Mandatory/Optional��Relationship ID��M��HLR number��O��User error��O��

Receive and react Combined Update Location resp.conf.

Confirm completion of location updating.

Assign new TMSI, if update type is combined.

Formulate and send Update Location resp.conf.



Update Location resp.conf. ( New MSC/VLR ->New SGSN) is used to confirm the completion of updating location area information.

Item�Relationship�Mandatory/Optional��Relationship ID��M��IMT-2000 user ID��M��new LAI��M��TMSI��O��User error��O��

Receive and react Update Location resp.conf.

Confirm completion of location updating.

Assign new P-TMSI and P-TMSI Signature.

Formulate and send Update Location resp.conf.



Routing Area Update resp.conf. (New SGSN -> MT) is used to confirm the completion of updating location area information.

Item�Relationship�Mandatory/Optional��P-TMSI��M��P-TMSI Signature��M��TMSI��O��

Routing Area Update Complete req.ind. (MT ->New SGSN) is used to acknowledge the change of temporary user identity.

Item�Relationship�Mandatory/Optional��P-TMSI��M��TMSI��O��

Receive and react Routing Area Update resp.conf.

Confirm completion of temporary identification assignment.

Modify temporary ID entry with new ID

Formulate and send TMSI Reallocation Complete resp.conf.



TMSI Reallocation Complete req.ind. (New SGSN -> New MSC/VLR) is used to confirm the completion of the reallocation of the temporary user identity.

Item�Relationship�Mandatory/Optional��IMT-2000 user ID��M��

Receive and react TMSI Reallocation Complete req.ind.

Confirm completion of TMSI assignment.

Modify TMSI entry with new TMSI.

�7.1.30.4.2	Alternative2: Separate MM for CS and PS
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Information Flow Descriptions



Routing Area Update Request – req.ind. IF



Routing Area Update Accept – resp.conf. IF



This information flow is used by the MCF (Mobile Station) to indicate towards the SGSN node that the mobile has been moved into a new routing area. The SGSN will respond back to the mobile upon successful handling of the routing area information update.



Information Elements�Req.Ind.�Resp.Conf.��Update type�M���GPRS ciphering key sequence number�M���Force to standby�M�M��CS connected�M���Old routing area identification�M���Ciphering Key Sequence Number�C���Target Location Area Id�C���Serving Cell Id�C���Old location area identification�O���MS Radio Access capability�O���Old P-TMSI signature�O���Old TMSI�O���Requested READY timer value�O���Requested STANDBY timer value�O���MS classmark�O���Update result��M��Periodic RA update timer��M��P-TMSI signature��O��P-TMSI��O��TMSI��O��Routing area identification��O��List of LLC V(R)s��O��Negotiated READY timer value��O��Negotiated STANDBY timer value��O��





Routing Area Update Complete – req.ind. IF



This information flow is used by the MCF (Mobile Station) to notify towards the SGSN node that the mobile has successful handled the P-TMSI  and TMSI re-allocation.



Information Elements�Req.Ind.���Force to standby�M���List of LLC V(R)s�O���



SGSN Context Request – req.ind. IF



SGSN Context Response – resp.conf. IF



This information flow is used by the new SGSN node towards the old SGSN to retreive the MM and PDP context of the Mobile Station (MS). The mobile subscriber is identified by the old RAI and the P-TMSI which were allocated by the old SGSN. The old SGSN will respond with the requested information..



Information Elements�Req.Ind.�Resp.Conf.��Routeing Area Identity (RAI)�M���Temporary Logical Link Identifier (TLLI)�M���P-TMSI Signature�O���MS Validated�O���Flow Label Signalling�M�O��Private Extension�O�O��Cause��M��IMSI��O��Receive State Variable��O��MM Context��O��PDP Context��O��



SGSN Context Acknowledge – req.ind. IF



This information flow is used by the new SGSN node towards the old SGSN to indicate that the PDP context of the Mobile Station (MS) has been handled successfully. The old SGSN can forward the packets for the indicated Mobile Subscriber towards the new SGSN. 



Information Elements�Req.Ind.�Resp.Conf.��Cause�M���SGSN Address for user traffic�O���Flow Label Data II�O���Private Extension�O���



Update PDP Context Request – req.ind. IF



Update PDP Context Response – resp.conf. IF



This information flow is used by the SGSN towards the GGSN to change the path or QOS of the packet service within the mobile network. The GGSN will confirm the successful handling of the PDP update request.





Information Elements�Req.Ind.�Resp.Conf.��Quality of Service Profile�M���SGSN Address for signalling �M���SGSN Address for user traffic�M���Cause��M��Quality of Service Profile��O��GGSN Address for signalling��O��GGSN Address for user traffic��O��Flow Label Data I�M�O��Flow Label Signalling�M�O��Private Extension�O�O��



Update Location for GPRS – req.ind. IF



Update Location for GPRS ack – resp.conf. IF



This information flow is used by the SGSN towards the HLR to update the location information that is stored within the HLR. This information flow is used only in association with packet switched services. The HLR will send a confirmation that the location information has been updated successfully within the HLR.



Information Elements�Req.Ind.�Resp.Conf.��Relationship ID�M�M��IMSI�M���SGSN number�M���SGSN address�M���HLR number��O��



Cancel Location – req.ind. IF



Cancel Location ack – resp.conf. IF



This information flow is used by the HLR to release the subscriber information from the VLR since the subscription has been cancelled or the mobile subscriber has been moved towards an area outside the coverage from the SGSN or VLR.



Information Elements�Req.Ind.�Resp.Conf.��Relationship ID�M�M��IMSI�M���LMSI�M���



Insert Subscriber Data – req.ind. IF



Insert Subscriber Data ack – resp.conf. IF



This information flow is used by the HLR to provide the VLR or SGSN with the relevant information of the mobile subscriber when the mobile subscriber has been newly entered the SGSN or VLR area or when the subscriber has changed its subscription.



Information Elements�Req.Ind.�Resp.Conf.��Relationship ID�M�M��IMSI�O���MSISDN�O���Category�O���Subscriber Status�O���Bearer Service List�O�O��Tele Service List�O�O��Forwarding Information List�O���Call Baring information List�O���CUG information List�O���SS-Data List�O���eMLPP Subscription Data�O���Operator Determined Barring – General Data�O�O��Operator Determined Barring – HPLMN Data�O���Roaming Restrictions due to unsupported feature�O���Regional Subscription data�O���VLR CAMEL Subscription Info�O���Voice Broadcast Data�O���Voice Group Call Data�O���GPRS Subscription Data�O���Roaming Restrictions in SGSN due to unsupported features�O���North American Equal Access preferred Carrier ID�O���SS-Code List��O��Regional Subscription Response��O��Supported CAMEL Phase��O��



Send Identity – req.ind. IF



Send Identity Response – resp.conf. IF



This information flow is used by the new VLR towards the new VLR to request the user’s identity and relevant authentication information. The old VLR will send a response containing the user’s identity and authentication information.



Information Elements�Req.Ind.�Resp.Conf.��Relationship ID�M�M��TMSI�M���IMSI��O��Authentication information��O��

Update Location – req.ind. IF



Update Location ack - resp.conf. IF



This information flow is used by the VLR towards the HLR to update the location information that is stored within the HLR. This information flow is used only in association with packet switched services. The HLR will send a confirmation that the location information has been updated successfully within the HLR.



Information Elements�Req.Ind.�Resp.Conf.��Relationship ID�M�M��IMSI�M���MSC Address�M���VLR number�M���LMSI�O���HLR Number��O����Appendix A  Data elements in UIM (User Identification Module)



A.1 General



	This appendix shows data elements in UIM (User Identification Module) regarding Information flows for 3G system and their usages to ease readers understanding of information flows and information elements in Information flows for 3G system.



A.2 Data elements in UIM

TABLE C.1 shows data elements in UIM. Each data elements are put in UIM as individual "Elementary File", and grouped by appropriate “Dedicated File”(see FIGURE C.1).



TABLE A.1 Data elements in UIM regarding information flows for 3G system



�Data elements�Usage�Read/

Write�IMT-2000 user case��1.�Authentication algorithm�Algorithm for User authentication�(Inaccessible)�M��2.�Ciphering key generation algorithm�Algorithm for Ciphering key generation �(Inaccessible)�M��3.�IMUI�Identity of a IMT-2000 user�R�M��4.�Ku�Secret key for User authentication�(Inaccessible)�M��5.�Ku’�Secret key for Ciphering key generation�(Inaccessible)�M��6.�LAI�Location Area Identity is stored / updated after Terminal location registration / updating is completed and is compared with current broadcasted one if a location update procedure needs to be executed

LAI is also assigned / updated together with TMUI after Terminal location registration / updating is completed and is formulated into Terminal location registration / updating message to identify VLR which assigned the TMUI�R/W�M��7.�TMUI�TMUI is assigned / updated after User authentication is completed and is formulated into UNI messages instead of IMUI to keep confidentiality and data length reduction of IMUI over radio interface. And TMUI is compared with TMUI in PAGING message to distinguish if it is paged�R/W�M��8.�TMUI expiration timer�TMUI expiration timer is assigned/updated, when appropriate, together with TMUI in order to provide enhanced user confidentiality�R/W�O��9.�Bearer capability�Designated bearer capability for a call is stored and is formulated into SETUP message�R/W�O��10.�QOS parameter�Designated QOS parameter for a call is stored and is formulated into SETUP message�R/W�O��11.�Transit network selection�Designated Transit network selection for a call is stored and is formulated into SETUP message�R/W�O��12.�Service ID�Designated Service ID for a User registration is stored and is formulated into User Registration Request message�R/W�-��13.�A-key�User/Home Service Provider Secret�Inaccessible�See

Note 1��14.�SSD�User/Authenticating Network Secret�Inaccessible�See

Note 1��15.�Authentication

Algorithm for “A-key” based technique�Algorithm for User Authentication�Inaccessible�See

Note 1��16.�Ciphering key

Generation Algorithm for “A-key” based technique�Algorithm for Ciphering key Generation�Inaccessible�See

Note 1��17.�Call History 

Count

(CHCNT)�"Clone" detection Parameter�R/W�See

Note 2��18.�PIN�Personal Identification Number�Inaccessible�M��19.�VHE related service data or service logic�The support of the VHE van be realised by exchange of service related data or service logic from the home network to the UIM. The software is then executed on the IC-Card.�R/W�O��M: Mandatory, O: Optional, -: Don’t care



Note 1:  Necessary for the support of some security signalling protocols that utilize the “global challenge” authentication technique.



Note 2:  Necessary for support of “clone detection.”  May be used with either “unique challenge” based authentication and ciphering key generation protocols or “global challenge” based authentication and ciphering key generation protocols.



�Master File (MF): The unique mandatory file containing access conditions and optionally DFs and/or EFs.

Dedicated File (DF): A file containing access conditions and, optionally, Elementary Files (EFs) or other Dedicated Files (DFs).

Elementary File (EF): A file containing access conditions and data and no other files.

FIGUREC.1.File Structure of UIM



� In case of Mobile outgoing call,Previous LAI is not to be included in PROCESS REQ

� This FEA could be merged with the existing FEA 19c01 “Remove user profile”. However, this means that the description of FEA 19c01 has to be slightly modified.

* Not visible in the information flow diagram. This procedure of the User Profile Copy feature is described in Annex A.2
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