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Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TS 21.905 [1], 3GPP TS 22.141 [2] and the following apply:

Conferencing AS: an Application Server that supports functionality specific to a SIP conference focus

The following terms and definitions given in 3GPP TS 23.228 [2] apply (unless otherwise specified):

Public Service Identity

Three-way session

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclauses 4.3.3.1 and 4.6 apply:

IP-Connectivity Access Network (IP-CAN)

The following terms and definitions given in draft-ietf-sipping-conferencing-framework [8] apply (unless otherwise specified):

Conference

Conference-Aware Participant

Conference notification service

Conference Policy

Conference Policy Control Protocol

Conference Policy Server (CPS)

Conference-Unaware Participant

Conference URI

Focus

Media Policy

Media policy server

Membership Policy

Mixer

Participant

Tightly Coupled Conference

The following terms and definitions given in draft-ietf-sipping-cc-conferencing [9] apply (unless otherwise specified):

Conference Factory URI

For the purposes of the present document, the following terms and definitions given in draft-ietf-sip-callee-caps [19] apply:

Feature parameter

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.002 [2] subclauses 4.1.1.1 and 4a.7 apply:

Call Session Control Function (CSCF)

Home Subscriber Server (HSS)

Media Gateway Control Function (MGCF)

Multimedia Resource Function Controller (MRFC)

Multimedia Resource Function Processor (MRFP)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.218 [5] subclause 3.1 apply:

Filter criteria

Initial filter criteria

Initial request

Subsequent request

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclauses 4.3.3.1 and 4.6 apply:

Interrogating-CSCF (I-CSCF)

Policy Decision Function (PDF)

Proxy-CSCF (P-CSCF)

Public user identity

Serving-CSCF (S-CSCF)

For the purposes of the present document, the following terms and definitions given in 3GPP TR 21.905 [1] apply:

User Equipment (UE)

For the purposes of the present document, the following terms and definitions given in draft-ietf-xcon-cpcp-xcap [23] apply:

Dial-Out List (DL)
Refer List (RL)
Privileged User
For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.141 [24] subclause 3.1 apply:

Authentication Proxy 

For the purposes of the present document, the following terms and definitions given in draft-ietf-xcon-bfcp [28] apply:

Floor

Floor chair

Floor control server

Editor's note: A definition of floor participant needs to be defined for the procedures on floor control, but this needs to be resolved first in draft-ietf-xcon-bfcp, which currently uses the term client, which differs from the IETF requirements draft.

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:


AMR
Adaptive Multi-Rate

AS
Application Server

BFCP
Binary Floor Control Protocol

CN
Core Network

CPCP
Conference Policy Control Protocol

CPS

Conference Policy Server

CSCF
Call Session Control Function

DL
Dial-Out List

FQDN
Fully Qualified Domain Name

HSS
Home Subscriber Server

HTTP
HyperText Transfer Protocol

I-CSCF
Interrogating CSCF

IM
IP Multimedia

IMS
IP Multimedia CN subsystem

IP
Internet Protocol

IP-CAN
IP-Connectivity Access Network

MGCF
Media Gateway Control Function

MRFC
Multimedia Resource Function Controller

MRFP
Multimedia Resource Function Processor

PCL
Privilege Control List

P-CSCF
Proxy CSCF

PSI
Public Service Identity

RL
Refer List

S-CSCF
Serving CSCF 

SDP
Session Description Protocol

SDP
Session Description Protocol

SIP
Session Initiation Protocol

TLS
Transport Layer Security

UE
User Equipment

XCAP
Extensible Markup Language (XML) Configuration Access Protocol

XML
eXtensible Markup Language

------------ SECOND CHANGE: Conferencing Overview ------

4
Conferencing overview

The basic services for the IP Multimedia core network Subsystem (IMS), as defined in 3GPP TS 24.229 [5], allow a user to initiate, modify and terminate media sessions based on the Session Initiation Protocol, as defined in RFC 3261 [7]. Although these basic mechanisms already allow multi party calls, more sophisticated services for communication between multiple parties can be made available by the network.

The conferencing service provides the means for a user to create, manage, terminate, join and leave conferences. It also provides the network with the ability to give information about these conferences to the involved parties.

The network operator or the user may apply membership and media policies to a conference by using a conference policy control protocol.

Conferencing applies to any kind of media stream by which users may want to communicate, this includes e.g. audio and video media streams as well as instant message based conferences or gaming. Floor control, as part of the conferencing service offers control of shared conference resources at the MRFP, using BFCP.

The framework for SIP conferences is specified in draft-ietf-sipping-conferencing-framework [8].

The architecture for the 3GPP conference service is specified in 3GPP TS 23.228 [6] and 3GPP TS 23.218 [3].

The present document specifies the usage of SIP, SDP, CPCP and BFCP to realize 3GPP conference service based on the protocols specified by the IETF defined conference service as per RFCs and Internet Drafts listed in clause 2. However, since the IETF conference service has various scenarios and features as described in draft‑ietf‑sipping‑conferencing-framework [8], 3GPP conference service is a subset of the above IETF defined conference service. 3GPP conference service has the following characteristics as shown below:

-
loosely coupled conferencing is outside the scope of this release;

-
the focus, conference policy server  and media policy server are collocated in a AS/MRFC in this release; and

-
the mixer and floor control server are located in the MRFP.

The conference policy consists of several conference policy data elements, which are defined by an Extensible Markup Language (XML) Schema. CPCP is used to manipulate the conference policy. There also exists an XML Schema that enumerates the conference policy meta data that enables the conference creator to assign certain privileges to users. The XML Configuration Access Protocol (XCAP) application usages that are used to store and manipulate the conference policy and the conference policy privileges are definded in draft-ietf-xcon-cpcp-xcap [30]. The XML Configuration Access Protocol (XCAP), which is defined in draft-ietf-simple-xcap [22], is transported via the Hypertext Transfer Protocol (HTTP), which is defined in RFC 2616 [21]. 
------------ THIRD CHANGE: SIP Chapter, Participant Role --------

5.3.1
Conference Participant

5.3.1.1
General

In addition to the procedures specified in subclause 5.3.1, the conference participant shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the conference participant is implemented.

5.3.1.2
Tightly coupled conferences

The conference participant shall be able to act as a subscriber to the conferencing event package, as described in draft-ietf-sipping-conference-package [11].

5.3.1.3
Conference creation

5.3.1.3.1
General

A conference can be created:

1)
by means of SIP, as described in subclause 5.3.1.3.2 or subclause 5.3.1.3.3; or

2)
by means of CPCP, as described in subclause 7.3.2, draft-ietf-xcon-cpcp [23] and draft-ietf-xcon-cpcp-xcap [30].

NOTE:
Additionally, creation of a conference can be provided by other means, e.g. via a Web-page.

The conference participant shall make use of the procedures for session establishment as described in subclauses 5.1.2A and 5.1.3 of 3GPP TS 24.229 [5] when creating conferences by means of SIP.

5.3.1.3.2
Conference creation with a conference factory URI

Upon a request to create a conference with a conference factory URI, the conference participant shall:

1)
generate an initial INVITE request in accordance with subclause 5.1.3.1 of 3GPP TS 24.229 [5]; and

2)
set the request URI of the INVITE request to the conference factory URI.

On receiving a 200 (OK) response to the INVITE request with the "isfocus" feature parameter indicated in Contact header, the conference participant shall store the content of the received Contact header as the conference URI. In addition to this, the conference participant may subscribe to the conference event package as described in draft-ietf-sipping-conference-package [11] by using the stored conference URI.

NOTE 1:
A conference participant can decide not to subscribe to the conference event package for conferences with a large number of attendees, due to, e.g. the signalling traffic caused by the notifications about users joining or leaving the conference.

NOTE 2:
A conference can also be created with a conference URI. The procedures for this case at the conference participant are identical to those for joining a conference, as described in subclause 5.3.1.4.1. It is not assumed that the conference participant is aware that the conference gets created in this case.

NOTE 3:
Discovery mechanisms for the conference factory URI are outside the scope of the present document.

5.3.1.3.3
Three-way session creation

When a conference participant is participating in two or more SIP sessions and wants to join together two or more of these active sessions to a so-called three-way session, the conference participant shall perform the following steps.

1)
create a conference at the conference focus by sending an INVITE request with the conference factory URI for the three-way session towards the conference focus, as described in subclause 5.3.1.3.2;

2)
decide and perform for each of the active sessions, that are requested to be joined to the three-way session, how the remote user shall be invited to the three-way session, which can either be:

a)
by performing the procedures for inviting a user to a conference by sending an REFER request to the user, as described in subclause 5.3.1.5.2; or

b)
by performing the procedures for inviting a user to a conference by sending a REFER request to the conference focus, as described in subclause 5.3.1.5.3;

3)
release the active session with a user, by applying the procedures for session release in accordance with RFC 3261 [7], after a NOTIFY request has been received from that user, indicating that the user has successfully joined the three-way session, i.e. including: 

a)
a body of content-type "message/sipfrag" that indicates a "200 OK" response; and,

b)
a Subscription-State header set to the value "terminated"; and,

4)
treat the created three-way session as a normal conference, i.e. the conference participant shall apply the applicable procedures of subclause 5.3.1 for it.

5.3.1.4
Joining a conference

5.3.1.4.1
User joining a conference by using a conference URI

Upon generating an initial INVITE request to join a conference for which the conference URI is known to the conference participant, the conference participant shall:

1)
set the request URI of the INVITE request to the conference URI; and

2)
send the INVITE request towards the conferencing AS that is hosting the conference.

NOTE 1:
The initial INVITE request is generated in accordance with 3GPP TS 24.229 [5].

NOTE 2:
The mechanisms by which the conference participant / user gets aware of the conference URI are outside the scope of the present document.

On receiving a 200 (OK) response to the INVITE request with the "isfocus" feature parameter indicated in Contact header, the conference participant shall store the contents of the received Contact header as the conference URI. In addition to that the conference participant may subscribe to the conference event package as described in draft‑ietf‑sipping-conference-package [11] by using the stored conference URI.

NOTE 3:
A conference participant can decide not to subscribe to the conference event package for conferences with a large number of attendees, due to the signalling traffic caused by the notifications about e.g. users joining or leaving the conference.

5.3.1.4.2
User joining a conference after receipt of a REFER request

Upon receipt of a REFER request that includes a Refer-To header which includes the "method" uri parameter set to INVITE, the conference participant shall:

1)
handle the REFER request in accordance with RFC 3515 [17];

2)
perform the actions as described in subclause 5.3.1.4.1 for a user joining a conference; and

3)
if the received REFER request included a Referred-By header, include the Referred-By header in accordance with draft-ieft-sip-referredby [20] in the INVITE request that is sent for joining the conference.

5.3.1.5
Inviting other users to a conference

5.3.1.5.1
General

Upon inviting another user to a conference, the conference participant has to decide which of the following procedures has to be applied:

1)
inviting an user to a conference by sending a REFER request to the user directly, as described in subclause 5.3.1.5.2;

2)
inviting a user to a conference by sending a REFER request to the conference focus, as described in subclause 5.3.1.5.3;

3)
inviting a user to a conference by adding a new element to the dial-out list (DL) of the conference policy, as described in draft-ietf-xcon-cpcp [23] and draft-ietf-xcon-cpcp-xcap [30]; or

4)
inviting a user to a conference by adding a new element to the refer list (RL) of the conference policy, as described in draft-ietf-xcon-cpcp [23] and draft-ietf-xcon-cpcp-xcap [30].

It is out of the scope of the present document, how the UE decides which of the above procedures shall be applied.

5.3.1.5.2
User invites other user to a conference by sending a REFER request to the other user

Upon generating a REFER request that is destined to a user in order to invite that user to a specific conference, the conference participant shall:

1)
set the request URI of the REFER request to the address of the user who is invited to the conference;

2)
set the Refer-To header of the REFER request to the conference URI of the conference that the other user shall be invited to, including the "method" parameter set to "INVITE"; and

NOTE:
Other headers of the REFER request will be set in accordance with 3GPP TS 24.229 [5].

3)
send the REFER request towards the user who is invited to the conference.

The UE may additionally include the Referred-By header to the REFER request and set it to the URI of the conference participant that is sending the REFER request.

Afterwards the UE shall treat incoming NOTIFY requests that are related to the previously sent REFER request in accordance with RFC 3515 [17] and may indicate the received information to the user.

5.3.1.5.3
User invites other user to a conference by sending a REFER request to the conference focus

Upon generating a REFER request that is destined to the conference focus in order to invite another user to a specific conference, the conference participant shall:

1)
set the request URI of the REFER request to the conference URI to which the user is invited to;

2)
set the Refer-To header of the REFER request to the SIP URI or tel URL of the user who is invited to the conference;

3)
include the "method" parameter with the value "INVITE" in the Refer-To header; and

NOTE:
Other headers of the REFER request will be set in accordance with 3GPP TS 24.229 [5].

4)
send the REFER request towards the conference focus that is hosting the conference.

The UE may additionally include the Referred-By header to the REFER request and set it to the URI of the conference participant that is sending the REFER request.

Afterwards the UE shall treat incoming NOTIFY requests that are related to the previously sent REFER request in accordance with RFC 3515 [17].

5.3.1.6
Leaving a conference

5.3.1.6.1
Conference participant leaving a conference

When leaving a conference, the conference participant shall:

1)
generate a BYE request on the dialog that was established when joining or creating the conference, in accordance to the procedures described in 3GPP TS 24.229 [5] and RFC 3261 [7];

2)
if the conference participant is subscribed to the conference state event information of that conference, the conference participant shall not renew this subscription and let the related subscription timer expire. When a related NOTIFY request is received which does not include a Subscription-State header set to the value "terminated", the conference participant shall:

a)
wait for an implementation dependant time, if a related NOTIFY request with the Subscription-State header set to the value "terminated" is received; and

b)
afterwards, if no such NOTIFY request is received, unsubscribe from the conference state event information by performing the procedures as described in RFC 3265 [10] and draft-ietf-sipping-conference-package [11].

NOTE 1:
A conference participant leaving a conference will cause the conference notification service to send a NOTIFY request with updated conference state information to all conference participants, including the participant who just left. Therefore the time between sending the BYE request and receiving the next NOTIFY request is very short. The conference participant does not immediately unsubscribe from the conference event package in order to not cause unnecessary traffic on the air interface.

NOTE 2:
After the conference participant leaves the conference it can receive NOTIFY requests that cross the BYE request sent by the conference participant. In this case, the NOTIFY request will not include a Subscription-State header with the value "terminated", as it was issued before the conference focus / conference notification service got aware of the conference participant leaving the conference. Due to this another NOTIFY request may be received within a short period of time (see NOTE 1), that carries the Subscription-State header set to "terminated".

5.3.1.6.2
Conference focus removes conference participant from a conference

Upon receipt of a BYE request on the dialog that was established when joining or creating a conference, the conference participant shall:

1)
respond to the BYE request as described in 3GPP TS 24.229 [5] and RFC 3261 [7]; and

2)
if the conference participant is subscribed to the conference state event information of that conference, perform the actions for not renewing the subscription to the conference state event information as described for the conference participant leaving a conference in subclause 5.3.1.6.1.

5.3.1.6.3
Removing a conference participant from a conference

In order to remove a conference participant from a conference, the removing conference participant shall apply one of the following procedures:

1)
removing a conference participant from a conference by sending a REFER request to the conference focus, as described in this subclause; or

2)
removing a conference participant from a conference by establishing a conference policy authorization rule, as described in draft-ietf-xcon-cpcp [23] and draft-ietf-xcon-cpcp-xcap [30].

It is out of the scope of the present document, how the UE decides which of the above mentioned procedures shall be applied.

Upon generating a REFER request to remove a conference participant from a conference, the removing conference participant shall:

1)
set the request URI of the REFER request to the conference URI of the conference from which the conference participant shall be removed

2)
set the Refer-To header of the REFER request:
a)
to the address of the conference participant who should be removed from the conference, including the “method“ parameter set to “BYE“, if a single conference participant should be removed from the conference; or
b)
to “*@*" and the “method" parameter to “BYE“, if all conference participants shall be removed from the conference.
NOTE 1:
Other headers of the REFER request will be set in accordance with 3GPP TS 24.229 [5].

NOTE 2:
The removal of all conference participants from the conference will terminate the conference if the conference policy is set accordingly.

3)
send the REFER request towards the conference focus that is hosting the conference.
Afterwards the removing conference participant shall treat incoming NOTIFY requests that are related to the previously sent REFER request in accordance with RFC 3515 [17] and may indicate the received information to the user.

------------ FOURTH CHANGE: SIP Chapter, Focus Role --------

5.3.2
Conference Focus

5.3.2.1
General

In addition to the procedures specified in subclause 5.3.2, the conference focus shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the conference focus is implemented. When performing 3rd party call control the conference focus shall follow the procedures of subclause 5.7.5 of 3GPP TS 24.229 [5].

5.3.2.2
Generic procedures for all conference related methods at the conference focus

5.3.2.2.1
Conference focus originating case

The conference focus shall follow the procedures of 3GPP TS 24.229 [5] subclause 5.7.3 when acting as an originating UA.

5.3.2.2.2
Conference focus terminating case

Upon receipt of a conference related initial request the conference focus shall follow the procedures of 3GPP TS 24.229 [5] subclause 5.7.1.2 in relation to the contents of the P-Charging-Function-Addresses header and the P-Charging-Vector header.

When creating the first response for this initial request, the conference focus shall:

1)
include the P-Charging-Vector header including:

a)
the value of the icid parameter as received in the initial request;

b)
the value of the orig-ioi parameter as received in the initial request; and

c)
the term-ioi parameter, indicating the network of the conference focus; and

2)
include the P-Charging-Function-Addresses header as received in the initial request or, if the P-Charging-Function-Addresses header was not received in the initial request, indicate the values applicable for the conference in the P-Charging-Function-Addresses header.

When creating responses for an initial INVITE request, the conference focus shall additionally send the 200 (OK) response to the initial INVITE request only after the resource reservation has been completed.

5.3.2.3
Conference creation

5.3.2.3.1
Conference creation with a conference factory URI 

Upon receipt of an INVITE request that includes a conference factory URI in the request URI, the conference focus shall:

1)
check if the conference factory URI is allocated and reject the request in accordance with RFC 3261 [7] if it is not allocated. The following actions in this subclause shall only be performed if the conference factory URI is allocated;

NOTE:
The mechanism by which the conference focus gets aware whether a URI is a conference factory URI is out of the scope of the present document. One possibility would be that an operator uses a specific user part (e.g. conference-factory@home1.net) or host part (e.g. conference-factory.home1.net) for identification of conference factory URIs.

2)
verify the identity of the user as described in subclause 5.7.1.4 of 3GPP TS 24.229 [5] and authorize the request as described in subclause 5.7.1.5 of 3GPP TS 24.229 [5]. The following actions in this subclause shall only be performed if the request can be authorized;

3)
allocate a conference URI and may allocate a temporary conference URI; and

4)
if "preconditions" were indicated as required in the INVITE request, generate a first provisional response to the INVITE request, indicating the temporary conference URI in the Contact header if allocated, else the conference URI.

At the same time, resources will also be requested from the mixer.

If the conference focus generates any 1xx or 2xx response to the INVITE request, the conference focus shall include the "isfocus" feature parameter in accordance with the procedures of draft-ietf-sip-callee-caps [19].

Upon receipt of an indication from the mixer that conference resources have been through-connected, the conference focus shall generate a 200 (OK) response to the INVITE request, indicating the "isfocus" option tag as a parameter to the conference URI in the Contact header.

5.3.2.3.2
Conference creation with a conference URI 

Upon receipt of an INVITE request that includes a conference URI in the request URI and the conference has not been created yet, the conference focus shall:

1)
check if the conference URI is allocated reject the request in accordance with RFC 3261 [7] if it is not allocated. The following actions in this subclause shall only be performed if the conference factory URI is allocated; 

2)
verify the identity of the user as described in subclause 5.7.1.4 of 3GPP TS 24.229 [5] and authorize the request as described in subclause 5.7.1.5 of 3GPP TS 24.229 [5]. The following actions in this subclause shall only be performed if the request can be authorized; and

3)
if "preconditions" were indicated as required in the INVITE request, generate a first provisional response to the INVITE request, indicating the conference URI in the Contact header.

At the same time, resources will also be requested from the mixer. 

If the conference focus generates any 1xx or 2xx response to the INVITE request, the conference focus shall include the "isfocus" feature parameter in accordance with the procedures of draft-ietf-sip-callee-caps [19].

Upon receipt of an indication from the conference mixer that conference resources have been through-connected, the conference focus shall generate a 200 (OK) response to the INVITE request, indicating the conference URI in the Contact header.

5.3.2.4
User joining a conference

5.3.2.4.1
User joining a conference by using a conference URI

Upon receipt of an INVITE request that includes a conference URI in the request URI, the conference focus shall:

1)
check if the conference URI is allocated. If the conference URI is not allocated, the conference focus shall reject the request in accordance with RFC 3261 [7]. The following actions shall only be performed if the conference URI is allocated;

2)
verify the identity of the user as described in subclause 5.7.1.4 of 3GPP TS 24.229 [5] and authorize the request as described in subclause 5.7.1.5 of 3GPP TS 24.229 [5]. The following actions in this subclause shall only be performed if the request can be authorized; and

3)
generate a provisional response to the INVITE request, indicating the conference URI in the Contact header.

At the same time, resources will also be requested from the mixer.

If the conference focus generates any 1xx or 2xx response to the INVITE request, the conference focus shall include the "isfocus" feature parameter in accordance with the procedures of draft-ietf-sip-callee-caps [19].

Upon receipt of an indication from the mixer that conference resources have been through-connected, the conference focus shall generate a 200 (OK) response to the INVITE request, indicating the conference URI in the Contact header.

5.3.2.5
Invitation of users to a conference
5.3.2.5.1
General

The conference focus can invite users to a conference by sending an INVITE request to the user, as described in subclause 5.3.2.5.3. This procedure will be triggered at the conference focus:

1)
by the entries in the dial-out list (DL) of the conference policy for the conference at the moment the conference focus starts hosting the conference, as described in subclause 7.3.2 and draft-ietf-xcon-cpcp [23];

2)
by a privileged user adding another user to the DL of the conference policy of the conference, as described in draft-ietf-xcon-cpcp [23] and draft-ietf-xcon-cpcp-xcap [30]; or

3)
by a REFER request received from authorized users, that request the conference focus to invite other users to the conference, as described in subclause 5.3.3.5.2.

Additionally, the conference focus can invite users to a conference by sending a REFER request to the user, as described in subclause 5.3.2.5.4. This procedure will be triggered at the conference focus:

1)
by the entries in the refer list (RL) of the conference policy for the conference at the moment the conference focus starts hosting the conference, as described in subclause 7.3.2 and draft-ietf-xcon-cpcp [23]; or

2)
by a privileged user adding another user to the RL of the conference policy of the conference, as described in draft-ietf-xcon-cpcp [23] and draft-ietf-xcon-cpcp-xcap [30].

5.3.2.5.2
Request from a user to invite another user to a conference

Upon receipt of an REFER request that includes:

a)
a conference URI in the request URI; and

b)
a Refer-To header including:

-
a valid SIP URI or tel URL; and,

-
the "method" parameter set to "INVITE";

the conference focus shall:

1)
check if the conference URI is allocated. If the conference URI is not allocated, the conference focus shall reject the request in accordance with RFC 3261 [7]. The following actions in this subclause shall only be performed if the conference URI is allocated;

2)
verify the identity of the user as described in subclause 5.7.1.4 of 3GPP TS 24.229 [5] and authorize the request as described in subclause 5.7.1.5 of 3GPP TS 24.229 [5]. The following actions in this subclause shall only be performed if the request can be authorized;

3)
generate a final response to the REFER request in accordance with RFC 3515 [17];

4)
invite the user indicated in the Refer-To header by performing the procedures as described in subclause 5.3.2.5.3;

5)
if the received REFER request included a Referred-By header, include the Referred-By header in accordance with draft-ieft-sip-referredby [20] in the INVITE request that is sent for joining the conference; and

6)
based on the progress of  this invitation, send NOTIFY messages in accordance with the procedures of RFC 3515 [17] towards the user who sent the REFER request.

5.3.2.5.3
Inviting a user to a conference by sending an INVITE request

When generating an INVITE request in order to invite a user to a specific conference, the conference focus shall:

1)
set the request URI of the INVITE request to the address of the user who is invited to the conference;

2)
set the P-Asserted-Identity header of the INVITE request to the conference URI of the conference that the user shall be invited to;

3)
set the Contact header of the INVITE request to the conference URI of the conference that the user shall be invited to, including the "isfocus" feature parameter;

4)
if the INVITE request is generated due to a received REFER request from another conference participant and that received REFER request included a Referred-By header, include the Referred-By header in accordance with draft-ieft-sip-referredby [20] in the INVITE request;

5)
request the resources required for the new user from the conference focus; and

6)
send the INVITE request towards the user who is invited to the conference.

NOTE:
Requests are generated in accordance with 3GPP TS 24.229 [5].

Afterwards the conference focus shall proceed the session establishment as described in 3GPP TS 24.229 [5].

5.3.2.5.4
Inviting a user to a conference by sending a REFER request

When generating a REFER request in order to invite a user to a specific conference, the conference focus shall:

1)
set the request URI of the REFER request to the address of the user who is invited to the conference;

2)
set the P-Asserted-Identity header of the REFER request to the conference URI of the conference that the user shall be invited to;

3)
set the Refer-To header of the REFER request to the conference URI of the conference that the other user shall be invited  to, including the "method" uri parameter set to "INVITE"; and

NOTE 1:
Other headers of the REFER request will be set in accordance with 3GPP TS 24.229 [5].

4)
send the REFER request towards the user who is invited to the conference.

NOTE 2:
Requests are generated in accordance with 3GPP TS 24.229 [5].

Afterwards the conference focus shall treat incoming NOTIFY requests that are related to the previously sent REFER request in accordance with RFC 3515 [17].

5.3.2.6
Leaving a conference

5.3.2.6.1
Conference participant leaving a conference

Upon receipt of a BYE message from a conference participant, the conference focus shall:

1)
respond to the BYE request as described in 3GPP TS 24.229 [5] and RFC 3261 [7]; and

2)
release the resources, related to the conference participant from the conference mixer.

5.3.2.6.2
Removing a conference participant from a conference

5.3.2.6.2.1
General

The conference focus can remove a conference participant from a conference by terminating the dialog with the conference participant. This is done by sending a BYE request to the participant, as described in subclause 5.3.2.6.2.3. The removal of a conference participant by the conference focus will be triggered:

1)
by a privileged user expelling a conference participant from the conference by establishing a conference policy authorization rule, as described in draft-ietf-xcon-cpcp [23] and draft-ietf-xcon-cpcp-xcap [30]; 
2)
by a REFER request received from authorized users, that request the conference focus to remove the conference participant from the conference, as described in subclause 5.3.2.6.2.2; or

3)
by local administration procedures.

5.3.2.6.2.2
Request from a conference participant to remove another conference participant from a conference

Upon receipt of a REFER request that includes:

a)
a conference URI in the request URI; and,

b)
a Refer-To header including:

1)
a valid SIP URI, tel URL or wildcarded SIP URI “*@*"; and

2)
the "method" parameter set to "BYE".
The conference focus shall:

1)
check if the conference URI is allocated. If the conference URI is not allocated, the conference focus shall reject the request in accordance with RFC 3261 [7]. The following actions in this subclause shall only be performed if the conference URI is allocated;

2)
check if the SIP URI or tel URL of the Refer-To header belongs to a user who is currently a participant of the referenced conference. If there is no corresponding conference participant, the conference focus shall perform the actions as described in subclause 5.3.2.6.2.4;

3)
verify the identity of the user as described in subclause 5.7.1.4 of 3GPP TS 24.229 [5] and authorize the request as described in subclause 5.7.1.5 of 3GPP TS 24.229 [5]. The following actions in this subclause shall only be performed if the request can be authorized;

4)
generate a final response to the REFER request in accordance with RFC 3515 [17];

5)
if a single conference participant is indicated in the Refer-To header, remove this conference participant from the conference according to subclause 5.3.2.6.2.3. If all conference participants shall be removed from the conference, i.e. the Refer-To header includes the wildcarded SIP URI “*@*", perform the procedures described in subclause 5.3.2.6.2.3 for each conference participant individually; and

6)
based on the progress of this removal, send NOTIFY messages in accordance with the procedures of RFC 3515 [17] towards the conference participant who sent the REFER request.

5.3.2.6.2.3
Conference focus removes conference participant from a conference

When removing a conference participant from a conference, the conference focus shall:

1)
generate a BYE request on the dialog that was established when the conference participant joined or created the conference, in accordance to the procedures described in 3GPP TS 24.229 [5] and RFC 3261 [7];

2)
release the resources, related to the conference participant from the conference mixer.

5.3.2.6.2.4
Abnormal cases

The conference focus shall return a 404 (Not Found) response if the request URI of a REFER request includes an allocated conference URI but the SIP URI or tel URL in the Refer-To header refers to a user who is not a participant of the referenced conference.

5.3.2.7
Conference termination

A conference shall be terminated by the conference focus:

1)
when the conference policy dictates it.

2)
when the conference policy document has been deleted by means of CPCP, as described in draft-ietf-xcon-cpcp-xcap [23]; or

3)
when no dedicated rules for conference termination exist in the conference policy; and:

-
either the conference was created with a conference factory URI and the conference creator has left the conference; or

-
the last conference participant has left or has been removed from the conference.

To terminate an existing conference, the conference focus shall:

1)
remove all present conference participants from the conference by performing the procedures as described in subclause 5.3.2.6.2.3 for each participant individually;

2)
trigger the deletion of the conference policy at the CPS if the conference termination was not initiated by the removal of the conference policy document; and

3)
deallocate the conference URI.
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