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1. Introduction

At present, 3GPP TS 24.234 [1] contains a placeholder for a list of "forbidden PLMNs for WLAN access" which is stored in the USIM. However, 3GPP TS 24.234 [1] has no description of the criteria for the WLAN UE to handle this list and, add or remove PLMNs to the list. Hence, 3GPP TS 24.234 [1] is itself inconsistent.
This contribution analyses and describes the possible solutions to fulfil the work on the list of "forbidden PLMNs for WLAN access". Finally, this discussion paper also outlines a proposal on this topic.

2. Discussion

At the beginning of the CN1 work on I-WLAN the list of "forbidden PLMNs for WLAN access" was introduced into the TS 24.234 to try to mimic a list which does exist in the PLMN selection specificacion for cellular protocols (i.e. 3GPP TS 23.122 [2]). This list is "forbidden PLMNs". However, the handling of the list of "forbidden PLMNs" is different than the one defined for the "forbidden PLMNs for WLAN access". For instance, the list of "forbidden PLMNs" is retained when MS is switched off, whereas the list of "forbidden PLMNs for WLAN access" is removed at switch off of the WLAN UE. Hence, the list of "forbidden PLMNs for WLAN access" is a temporal list, which is stored in the USIM, only valid while the WLAN UE is switched on (The WLAN UE client is activated). As the WLAN UE client is foreseen to be switched on and off many times while the WLAN terminal(/UE) is turned on, the usefulness of the list of "forbidden PLMNs for WLAN access" is very limited in order to save signaling in case of trying to connect to a not allowable PLMN.

Even though 3GPP TS 24.234 [1] states that “The contents of this file are specified in 3GPP TS 31.102”, the list of "forbidden PLMNs for WLAN access" is not specified in 3GPP TS 31.102 [3], so not supported in the USIM application. This implies that the WLAN UE cannot implement the list of "forbidden PLMNs for WLAN access" as specified by 3GPP TS 24.234 [1]. Moreover, a misalignment among 3GPP specifications does exist.

Additionally , 3GPP TS 24.234 [1] has no description of the criteria for the WLAN UE to handle this list and, add or remove PLMNs to the list. Hence, 3GPP TS 24.234 [1] is itself inconsistent.

The handling of adding a new PLMN identity to the the list of "forbidden PLMNs for WLAN access" may be implemented by use of code values received in the AT_NOTIFICATION attribute that are specified in the EAP AKA [4] and EAP SIM [5] protocols. However, as already stated in an editors’ note in 3GPP TS 24.234 [1]:

Presently there is no such error cause like 'WLAN services not allowed in this PLMN' defined according to the draft-arkko-pppext-eap-aka-12 [9]. So the addition of PLMN identity (which was used to decorate the NAI in the EAP Response/Identity message) to the list of forbidden PLMNs for WLAN access is FFS.

Seeing the above, a possible way forward would be to modify the EAP AKA [4] and EAP SIM [5] protocols to specify a new cause code for 'WLAN services not allowed in this PLMN'. This seems not a suitable approach, because the EAP AKA [4] and EAP SIM [5] protocols are used not only by 3GPP systems, but also in other systems. Hence, the addition of this cause value would only make sense in the context of 3GPP systems. In addition, this requires IETF work that would result in a delay of the acceptance of the EAP AKA [4] and EAP SIM [5] internet drafts.

Other alternative is to create 3GPP Vendor Specific extensions of the EAP AKA [4] and EAP SIM [5] protocols to only be used by 3GPP that contain the cause code 'WLAN services not allowed in this PLMN'. This may endanger interoperability of the EAP AKA [4] and EAP SIM [5] protocols in the future.
It is also important to point out that the WLAN Interworking works without the need of the list of "forbidden PLMNs for WLAN access" and the effort to implement this list at stage 3 by CN1is questionable taking into account the possible benefits.

3. Conclusion and proposal

Based on the analysis above, this contribution proposes to delete the ‘forbidden PLMNs for WLAN access’ placeholder and related sub-clauses from the 3GPP TS 24.234 [1]. The main reasons are the followings:

· Even though, the list of "forbidden PLMNs for WLAN access" does exist in 3GPP TS 24.234 [1] no criteria for the WLAN UE to handle this list is specified at all.
· The list of "forbidden PLMNs for WLAN access" is not specified in 3GPP TS 31.102 [3], so not supported in the USIM application. Hence, misalignment among 3GPP specifications does exist.

· At present, the EAP AKA [4] and EAP SIM [5] protocols do not provide any specific cause code to be used as an indication of adding the PLMN identity used to the "forbidden PLMNs for WLAN access". Therefore, no solution exists in EAP AKA [4] and EAP SIM [5].
· In order to provide an appropriate cause code using EAP AKA [4] and EAP SIM [5] by CN1, either the EAP AKA [4] and EAP SIM [5] must be modify by IETF, which will likely delay the completion date of the stage 3 work on I-WLAN to be done by CN1 or a private version of the EAP AKA [4] and EAP SIM [5] protocols must be specified by 3GPP, which would potentially results in the creation of not interoperable 3GPP version of the EAP AKA [4] and EAP SIM [5] protocols.
· The modification of the current EAP AKA [4] and EAP SIM [5] protocols would result in a delay of the acceptance of the EAP AKA [4] and EAP SIM [5] internet drafts.
· The list of "forbidden PLMNs for WLAN access" is a temporal list only valid while the WLAN UE is switched on (The WLAN UE client is activated). As the WLAN UE client is foreseen to be switched on and off many times while the WLAN terminal(/UE) is turned on the usefulness of the list is very limited and its benefit too.
· All the above solutions will delay the completion date of the I-WLAN work to be done by the CN1 for Rel-6.
· The removal of the list of "forbidden PLMNs for WLAN access" does not remove any fundamental functionality from WLAN Interworking.
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