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First proposed change
5.1.1
Registration and authentication

5.1.1.1
General

The UE shall register public user identities (see table A.4/1 and dependencies on that major capability).

In case a UE registers several public user identities at different points in time, the procedures to re-register, deregister and subscribe to the registration-state event package for these public user identities can remain uncoordinated in time.

5.1.1.1A
Parameters contained in the ISIM

The ISIM application shall always be used for IMS authentication, if it is present, as described in 3GPP TS 33.203 [19].

The ISIM is preconfigured with all the necessary parameters to initiate the registration to the IM CN subsystem. These parameters include:

-
the private user identity;

-
one ore more public user identities; and

-
the home network domain name used to address the SIP REGISTER request

In case the UE is loaded with a UICC that does not contain the ISIM application, the UE shall:

-
generate a private user identity;

-
generate a temporary public user identity; and

-
generate a home network domain name to address the SIP REGISTER request to;

in accordance with the procedures in clause C.2.

The temporary public user identity is only used in REGISTER requests, i.e. initial registration, re-registration, mobile-initiated deregistration. After a successful registration, the UE will get the associated public user identities, and the UE may use any of them in subsequent non-REGISTER requests.

The UE shall not reveal to the user the temporary public user identity if the temporary public user identity is barred. The temporary public user identity is not barred if received by the UE in the P-Associated-URI header.

If the UE is unable to derive the parameters in this subclause for any reason, then the UE shall not proceed with the request associated with the use of these parameters and will not be able to register to the IM CN subsystem.

5.1.1.2
Initial registration

The UE can register a public user identity with its contact address at any time after it has aquired an IP address, discovered a P-CSCF, and established an IP-CAN bearer that can be used for SIP signalling. However, the UE shall only initiate a new registration procedure when it has received a final response from the registrar for the ongoing registration, or the previous REGISTER request has timed out.
A REGISTER request may be protected using a security association, see 3GPP TS 33.203 [19], established as a result of an earlier registration. 

The UE shall extract or derive a public user identity, the private user identity, and the domain name to be used in the Request-URI in the registration, according to the procedures described in subclause 5.1.1.1A. A public user identity may be input by the end user.

On sending a REGISTER request, the UE shall populate the header fields as follows:

a)
the Authorization header, with the username field, set to the value of the private user identity;

b)
the From header set to the SIP URI that contains the public user identity to be registered;

c)
the To header set to the SIP URI that contains the public user identity to be registered;

d)
the Contact header set to include SIP URI(s) containing the IP address of the UE in the hostport parameter or FQDN. If the REGISTER request is protected by a security association, the UE shall also include the protected server port value in the hostport parameter;

NOTE 1:
If the UE specifies its FQDN in the host parameter in the Contact header, then it has to ensure that the given FQDN will resolve (e.g., by reverse DNS lookup) to the IP address that is bound to the security association.

NOTE 2:
The UE associates two ports, a protected client port and a protected server port, with each pair of security association. For details on the selection of the protected port value see 3GPP TS 33.203 [19].

e)
the Expires header, or the expires parameter within the Contact header, set to the value of 600 000 seconds as the value desired for the duration of the registration;

NOTE 3:
The registrar (S-CSCF) might decrease the duration of the registration in accordance with network policy. Registration attempts with a registration period of less than a predefined minimum value defined in the registrar will be rejected with a 423 (Interval Too Brief) response.

f)
a Request-URI set to the SIP URI of the domain name of the home network;

g)
the Security-Client header field set to specify the security mechanism the UE supports, the IPsec layer algorithms the UE supports and the parameters needed for the security association setup. The UE shall support the setup of two pairs of security associations as defined in 3GPP TS 33.203 [19]. The syntax of the parameters needed for the security association setup is specified in Annex H of 3GPP TS 33.203 [19]. The UE shall support the "ipsec-3gpp" security mechanism, as specified in RFC 3329 [48]. The UE shall support the HMAC-MD5-96 (RFC 2403 [20C]) and HMAC-SHA-1-96 (RFC 2404 [20D]) IPsec layer algorithms, and shall announce support for them according to the procedures defined in RFC 3329 [48];

h)
the Supported header containing the option tag "path"; and

i)
if a security association exists, a P-Access-Network-Info header set as specified for the access network technology (for GPRS see subclause B.3), if the information is available within the UE.

On receiving the 200 (OK) response to the REGISTER request, the UE shall:

a)
store the expiration time of the registration for the public user identities found in the To header value;

b)
store the list of URIs contained in the P-Associated-URI header value. This list contains the URIs that are associated to the registered public user identity;

c)
store as the default public user identity the first URI on the list of URIs present in the P-Associated-URI header;

d)
treat the identity under registration as a barred public user identity, if it is not included in the P-Associated-URI header;
e)
store the list of Service-Route headers contained in the Service-Route header, in order to build a proper preloaded Route header value for new dialogs; and

f)
set the security association lifetime to the longest of either the previously existing security association lifetime (if available), or the lifetime of the just completed registration plus 30 seconds.

When a 401 (Unauthorized) response to a REGISTER is received the UE shall behave as described in subclause 5.1.1.5.1.

On receiving a 423 (Interval Too Brief) too brief response to the REGISTER request, the UE shall:

-
send another REGISTER request populating the Expires header or the expires parameter with an expiration timer of at least the value received in the Min-Expires header of the 423 (Interval Too Brief) response.

5.1.1.3
Initial subscription to the registration-state event package

Upon receipt of a 2xx response to the initial registration, the UE shall subscribe to the reg event package for the public user identity registered at the users registrar (S-CSCF) as described in RFC 3680 [43].

The UE shall use the default public user identiy for subscription to the registration-state event package, if the public user identity that was used for initial registration is a barred public user identity. The UE may use either the default public user identity or the public user identity used for initial registration for the subscription to the registration-state event package, if the initial public user identity that was used for initiaial registratioin is not barred.

On sending a SUBSCRIBE request, the UE shall populate the header fields as follows:

a)
a Request URI set to the resource to which the UE wants to be subscribed to, i.e. to a SIP URI that contains the public user identity used for subscription;

b)
a From header set to a SIP URI that contains the public user identity used for subscription;

c)
a To header set to a SIP URI that contains the public user identity used for subscription;

d)
an Event header set to the "reg" event package;

e)
an Expires header set to 600 000 seconds as the value desired for the duration of the subscription; and

f)
a P-Access-Network-Info header set as specified for the access network technology (for GPRS see subclause B.3), if the information is available within the UE.

Upon receipt of a 2xx response to the SUBSCRIBE request, the UE shall store the information for the established dialog and the expiration time as indicated in the Expires header of the received response.

If continued subscription is required the UE shall automatically refresh the subscription by the reg event package, for a previously registered public user identity, either 600 seconds before the expiration time if the initial subscription was for greater than 1200 seconds, or when half of the time has expired if the initial subscription was for 1200 seconds or less.

5.1.1.4
User-initiated re-registration

The UE can reregister a previously registered public user identity with its contact address at any time.

Unless either the user or the application within the UE has determined that a continued registration is not required the UE shall reregister the public user identity either 600 seconds before the expiration time if the initial registration was for greater than 1200 seconds, or when half of the time has expired if the initial registration was for 1200 seconds or less.

The UE shall protect the REGISTER request using a security association, see 3GPP TS 33.203 [19], established as a result of an earlier registration, if IK is available.

The UE shall extract or derive a public user identity, the private user identity, and the domain name to be used in the Request-URI in the registration, according to the procedures described in subclause 5.1.1.1A.

On sending a REGISTER request that does not contain a challenge response, the UE shall populate the header fields as follows:

a)
an Authorization header, with the username field set to the value of the private user identity;

b)
a From header set to the SIP URI that contains the public user identity to be registered;

c)
a To header set to the SIP URI that contains the public user identity to be registered;

d)
a Contact header set to include SIP URI(s) that contain(s) in the hostport parameter the IP address of the UE or FQDN and protected server port value bound to the security association;

NOTE 1:
If the UE specifies its FQDN in the host parameter in the Contact header, then it has to ensure that the given FQDN will resolve (e.g., by reverse DNS lookup) to the IP address that is bound to the security association.

NOTE 2:
The UE associates two ports, a protected client port and a protected server port, with each pair of security associations. For details on the selection of the protected port value see 3GPP TS 33.203 [19].

e)
an Expires header, or an expires parameter within the Contact header, set to 600 000 seconds as the value desired for the duration of the registration;

NOTE 3:
The registrar (S-CSCF) might decrease the duration of the registration in accordance with network policy. Registration attempts with a registration period of less than a predefined minimum value defined in the registrar will be rejected with a 423 (Interval Too Brief) response.

f)
a Request-URI set to the SIP URI of the domain name of the home network;

g)
a Security-Client header field, set to specify the security mechanism it supports, the IPsec layer algorithms it supports and the new parameter values needed for the setup of two new pairs of security associations. For further details see 3GPP TS 33.203 [19] and RFC 3329 [48];

h)
a Security-Verify header that contains the content of the Security-Server header received in the 401 (Unauthorized) response of the last successful authentication;

i)
the Supported header containing the option tag "path"; and

j)
the P-Access-Network-Info header set as specified for the access network technology (for GPRS see subclause B.3), if the information is available within the UE.

On receiving the 200 (OK) response to the REGISTER request, the UE shall:

a)
store the new expiration time of the registration for this public user identity found in the To header value;

b)
store the list of URIs contained in the P-Associated-URI header value. This list contains the URIs that are associated to the registered public user identity;

c)
store the list of Service-Route headers contained in the Service-Route header, in order to build a proper preloaded Route header value for new dialogs; and

d)
set the security association lifetime to the longest of either the previously existing security association lifetime, or the lifetime of the just completed registration plus 30 seconds.

When a 401 (Unauthorized) response to a REGISTER is received the UE shall behave as described in subclause 5.1.1.5.1.

On receiving a 423 (Interval Too Brief) response to the REGISTER request, the UE shall:

-
send another REGISTER request populating the Expires header or the expires parameter with an expiration timer of at least the value received in the Min-Expires header of the 423 (Interval Too Brief) response.

When the timer F expires at the UE, the UE shall:

1)
stop processing of all ongoing dialogs and transactions and silently discard them locally; and

2)
after releasing all IP-CAN bearers used for the transport of media according to the procedures in subclause 9.2.2, the UE may:

a)
select a different P-CSCF address from the list of P-CSCF addresses discovered during the procedures described in subclause 9.2.1;

b)
if no response has been received when attempting to contact all P-CSCFs known by the UE, the UE may get a new set of P-CSCF-addresses as described in subclause 9.2.1; and

c)
perform the procedures for initial registration as described in subclause 5.1.1.2.

NOTE 4:
It is an implementation option whether these actions are also triggered by other means than expiration of timer F, e.g. based on ICMP messages.

After a maximum of 5 consecutive initial registration attempts, the UE shall not automatically attempt any further initial registration for an implementation dependant time of at least 30 minutes.
5.1.1.5
Authentication

5.1.1.5.1
General

Authentication is achieved via the registration and re-registration procedures. When the network requires authentication or re-authentication of the UE, the UE will receive a 401 (Unauthorized) response to the REGISTER request.

On receiving a 401 (Unauthorized) response to the REGISTER request, the UE shall:

1)
extract the RAND and AUTN parameters;

2)
check the validity of a received authentication challenge, as described in 3GPP TS 33.203 [19] i.e. the locally calculated XMAC must match the MAC parameter derived from the AUTN part of the challenge; and the SQN parameter derived from the AUTN part of the challenge must be within the correct range; and

3)
check the existence of the Security-Server header as described in RFC 3329 [48]. If the header is not present or it does not contain the parameters required for the setup of the set of security associations (see annex H of 3GPP TS 33.203 [19]), the UE shall abandon the authentication procedure and send a new REGISTER request with a new Call-ID.

In the case that the 401 (Unauthorized) response to the REGISTER request is deemed to be valid the UE shall:

1)
calculate the RES parameter and derive the keys CK and IK from RAND as described in 3GPP TS 33.203 [19];

2)
set up a temporary set of security associations based on the static list and parameters it received in the 401 (Unauthorized) response and its capabilities sent in the Security-Client header in the REGISTER request. The UE sets up the temporary set of security associations using the most preferred mechanism and algorithm returned by the P-CSCF and supported by the UE and using IK as the shared key. The UE shall use the parameters received in the Security-Server header to setup the temporary set of security associations. The UE shall set a temporary SIP level lifetime for the temporary set of security associations to the value of reg-await-auth timer; and

3)
send another REGISTER request using the temporary set of security associations to protect the message. The header fields are populated as defined for the initial request, with the addition that the UE shall include an Authorization header containing the private user identity and the authentication challenge response calculated by the UE using RES and other parameters, as described in RFC 3310 [49]. The UE shall also insert the Security-Client header that is identical to the Security-Client header that was included in the previous REGISTER request (i.e. the REGISTER request that was challenged with the received 401 (Unauthorized) response). The UE shall also insert the Security-Verify header into the request, by mirroring in it the content of the Security-Server header received in the 401 (Unauthorized) response. The UE shall set the Call-ID of the integrity protected REGISTER request which carries the authentication challenge response to the same value as the Call-ID of the 401 (Unauthorized) response which carried the challenge.

On receiving the 200 (OK) response for the integrity protected REGISTER request, the UE shall:

-
change the temporary set of security associations to a newly established set of security associations, i.e. set its SIP level lifetime to the longest of either the previously existing set of security associations SIP level lifetime, or the lifetime of the just completed registration plus 30 seconds; and

-
use the newly established set of security associations for further messages sent towards the P-CSCF as appropriate.

NOTE 1:
In this case, the UE will send requests towards the P-CSCF over the newly established set of security associations. Responses towards the P-CSCF that are sent via UDP will be sent over the newly established set of security associations. Responses towards the P-CSCF that are sent via TCP will be sent over the same set of security associations that the related request was received on.

When the first request or response protected with the newly established set of security associations is received from the P-CSCF, the UE shall delete the old set of security associations and related keys it may have with the P-CSCF after all SIP transactions that use the old set of security associations are completed.

Whenever the 200 (OK) response is not received before the temporary SIP level lifetime of the temporary set of security associations expires or a 403 (Forbidden) response is received, the UE shall consider the registration to have failed. The UE shall delete the temporary set of security associations it was trying to establish, and use the old set of security associations. The UE should send an unprotected REGISTER message according to the procedure specified in subclause 5.1.1.2 if the UE considers the old set of security associations to be no longer active at the P-CSCF.

In the case that the 401 (Unauthorized) response is deemed to be invalid then the UE shall behave as defined in subclause 5.1.1.5.3.

5.1.1.5.2
Network-initiated re-authentication

At any time, the UE can receive a NOTIFY request carrying information related to the reg event package (as described in subclause 5.1.1.3). If:

-
the state attribute in any of the <registration> elements is set to "active";

-
the value of the <uri> sub-element inside the <contact> sub-element is set to the Contact address that the UE registered; and

-
the event attribute of that <contact> sub-element(s) is set to "shortened";

the UE shall:

1)
use the expiry attribute within the <contact> sub-element that the UE registered to adjust the expiration time for that public user identity; and 

2)
start the re-authentication procedures at the appropriate time (as a result of the S-CSCF procedure described in subclause 5.4.1.6) by initiating a reregistration as described in subclause 5.1.1.4, if required.

NOTE:
When authenticating a given private user identity, the S-CSCF will only shorten the expiry time within the <contact> sub-element that the UE registered using its private user identity. The <contact> elements for the same public user identitity, if registered by another UE using different private user identities remain unchanged. The UE will not initiate a reregistration procedure, if none of its <contact> sub-elements was modified.

5.1.1.5.3
Abnormal cases

If, in a 401 (Unauthorized) response, either the MAC or SQN is incorrect the UE shall respond with a further REGISTER indicating to the S-CSCF that the challenge has been deemed invalid as follows:

-
in the case where the UE deems the MAC parameter to be invalid the subsequent REGISTER request shall contain no authentication challenge response and no AUTS parameter;

-
in the case where the UE deems the SQN to be out of range, the subsequent REGISTER request shall contain the AUTS parameter and not an authentication challenge response (see 3GPP TS 33.102 [18]).

Whenever the UE detects any of the above cases, the UE shall:

-
send the REGISTER request using an existing set of security associations, if available (see 3GPP TS 33.203 [19]);

-
populate a new Security-Client header within the REGISTER request, set to specify the security mechanism it supports, the IPsec layer algorithms it supports and the parameters needed for the new security association setup; and

-
not create a temporary set of security associations.

A UE shall only respond to two consecutive invalid challenges. The UE may attempt to register with the network again after an implementation specific time.

5.1.1.5A
Change of Ipv6 address due to privacy

Stateless address autoconfiguration as described in RFC 2462 [20E] defines how an IPv6 prefix and an interface identifier is used by the UE to construct a complete IPv6 address.

If the UE receives an IPv6 prefix, the UE may change the interface identity of the IPv6 address as described in RFC 3041 [25A] due to privacy but this will result in service discontinuity for IMS services.

NOTE:
The procedure described below will terminate all established dialogs and transactions and temporarily disconnect the UE from the IM CN subsystem until the new registration is performed. Due to this, the UE is recommended to provide a limited use of the procedure to ensure a maximum degree of continuous service to the end user.

In order to change the IPv6 address due to privacy, the UE shall:

1)
terminate all ongoing dialogs (e.g., sessions) and transactions (e.g., subscription to the reg event);

2)
deregister all registered public user identities as described in subsclause 5.1.1.4;

3)
construct a new IPv6 address according to the procedures specified in RFC 3041 [25A];

4)
register the public user identities that were deregistered in step 2 above, as follows:

a)
by performing an initial registration as described in subsclause 5.1.1.2; and 

b)
by performing a subscription to the reg event package as described in subsclause 5.1.1.3; and

5)
subscribe to other event packages it was subscribed to before the change of IPv6 address procedure started.

5.1.1.6
Mobile-initiated deregistration

The UE can deregister a public user identity that it has previously registered with its contact address at any time.

The UE shall integrity protect the REGISTER request using a security association, see 3GPP TS 33.203 [19], established as a result of an earlier registration, if one is available.

The UE shall extract or derive a public user identity, the private user identity, and the domain name to be used in the Request-URI in the registration, according to the procedures described in subclause 5.1.1.1A.

Prior to sending a REGISTER request for deregistration, the UE shall release all dialogs related to the public user identity that is going to be deregistered or to one of the implicitly registered public user identities.

On sending a REGISTER request, the UE shall populate the header fields as follows:

a)
the Authorization header, with the username field, set to the value of the private user identity;

b)
the From header set to the SIP URI that contains the public user identity to be deregistered;

c)
the To header set to the SIP URI that contains the public user identity to be deregistered;

d)
the Contact header set to either the value of "*" or SIP URI(s) that contain(s) in the hostport parameter the IP address of the UE or FQDN and the protected server port value bound to the security association;

e)
the Expires header, or the expires parameter of the Contact header, set to the value of zero, appropriate to the deregistration requirements of the user;

f)
a Request-URI set to the SIP URI of the domain name of the home network; and

g)
a P-Access-Network-Info header set as specified for the access network technology (for GPRS see subclause B.3), if the information is available within the UE.

On receiving the 200 (OK) response to the REGISTER request, the UE shall remove all registration details relating to this public user identity.

If there are no more public user identities registered, the UE shall delete the security associations and related keys it may have towards the IM CN subsystem.

If all public user identities are deregistered and the security association is removed, then the UE shall consider subscription to the reg event package cancelled (i.e. as if the UE had sent a SUBSCRIBE request with an Expires header containing a value of zero).

NOTE:
When the UE has received the 200 (OK) response for the REGISTER request of the only public user identity currently registered with its associated set of implicitly registered public user identities (i.e. no other is registered), the UE removes the security association established between the P-CSCF and the UE. Therefore further SIP signalling (e.g. the NOTIFY request containing the deregistration event) will not reach the UE.

5.1.1.7
Network-initiated deregistration

Upon receipt of a NOTIFY request on the dialog which was generated during subscription to the reg event package as described in subclause 5.1.1.3, including one or more <registration> element(s) which were registered by this UE with:

-
the state attribute set to "terminated" and the event attribute set to "rejected" or "deactivated"; or

-
the state attribute set to "active" and the state attribute within the <contact> element belonging to this UE set to "terminated", and associated event attribute element to "rejected" or "deactivated";

the UE shall remove all registration details relating to these public user identities. In case of a "deactivated" event attribute, the UE shall start the initial registration procedure as described in subclause 5.1.1.2. In case of a "rejected" event attribute, the UE shall release all dialogs related to those public user identities.
Upon receipt of a NOTIFY request, the UE shall delete the security associations towards the P-CSCF either:
-
if all <registration> element(s) having their state attribute set to "terminated" (i.e. all public user identities are deregistered) and the Subscription-State header contains the value of "terminated"; or

-
if each <registration> element that was registered by this UE has either the state attribute set to "terminated", or the state attribute set to "active" and the state attribute within the <contact> element belonging to this UE set to "terminated".

The UE shall delete these security associations towards the P-CSCF after the server transaction (as defined in RFC 3261 [26]) pertaining to the received NOTIFY request terminates.

NOTE 1:
Deleting a security association is an internal procedure of the UE and does not involve any SIP procedures.

NOTE 2:
If all the public user identities or contact addresses registered by this UE are deregistered and the security association is removed, then the UE considers the subscription to the reg event package terminated (i.e. as if the UE had sent a SUBSCRIBE request with an Expires header containing a value of zero, or a NOTIFY request was received with Subscription-State header containing the value of "terminated").

NOTE 3:
When the P-CSCF has removed the security association established between the P-CSCF and the UE, further SIP signalling (e.g. the NOTIFY containing the deregistration event) will not reach the UE.

Second proposed change
5.1.2A
Generic procedures applicable to all methods excluding the REGISTER method

5.1.2A.1
Mobile-originating case

The procedures of this subclause are general to all requests and responses, except those for the REGISTER method.

When the UE sends any request, the UE shall:

-
include the protected server port in the Via header entry relating to the UE; and

-
include the protected server port in any Contact header that is otherwise included.

The UE shall discard any SIP response that is not integrity protected and is received from the P-CSCF outside of the registration and authentication procedures. The requirements on the UE within the registration and authentication procedures are defined in subclause 5.1.1.

In accordance with RFC 3325 [34] the UE may insert a P-Preferred-Identity header in any initial request for a dialog or request for a standalone transaction as a hint for creation of an asserted identity within the IM CN subsystem. The UE may include any of the following in the P-Preferred-Identity header:

-
a public user identity which has been registered by the user;

-
a public user identity returned in a registration-state event package of a NOTIFY request as a result of an implict registration that was not subsequently deregistered or has expired; or

-
any other public user identity which the user has assumed by mechanisms outside the scope of this specification to have a current registration.

NOTE 1:
The temporary public user identity specified in subclause 5.1.1.1 is not a public user identity suitable for use in the P-Preferred-Identity header.

NOTE 2:
Procedures in the network require international public telecommunication numbers when telephone numbers are used in P-Preferred-Identity header.

NOTE 3:
A number of headers can reveal information about the identity of the user. Where privacy is required, implementers should also give consideration to other headers that can reveal identity information. RFC 3323 [33] subclause 4.1 gives considerations relating to a number of headers.

Where privacy is required, in any initial request for a dialog or request for a standalone transaction, the UE shall set the From header to "Anonymous".

NOTE 4:

The contents of the From header should not be relied upon to be modified by the network based on any privacy specified by the user either within the UE indication of privacy or by network subscription or network policy. Therefore the user should include the value "Anonymous" whenever privacy is explicitly required. As the user may well have privacy requirements, terminal manufacturers should not automatically derive and include values in this header from the public user identity or other values stored in or derived from the UICC. Where the user has not expressed a preference in the configuration of the terminal implementation, the implementation should assume that privacy is required. Users that require to identify themselves, and are making calls to SIP destinations beyond the IM CN subsystem, where the destination does not implement RFC 3325 [34], will need to include a value in the From header other than Anonymous.
The UE can indicate privacy of the P-Asserted-Identity that will be generated by the P-CSCF in accordance with RFC 3323 [33], and the additional requirements contained within RFC 3325 [34].

If the information is available within the UE, the UE shall insert a P-Access-Network-Info header into any request for a dialog, any subsequent request (except ACK requests and CANCEL requests) or response (except CANCEL responses) within a dialog or any request for a standalone method. The UE shall populate the P-Access-Network header as specified for the access network technology (for GPRS see subclause B.3).

The UE shall build a proper preloaded Route header value for all new dialogs and standalone transactions. The UE shall build a list of Route header values made out of, in this order, the P-CSCF URI (containing the IP address or the FQDN learnt through the P-CSCF discovery procedures, and the protected server port learnt during the registration procedure), and the values received in the Service-Route header saved from the 200 (OK) response to the last registration or re-registration. 

When a SIP transaction times out, i.e. timer B, timer F or timer H expires at the UE, the UE may behave as if timer F expired, as described in subclause 5.1.1.4.

NOTE 5:
It is an implementation option whether these actions are also triggered by other means.

5.1.2A.2

Mobile-terminating case

The procedures of this subclause are general to all requests and responses, except those for the REGISTER method.

When the UE sends any response, the UE shall:

-
include the protected server port in any Contact header that is otherwise included.

The UE shall discard any SIP request that is not integrity protected and is received from the P-CSCF outside of the registration and authentication procedures. The requirements on the UE within the registration and authentication procedures are defined in subclause 5.1.1.

The UE can indicate privacy of the P-Asserted-Identity that will be generated by the P-CSCF in accordance with RFC 3323 [33], and the additional requirements contained within RFC 3325 [34].

NOTE 1:
In the mobile-terminating case, this version of the document makes no provision for the UE to provide an P-Preferred-Identity in the form of a hint.

NOTE 2:
A number of headers can reveal information about the identity of the user. Where, privacy is required, implementers should also give consideration to other headers that can reveal identity information. RFC 3323 [33] subclause 4.1 gives considerations relating to a number of headers.

If the information is available within the UE, the UE shall insert a P-Access-Network-Info header into any response to a request for a dialog, any subsequent request (except CANCEL requests) or response (except CANCEL responses) within a dialog or any response to a standalone method. The UE shall populate the P-Access-Network header as specified for the access network technology (for GPRS see subclause B.3).
Fifth proposed change
Annex A (normative):
Profiles of IETF RFCs for 3GPP usage

A.1
Profiles 

A.1.1
Relationship to other specifications

This annex contains a profile to the IETF specifications which are referenced by this specification, and the PICS proformas underlying profiles do not add requirements to the specifications they are proformas for.

This annex provides a profile specification according to both the current IETF specifications for SIP, SDP and other protocols (as indicated by the "RFC status" column in the tables in this annex) which are referenced by this specification and to the 3GPP specifications using SIP (as indicated by the "Profile status" column in the tables in this annex.

In the "RFC status" column the contents of the referenced specification takes precedence over the contents of the entry in the column.

In the "Profile status" column, there are a number of differences from the "RFC status" column. Where these differences occur, these differences take precedence over any requirements of the IETF specifications. Where specification concerning these requirements exists in the main body of the present document, the main body of the present document takes precedence.

Where differences occur in the "Profile status" column, the "Profile status" normally gives more strength to a "RFC status" and is not be in contradiction with the "RFC status", e.g. it may change an optional "RFC status" to a mandatory "Profile status". If the "Profile status" weakens the strength of a "RFC status" then additionally this will be indicated by further textual description in the present document.

For all IETF specifications that are not referenced by this document or that are not mentioned within the 3GPP profile of SIP and SDP, the generic rules as defined by RFC 3261 [26] and in addition the rules in clauses 5 and 6 of this specification apply, e.g..

-
a proxy which is built in accordance to this specification passes on any unknown method, unknown header field or unknown header parameter after applying procedures such as filtering, insertion of P-Asserted-Identity header, etc.; 

-
an UA  which is built in accordance to this specification will 

-
handle received unknown methods in accordance to the procedures defined in RFC 3261 [26], e.g. respond with a 400 (Bad Request) response; and

-
handle unknown header fields and unknown header parameters in accordance to the procedures defined in RFC 3261 [26], e.g. respond with a 420 (Bad Extension) if an extension identified by an option tag in the Require header of the received request is not supported by the UA.

A.1.2
Introduction to methodology within this profile

This subclause does not reflect dynamic conformance requirements but static ones. In particular, an condition for support of a PDU parameter does not reflect requirements about the syntax of the PDU (i.e. the presence of a parameter) but the capability of the implementation to support the parameter.

In the sending direction, the support of a parameter means that the implementation is able to send this parameter (but it does not mean that the implementation always sends it).

In the receiving direction, it means that the implementation supports the whole semantic of the parameter that is described in the main part of this specification.

As a consequence, PDU parameter tables in this subclause are not the same as the tables describing the syntax of a PDU in the reference specification, e.g. RFC 3261 [26] tables 2 and 3. It is not rare to see a parameter which is optional in the syntax but mandatory in subclause below.

The various statii used in this subclause are in accordance with the rules in table A.1.

Table A.1: Key to status codes
	Status code
	Status name
	Meaning

	m
	mandatory
	the capability shall be supported. It is a static view of the fact that the conformance requirements related to the capability in the reference specification are mandatory requirements. This does not mean that a given behaviour shall always be observed (this would be a dynamic view), but that it shall be observed when the implementation is placed in conditions where the conformance requirements from the reference specification compel it to do so. For instance, if the support for a parameter in a sent PDU is mandatory, it does not mean that it shall always be present, but that it shall be present according to the description of the behaviour in the reference specification (dynamic conformance requirement).

	o
	optional
	the capability may or may not be supported. It is an implementation choice.

	n/a
	not applicable
	it is impossible to use the capability. No answer in the support column is required.

	x
	prohibited (excluded)
	It is not allowed to use the capability. This is more common for a profile.

	c <integer>
	conditional
	the requirement on the capability ("m", "o", "n/a" or "x") depends on the support of other optional or conditional items. <integer> is the identifier of the conditional expression.

	o.<integer>
	qualified optional
	for mutually exclusive or selectable options from a set. <integer> is the identifier of the group of options, and the logic of selection of the options.

	i 
	irrelevant
	capability outside the scope of the given specification. Normally, this notation should be used in a base specification ICS proforma only for transparent parameters in received PDUs. However, it may be useful in other cases, when the base specification is in fact based on another standard.


In the context of this specification the "i" status code mandates that the implementation does not change the content of the parameter. It is an implementation option if the implementation acts upon the content of the parameter (e.g. by setting filter criteria to known or unknown parts of parameters in order to find out the route a message has to take).

It must be understood, that this 3GPP SIP profile does not list all parameters which an implementation will treat as indicated by the status code "irrelevant". In general an implementation will pass on all unknown messages, header fields and header parameters, as long as it can perform its normal behaviour.

The following additional comments apply to the interpretation of the tables in this Annex.

NOTE 1:
The tables are constructed according to the conventional rules for ICS proformas and profile tables.

NOTE 2:
The notation (either directly or as part of a conditional) of "m" for the sending of a parameter and "i" for the receipt of the same parameter, may be taken as indicating that the parameter is passed on transparently, i.e. without modification. Where a conditional applies, this behaviour only applies when the conditional is met.

A.1.3
Roles

Table A.2: Roles

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	User agent
	[26]
	o.1
	o.1

	2
	Proxy 
	[26]
	o.1
	o.1

	o.1:
It is mandatory to support exactly one of these items.

	NOTE:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.


Table A.3: Roles specific to this profile

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	UE
	5.1
	n/a
	o.1

	2
	P-CSCF
	5.2
	n/a
	o.1

	3
	I-CSCF
	5.3
	n/a
	o.1

	3A
	I-CSCF (THIG)
	5.3
	n/a
	c1

	4
	S-CSCF
	5.4
	n/a
	o.1

	5
	BGCF
	5.6
	n/a
	o.1

	6
	MGCF
	5.5
	n/a
	o.1

	7
	AS
	5.7
	n/a
	o.1

	7A
	AS acting as terminating UA, or redirect server
	5.7.2
	n/a
	c2

	7B
	AS acting as originating UA
	5.7.3
	n/a
	c2

	7C
	AS acting as a SIP proxy
	5.7.4
	n/a
	c2

	7D
	AS performing 3rd party call control
	5.7.5
	n/a
	c2

	8
	MRFC
	5.8
	n/a
	o.1

	c1:
IF A.3/3 THEN o ELSE x - - I-CSCF.

c2:
IF A.3/7 THEN o.2 ELSE n/a - - AS.

o.1:
It is mandatory to support exactly one of these items. 

o.2:
It is mandatory to support at least one of these items.

	NOTE:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.


Table A.3A: Roles specific to additional capabilities

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	Presence server
	3GPP TS 24.141 [8A]
	n/a
	c1

	2
	Presence user agent
	3GPP TS 24.141 [8A]
	n/a
	c2

	3
	Resource list server
	3GPP TS 24.141 [8A]
	n/a
	c3

	4
	Watcher
	3GPP TS 24.141 [8A]
	n/a
	c4

	11
	Conference focus
	3GPP TS 24.147 [8B]
	n/a
	c5

	12
	Conference participant
	3GPP TS 24.147 [8B]
	n/a
	c6

	C1:
IF A.3/7A AND A.3/7B THEN o ELSE n/a - - AS acting as terminating UA, or redirect server and AS acting as originating UA.

c2:
IF A.3/1 THEN o ELSE n/a - - UE.

c3:
IF A.3/7A THEN o ELSE n/a - - AS acting as terminating UA, or redirect server.

c4:
IF A.3/1 OR A.3/7B THEN o ELSE n/a - - UE or AS acting as originating UA.

c5:
IF A.3/7D AND A.3/4 AND A.3/8 THEN o ELSE n/a - - AS performing 3rd party call control and S-CSCF and MRFC (note 2).

C6:
IF A.3/1 OR A.3A/11 THEN o ELSE n/a - - UE or conference focus.

	NOTE 1:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.

NOTE 2:
The functional split between the MRFC and the conferencing AS is out of scope of this document and they are assumed to be collocated.


Table A.3B: IP-CANs supported by this profile
	Item
	IP-CANs
	Reference
	RFC status
	Profile status

	1
	GPRS
	Annex B
	n/a
	o.1

	2
	xDSL
	?
	n/a
	o.1

	O1:
it is mandatory to support at least one of these items.

	NOTE :
Unless otherwise specified, the functionalites listed in Annex A are applicable to all IP-CANs mentioned within this table.


Sixth proposed change
A.2.1.4.3
BYE method

Prerequisite A.5/2 - - BYE request

Table A.9: Supported headers within the BYE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	O
	O
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	C18
	C18
	[56B] 9.2
	n/a
	n/a

	2
	Accept-Encoding
	[26] 20.2
	O
	O
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	O
	O
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	O
	O
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 7.2.2
	C1
	C1
	[28] 7.2.2
	c2
	c2

	5
	Authorization
	[26] 20.7
	C3
	C3
	[26] 20.7
	c3
	c3

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	7
	Content-Disposition
	[26] 20.11
	O
	O
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	O
	O
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	O
	O
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	C4
	[26] 20.17
	m
	m

	14
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	15
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	16
	MIME-Version
	[26] 20.24
	o
	O
	[26] 20.24
	m
	m

	16A
	P-Access-Network-Info
	[52] 4.4
	c9
	C10
	[52] 4.4
	c9
	c11

	16B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c6
	c6

	16C
	P-Charging-Function-Addresses
	[52] 4.5
	c13
	C14
	[52] 4.5
	c13
	c14

	16D
	P-Charging-Vector
	[52] 4.6
	c12
	n/a
	[52] 4.6
	c12
	n/a

	16E
	P-Preferred-Identity
	[34] 9.2
	c6
	X
	[34] 9.2
	n/a
	n/a

	16F
	Privacy
	[33] 4.2
	c7
	n/a
	[33] 4.2
	c7
	c7

	17
	Proxy-Authorization
	[26] 20.28
	c5
	C5
	[26] 20.28
	n/a
	n/a

	18
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	18A
	Reason
	[34A] 2
	c17
	C17
	[34A] 2
	c17
	c17

	19
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	n/a
	n/a

	19A
	Reject-Contact
	[56B] 9.2
	c18
	C18
	[56B] 9.2
	n/a
	n/a

	19B
	Request-Disposition
	[56B] 9.1
	c18
	C18
	[56B] 9.1
	n/a
	n/a

	20
	Require
	[26] 20.32
	o
	O
	[26] 20.32
	m
	m

	21
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	21A
	Security-Client
	[48] 2.3.1
	c15
	C15
	[48] 2.3.1
	n/a
	n/a

	21B
	Security-Verify
	[48] 2.3.1
	c16
	C16
	[48] 2.3.1
	n/a
	n/a

	22
	Supported
	[26] 20.37
	o
	O
	[26] 20.37
	m
	m

	23
	Timestamp
	[26] 20.38
	c8
	C8
	[26] 20.38
	m
	m

	24
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	25
	User-Agent
	[26] 20.41
	o
	O
	[26] 20.41
	o
	o

	26
	Via
	[26] 20.42
	m
	m
	[20] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c7:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests. 

c9:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c10:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c11:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c12:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c13:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c14:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c15:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note).

c16:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c17:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c18:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

	NOTE:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Seventh proposed change
Prerequisite A.5/3 - - BYE response

Table A.12: Supported headers within the BYE response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	10A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c6

	10B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	10C
	P-Charging-Function-Addresses
	[52] 4.5
	c9
	c10
	[52] 4.5
	c9
	c10

	10D
	P-Charging-Vector
	[52] 4.6
	c8
	n/a
	[52] 4.6
	c8
	n/a

	10E
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	10F
	Privacy
	[33] 4.2
	c4
	n/a
	[33] 4.2
	c4
	c4

	10G
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	10H
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c10:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.


Eighth proposed change
A.2.1.4.7
INVITE method

Prerequisite A.5/8 - - INVITE request

Table A.46: Supported headers within the INVITE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	n/a
	n/a

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	4
	Alert-Info
	[26] 20.4
	o
	o
	[26] 20.4
	c1
	c1

	5
	Allow
	[26] 20.5, [26] 5.1
	o (note 1)
	o
	[26] 20.5, [26] 5.1
	m
	m

	6
	Allow-Events
	[28] 7.2.2
	c2
	c2
	[28] 7.2.2
	c2
	c2

	8
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	9
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	10
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	11
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	12
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	13
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	14
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	15
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	16
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	17
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	18
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	19
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	o
	o

	20
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	21
	In-Reply-To
	[26] 20.21
	o
	o
	[26] 20.21
	o
	o

	22
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	23
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	23A
	Min-SE
	[58] 5
	c26
	c26
	[58] 5
	c25
	c25

	24
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	24A
	P-Access-Network-Info
	[52] 4.4
	c15
	c16
	[52] 4.4
	c15
	c17

	24B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c7
	c7

	24C
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c13
	c13

	24D
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c21
	[52] 4.5
	c20
	c21

	24E
	P-Charging-Vector
	[52] 4.6
	c18
	c19
	[52] 4.6
	c18
	c19

	25
	P-Media-Authorization
	[31] 6.1
	n/a
	n/a
	[31] 6.1
	c11
	c12

	25A
	P-Preferred-Identity
	[34] 9.2
	c7
	c5
	[34] 9.2
	n/a
	n/a

	25B
	P-Visited-Network-ID
	[52] 4.3
	x (note 3)
	x
	[52] 4.3
	c14
	n/a

	26
	Priority
	[26] 20.26
	o
	o
	[26] 20.26
	o
	o

	26A
	Privacy
	[33] 4.2
	c9
	c9
	[33] 4.2
	c9
	c9

	27
	Proxy-Authorization
	[26] 20.28
	c6
	c6
	[26] 20.28
	n/a
	n/a

	28
	Proxy-Require
	[26] 20.29
	o (note 2)
	o (note 2)
	[26] 20.29
	n/a
	n/a

	28A
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c8
	c8

	29
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	m
	m

	31
	Reply-To
	[26] 20.31
	o
	o
	[26] 20.31
	o
	o

	31A
	Reject-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	n/a
	n/a

	31B
	Request-Disposition
	[56B] 9.1
	c24
	c24
	[56B] 9.1
	n/a
	n/a

	32
	Require
	[26] 20.32
	o
	m
	[26] 20.32
	m
	m

	33
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	33A
	Security-Client
	[48] 2.3.1
	c22
	c22
	[48] 2.3.1
	n/a
	n/a

	33B
	Security-Verify
	[48] 2.3.1
	c23
	c23
	[48] 2.3.1
	n/a
	n/a

	33C
	Session-Expires
	[58] 4
	c25
	c25
	[58] 4
	c25
	c25

	34
	Subject
	[26] 20.36
	o
	o
	[26] 20.36
	o
	o

	35
	Supported
	[26] 20.37
	c8
	m
	[26] 20.37
	m
	m

	36
	Timestamp
	[26] 20.38
	c10
	c10
	[26] 20.38
	m
	m

	37
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	38
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	39
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/12 THEN m ELSE n/a - - downloading of alerting information.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c6:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c7:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c11:
IF A.4/19 THEN m ELSE n/a - - SIP extensions for media authorization.

c12:
IF A.3/1 THEN m ELSE n/a - - UE.

c13:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c14:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c15:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c16:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c17:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c18:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 4).

c23:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c24:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c25:
IF A.4/42 THEN m ELSE n/a - - the SIP session timer.

c26:
IF A.4/42 THEN o ELSE n/a - - the SIP session timer.

o.1:
At least one of these shall be supported.

	NOTE 1:
The strength of this requirement in RFC 3261 [26] is RECOMMENDED, rather than OPTIONAL.

NOTE 2: 
No distinction has been made in these tables between first use of a request on a From/To/Call-ID combination, and the usage in a subsequent one. Therefore the use of "o" etc. above has been included from a viewpoint of first usage. 

NOTE 3:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 4:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Ninth proposed change
Prerequisite A.5/9 - - INVITE response

Table A.49: Supported headers within the INVITE response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	11
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	11A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	11B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	11C
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c11
	c11

	11D
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	11E
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	11F
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	11G
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	11H
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	12
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	13
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	13A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	14
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	15
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.


10th proposed change
A.2.1.4.7A
MESSAGE method

Prerequisite A.5/9A - - MESSAGE request

Table A.62A: Supported headers within the MESSAGE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	n/a
	n/a

	1A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Allow-Events
	[28] 7.2.2
	c1
	c1
	[28] 7.2.2
	c2
	c2

	3
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	4
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	5
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	6
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	7
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	8
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	9
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	10
	Content-Type
	[26] 20.15
	m
	m
	[26] 29.15
	m
	m

	11
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	12
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	13
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	o
	o

	14
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	15
	In-Reply-To
	[26] 20.21
	o
	o
	[26] 20.21
	o
	o

	16
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	17
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	18
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	18A
	P-Access-Network-Info
	[52] 4.4
	c15
	c16
	[52] 4.4
	c15
	c16

	18B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c11
	c11

	18C
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c13
	c13

	18D
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c21
	[52] 4.5
	c20
	c21

	18E
	P-Charging-Vector
	[52] 4.6
	c18
	c19
	[52] 4.6
	c18
	c19

	18F
	P-Preferred-Identity
	[34] 9.2
	c11
	c7
	[34] 9.2
	n/a
	n/a

	18G
	P-Visited-Network-ID
	[52] 4.3
	x (note 1)
	x
	[52] 4.3
	c14
	n/a

	19
	Priority
	[26] 20.26
	o
	o
	[26] 20.26
	o
	o

	19A
	Privacy
	[33] 4.2
	c12
	c12
	[33] 4.2
	c12
	c12

	20
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	21
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	21A
	Reason
	[34A] 2
	c6
	c6
	[34A] 2
	c6
	c6

	22
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	n/a
	n/a

	23
	Reply-To
	[26] 20.31
	o
	o
	[26] 20.31
	o
	o

	23A
	Reject-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	n/a
	n/a

	23B
	Request-Disposition
	[56B] 9.1
	c24
	c24
	[56B] 9.1
	n/a
	n/a

	24
	Require
	[26] 20.32
	c8
	o
	[26] 20.32
	m
	m

	25
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	25A
	Security-Client
	[48] 2.3.1
	c22
	c22
	[48] 2.3.1
	n/a
	n/a

	25B
	Security-Verify
	[48] 2.3.1
	c23
	c23
	[48] 2.3.1
	n/a
	n/a

	26
	Subject
	[26] 20.35
	o
	o
	[26] 20.36
	o
	o

	27
	Supported
	[26] 20.37
	c9
	m
	[26] 20.37
	m
	m

	28
	Timestamp
	[26] 20.38
	c10
	c10
	[26] 20.38
	m
	m

	29
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	30
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	31
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c6:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/14 THEN o.1 ELSE o - - Reliable transport.

c9:
IF IF A.4/14 THEN o.1 ELSE o - - support of reliable transport.

c10:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c11:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c12:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP). 

c13:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c14:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c15:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c16:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c17:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c18:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 2).

c23:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c24:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

	NOTE 1:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 2:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


11th proposed change
Prerequisite A.5/9B - - MESSAGE response

Table A.62C: Supported headers within the MESSAGE response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	3
	Content-Disposition
	[26] 20.11
	o (note 2)
	o (note 2)
	[26] 20.11
	m (note 2)
	m (note 2)

	4
	Content-Encoding
	[26] 20.12
	o (note 2)
	o (note 2)
	[26] 20.12
	m (note 2)
	m (note 2)

	5
	Content-Language
	[26] 20.13
	o (note 2)
	o (note 2)
	[26] 20.13
	m (note 2)
	m (note 2)

	6
	Content-Length
	[26] 20.14
	m (note 2)
	m (note 2)
	[26] 20.14
	m (note 2)
	m (note 2)

	7
	Content-Type
	[26] 20.15
	m (note 2)
	m (note 2)
	[26] 20.15
	m (note 2)
	m (note 2)

	8
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	10
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	11
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	12
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	12A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	12B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	12C
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	12D
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	12E
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	12F
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	12G
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	13
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	14
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	15
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	16
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	17
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	18
	Warning
	[26] 20.43
	o
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE 1:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.

NOTE 2: 
RFC 3428 [50] clause 7 states that all 2xx class responses to a MESSAGE request must not include any body, therefore for 2xx responses to the MESSAGE request the values on Sending side for "RFC status" and "Profile status" are "x", the values for Receiving side for "RFC status" and "Profile Status" are "n/a". RFC 3261 [26] subclause 7.4 states that all responses may contain bodies, therefore for all responses to the MESSAGE request other than 2xx responses, the values on Sending side for "RFC status" and "Profile status" are "o", the values for Receiving side for "RFC status" and "Profile Status" are "m".


12th proposed change
A.2.1.4.8
NOTIFY method

Prerequisite A.5/10 - - NOTIFY request

Table A.63: Supported headers within the NOTIFY request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c19
	c19
	[56B] 9.2
	n/a
	n/a

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 7.2.2
	c1
	c1
	[28] 7.2.2
	c2
	c2

	5
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6A
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	7
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	14
	Event
	[28] 7.2.1
	m
	m
	[28] 7.2.1
	m
	m

	15
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	16
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	17
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	17A
	P-Access-Network-Info
	[52] 4.4
	c10
	c11
	[52] 4.4
	c10
	c12

	17B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c6
	c6

	17C
	P-Charging-Function-Addresses
	[52] 4.5
	c14
	c15
	[52] 4.5
	c14
	c15

	17D
	P-Charging-Vector
	[52] 4.6
	c13
	n/a
	[52] 4.6
	c13
	n/a

	17E
	P-Preferred-Identity
	[34] 9.2
	c6
	x
	[34] 9.2
	n/a
	n/a

	17F
	Privacy
	[33] 4.2
	c7
	n/a
	[33] 4.2
	c7
	c7

	18
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	19
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	19A
	Reason
	[34A] 2
	c18
	c18
	[34A] 2
	c18
	c18

	20
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	c9
	c9

	20A
	Reject-Contact
	[56B] 9.2
	c19
	c19
	[56B] 9.2
	n/a
	n/a

	20B
	Request-Disposition
	[56B] 9.1
	c19
	c19
	[56B] 9.1
	n/a
	n/a

	21
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	22A
	Security-Client
	[48] 2.3.1
	c16
	c16
	[48] 2.3.1
	n/a
	n/a

	22B
	Security-Verify
	[48] 2.3.1
	c17
	c17
	[48] 2.3.1
	n/a
	n/a

	22
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	23
	Subscription-State
	[28] 8.2.3
	m
	m
	[28] 8.2.3
	m
	m

	24
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	25
	Timestamp
	[26] 20.38
	c8
	c8
	[26] 20.38
	m
	m

	26
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	27
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	28
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c7:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c9:
IF A.4/15 OR A.4/20 THEN m ELSE n/a - - the REFER method extension or SIP specific event notification extension.

c10:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c11:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c12:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c13:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c14:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c15:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c16:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note).

c17:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c18:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c19:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

	NOTE:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


13th proposed change
Prerequisite A.5/11 - - NOTIFY response

Table A.65: Supported headers within the NOTIFY response - all status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	10A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	10B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	10C
	P-Charging-Function-Addresses
	[52] 4.5
	c9
	c10
	[52] 4.5
	c9
	c10

	10D
	P-Charging-Vector
	[52] 4.6
	c8
	n/a
	[52] 4.6
	c8
	n/a

	10E
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	10F
	Privacy
	[33] 4.2
	c4
	n/a
	[33] 4.2
	c4
	c4

	10G
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	10H
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c10:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.


14th proposed change
A.2.1.4.9
OPTIONS method

Prerequisite A.5/12 - - OPTIONS request

Table A.77: Supported headers within the OPTIONS request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c21
	c21
	[56B] 9.2
	n/a
	n/a

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 7.2.2
	c1
	c1
	[28] 7.2.2
	c1
	c1

	5
	Authorization
	[26] 20.7
	c2
	c2
	[26] 20.7
	c2
	c2

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	7
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	8
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	o
	o

	9
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	10
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	11
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	12
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	13
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	14
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	15
	Date
	[26] 20.17
	c3
	c3
	[26] 20.17
	m
	m

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	17
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	18
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	19
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	19A
	P-Access-Network-Info
	[52] 4.4
	c11
	c12
	[52] 4.4
	c11
	c13

	19B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c6
	c6

	19C
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c9
	c9

	19D
	P-Charging-Function-Addresses
	[52] 4.5
	c16
	c17
	[52] 4.5
	c16
	c17

	19E
	P-Charging-Vector
	[52] 4.6
	c14
	c15
	[52] 4.6
	c14
	c15

	19F
	P-Preferred-Identity
	[34] 9.2
	c6
	c4
	[34] 9.2
	n/a
	n/a

	19G
	P-Visited-Network-ID
	[52] 4.3
	x (note 2)
	x
	[52] 4.3
	c10
	n/a

	19H
	Privacy
	[33] 4.2
	c8
	c8
	[33] 4.2
	c8
	c8

	20
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	21
	Proxy-Require
	[26] 20.29
	o
	o (note 1)
	[26] 20.29
	n/a
	n/a

	21A
	Reason
	[34A] 2
	c20
	c20
	[34A] 2
	c20
	c20

	22
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	n/a
	n/a

	22A
	Reject-Contact
	[56B] 9.2
	c21
	c21
	[56B] 9.2
	n/a
	n/a

	22B
	Request-Disposition
	[56B] 9.1
	c21
	c21
	[56B] 9.1
	n/a
	n/a

	23
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	24
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	24A
	Security-Client
	[48] 2.3.1
	c18
	c18
	[48] 2.3.1
	n/a
	n/a

	24B
	Security-Verify
	[48] 2.3.1
	c19
	c19
	[48] 2.3.1
	n/a
	n/a

	25
	Supported
	[26] 20.37
	c6
	c6
	[26] 20.37
	m
	m

	26
	Timestamp
	[26] 20.38
	c7
	c7
	[26] 20.38
	m
	m

	27
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	28
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	29
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c4:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c7:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c8:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c9:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c10:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c11:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c12:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c13:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c14:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c15:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c17:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 3).

c19:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c20:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c21:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

	NOTE 1: 
No distinction has been made in these tables between first use of a request on a From/To/Call-ID combination, and the usage in a subsequent one. Therefore the use of "o" etc. above has been included from a viewpoint of first usage.

NOTE 2:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 3:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


15th proposed change
Prerequisite A.5/13 - - OPTIONS response

Table A.80: Supported headers within the OPTIONS response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	11
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	11A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	11B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	11C
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	11D
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	11E
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	11F
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	11G
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	12
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	13
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	13A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	14
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	15
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.


16th proposed change
A.2.1.3.10
PRACK method

Prerequisite A.5/14 - - PRACK request

Table A.91: Supported headers within the PRACK request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c15
	c15
	[56B] 9.2
	n/a
	n/a

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 7.2.2
	c1
	c1
	[28] 7.2.2
	c2
	c2

	5
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	7
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	14
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	15
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	16
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	16A
	P-Access-Network-Info
	[52] 4.4
	c9
	c10
	[52] 4.4
	c9
	c11

	16B
	P-Charging-Function-Addresses
	[52] 4.5
	c13
	c14
	[52] 4.5
	c13
	c14

	16C
	P-Charging-Vector
	[52] 4.6
	c12
	n/a
	[52] 4.6
	c12
	n/a

	16D
	Privacy
	[33] 4.2
	c6
	n/a
	[33] 4.2
	c6
	n/a

	17
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	18
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	19
	Rack
	[27] 7.2
	m
	m
	[27] 7.2
	m
	m

	19A
	Reason
	[34A] 2
	c7
	c7
	[34A] 2
	c7
	c7

	20
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	n/a
	n/a

	20A
	Reject-Contact
	[56B] 9.2
	c15
	c15
	[56B] 9.2
	n/a
	n/a

	20B
	Request-Disposition
	[56B] 9.1
	c15
	c15
	[56B] 9.1
	n/a
	n/a

	21
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	22
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	23
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	24
	Timestamp
	[26] 20.38
	c8
	c8
	[26] 20.38
	m
	m

	25
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	26
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	27
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c7:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c8:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c9:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c10:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c11:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c12:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c13:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c14:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c15:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.


17th proposed change
Prerequisite A.5/15 - - PRACK response

Table A.94: Supported headers within the PRACK response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	10A
	P-Access-Network-Info
	[52] 4.4
	c3
	c4
	[52] 4.4
	c3
	c5

	10B
	P-Charging-Function-Addresses
	[52] 4.5
	c7
	c8
	[52] 4.5
	c7
	c8

	10C
	P-Charging-Vector
	[52] 4.6
	c6
	n/a
	[52] 4.6
	c6
	n/a

	10D
	Privacy
	[33] 4.2
	c2
	n/a
	[33] 4.2
	c2
	n/a

	10E
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	10F
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c3:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c4:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c5:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c6:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c7:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c8:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.


18th proposed change
Prerequisite A.5/15A – PUBLISH request

Table A.104A: Supported headers within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	n/a
	n/a

	2
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	3
	Allow-Events
	[26] 7.2.2
	c1
	c1
	[26] 7.2.2
	c2
	c2

	4
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	5
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	7
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	14
	Event
	[28] 8.2.1
	m
	m
	[28] 8.2.1
	m
	m

	15
	Expires
	[26] 20.19, [70] 7.1.1
	o (note 1)
	o (note 1)
	[26] 20.19, [70] 7.1.1
	m
	m

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	17
	In-Reply-To
	[26] 20.21
	o
	o
	[26] 20.21
	o
	o

	18
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	19
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	20
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	21
	P-Access-Network-Info
	[52] 4.4
	c15
	c16
	[52] 4.4
	c15
	c17

	22
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c11
	c11

	23
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c13
	c13

	24
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c21
	[52] 4.5
	c20
	c21

	25
	P-Charging-Vector
	[52] 4.6
	c18
	c19
	[52] 4.6
	c18
	c19

	26
	P-Preferred-Identity
	[34] 9.2
	c11
	c7
	[34] 9.2
	n/a
	n/a

	27
	P-Visited-Network-ID
	[52] 4.3
	x (note 3)
	x
	[52] 4.3
	c14
	n/a

	28
	Priorità
	[26] 20.26
	o
	o
	[26] 20.26
	o
	o

	29
	Privacy
	[33] 4.2
	c12
	c12
	[33] 4.2
	c12
	c12

	30
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	31
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	32
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c8
	c8

	33
	Reject-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	n/a
	n/a

	34
	Request-Disposition
	[56B] 9.1
	c22
	c22
	[56B] 9.1
	n/a
	n/a

	35
	Reply-To
	[26] 20.31
	o
	o
	[26] 20.31
	o
	o

	36
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	37
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	38
	Security-Client
	[48] 2.3.1
	c9
	c9
	[48] 2.3.1
	n/a
	n/a

	39
	Security-Verify
	[48] 2.3.1
	c10
	c10
	[48] 2.3.1
	n/a
	n/a

	40
	SIP-If-Match
	[70] 7.3.2
	o
	o
	[70] 7.3.2
	m
	m

	41
	Subject
	[26] 20.36
	o
	o
	[26] 20.36
	o
	o

	42
	Supported
	[26] 20.37, [26] 7.1
	o
	o
	[26] 20.37, [26] 7.1
	m
	m

	43
	Timestamp
	[26] 20.38
	c6
	c6
	[26] 20.38
	m
	m

	44
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	45
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	46
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 2).

c10:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c11:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c12:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c14:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c15:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c16:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c17:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c18:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c24:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

	NOTE 1:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.

NOTE 2:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. 

NOTE 3:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.


19th proposed change
Prerequisite A.5/15B - - PUBLISH response

Table A.104C: Supported headers within the PUBLISH response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Call-Info
	[26] 24.9
	o
	o
	[26] 24.9
	m
	m

	3
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	4
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	5
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	6
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	7
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	8
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	10
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	11
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	12
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	13
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	14
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	15
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	16
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	17
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	18
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	19
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	20
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	21
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	22
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	23
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	24
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	25
	Warning
	[26] 20.43
	o
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE F A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSEn/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.


20th proposed change
Prerequisite A.5/16 - - REFER request

Table A.105: Supported headers within the REFER request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	0B
	Accept-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	n/a
	n/a

	0C
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	1
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	1A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Allow-Events
	[28] 7.2.2
	c1
	c1
	[28] 7.2.2
	c2
	c2

	3
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	4
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	5
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	5A
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	5B
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	5C
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	6
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	7
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	8
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	10
	Expires
	[26] 20.19
	o
	o
	[26] 20.19
	o
	o

	11
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	12
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	13
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	14
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	14A
	P-Access-Network-Info
	[52] 4.4
	c12
	c13
	[52] 4.4
	c12
	c14

	14B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c8
	c8

	14C
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c10
	c10

	14D
	P-Charging-Function-Addresses
	[52] 4.5
	c17
	c18
	[52] 4.5
	c17
	c18

	14E
	P-Charging-Vector
	[52] 4.6
	c15
	c16
	[52] 4.6
	c15
	c16

	14F
	P-Preferred-Identity
	[34] 9.2
	c8
	c7
	[34] 9.2
	n/a
	n/a

	14G
	P-Visited-Network-ID
	[52] 4.3
	x (note 1)
	x
	[52] 4.3
	c11
	n/a

	14H
	Privacy
	[33] 4.2
	c9
	c9
	[33] 4.2
	c9
	c9

	15
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	16
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	16A
	Reason
	[34A] 2
	c21
	c21
	[34A] 2
	c21
	c21

	17
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	m
	m

	18
	Refer-To
	[36] 3
	m
	m
	[36] 3
	m
	m

	18A
	Reject-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	n/a
	n/a

	18B
	Request-Disposition
	[56B] 9.1
	c22
	c22
	[56B] 9.1
	n/a
	n/a

	19
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	20
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	20A
	Security-Client
	[48] 2.3.1
	c19
	c19
	[48] 2.3.1
	n/a
	n/a

	20B
	Security-Verify
	[48] 2.3.1
	c20
	c20
	[48] 2.3.1
	n/a
	n/a

	20C
	Subject
	[26] 20.36
	o
	o
	[26] 20.36
	o
	o

	21
	Supported
	[26] 20.37, [26] 7.1
	o
	o
	[26] 20.37, [26] 7.1
	m
	m

	22
	Timestamp
	[26] 20.38
	c6
	c6
	[26] 20.38
	m
	m

	23
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	24
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	25
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c9:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c11:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c12:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c13:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c14:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c15:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c17:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.
c19:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 2).

c20:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c21:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c22:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

	NOTE 1:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 2:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


21th proposed change
Prerequisite A.5/17 - - REFER response

Table A.108: Supported headers within the REFER response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	2
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	3
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	4
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	5
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	6
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	7
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	8
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	10
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	10A
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	10B
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	10C
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	10D
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	10E
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	10F
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	10G
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	10H
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.


22th proposed change
Prerequisite A.5/20 - - SUBSCRIBE request

Table A.134: Supported headers within the SUBSCRIBE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	n/a
	n/a

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	3A
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	4
	Allow-Events
	[28] 7.2.2
	c1
	c1
	[28] 7.2.2
	c2
	c2

	5
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6A
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	7
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	14
	Event
	[28] 7.2.1
	m
	m
	[28] 7.2.1
	m
	m

	15
	Expires
	[26] 20.19
	o (note 1)
	o (note 1)
	[26] 20.19
	m
	m

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	17
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	18
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	18A
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	18B
	P-Access-Network-Info
	[52] 4.4
	c12
	c13
	[52] 4.4
	c12
	c14

	18C
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c6
	c6

	18D
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c10
	c10

	18E
	P-Charging-Function-Addresses
	[52] 4.5
	c17
	c18
	[52] 4.5
	c17
	c18

	18F
	P-Charging-Vector
	[52] 4.6
	c15
	c16
	[52] 4.6
	c15
	c16

	18G
	P-Preferred-Identity
	[34] 9.2
	c6
	c7
	[34] 9.2
	n/a
	n/a

	18H
	P-Visited-Network-ID
	[52] 4.3
	x (note 2)
	x
	[52] 4.3
	c11
	n/a

	18I
	Privacy
	[33] 4.2
	c9
	c9
	[33] 4.2
	c9
	c9

	19
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	20
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	20A
	Reason
	[34A] 2
	c21
	c21
	[34A] 2
	c21
	c21

	21
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	m
	m

	21A
	Reject-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	n/a
	n/a

	21B
	Request-Disposition
	[56B] 9.1
	c22
	c22
	[56B] 9.1
	n/a
	n/a

	22
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	23
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	23A
	Security-Client
	[48] 2.3.1
	c19
	c19
	[48] 2.3.1
	n/a
	n/a

	23B
	Security-Verify
	[48] 2.3.1
	c20
	c20
	[48] 2.3.1
	n/a
	n/a

	24
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	25
	Timestamp
	[26] 20.38
	c8
	c8
	[26] 20.38
	m
	m

	26
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	27
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	28
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c9:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c11:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c12:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c13:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c14:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c15:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c17:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c19:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 3).

c20:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c21:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c22:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

	NOTE 1:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.

NOTE 2:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 3:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


23th proposed change
Prerequisite A.5/21 - - SUBSCRIBE response

Table A.136: Supported headers within the SUBSCRIBE response - all status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	10A
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	10B
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	10C
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	10D
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	10E
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	10F
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	10G
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	10H
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	10I
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.


24th proposed change
Prerequisite A.5/22 - - UPDATE request

Table A.150: Supported headers within the UPDATE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c20
	c20
	[56B] 9.2
	n/a
	n/a

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	4
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	5
	Allow-Events
	[28] 7.2.2
	c2
	c2
	[28] 7.2.2
	c3
	c3

	6
	Authorization
	[26] 20.7
	c4
	c4
	[26] 20.7
	c4
	c4

	7
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	8
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	9
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	10
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	11
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	12
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	13
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	14
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	15
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	16
	Date
	[26] 20.17
	c5
	c5
	[26] 20.17
	m
	m

	17
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	18
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	19
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	19A
	Min-SE
	[58] 5
	c21
	c21
	[58] 5
	c21
	c21

	20
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	20A
	P-Access-Network-Info
	[52] 4.4
	c11
	c12
	[52] 4.4
	c11
	c13

	20B
	P-Charging-Function-Addresses
	[52] 4.5
	c16
	c17
	[52] 4.5
	c16
	c17

	20C
	P-Charging-Vector
	[52] 4.6
	c14
	c15
	[52] 4.6
	c14
	c15

	20D
	Privacy
	[33] 4.2
	c6
	n/a
	[33] 4.2
	c6
	n/a

	21
	Proxy-Authorization
	[26] 20.28
	c10
	c10
	[26] 20.28
	n/a
	n/a

	22
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	22A
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c8
	c8

	23
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	n/a
	n/a

	23A
	Reject-Contact
	[56B] 9.2
	c20
	c20
	[56B] 9.2
	n/a
	n/a

	23B
	Request-Disposition
	[56B] 9.1
	c20
	c20
	[56B] 9.1
	n/a
	n/a

	24
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	25
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	25A
	Security-Client
	[48] 2.3.1
	c18
	c18
	[48] 2.3.1
	n/a
	n/a

	25B
	Security-Verify
	[48] 2.3.1
	c19
	c19
	[48] 2.3.1
	n/a
	n/a

	25C
	Session-Expires
	[58] 4
	c21
	c21
	[58] 4
	c21
	c21

	26
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	27
	Timestamp
	[26] 20.38
	c9
	c9
	[26] 20.38
	m
	m

	28
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	29
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	30
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c2:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c4:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c5:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c6:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c10:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c11:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c12:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c13:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c14:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c15:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c17:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note).

c19:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c20:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c21: 

IF A.4/42 THEN m ELSE n/a - - the SIP session timer.

	NOTE:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


25th proposed change
Prerequisite A.5/23 - - UPDATE response

Table A.152: Supported headers within the UPDATE response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	10A
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	10B
	P-Access-Network-Info
	[52] 4.4
	c4
	c5
	[52] 4.4
	c4
	c6

	10C
	P-Charging-Function-Addresses
	[52] 4.5
	c9
	c10
	[52] 4.5
	c9
	c10

	10D
	P-Charging-Vector
	[52] 4.6
	c7
	c8
	[52] 4.6
	c7
	c8

	10E
	Privacy
	[33] 4.2
	c3
	n/a
	[33] 4.2
	c3
	n/a

	10F
	Require
	[26] 20.31
	m
	m
	[26] 20.31
	m
	m

	10G
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c4:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c5:
IF A.4/34 AND A.3/1 AND A.3B/1 THEN m ELSE IF A.4/34 AND A.3/1 AND A.3B/2 THEN o ELSE n/a - - the P-Access-Network-Info header extension and UE.

c6:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c7:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c8:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c10:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.
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