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Introduction

The Binary Floor Control Protocol (BFCP) has been adopted as a working group item within the IETF XCON working group based on http://www.ietf.org/internet-drafts/draft-ietf-xcon-bfcp-00.txt. As such it is now appropriate to add this protocol to the conferencing specification 3GPP TS 24.147. 

Overview of the protocol

The protocol operates between the following entities:

-
floor participant;

-
floor chair;

-
floor control server;

The protocol provides the ability to request and grant the floor, to queue floor control requests in some manner in the floor control server, and for the floor chair to grant floor requests. The algorithms for queueing requests in the floor control server are out of the scope of the specification, as are any algorithms for assisting or replacing the floor chair by automatically granting floor requests in the floor control server.

The creation and configuration of the floor is outside the scope of the BFCP, and in the current draft is assumed to be performed within XCAP. It looks like it is also agreed to add a means of creating a floor using SDP, but this has not yet been documented. It needs to be discussed whether this is in a separate draft, or in the BFCP documentation. 

BFCP is carried using TCP. There may be the possibility for carrying some of the floor status notifications using UDP, but this may be additional to BFCP.

Allocation to 3GPP entities

The floor control protocol is closely associated with the operation of the media stream, and may result in some switching of the media stream. As such, it is believed that the floor control server is best located in the MRFP, and that the floor control protocol is carried within the IP-CAN transport. Indeed, this is already indicated in clause 4 of 3GPP TS 24.147. 

Within 3GPP, this means that BFCP would be carried in a media PDP context, and be treated like any other transport stream within the media PDP context.

The floor participant and the floor chair may be implemented in 3GPP UEs, and also in an MRFP, as it is understood that floors may be concatenated to each other, in the same manner that conferences may also be concatenated to each other.

Optional capabilities

BFCP is simple, and substantially optionless.

Two mechanisms are likely to be defined to create floors, one using CPCP and one using SDP. It is assumed that, as we have not provided any subsetting of CPCP for other purposes (except for the removal of media policy control for the reason that it will not be ready), we will also support the creation and configuration of floors using CPCP.

We should decided whether we also wish to support and document the SDP mechanism. It is understood that there are few open issues with how to do this, and that all that is required is the appropriate IETF documentation, so it should not be regarded as a matter of timescales. For the moment, it has been proposed to add an editor's note to clause 6, on the assumption that we will include the SDP option.

Revisions between this document and N1-041304

N1-041304 was the output document of CN1#34bis. The following changes have been made between that document and this document:

1. draft-camarillo-xcon-bfcp-00 has now become draft-ietf-xcon-bfcp-00, and this has been replaced throughout the document;

2. the protocol adds requirements for the MRFP, and this has therefore been added to the final paragraph of the scope.

Proposal

The following changes are proposed to 3GPP TS 24.147.
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1
Scope

The present document provides the protocol details for conferencing within the IP Multimedia Core Network subsystem (IMS) based on the Session Initiation Protocol (SIP), SIP Events, the Session Description Protocol (SDP) , the Conference Policy Control Protocol (CPCP), the Binary Floor Control Protocol (BFCP) and other protocols. 


Editor's note: The "other protocols" that are mentioned here need to be listed in detail, in order to replace the phrase "other protocols". This TS only covers protocols in the scope of CN1.

This document does not cover the signalling between a MRFC and a MRFP. 

Where possible the present document specifies the requirements for this protocol by reference to specifications produced by the IETF within the scope of SIP, SIP Events, SDP, CPCP, BFCP and other protocols, either directly, or as modified by 3GPP TS 24.229. Where this is not possible, extensions to SIP are defined within the present document. The document has therefore been structured in order to allow both forms of specification.

The present document includes information applicable to network operators, service providers and manufacturers.

The present document is applicable to Application Servers (ASs), Multimedia Resource Function Controllers (MRFCs), Multimedia Resource Function Processors (MRFP), Media Gateway Control Functions (MGCFs) and to User Equipment (UE) providing conferencing capabilities.
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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

For the purposes of the present document, the terms and definitions defined in 3GPP TS 21.905 [1] and 3GPP TS 22.141 [2] apply:

Conferencing AS: 
an Application Server that supports functionality specific to a SIP conference focus.

The following terms and definitions given in 3GPP TS 23.228 [2] apply (unless otherwise specified):

Public Service Identity

Three-way session

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclause 4.3.3.1 and subclause 4.6 apply:

IP-Connectivity Access Network (IP-CAN)

The following terms and definitions given in draft-ietf-sipping-conferencing-framework [8] apply (unless otherwise specified):

Conference

Conference-Aware Participant

Conference notification service

Conference Policy

Conference Policy Control Protocol

Conference Policy Server (CPS)

Conference-Unaware Participant

Conference URI

Focus

Media Policy

Media policy server

Membership Policy

Mixer

Participant

Tightly Coupled Conference

The following terms and definitions given in draft-ietf-sipping-cc-conferencing [9] apply (unless otherwise specified):

Conference Factory URI

For the purposes of the present document, the following terms and definitions given in draft-ietf-sip-callee-caps [19] 7 apply:

Feature parameter

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.002 [2] subclause 4.1.1.1 and subclause 4a.7 apply:

Call Session Control Function (CSCF)

Home Subscriber Server (HSS)

Media Gateway Control Function (MGCF)

Multimedia Resource Function Controller (MRFC)

Multimedia Resource Function Processor (MRFP)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.218 [5] subclause 3.1 apply:

Filter criteria

Initial filter criteria

Initial request

Subsequent request

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclause 4.3.3.1 and subclause 4.6 apply:

Interrogating-CSCF (I-CSCF)

Policy Decision Function (PDF)

Proxy-CSCF (P-CSCF)

Public user identity

Serving-CSCF (S-CSCF)

For the purposes of the present document, the following terms and definitions given in 3GPP TR 21.905 [1] apply:

User Equipment (UE)

For the purposes of the present document, the following terms and definitions given in draft-ietf-xcon-cpcp-xcap [23] apply:
Access Control List (ACL)

Dial-Out List (DL)

Privileged User

For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.141 [24] subclause 3.1 apply:

Authentication Proxy 

For the purposes of the present document, the following terms and definitions given in draft-ietf-xcon-bfcp [28] apply:

Floor

Floor chair

Floor control server

Editor's note: A definition of floor participant needs to be defined for the procedures on floor control, but this needs to be resolved first in draft-ietf-xcon-bfcp, which currently uses the term client, which differs from the IETF requirements draft.
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3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ACL
Access Control List

AMR
Adaptive Multi-Rate

AS
Application Server

BFCP
Binary Floor Control Protocol

CN
Core Network

CSCF
Call Session Control Function

CPCP
Conference Policy Control Protocol

CPS

Conference Policy Server

DL
Dial-Out List

FQDN
Fully Qualified Domain Name

HSS
Home Subscriber Server

HTTP
HyperText Transfer Protocol

I-CSCF
Interrogating CSCF

IM
IP Multimedia

IMS
IP Multimedia CN subsystem

IP
Internet Protocol

IP-CAN
IP-Connectivity Access Network

MGCF
Media Gateway Control Function

MRFC
Multimedia Resource Function Controller

MRFP
Multimedia Resource Function ProcessorSDP
Session Description Protocol

PCL
Privilege Control List

P-CSCF
Proxy CSCF

PSI
Public Service Identity

S-CSCF
Serving CSCF 

SDP
Session Description Protocol

SIP
Session Initiation Protocol

TLS
Transport Layer Security

UE
User Equipment

XCAP
Extensible Markup Language (XML) Configuration Access Protocol

XML
eXtensible Markup Language
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4
Conferencing overview

The basic services for the IP Multimedia core network Subsystem (IMS), as defined in 3GPP TS 24.229 [5], allow a user to initiate, modify and terminate media sessions based on the Session Initiation Protocol, as defined in RFC 3261 [7]. Although these basic mechanisms already allow multi party calls, more sophisticated services for communication between multiple parties can be made available by the network. 

The conferencing service provides the means for a user to create, manage, terminate, join and leave conferences. It also provides the network with the ability to give information about these conferences to the involved parties.

The network operator or the user may apply membership and media policies to a conference by using a conference policy control protocol.

Conferencing applies to any kind of media stream by which users may want to communicate, this includes e.g. audio and video media streams as well as instant message based conferences or gaming. Floor control, as part of the conferencing service offers control of shared conference resources at the MRFP, using BFCP.

The framework for SIP conferences is specified in draft-ietf-sipping-conferencing-frameworkt [8].

The architecture for the 3GPP conference service is specified in 3GPP TS 23.228 [6] and 3GPP TS 23.218 [3].

The present document specifies the usage of SIP, SDP, CPCP, and BFCP to realize 3GPP conference service based on the protocols specified by the IETF defined conference service as per RFCs and Internet Drafts listed in clause 2. However, since the IETF conference service has various scenarios and features as described in draft-ietf-sipping-conferencing-framework [8], 3GPP conference service is a subset of the above IETF defined conference service. 3GPP conference service has the following characteristics as shown below;

-
loosely coupled conferencing is outside the scope of this release;

-
the focus, conference policy server  and media policy server are colocated in a AS/MRFC in this release; and

-
the mixer and floor control server are located in the MRFP.

CPCP is defined in draft-ietf-xcon-cpcp-xcap [23] as a usage of the Extensible Markup Language (XML) Configuration Access Protocol (XCAP), which is defined in draft-ietf-simple-xcap [22]. XCAP is transported via the Hypertext Transfer Protocol (HTTP), which is defined in RFC 2616 [21]. Therefore the signalling flows in this Annex show the exchange of HTTP messages.
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6
Protocol using SDP for conferencing

Editor's note: The use of SDP to create floors is under study in IETF. If the mechanisms are defined, then their usage needs to be added to this clause.

6.1
Introduction

Void

6.2
Functional entities

6.2.1
User Equipment (UE)

For the purpose of SIP based conferences, the UE shall implement the role of a conference participant as described in subclause 6.3.1. 

6.2.2
Media Resource Function Controller (MRFC)

As the function split between the MRFC and the conferencing AS is out of scope of this document, the procedures for the MRFC are described together with those for the conferencing AS in subclause 6.2.3.

6.2.3
Conferencing Application Server (Conferencing AS)

As the function split between the conferencing AS and the MRFC is out of scope of this specification, only the procedures are described for a combined conferencing AS and MRFC. The AS and MRFC may either be collocated, or interoperate using a proprietary protocol and a proprietary functional split.

For the purpose of SIP-based conferences, the conferencing AS shall act as a conference focus, as described in subclause 6.3.2. The conferencing AS/MRFC may implement the role of a conference participant as described in subclause 6.3.1.

6.2.4
Media Gateway Control Function (MGCF)

The MGCF implements the role of Conference participant (see clause 6.3.1). 

6.3
Role

6.3.1
Conference Participant

The conference participant shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the conference participant is implemented.

6.3.2
Conference Focus

In addition to the procedures specified in subclause 6.3.2, the conference focus shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the conference focus is implemented.

When the conference focus receives any SIP request or response containing SDP, the conference focus shall examine the media parameters in the received SDP. 

Provided that the INVITE request received by the conference focus contains an SDP offer including one or more "m=" media descriptions, the SDP answer shall 

- 
reflect the media capabilities and policies as available for the conference; and

-
contain a request confirmation for the result of the resource reservation at the originating end point for every "m=" media line if preconditions were required by the originator.

During session establishment procedure for a conference, SIP messages shall only contain SDP payload if that is intended to modify the session description.
For "video" and "audio" media types that utilize the RTP/RTCP, the conference focus shall specify the proposed bandwidth for each media stream utilizing the "b=" media descriptor in the SDP. For other media streams the "b=" media descriptor may be included. The value or absence of the "b=" parameter will affect the assigned QoS which is defined in 3GPP TS 29.208 [15].

The conference focus shall include the DTMF media format at the end of the "m=" media descriptor in the SDP for audio media flows that support both audio codec and DTMF payloads in RTP packets as described in RFC 2833 [16].
Upon receipt of a SDP answer or sending a SDP answer that changes the resource requirements for the conference, the conference focus shall provide the corresponding changes of conference resources.

Upon receipt of a SDP offer during conference creation, that confirms that the conference participant has reserved the required resources, the conference focus shall through-connect the conference resources.
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7
Protocol for conference policy control at the Ut reference point

7.1
Introduction

void

7.2
Functional entities

7.2.1
User Equipment (UE)

For the purpose of SIP based conferences, the UE may implement the role of a privileged user as described in subclause 7.3.1. 

The UE shall implement HTTP digest AKA (see RFC 3310 [27]) and it shall initiate a bootstrapping procedure with the bootstrapping server function located in the home network, as described in 3GPP TS 24.109 [25]. 
The UE shall acquire the subscriber's certificate from PKI portal by using a bootstrapping procedure, as described in 3GPP TS 24.109 [25].

The UE shall implement Transport Layer Security (TLS) (see RFC 2246 [26]). The UE shall be able to authenticate the authentication proxy based on the received certificate during TLS handshaking phase.

7.2.2
Media Resource Function Controller (MRFC)

As the function split between the MRFC and the conferencing AS is out of scope of this document, the procedures for the MRFC are described together with those for the conferencing AS in subclause 7.2.3.

7.2.3
Conferencing Application Server (Conferencing AS)

As the function split between the conferencing AS and the MRFC is out of scope of this specification, only the procedures are described for a combined conferencing AS and MRFC. The AS and MRFC may either be collocated, or interoperate using a proprietary protocol and a proprietary functional split.

For the purpose of SIP-based conferences, the conferencing AS/MRFC shall act as a Conference Policy Server (CPS) , as described in subclause 7.3.2. 

The conferencing AS/MRFC may implement the role of a privileged user as described in subclause 7.3.1.

If there is no authentication proxy in the network, then the conferencing AS/MRFC shall:

-
implement the role of a network application function, as described in 3GPP TS 24.109 [25];

-
support HTTP digest authentication and certificate authentication; and

-
implement TLS (see RFC 2246 [26]).

Editor's Note: It needs to be clarified what physical entities can contain the Authentication Proxy and its relationship with the IMS architecture. Documentation for the case of a separate authentication proxy may need to be provided. 

7.3
Role

7.3.1
Privileged user

A privileged user shall support the requirements of draft-ietf-xcon-cpcp-xcap [23]. 

Editors note: It needs to be specified which IP-CAN transport can be used by CPCP. This is for further study, based on information requested from SA2.

A privileged user shall be able to perform the following actions, as described in draft-ietf-xcon-cpcp-xcap [23]:

- 
adding new users to a conference;

-
modifying the privilege control list (PCL) of a conference; 

-
inviting a user to a conference;

- 
expelling a conference participant from a conference; and

- 
termination of a conference.

NOTE 1:
The user who creates the conference becomes a privileged user as described in draft-ietf-xcon-cpcp-xcap [23] when the conference is created.

Editor's Note: It needs to be investigated if further text is needed, that describes the usage of CPCP, XCAP and HTTP in this section.

Editor's Note: The above paragraph needs to indicate that the listed actions are in the same way optional to be supported by a privileged user as they are optional to be supported in described in draft-ietf-xcon-cpcp-xcap [23].

NOTE 2: 
It is outside the scope of this specification how the user can discover the conference policy server (CPS).

7.3.2
Conference Policy Server (CPS)

A CPS shall support the requirements of draft-ietf-xcon-cpcp-xcap [23]. 

A conference policy server shall be able to perform at least the following actions, as described in draft-ietf-xcon-cpcp-xcap [23]:

-
conference policy creation;

-
privilege control list modification; 

-
allowing a user to join the conference;

-
adding a user to the conference; 

-
inviting a user to the conference; 

-
blocking a user from joining a conference;

-
stop a conference; and

-
terminating a conference.

Upon conference creation by other means than CPCP, the CPS shall create a conference policy document for the conference, including: 

- 
a privilege control list (PCL) for the conference, which shall be set due to local policy, if not otherwise indicated by the conference creator;

-
an access control list (ACL) for the conference, which shall be empty if not otherwise indicated by the conference creator; and

-
a dial-out list (DL) for the conference, which shall be empty if not otherwise indicated by the conference creator.

NOTE:
Conference policy can be preconfigured completely, or standard details can be preconfigured and the conference created in accordance with clause 5 and clause 6.
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8
Protocol for floor control for conferencing

8.1
Introduction

Support of floor control is optional for participants and MRFP. 

NOTE:
Floor control is not necessarily appropriate for all media types, and for conference servers, and participants, which only support specific media types for which floor control is inappropriate, it is unnecessary to consider support. Similar floor control is not necessarily appropriate for all types of conferencing capability, and for conference servers, and participants, which only support specific typers of conference for which floor control is inappropriate, it is unnecessary to consider support.

8.2
Functional entities

8.2.1
User Equipment (UE)

A UE may support the floor participant (see subclause 8.3.1) or floor chair role (see subclause 8.3.2). A floor chair may, but need not be a floor participant.

8.2.2
Media Resource Function Processor (MRFP)
An MRFP may support the floor control server role (see subclause 8.3.1), the floor chair role (see subclause 8.3.2), or the floor participant role (see subclause 8.3.3).

8.3
Role

8.3.1
Floor participant

The floor particpant shall support use draft-ietf-xcon-bfcp [24] to:

-
request the floor

-
release the floor

-
get the status of the floor.

BFCP messages shall be sent on any IP-CAN transport used for media in accordance with subclause 9.2.2 of 3GPP TS.24.229 [5]. 

The IP address to be used in the TCP transport shall be discovered in accordance with draft-ietf-xcon-bfcp [24].

8.3.2
Floor chair

The floor chair shall support draft-ietf-xcon-bfcp [24] to:

-
grant the floor

-
revoke the floor

-
get the status of the floor.

BFCP messages shall be sent on any IP-CAN transport used for media in accordance with subclause 9.2.2 of 3GPP TS.24.229 [5].

The IP address to be used in the TCP transport shall be discovered in accordance with draft-ietf-xcon-bfcp [24].

8.3.3
Floor control server

The floor control server shall support draft-ietf-xcon-bfcp [24] to:

-
manage requests for the floor;

-
allow the interaction between the floor chair and floor participant.

The IP address to be used in the TCP transport shall be discovered in accordance with draft-ietf-xcon-bfcp [24], from the conference server.
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