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1.
Network Initiated De-registration

For different reasons (e.g., subscription termination, lost terminal, etc.) a home network administrative function may determine a need to clear a user's SIP registration. This function in Release 5 is initiated by the S-CSCF  sending a NOTIFY request with all <registration> element(s) having their state attribute set to "terminated" (i.e. all public user identities are deregistered) and the Subscription-State header set to "terminated".

The document 29.229-570 subclause 5.2.5.2 specifies that:

Upon receipt of a NOTIFY request with all <registration> element(s) having their state attribute set to "terminated" (i.e. all public user identities are deregistered) and the Subscription-State header set to "terminated", the P-CSCF shall delete the security associations towards the UE.

To insure that the NOTIFY request reaches the UE, prior to the P-CSCF removing the associations towards the UE, the S-CSCF performs two actions, i.e.:

1. sends the NOTIFY request only to the UE [over a dialog established by the UE subscribing to  its reg event], and upon completion of this transaction,

2. informs all subscribers to the reg event package about de-registration by sending them the NOTIFY request.

Hence, the document 29.229-570 subclause 5.4.1.5 specifies:

When a network-initiated deregistration event occurs for one or more public user identity, the S-CSCF shall send a NOTIFY request to the UE on the dialog which was generated by the UE subscribing to the reg event package. When the S-CSCF receives a final response to the NOTIFY request or upon a timeout, the S-CSCF shall release all remaining dialogs related to the public user identity being deregistered and shall generate a NOTIFY request on all remaining dialogs which have been established due to subscription to the reg event package of that user.

For Release 5 this procedure is adequate. In Release 5, a given public user identity can be registered only from a single UE [using its private user identity]. Subsequent subscription by the UE [that includes UE's the P-Asserted-Identity] to the same public user identity establishes  a dialog that the S-CSCF] associates with this public user identity (i.e. the P-Asserted-Identity is one of the public user identities that are currently registered for this UE). Hence, when the S-CSCF wants to de-register a given public user identity, it will send the NOTIFY request to the UE (Step 1 above) over the dialog that is associated with this public user identity

However, the Release 6 allows that the public user identities may be shared across multiple UEs. Hence, a particular public user identity may be simultaneously registered from multiple UEs that use different private user identities and different contact addresses. Subsequent subscription by the UEs to the same public user identity may include the same the P-Asserted-Identity. Furthermore, the S-CSCF must be able to de-register all public user identities registered for a given UE that is identified by its private user identity. 

For example, if UE#1 has only registered public-user-identity#1 [using its private-user-identity#1] and if UE#2 has only registered public-user-identity#1 [using its private-user-identity#2], the S-CSCF must be able to de-register the public-user-identity#1 registered from UE#1 and keep the public-user-identity#1 registered from UE#2 still registered. There are two methods how the S-CSCF may accomplish this:

I.) The S-CSCF formats a NOTIFY request as specified in subclause 5.4.1.5 [i.e. "terminate" all UE#1's "contacts"] and sends the NOTIFY request to both (all) UEs on both (all). The format of the NOTIFY request will insure that only UE#1 is de-registered. When both (all) transactions are completed, the S-CSCF will inform all other (non-UE) subscribers by sending them the same NOTIFY request.

II.) The S-CSCF formats a NOTIFY request as specified in subclause 5.4.1.5 [i.e. "terminate" all UE#1's "contacts"] and sends the NOTIFY request ONLY to the UE#1 on the proper dialog [the dialog established  by the UE#1 subscribing to the public-user-identity#1 reg-event]. The format of the NOTIFY request will insure that the UE#1 is de-registered. When this transaction is completed, the S-CSCF will inform informs all subscribers to the reg event package about de-registration by sending them the NOTIFY request.

In approach II.) the S-CSCF has to select the proper dialog, i.e. the S-CSCF has to bind the registration of the public-user-identity#1 [using its private-user-identity#1] to the dialog established  by the UE#1 subscribing to the public-user-identity#1 reg-event. The S-CSCF must also bind the registration of the public-user-identity#1 [using its private-user-identity#2] to the dialog established  by the UE#2 subscribing to the public-user-identity#1 reg-event. Hence, when the S-CSCF receives a SUBSCRIBE request, it must identify to which registration it pertains to. It should be mentioned that the only meaningful difference between the two SUBSCRIBE requests sent by the two UEs is different Contact header (the P-Asserted-Identity  header in both SUBSCRIBE requests is the same).

There are two methods  how to facilitate the binding between registration and associated dialog:

a. to include the private-user-identity in the SUBSCRIBE request, as proposed in the CR N1-040781;  or

b. assume that the Contact header in REGISTER request is the same as the Contact header in SUBSCRIBE request, and use the Contact header as the binding parameter. 

2.
Proposed Disposition: 

The CRs N1-041357, N1-041358, and  N1-041359, propose a text to be added to the document TS 24.229 for each proposed solution. It is proposed that the CN1 WG discusses each proposal, selects one of them, and incorporates the respective proposed text into the document TS 24.229.

