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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

Newly established set of security associations:
Two pairs of IPsec security associations that have been created at the UE and/or the P-CSCF after the 200 (OK) response to a REGISTER request was received.

Old set of security associations:
Two pairs of IPsec security associations after another set of security associations has been established due to a successful authentication procedure.

Temporary set of security associations:
Two pairs of IPsec security associations that have been created at the UE and/or the P-CSCF, after an authentication challenge within a 401 (Unauthorized) response to a REGISTER request was received. The SIP level lifetime of such created security associations will be equal to the value of reg-await-auth timer.

For the purposes of the present document, the following terms and definitions given in RFC 1594 [20B].

Fully-Qualified Domain Name (FQDN)

For the purposes of the present document, the following terms and definitions given in RFC 3261 [26] apply (unless otherwise specified see clause 6).

Back-to-Back User Agent (B2BUA)

Client

Dialog

Final response

Header

Header field

Loose routeing

Method

Option-tag (see RFC 3261 [26] subclause 19.2)

Provisional response

Proxy, proxy server

Redirect server

Registrar

Request

Response

Server

Session

(SIP) transaction

Stateful proxy

Stateless proxy

Status-code (see RFC 3261 [26] subclause 7.2)

Tag (see RFC 3261 [26] subclause 19.3)

Target Refresh Request
User agent client (UAC)

User agent server (UAS)

User agent (UA)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.002 [2] subclause 4.1.1.1 and subclause 4a.7 apply:

Breakout Gateway Control Function (BGCF)

Call Session Control Function (CSCF)

Home Subscriber Server (HSS)

Media Gateway Control Function (MGCF)

Multimedia Resource Function Controller (MRFC)

Multimedia Resource Function Processor (MRFP)

Subscription Locator Function (SLF)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.218 [5] subclause 3.1 apply:

Filter criteria

Initial filter criteria

Initial request

Standalone transaction

Subsequent request

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [7] subclauses 3.1, 4.3.3.1 and 4.6 apply:

Interrogating-CSCF (I-CSCF)

IP-Connectivity Access Network (IP-CAN)

Policy Decision Function (PDF)

Private user identity

Proxy-CSCF (P-CSCF)

Public user identity

Serving-CSCF (S-CSCF)
IMS Application Level Gateway (IMS-ALG)
For the purposes of the present document, the following terms and definitions given in 3GPP TR 33.203 [19] apply:

IM Subscriber Identity Module (ISIM)

Protected server port

Protected client port

For the purposes of the present document, the following terms and definitions given in 3GPP TR 21.905 [1] apply:

Universal Integrated Circuit Card (UICC)

Universal Subscriber Identity Module (USIM)
User Equipment (UE)
For the purposes of the present document, the following terms and definitions given in RFC 2401 [20A] Appendix A apply:

Security association

NOTE:
A number of different security associations exist within the IM CN subsystem. Within this document the term specifically applies to the security association that exists between the UE and the P-CSCF, as this is the only security association that has direct impact on SIP.

For the purposes of the present document, the following terms and definitions given in ITU-T E.164 [57] apply:

International public telecommunication number

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

1xx
A status-code in the range 101 through 199, and excluding 100

2xx
A status-code in the range 200 through 299

ANAT
Alternative Network Address Type
AS
Application Server

APN
Access Point Name

AUTN
Authentication TokeN

B2BUA
Back-to-Back User Agent

BGCF
Breakout Gateway Control Function

c
conditional

CCF
Charging Collection Function

CDR
Charging Data Record

CK
Ciphering Key

CN
Core Network

CSCF
Call Session Control Function

DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name System

DTD
Document Type Definition

ECF
Event Charging Function

FQDN
Fully Qualified Domain Name

GCID
GPRS Charging Identifier 

GGSN
Gateway GPRS Support Node

GPRS
General Packet Radio Service

HSS
Home Subscriber Server

i
irrelevant

I-CSCF
Interrogating CSCF

ICID
IM CN subsystem Charging Identifier
IK
Integrity Key

IM
IP Multimedia

IMS
IP Multimedia core network Subsystem

IMSI
International Mobile Subscriber Identity

IMS-ALG
IMS Application Level Gateway

IOI
Inter Operator Identifier
IP
Internet Protocol

IP-CAN
IP-Connectivity Access Network

IPsec
IP security

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

ISC
IP multimedia Subsystem Service Control

ISIM
IM Subscriber Identity Module

m
mandatory

MAC
Message Authentication Code

MCC
Mobile Country Code

MGCF
Media Gateway Control Function

MGW
Media Gateway

MNC
Mobile Network Code

MRFC
Multimedia Resource Function Controller

MRFP
Multimedia Resource Function Processor

NAT
Network Address Translator

NAT-PT
Network Address Translation – Protocol Translation
PDP
Packet Data Protocol

PLMN
Public Land Mobile Network

PSTN
Public Switched Telephone Network

n/a
not applicable

NAI
Netework Access Identifier
o
optional

P-CSCF
Proxy CSCF

PDU
Protocol Data Unit

RAND
RANDom challenge

RES
RESponse

RTCP
Real-time Transport Control Protocol

RTP
Real-time Transport Protocol

S-CSCF
Serving CSCF

SDP
Session Description Protocol

SIP
Session Initiation Protocol

SLF
Subscription Locator Function

SQN
SeQuence Number

UA
User Agent

UAC
User Agent Client

UAS
User Agent Server

UE
User Equipment

UICC
Universal Integrated Circuit Card

URI
Universal Resource Identifier

URL
Universal Resource Locator

USIM
Universal Subscriber Identity Module

x
prohibited

XMAC
expected MAC

XML
eXtensible Markup Language

5.4.3.2
Requests initiated by the served user

When the S-CSCF receives from the served user or from a PSI an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

Editor's Note:
It needs to be stated, that the S-CSCF will only perform the following steps if the request was received from a trusted entity, e.g. an entity within the trust domain.

1)
determine whether the request contains a barred public user identity in the P-Asserted-Identity header field of the request or not. In case the said header field contains a barred public user identity for the user, then the S-CSCF shall reject the request by generating a 403 (Forbidden) response. The response may include a Warning header containing the warn-code 399. Otherwise, continue with the rest of the steps;

NOTE 1:
If the P-Asserted-Identity header field contains a barred public user identity, then the message has been received, either directly or indirectly, from a non-compliant entity which should have had generated the content with a non-barred public user identity.

2)
remove its own SIP URI from the topmost Route header;

3)
check if an original dialog identifier that the S-CSCF previously placed in a Route header is present in the topmost Route header of the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an AS in response to a previously sent request;

4)
check whether the initial request matches the initial filter criteria based on a public user identity in the P-Asserted-Identity header, and if it does, forward this request to that AS, then check for matching of the next following filter criteria of lower priority, and apply the filter criteria on the SIP method received from the previously contacted AS as described in 3GPP TS 23.218 [5] subclause 6.4. Depending on the result of the previous process, the S-CSCF may contact one or more AS(s) before processing the outgoing Request-URI. In case of contacting one or more AS(s) the S-CSCF shall:

a)
insert the AS URI to be contacted into the Route header as the topmost entry followed by its own URI populated as specified in the subclause 5.4.3.4; and

b)
if the AS is located outside the trust domain then the S-CSCF shall remove the P-Access-Network-Info header field and its values in the request; if the AS is located within the trust domain, then the S-CSCF shall retain the P-Access-Network-Info header field and its values in the request that is forwarded to the AS;

5)
store the value of the icid parameter received in the P-Charging-Vector header and retain the icid parameter in the P-Charging-Vector header. Optionally, the S-CSCF may generate a new, globally unique icid and insert the new value in the icid parameter of the P-Charging-Vector header when forwarding the message. If the S-CSCF creates a new icid, then it is responsible for maintaining the two icid values in the subsequent messaging;

6)
insert an orig-ioi parameter into the P-Charging-Vector header. The S-CSCF shall set the orig-ioi parameter to a value that identifies the sending network. The S-CSCF shall not include the term-ioi parameter;

7)
insert a P-Charging-Function-Addresses header populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS;

8)
in the case where the S-CSCF has knowledge of an associated tel-URI for a SIP URI contained in the received P-Asserted-Identity header, add a second P-Asserted-Identity header containing this tel-URI;

9)
if the outgoing Request-URI is a TEL URL, the S-CSCF shall translate the E.164 address (see RFC 2806 [22]) to a globally routeable SIP URI using an ENUM/DNS translation mechanism with the format specified in RFC 2916 [24]. Databases aspects of ENUM are outside the scope of the present document. If this translation fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g a MRFC to play an announcement) in the originator's home network or the S-CSCF may send an appropriate SIP response to the originator;

10)
determine the destination address (e.g. DNS access) using the URI placed in the topmost Route header if present, otherwise based on the Request-URI. If the destination address is an IPv4 type address, then the S-CSCF shall forward the request to the IMS-ALG;

11)
if network hiding is needed due to local policy, put the address of the I-CSCF(THIG) to the topmost route header;

12)
in case of an initial request for a dialog originated from a served user, create a Record-Route header containing its own SIP URI;

NOTE 2:
For requests originated from a PSI the S-CSCF can decide whether to record-route or not.

Editor's Note:
It needs to be clarified how the S-CSCF decides whether to put its address into the Record-Route header in the case of handling a request that originates from a PSI. It might be part of the operators policy.

13)
remove the P-Access-Network-Info header prior to forwarding the message based on the destination user (Request-URI);
14)
route the request based on SIP routeing procedures; and

15)
if the request is an INVITE request, save the Contact, Cseq and Record-Route header field values received in the request such that the S-CSCF is able to release the session if needed.

When the S-CSCF receives any response to the above request, the S-CSCF may:

1)
apply any privacy required by RFC 3323 [33] to the P-Asserted-Identity header.

NOTE 3:
This header would normally only be expected in 1xx or 2xx responses.

NOTE 4:
The optional procedure above is in addition to any procedure for the application of privacy at the edge of the trust domain specified by RFC 3323 [33].

When the S-CSCF receives a 1xx or 2xx response to the initial request for a dialog, if the response corresponds to an INVITE request, the S-CSCF shall save the Contact and Record-Route header field values in the response in order to be able to release the session if needed.

When the S-CSCF receives from the served user a target refresh request for a dialog, prior to forwarding the request the S-CSCF shall:

1)
remove its own URI from the topmost Route header;

2)
create a Record-Route header containing its own SIP URI;

3)
if the request is an INVITE request, save the Contact, Cseq and Record-Route header field values received in the request such that the S-CSCF is able to release the session if needed;

4)
in case the request is routed towards the destination user (Request-URI)or is routed to an AS located outside the trust domain, remove the P-Access-Network-Info header; and

5)
route the request based on the topmost Route header.

When the S-CSCF receives a 1xx or 2xx response to the target refresh request for a dialog, if the response corresponds to an INVITE request, the S-CSCF shall save the Contact and Record-Route header field values in the response such that the S-CSCF is able to release the session if needed.

When the S-CSCF receives from the served user a subsequent request other than a target refresh request for a dialog, prior to forwarding the request the S-CSCF shall:

1)
remove its own URI from the topmost Route header; 

2)
in case the request is routed towards the destination user (Request-URI)or is routed to an AS located outside the trust domain, remove the P-access-network-info header; and

3)
route the request based on the topmost Route header.

5.9 Procedures at the IMS-ALG

5.9.1 General

5.9.2 IMS-ALG receiving a request

IMS-ALG should place the sdp-anat option-tag in a Require header field.
The binding between the two transport addresses inside the ANAT attribute shall also be done.

NOTE: if the called party happens to support IPv6, then the binding will never be used. It is advised that NAT-PT removes any non used binding.

6.7 Procedures at the IMS-ALG
6.7.1 General

6.7.2 IMS-ALG receiving a request
IMS-ALG shall insert a new c= line into the SDP payload of the requests it receives, containing an IPv4 address and corresponding m= lines, using the ANAT semantics as described in [44]. The preference for the IPv6 address originally present in the SDP shall be set to a higher value than the preference for the added IPv4 address. The IPv4 address shall be requested from a NAT-PT type of device using any non-standardised communications means. The m= line(s) shall be the duplicate of the m= line(s) inserted by the originating UE. 



A.1.3
Roles

Table A.2: Roles

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	User agent
	[26]
	o.1
	o.1

	2
	Proxy 
	[26]
	o.1
	o.1

	o.1:
It is mandatory to support exactly one of these items.

	NOTE:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.


Table A.3: Roles specific to this profile

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	UE
	5.1
	n/a
	o.1

	2
	P-CSCF
	5.2
	n/a
	o.1

	3
	I-CSCF
	5.3
	n/a
	o.1

	3A
	I-CSCF (THIG)
	5.3
	n/a
	c1

	4
	S-CSCF
	5.4
	n/a
	o.1

	5
	BGCF
	5.6
	n/a
	o.1

	6
	MGCF
	5.5
	n/a
	o.1

	7
	AS
	5.7
	n/a
	o.1

	7A
	AS acting as terminating UA, or redirect server
	5.7.2
	n/a
	c2

	7B
	AS acting as originating UA
	5.7.3
	n/a
	c2

	7C
	AS acting as a SIP proxy
	5.7.4
	n/a
	c2

	7D
	AS performing 3rd party call control
	5.7.5
	n/a
	c2

	8
	MRFC
	5.8
	n/a
	o.1

	9
	IMS-ALG
	5.9
	n/a
	o.1

	c1:
IF A.3/3 THEN o ELSE x - - I-CSCF.

c2:
IF A.3/7 THEN o.2 ELSE n/a - - AS.

o.1:
It is mandatory to support exactly one of these items. 

o.2:
It is mandatory to support at least one of these items.

	NOTE:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.


Table A.3A: Roles specific to additional capabilities

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	Presence server
	3GPP TS 24.141 [8A]
	n/a
	c1

	2
	Presence user agent
	3GPP TS 24.141 [8A]
	n/a
	c2

	3
	Resource list server
	3GPP TS 24.141 [8A]
	n/a
	c3

	4
	Watcher
	3GPP TS 24.141 [8A]
	n/a
	c4

	11
	Conference focus
	3GPP TS 24.147 [8B]
	n/a
	c5

	12
	Conference participant
	3GPP TS 24.147 [8B]
	n/a
	c6

	c1:
IF A.3/7A AND A.3/7B THEN o ELSE n/a - - AS acting as terminating UA, or redirect server and AS acting as originating UA.

c2:
IF A.3/1 THEN o ELSE n/a - - UE.

c3:
IF A.3/7A THEN o ELSE n/a - - AS acting as terminating UA, or redirect server.

c4:
IF A.3/1 OR A.3/7B THEN o ELSE n/a - - UE or AS acting as originating UA.

c5:
IF A.3/7D AND A.3/4 AND A.3/8 THEN o ELSE n/a - - AS performing 3rd party call control and S-CSCF and MRFC (note 2).

c6:
IF A.3/1 OR A.3A/11 THEN o ELSE n/a - - UE or conference focus.

	NOTE 1:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.

NOTE 2:
The functional split between the MRFC and the conferencing AS is out of scope of this document and they are assumed to be collocated.


A.3
Profile definition for the Session Description Protocol as used in the present document

A.3.1
Introduction

Void.

A.3.2
User agent role

This subclause contains the ICS proforma tables related to the user role. They need to be completed only for UA implementations.

Prerequisite: A.2/1 -- user agent role

A.3.2.1
Major capabilities

Table A.317: Major capabilities

	Item
	Does the implementation support
	Reference
	RFC status
	Profile status

	
	Capabilities within main protocol
	
	
	

	
	
	
	
	

	
	Extensions
	
	
	

	22
	Integration of resource management and SIP?
	[30]
	o
	m

	23
	Grouping of media lines
	[53]
	o
	c1

	24
	Mapping of Media Streams to Resource Reservation Flows
	[54]
	o
	c1

	25
	SDP Bandwidth Modifiers for RTCP Bandwidth
	[56]
	o
	o (NOTE 1)

	c1:
IF A.3/1 THEN m ELSE n/a - - UE role.

NOTE 1:
For "video" and "audio" media types that utilise RTP/RTCP, it shall be specified. For other media types, it may be specified.


A.3.2.2
SDP types

Table A.318: SDP types

	Item
	Type
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	
	Session level description

	1
	v= (protocol version)
	[39] 6
	m
	m
	[39] 6
	m
	m

	2
	o= (owner/creator and session identifier)
	[39] 6
	m
	m
	[39] 6
	m
	m

	3
	s= (session name)
	[39] 6
	m
	m
	[39] 6
	m
	m

	4
	i= (session information)
	[39] 6
	o
	
	[39] 6
	
	

	5
	u= (URI of description)
	[39] 6
	o
	n/a
	[39] 6
	
	n/a

	6
	e= (email address)
	[39] 6
	o
	n/a
	[39] 6
	
	n/a

	7
	p= (phone number)
	[39] 6
	o
	n/a
	[39] 6
	
	n/a

	8
	c= (connection information)
	[39] 6
	o
	
	[39] 6
	
	

	9
	b= (bandwidth information)
	[39] 6
	o
	o (NOTE 1)
	[39] 6
	
	

	
	Time description (one or more per description)

	10
	t= (time the session is active)
	[39] 6
	m
	m
	[39] 6
	m
	m

	11
	r= (zero or more repeat times)
	[39] 6
	o
	n/a
	[39] 6
	
	n/a

	
	Session level description (continued)

	12
	z= (time zone adjustments)
	[39] 6
	o
	n/a
	[39] 6
	
	n/a

	13
	k= (encryption key)
	[39] 6
	o
	
	[39] 6
	
	

	14
	a= (zero or more session attribute lines)
	[39] 6
	o
	
	[39] 6
	
	

	
	Media description (zero or more per description)

	15
	m= (media name and transport address)
	[39] 6
	o
	o
	[39] 6
	m
	m

	16
	i= (media title)
	[39] 6
	o
	
	[39] 6
	
	

	17
	c= (connection information)
	[39] 6
	c1
	c1
	[39] 6
	
	

	18
	b= (bandwidth information)
	[39] 6
	o
	o (NOTE 1)
	[39] 6
	
	

	19
	k= (encryption key)
	[39] 6
	o
	
	[39] 6
	
	

	20
	a= (zero or more media attribute lines)
	[39] 6
	o
	
	[39] 6
	
	

	c1:
IF A.318/15 THEN m ELSE n/a.

NOTE 1:
For "video" and "audio" media types that utilise RTP/RTCP, it shall be specified. For other media types, it may be specified.


Prerequisite A.318/14 OR A.318/20 - - a= (zero or more session/media attribute lines)

Table A.319: zero or more session / media attribute lines (a=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	category (a=cat)
	[39] 6
	
	
	[39] 6
	
	

	2
	keywords (a=keywds)
	[39] 6
	
	
	[39] 6
	
	

	3
	name and version of tool (a=tool)
	[39] 6
	
	
	[39] 6
	
	

	4
	packet time (a=ptime)
	[39] 6
	
	
	[39] 6
	
	

	5
	maximum packet time (a=maxptime)
	[39] 6
	
	
	[39] 6
	
	

	6
	receive-only mode (a=recvonly)
	[39] 6
	
	
	[39] 6
	
	

	7
	send and receive mode (a=sendrecv)
	[39] 6
	
	
	[39] 6
	
	

	8
	send-only mode (a=sendonly)
	[39] 6
	
	
	[39] 6
	
	

	9
	whiteboard orientation (a=orient)
	[39] 6
	
	
	[39] 6
	
	

	10
	conference type (a=type)
	[39] 6
	
	
	[39] 6
	
	

	11
	character set (a=charset)
	[39] 6
	
	
	[39] 6
	
	

	12
	language tag (a=sdplang)
	[39] 6
	
	
	[39] 6
	
	

	13
	language tag (a=lang)
	[39] 6
	
	
	[39] 6
	
	

	14
	frame rate (a=framerate)
	[39] 6
	
	
	[39] 6
	
	

	15
	quality (a=quality)
	[39] 6
	
	
	[39] 6
	
	

	16
	format specific parameters (a=fmtp)
	[39] 6
	
	
	[39] 6
	
	

	17
	rtpmap attribute (a=rtpmap)
	[39] 6
	
	
	[39] 6
	
	

	18
	current-status attribute (a=curr)
	[30] 5
	c1
	c1
	[30] 5
	c2
	c2

	19
	desired-status attribute (a=des)
	[30] 5
	c1
	c1
	[30] 5
	c2
	c2

	20
	confirm-status attribute (a=conf)
	[30] 5
	c1
	c1
	[30] 5
	c2
	c2

	21
	media stream identification attribute (a=mid)
	[53] 3
	c3
	c3
	[53] 3
	c4
	c4

	22
	group attribute (a=group)
	[53] 4
	c5
	c5
	[53] 3
	c6
	c6

	c1:
IF A.317/22 THEN o ELSE n/a.

c2:
IF A.317/22 THEN m ELSE n/a.

c3:
IF A.317/23 THEN o ELSE n/a.

c4:
IF A.317/23 THEN m ELSE n/a.

c5:
IF A.317/24 THEN o ELSE n/a.

c6:
IF A.317/24 THEN m ELSE n/a.


A.3.2.3
SDP types parameters

Prerequisite A.318/2 - - o= (owner/creator and session identifier)

Table A.320: owner/creator and session identifier type (o=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	username
	[39] 6
	m
	m
	[39] 6
	m
	n/a

	2
	session id
	[39] 6
	m
	m
	[39] 6
	m
	m

	3
	version
	[39] 6
	m
	m
	[39] 6
	m
	m

	4
	network type
	[39] 6
	m
	m
	[39] 6
	m
	n/a

	5
	address type
	[39] 6
	m
	m
	[39] 6
	m
	n/a

	6
	address
	[39] 6
	m
	m
	[39] 6
	m
	n/a


Prerequisite A.318/10 - - t= (time the session is active)

Table A.321: time the session is active type (t=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	start time
	[39] 6
	m
	m
	[39] 6
	m
	n/a

	2
	stop time
	[39] 6
	m
	m
	[39] 6
	m
	n/a


Prerequisite A.318/11 - - r= (zero or more repeat times)

Table A.322: zero or more repeat times (r=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	repeat interval
	[39] 6
	
	n/a
	[39] 6
	
	n/a

	2
	active duration
	[39] 6
	
	n/a
	[39] 6
	
	n/a

	3
	list of offsets from start-time
	[39] 6
	
	n/a
	[39] 6
	
	n/a


Prerquisite A.318/12 - - z= (time zone adjustments)

Table A.323: time zone adjustments type (z=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	adjustment time
	[39] 6
	
	n/a
	[39] 6
	
	n/a

	2
	offset
	[39] 6
	
	n/a
	[39] 6
	
	n/a

	3
	adjustment time
	[39] 6
	
	n/a
	[39] 6
	
	n/a

	4
	offset
	[39] 6
	
	n/a
	[39] 6
	
	n/a


Prerquisite A.318/13 - - k= (encryption key)

Table A.324: encryption key type (k=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	method
	[39] 6
	
	
	[39] 6
	
	

	2
	encryption key
	[39] 6
	
	
	[39] 6
	
	


Prerequisite A.318/15 - - m= (media name and transport address)

Table A.325: media name and transport address type (m=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	media

· ``audio''

· ``video'' 

· ``application''

· ``data'' 

· ``control''
	[39] 6
	
	
	[39] 6
	
	

	2
	port
	[39] 6
	
	
	[39] 6
	
	

	3
	transport
	[39] 6
	
	
	[39] 6
	
	

	4
	fmt list
	[39] 6
	
	
	[39] 6
	
	


Editor's note: It is expected that this table will be expanded, as this is the principle table that will distinguish operation of different entities within the IM CN subsystem.

Prerequisite A.318/17 - - c= (connection information)

Table A.326: connection type (c=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	network type
	[39] 6
	
	
	[39] 6
	
	

	2
	address type
	[39] 6
	
	
	[39] 6
	
	

	3
	connection address
	[39] 6
	
	
	[39] 6
	
	


Prerequisite A.318/18 - - b= (bandwidth information)

Table A.327: bandwidth information (b=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	modifier
	[39] 6, [56]
	
	o (NOTE 1)
	[39] 6, [56]
	
	

	2
	bandwidth-value
	[39] 6
	
	o (NOTE 2)
	[39] 6
	
	

	NOTE 1:
For "video" and "audio" media types that utilise RTP/RTCP, the value shall be AS, RR or RS.

NOTE 2:
For "video" and "audio" media types that utilise RTP/RTCP, it shall be specified. For other media types, it may be specified.


A.3.2.4
SDP types parameters within attribute lines

This subclause dos not intend to show an exhaustive list of all the possible attribute values

Prerequisite A.319/22 - - group attribute (a=group)

Table A.327A: group semantics (a=group)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Lip Synchronization (LS)
	[53] 4
	o
	o
	[53] 4
	m
	m

	2
	Flow Identification (FID)
	[53] 4
	o
	o
	[53] 4
	m
	m

	3
	Single Reservation Flow (SRF)
	[54] 2
	o
	m
	[54] 2
	m
	m


A.3.3
Proxy role

This subclause contains the ICS proforma tables related to the user role. They need to be completed only for proxy implementations.

Prerequisite: A.2/2 -- proxy role 

A.3.3.1
Major capabilities

Table A.328: Major capabilities

	Item
	Does the implementation support
	Reference
	RFC status
	Profile status

	
	Capabilities within main protocol
	
	
	

	
	
	
	
	

	
	Extensions
	
	
	

	1
	Integration of resource management and SIP?
	[30]
	o
	n/a

	2
	Grouping of media lines
	[53]
	o
	c1

	3
	Mapping of Media Streams to Resource Reservation Flows
	[54]
	o
	c1

	4
	SDP Bandwidth Modifiers for RTCP Bandwidth
	[56]
	o
	c1

	5
	Applying ANAT semantics
	[44]
	o
	c2

	c1:
IF A.3/2 THEN m ELSE n/a - - P-CSCF role.
c2:
IF A.3/9 THEN m ELSE n/a - - IMS-ALG role.


A.3.3.2
SDP types

Table A.329: SDP types

	Item
	Type
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	
	Session level description

	1
	v= (protocol version)
	[39] 6
	m
	m
	[39] 6
	m
	m

	2
	o= (owner/creator and session identifier).
	[39] 6
	m
	m
	[39] 6
	i
	i

	3
	s= (session name)
	[39] 6
	m
	m
	[39] 6
	i
	i

	4
	i= (session information)
	[39] 6
	m
	m
	[39] 6
	i
	i

	5
	u= (URI of description)
	[39] 6
	m
	m
	[39] 6
	i
	i

	6
	e= (email address)
	[39] 6
	m
	m
	[39] 6
	i
	i

	7
	p= (phone number)
	[39] 6
	m
	m
	[39] 6
	i
	i

	8
	c= (connection information)
	[39] 6
	m
	m
	[39] 6
	i
	i

	9
	b= (bandwidth information)
	[39] 6
	m
	m
	[39] 6
	i
	i

	
	Time description (one or more per description)

	10
	t= (time the session is active)
	[39] 6
	m
	m
	[39] 6
	i
	i

	11
	r= (zero or more repeat times)
	[39] 6
	m
	m
	[39] 6
	i
	i

	
	Session level description (continued)

	12
	z= (time zone adjustments)
	[39] 6
	m
	m
	[39] 6
	i
	i

	13
	k= (encryption key)
	[39] 6
	m
	m
	[39] 6
	i
	i

	14
	a= (zero or more session attribute lines)
	[39] 6
	m
	m
	[39] 6
	i
	i

	
	Media description (zero or more per description)

	15
	m= (media name and transport address)
	[39] 6
	m
	m
	[39] 6
	m
	m

	16
	i= (media title)
	[39] 6
	o
	
	[39] 6
	
	

	17
	c= (connection information)
	[39] 6
	o
	
	[39] 6
	
	

	18
	b= (bandwidth information)
	[39] 6
	o
	
	[39] 6
	
	

	19
	k= (encryption key)
	[39] 6
	o
	
	[39] 6
	
	

	20
	a= (zero or more media attribute lines)
	[39] 6
	o
	
	[39] 6
	
	


Prerequisite A.329/14 OR A.329/20 - - a= (zero or more session/media attribute lines)

Table A.330: zero or more session / media attribute lines (a=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	category (a=cat)
	[39] 6
	
	
	[39] 6
	
	

	2
	keywords (a=keywds)
	[39] 6
	
	
	[39] 6
	
	

	3
	name and version of tool (a=tool)
	[39] 6
	
	
	[39] 6
	
	

	4
	packet time (a=ptime)
	[39] 6
	
	
	[39] 6
	
	

	5
	maximum packet time (a=maxptime)
	[39] 6
	
	
	[39] 6
	
	

	6
	receive-only mode (a=recvonly)
	[39] 6
	
	
	[39] 6
	
	

	7
	send and receive mode (a=sendrecv)
	[39] 6
	
	
	[39] 6
	
	

	8
	send-only mode (a=sendonly)
	[39] 6
	
	
	[39] 6
	
	

	9
	whiteboard orientation (a=orient)
	[39] 6
	
	
	[39] 6
	
	

	10
	conference type (a=type)
	[39] 6
	
	
	[39] 6
	
	

	11
	character set (a=charset)
	[39] 6
	
	
	[39] 6
	
	

	12
	language tag (a=sdplang)
	[39] 6
	
	
	[39] 6
	
	

	13
	language tag (a=lang)
	[39] 6
	
	
	[39] 6
	
	

	14
	frame rate (a=framerate)
	[39] 6
	
	
	[39] 6
	
	

	15
	quality (a=quality)
	[39] 6
	
	
	[39] 6
	
	

	16
	format specific parameters (a=fmtp)
	[39] 6
	
	
	[39] 6
	
	

	17
	rtpmap attribute (a=rtpmap)
	[39] 6
	
	
	[39] 6
	
	

	18
	current-status attribute (a=curr)
	[30] 5
	m
	m
	[30] 5
	c2
	c2

	19
	desired-status attribute (a=des)
	[30] 5
	m
	m
	[30] 5
	c2
	c2

	20
	confirm-status attribute (a=conf)
	[30] 5
	m
	m
	[30] 5
	c2
	c2

	21
	media stream identification attribute (a=mid)
	[53] 3
	c3
	c3
	[53] 3
	c4
	c4

	22
	group attribute (a=group)
	[53] 4
	c5
	c6
	[53] 3
	c5
	c6

	c2:
IF A.328/1 THEN m ELSE i.

c3:
IF A.328/2 THEN o ELSE n/a.

c4:
IF A.328/2 THEN m ELSE n/a.

c5:
IF A.328/3 THEN o ELSE n/a.

c6:
IF A.328/3 THEN m ELSE n/a.


A.3.3.3
SDP types parameters

Prerequisite A.329/2 - - o= (owner/creator and session identifier)

Table A.331: owner/creator and session identifier type (o=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	username
	[39] 6
	m
	m
	[39] 6
	m
	m

	2
	session id
	[39] 6
	m
	m
	[39] 6
	m
	m

	3
	version
	[39] 6
	m
	m
	[39] 6
	m
	m

	4
	network type
	[39] 6
	m
	m
	[39] 6
	m
	m

	5
	address type
	[39] 6
	m
	m
	[39] 6
	m
	m

	6
	address
	[39] 6
	m
	m
	[39] 6
	m
	m


Prerequisite A.329/10 - - t= (time the session is active)

Table A.332: time the session is active type (b=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	start time
	[39] 6
	
	
	[39] 6
	
	

	2
	stop time
	[39] 6
	
	
	[39] 6
	
	


Prerequisite A.329/11 - - r= (zero or more repeat times)

Table A.333: zero or more repeat times (r=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	repeat interval
	[39] 6
	
	
	[39] 6
	
	

	2
	active duration
	[39] 6
	
	
	[39] 6
	
	

	3
	list of offsets from start-time
	[39] 6
	
	
	[39] 6
	
	


Prerequisite A.329/12 - - z= (time zone adjustments)

Table A.334: time zone adjustments type (z=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	adjustment time
	[39] 6
	
	
	[39] 6
	
	

	2
	offset
	[39] 6
	
	
	[39] 6
	
	

	3
	adjustment time
	[39] 6
	
	
	[39] 6
	
	

	4
	offset
	[39] 6
	
	
	[39] 6
	
	


Prerequisite A.329/13 - - k= (encryption key)

Table A.335: encryption key type (k=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	method
	[39] 6
	
	
	[39] 6
	
	

	2
	encryption key
	[39] 6
	
	
	[39] 6
	
	


Prerequisite A.329/15 - - m= (media name and transport address)

Table A.336: media name and transport address type (m=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	media

· ``audio''

· ``video'' 

· ``application''

· ``data'' 

· ``control''
	[39] 6
	
	
	[39] 6
	
	

	2
	port
	[39] 6
	
	
	[39] 6
	
	

	3
	transport
	[39] 6
	
	
	[39] 6
	
	

	4
	fmt list
	[39] 6
	
	
	[39] 6
	
	


Editor's note: It is expected that this table will be expanded, as this is the principle table that will distinguish operation of different entities within the IM CN subsystem.

Prerequisite A.329/17 - - c= (connection information)

Table A.337: connection type (c=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	network type
	[39] 6
	
	
	[39] 6
	
	

	2
	address type
	[39] 6
	
	
	[39] 6
	
	

	3
	connection address
	[39] 6
	
	
	[39] 6
	
	


Prerequisite A.329/18 - - b= (bandwidth information)

Table A.338: bandwidth information (b=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	modifier
	[39] 6, [56]
	
	
	[39] 6, [56]
	
	

	2
	bandwidth-value
	[39] 6
	
	
	[39] 6
	
	


A.3.3.4
SDP types parameters within attribute lines

The subclause does not intend to show an exhaustive list of all the possible attribute values.

Prerequisite A.330/22 -- group attribute (a=group)

Table A.339: group semantics (a=group)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Lip Synchronization (LS)
	[53] 4
	m
	m
	[53] 4
	i
	i

	2
	Flow Identification (FID)
	[53] 4
	m
	m
	[53] 4
	i
	i

	3
	Single Reservation Flow (SRF)
	[54] 2
	o
	m
	[54] 2
	m
	m

	4
	Alternative Network Address Type (ANAT)
	[44] 3
	c1
	c2
	[44] 3
	c1
	c2

	c1:
IF A.328/5 THEN o ELSE n/a.

c2:
IF A.328/5 THEN m ELSE n/a.
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