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Introduction

This contribution proposes to introduce a transparent container field for MBMS to be used for possible future extensions as e.g. has been necessary due to IMS. The reason for proposing this at this stage, is to already from the introduction of MBMS to have a transparent behaviour of the SGSN in order to prevent backwards compatibility problems. The issue was discussed at CN1#34 and SA2 was asked for guidance on the topic. SA2 has now given their support for the idea in incoming LS (N1-041120) to CN1#34-bis.

Ericsson will bring a related CR to CN4 as well. 

The following is proposed to include in TS 29.846 version 1.4.0:

***   First change   ***

5.3.1
Multicast service activation

5.3.1.1
Overview

Figure 1 shows the multicast service activation signalling flow for MBMS. The activation procedure registers the user in the network to enable the reception of data from a specific multicast service. The procedure establishes the MBMS contexts in the UE, RNC, SGSN and GGSN for each activated multicast service. 

New UE to CN messages requiring definition are shown in red within the diagram. 
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Figure 1. Activation of an MBMS Multicast service.

1.
The UE activates a default, typically best-effort PDP context if not already established. This can be a PDP context used for basic IP services like WAP or Internet access, or it might be the signalling PDP context used for IMS access.

2.
The UE sends an IGMP (Ipv4) or MLD (Ipv6) Join message over the default PDP context to signal its interest in receiving a particular multicast service identified by an IP multicast address.

3.
This signaling between GGSN and BM-SC is per user service access authorization.
4.
The GGSN receives the IGMP Join request and sends an MBMS notification request to the SGSN. 

5.
The SGSN sends an MBMS Notification Response to the GGSN that sent the MBMS Notification Request. The MBMS Notification Response contains a cause that indicates whether or not the MBMS context activation will proceed. Upon reception of the response message with cause indicating unsuccessful operation or time-out of the MBMS Activation Timer in the GGSN, the GGSN may fallback to IP multicast access.
6.
The SGSN sends a Request MBMS Context Activation to request the UE to activate an MBMS context. This message includes the IP multicast address earlier selected by the UE in the Join message, along with an Access Point Name (APN), which has been received from GGSN, the Linked NSAPI and a Transaction Identifier (TI). The TI is chosen by the SGSN and contains a value not used by any other activated PDP context and MBMS context for this UE.

7.
The UE checks for the validity of the request to activate the service, and if valid, creates an MBMS context, and sends an Activate MBMS Context Request to the SGSN. This message includes the IP multicast address, which the UE wants to join/activate, an APN and the Supported MBMS bearer capabilities i.e. the maximum downlink bit rate the UE can handle. If the SGSN has the MBMS Bearer Context information for this MBMS bearer service, the SGSN will verify the UE’s MBMS bearer capabilities. If the SGSN determines that the UE’s MBMS bearer capabilities are less than the Required MBMS Bearer Capabilities, it rejects the request for activation of an MBMS context with an appropriate cause.
8.
Security Functions may be performed in order to authenticate the UE for the MBMS Multicast service activation. 

9.
The SGSN creates an UE specific MBMS context and sends Create MBMS Context Requests to the GGSN. 
Editor’s note: It is for further study whether the SGSN performs a subscription check for the requested MBMS multicast service identified by the IP multicast address and APN or whether another network entity performs this check before the SGSN creates an UE specific MBMS context.

10.
This signaling between GGSN and BM-SC is per user service access authorization and/or signaling of the GGSNs interest to receive the MBMS service data (per service and not per user). Also the GGSN or another network entity may perform a subscription check for the requested MBMS multicast service identified by the IP multicast address and APN.

The BM-SC allocates a Temporary Mobile Group Identify (TMGI) for group paging in MBMS. If no TMGI has been allocated for this MBMS bearer service, the BM-SC will allocate a new TMGI. This TMGI will be passed to the GGSN, SGSN and further to UE.

11.
The GGSN creates an MBMS context for the UE and sends a Create MBMS Context Response to the SGSN.
12.
The SGSN provides RAN with the MBMS context.
13.
The SGSN verifies that the MBMS bearer capabilities supported by the UE are sufficient for the requested multicast service and sends an Activate MBMS Context Accept to the UE. This message includes the TMGI. If it was not possible to verify the UE’s MBMS bearer capabilities in Step 7, the UE’s MBMS bearer capabilities will be verified now. If the MBMS bearer capabilities supported by the UE are insufficient for the requested multicast service activation, the SGSN sends an Activate MBMS Context Reject to the UE including an appropriate cause value (i.e. “MS bearer capabilities insufficient for the service”).

5.3.1.2
Layer 3 multicast session activation

Editor’s Note: This section will describe the Layer 3 procedures for MBMS session activation including successful and failure scenarios. The text within this section should be readily transferable to Section 6 of TS24.008.

5.3.1.2.1
MBMS context activation

The purpose of this procedure is to establish an MBMS context in the UE and in the network for a specific IP Multicast Address using a specific NSAPI for MBMS user plane transmission. The UE shall only initiate the MBMS context activation when requested by the network, however the trigger for the activation request by the network is initiated by the UE at the application layer (see 3GPP TS 23.246 [3]).

5.3.1.2.1.1
Successful MBMS context activation 

In order to request an MBMS context activation, the network sends a REQUEST MBMS CONTEXT ACTIVATION message to the UE, enters the state MBMS-ACTIVE-PENDING and starts timer T3385. The message shall contain the IP multicast address, the APN and the Linked NSAPI. 

Upon receipt of a REQUEST MBMS CONTEXT ACTIVATION message, the UE shall validate the message by verifying the NSAPI given in the Linked NSAPI IE to be one of the active PDP context(s), and send an ACTIVATE MBMS CONTEXT REQUEST, enter state MBMS ACTIVE-PENDING and start timer T3380. The message shall contain an  IP multicast address and an APN, which shall be the same as the IP multicast address and the APN requested by the network in the REQUEST MBMS CONTEXT ACTIVATION message. Furthermore, the UE shall include the Supported MBMS bearer capabilities, i.e. the maximum downlink bit rate the UE can handle.
Upon receipt of the ACTIVATE MBMS CONTEXT REQUEST message, the network shall stop timer T3385. If the network accepts the request, it shall reply with an ACTIVATE MBMS CONTEXT ACCEPT message. 

Upon receipt of the message ACTIVATE MBMS CONTEXT ACCEPT the MS shall stop timer T3380 and shall enter the state MBMS-ACTIVE. 

5.3.1.2.1.2
Unsuccessful MBMS context activation requested by the UE

Upon receipt of an ACTIVATE MBMS CONTEXT REQUEST message the network may reject the MS initiated MBMS context activation by sending an ACTIVATE MBMS CONTEXT REJECT message to the MS. The sender of the message shall include the same TI as included in the ACTIVATE MBMS CONTEX REQUEST and an additional cause code that typically indicates one of the following causes:

# 8:
Operator Determined Barring;

# 24:
MS bearer capabilities insufficient for the service;

# 26:
insufficient resources;

# 27:
missing or unknown APN;

# 29:
user authentication failed;

# 30:
activation rejected by GGSN;

# 31:
activation rejected, unspecified;

# 32:
service option not supported;

# 33:
requested service option not subscribed;

# 34:
service option temporarily out of order;

# 35: NSAPI already used. The network shall not send this cause code (see note 1); or

# 95 - 111:
protocol errors.

NOTE 1:
 Pre-R99 network may send this cause code.

Upon receipt of an ACTIVATE MBMS CONTEXT REJECT message, the MS shall stop timer T3380 and enter/remain in state MBMS-INACTIVE.

5.3.1.2.1.3
Unsuccessful MBMS context activation requested by the network

Upon receipt of the REQUEST MBMS CONTEXT ACTIVATION message, the UE may reject the network requested MBMS context activation by sending the REQUEST MBMS CONTEXT ACTIVATION REJECT message to the network. The sender of the message shall include the same TI as included in the REQUEST MBMS CONTEXT ACTIVATION and an additional cause code that typically indicates one of the following causes:


# 26: insufficient resources;


# 31: activation rejected, unspecified;


# 40: feature not supported; or


# 95 - 111: protocol errors.

The network shall stop timer T3385 and enter state MBMS-INACTIVE.

5.3.1.2.1.4 Abnormal cases

The following abnormal cases can be identified:

a)
Expiry of timers in the mobile station: 
On the first expiry of the timer T3380, the MS shall resend the ACTIVATE MBMS CONTEXT REQUEST and shall reset and restart timer T3380. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3380, the MS shall release all resources possibly allocated for this invocation and shall abort the procedure; no automatic MBMS context activation re-attempt shall be performed. 

b)
Expiry of timers on the network side: On the first expiry of the timer T3385, the network shall resend the message REQUEST MBMS CONTEXT ACTIVATION and shall reset and restart timer T3385. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3385, the network shall release possibly allocated resources for this activation and shall abort the procedure. 

c)
 MBMS context activation request for an already activated MBMS context (on the mobile station side): If the MS receives a REQUEST MBMS CONTEXT ACTIVATION message with the same combination of APN, PDP type and PDP address as an already activated MBMS context, the MS shall deactivate the existing MBMS context locally without notification to the network and proceed with the requested MBMS context activation.

5.3.1.3
Multicast session management messages for activation

Editor’s Note: This section will describe the Layer 3 message formats and IE. Where ever possible, any IE types referenced here shall re-use existing IE formats from TS 24.008. If new IEs need to be defined, they must be included within this section. The text within this section should be readily transferable to Section 9 of TS 24.008. The text in this subclause is intended to be copied directly to TS 24.008 when it is fully agreed.

5.3.1.3.1
Activate MBMS context request

This message is sent by the MS to the network as an explicit response to a REQUEST MBMS CONTEXT ACTIVATION message


Message type:
activate MBMS context REQUEST
Significance:

global

Direction:


MS to network

Table 5.3.1.3.1 : Activate MBMS context request message content

	IEI
	Information Element
	Type/
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier


	M
	V
	1/2– 3/2

	
	Activate MBMS context request message identity
	Message type


	M
	V
	1

	
	Requested MBMS NSAPI
	Network service access point identifier 
	M
	V
	1

	
	Requested LLC SAPI
	LLC service access point identifier 
	M
	V
	1

	
	Supported MBMS bearer capabilities
	MBMS bearer capabilities


	M
	LV
	2 – 3

	
	Requested multicast address
	Packet data protocol address


	M
	LV
	3 - 19

	28
	Access point name
	Access point name


	M
	LV
	2 – 101

	
	MBMS protocol configuration options
	MBMS protocol configuration options 5.4.3
	O
	TLV
	3 - 253


5.3.1.3.2
Activate MBMS context accept

This message is sent by the network to the MS to acknowledge activation of an MBMS context.


Message type:
activate MBMS context ACCEPT
Significance:

global

Direction:


network to MS

Table 5.1.3.2 : Activate MBMS context Accept message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier


	M
	V
	1/2– 3/2

	
	Activate MBMS context accept message identity
	Message type


	M
	V
	1

	
	Temporary Mobile Group Identity
	Temporary Mobile Group Identity


	M
	LV
	4-7

	
	Negotiated LLC SAPI
	LLC service access point identifier


	M
	V
	1

	
	MBMS protocol configuration options
	MBMS protocol configuration options 5.4.3
	O
	TLV
	3 - 253


5.3.1.3.3
Activate MBMS context reject

This message is sent by the network to the MS to reject activation of a MBMS context.


Message type:
activate MBMS context reject

Significance:

global

Direction:


network to MS

Table 5.3.1.3.3 : Activate MBMS context reject message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier


	M
	V
	1/2– 3/2

	
	Activate MBMS context reject message identity
	Message type


	M
	V
	1

	
	SM cause
	SM Cause


	M
	V
	1

	
	MBMS protocol configuration options
	MBMS protocol configuration options 5.4.3
	O
	TLV
	3 - 253


5.3.1.3.4
Request MBMS context activation

This message is sent by the network to the MS to initiate activation of an MBMS context.


Message type:
request MBMS context activation
Significance:

global

Direction:


network to MS

Table 5.3.1.3.4 : request MBMS context activation message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier
	Transaction identifier


	M
	V
	1/2– 3/2

	
	Request MBMS context activation message identity
	Message type


	M
	V
	1

	
	Linked NSAPI
	Network service access point identifier 
	M
	V
	1

	
	Offered Multicast address
	Packet data protocol address


	M
	LV
	3 - 19

	28
	Access point name
	Access point name


	M
	LV
	2 – 101

	
	MBMS protocol configuration options
	MBMS protocol configuration options 5.4.3
	O
	TLV
	3 - 253


5.3.1.3.4.1
Linked NSAPI
This IE is included in the message to allow the UE to associate the MBMS context with the PDP context over which the IGMP/MLD join message was sent. 

5.3.1.3.5
Request MBMS context activation reject

This message is sent by the MS to the network to reject initiation of an MBMS context activation.


Message type:
request MBMS context ACTIVATION reject
Significance:

global

Direction:


MS to network

Table 5.3.1.3.5 : request MBMS context ACTIVATION reject message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier
	Transaction identifier


	M
	V
	1/2– 3/2

	
	Request MBMS context act. reject message identity
	Message type


	M
	V
	1

	
	SM cause
	SM cause


	M
	V
	1

	
	MBMS protocol configuration options
	MBMS protocol configuration options 5.4.3
	O
	TLV
	3 - 253


5.3.2
Multicast service deactivation

5.3.2.1
Overview

Figure 2 shows the multicast service deactivation signalling flow for MBMS. The deactivation procedure removes the MBMS context from the UE and the network (i.e. SGSN and GGSN) for a specific multicast service.

New messages requiring definition are shown in red within the diagram.
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Figure 2: Deactivation of an MBMS Multicast service.

1.
The UE sends an IGMP (IPv4) or MLD (IPv6) Leave message over the default PDP context to leave a particular multicast service identified by an IP multicast address.

2.
This signaling between GGSN and BM-SC is performed in order to indicate that the UE is requesting to leave the multicast service identified by the IP multicast address. 

Editor’s note: The exact nature of the signalling between GGSN and BM-SC is for further study.

3.
The GGSN sends an MBMS Context Deactivation Request (IP multicast address, APN, IMSI) to the SGSN. The IP multicast address, APN and IMSI together identify the MBMS context to be deleted by the SGSN. The APN is received in step 2.

4.
The SGSN acknowledges reception of the MBMS Context Deactivation Request by sending an MBMS Context Deactivation Response to the GGSN.

5.
Upon reception of the MBMS Context Deactivation Request or for other reasons (e.g. due to a change in the roaming restrictions for the user) the SGSN sends a Deactivate MBMS Context Request (TI) to the UE. The TI identifies the MBMS context to be deleted by the UE.

6.
The UE deletes the MBMS context and sends a Deactivate MBMS Context Accept (TI) to the SGSN.

7.
If dedicated radio resources are currently assigned to the UE for the reception of the MBMS data, the RAN releases these radio resources. 

Editor’s note: The detailed procedures and conditions to release the radio resources are for further study depending on ongoing work in RAN groups.

8.
Upon reception of the Deactivate MBMS Context Accept or for other reasons (e.g. due to missing periodic updates) the SGSN sends a Delete MBMS Context Request (NSAPI) to the GGSN that holds the MBMS context.

9.
This signaling between GGSN and BM-SC is mainly performed to delete the MBMS context in the GGSN and BM-SC.

Editor’s note: The exact nature of the signalling between GGSN and BM-SC is for further study.

10.
The GGSN confirms the deactivation of the MBMS context to the SGSN by sending a Delete MBMS Context Response to the SGSN, which then deletes the MBMS context.

5.3.2.2
Layer 3 multicast session deactivation

Editor’s Note: This section will describe the Layer 3 procedures for MBMS session deactivation including successful and failure scenarios. The text within this section should be readily transferable to Section 6 of TS 24.008.

5.3.2.2.1
General

The purpose of this procedure is to deactivate an existing MBMS context in the UE and the network. The UE shall only initiate the MBMS context deactivation when requested by the network, however the trigger for the deactivation request by the network may be initiated by the UE at application layer or by the network, see 3GPP TS 23.246 [3].

After a successful MBMS context deactivation, the associated TI value shall be released in both the UE and the network.

5.3.2.2.2
New procedure for MBMS multicast service deactivation

Editor’s Note: This section describes one solution for the MBMS multicast service deactivation procedure. Another alternative is found in the subclause 5.3.2.2.3.

5.3.2.2.2.1
MBMS context deactivation

In order to request an MBMS context deactivation, the network sends a DEACTIVATE MBMS CONTEXT REQUEST message to the UE, enters the state MBMS-INACTIVE-PENDING and starts timer T3395. The messages contains the transaction identifier (TI) in use for the MBMS context to be deactivated and a cause code that typically indicates one of the following causes:

# 36:
regular MBMS context deactivation;

# 38:
network failure;

# 47:
IGMP group membership time-out.

Editor’s Note:
The indication of the IGMP group membership time-out requires defining a new cause value in the SM cause IE. See 3GPP TS 24.008 sub clause 10.5.6.6. Other possible new cause values may be identified in the future. 

The UE shall reply with a DEACTIVATE MBMS CONTEXT ACCEPT message and enter the state MBMS-INACTIVE. Upon receipt of the DEACTIVATE MBMS CONTEXT ACCEPT message, the network shall stop the timer T3395 and enter the state MBMS-INACTIVE.

5.3.2.2.2.2
Abnormal cases

The following abnormal cases can be identified:
a)
Expiry of timers:


On the first expiry of the timer T3395, the network shall resend the message DEACTIVATE MBMS CONTEXT REQUEST and shall reset and restart the timer T3395. This retransmission is repeated, i.e. on the fifth expiry of the timer T3395, the network shall erase the MBMS context related data for that UE.

5.3.2.2.3
Reuse of PDP context deactivation for MBMS multicast service deactivation

Editor’s Note: This section describes one solution for the MBMS multicast service deactivation procedure. Another alternative is found in the subclause 5.3.2.2.2.

5.3.2.2.3.1
PDP and MBMS context deactivation initiated by the network

In order to deactivate either a PDP context or an MBMS context, the network sends a DEACTIVATE PDP CONTEXT REQUEST message to the MS and starts timer T3395. The message contains the transaction identifier in use for the PDP or MBMS context to be deactivated and a cause code that typically indicates one of the following causes:

# 8:
Operator Determined Barring;
# 25:
LLC or SNDCP failure;

# 36:
regular PDP context deactivation or MBMS context deactivation;

# 38:
network failure;

# 39:
reactivation requested;

# 47:
IGMP group membership time-out.

Editor’s Note: Some of the cause values are applicable to only either the PDP or MBMS context or both. This limitation requires to be put in the Annex I of 3GPP 24.008 that lists the cause values for session management. Furthermore, the indication of the IGMP group membership time-out requires defining a new cause value in the SM cause IE. See 3GPP TS 24.008 sub clause 10.5.6.6. Other possible new cause values for MBMS context may be identified in the future. 

The MS shall reply with a DEACTIVATE PDP CONTEXT ACCEPT message and enter the state PDP-INACTIVE or MBMS-INACTIVE depending what type of deactivation was requested by the network. Upon receipt of the DEACTIVATE PDP CONTEXT ACCEPT message, the network shall stop the timer T3395 and enter the state PDP-INACTIVE or MBMS-INACTIVE depending on whether the deactivation acceptance message indicates either a PDP context or an MBMS context. 

In GSM and for PDP context, both the MS and the network shall initiate local release of the logical link if it is not used by another PDP context. 

In UMTS and for PDP context, the network shall initiate the release of Radio Access Bearer associated with this PDP context.

5.3.2.2.3.2
Abnormal cases

Editor’s Note: This section describes only the abnormal cases applicable to the MBMS context. This is done in order to show only changes needed because of MBMS context introduction.

The following abnormal cases can be identified:

a)
Expiry of timers


On the first expiry of timer T3395, the network shall resent the message DEACTIVATE PDP CONTEXT REQUEST and shall reset and restart timer T3395. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3395, the network shall erase either the PDP context related data, if the deactivation indicates a PDP context or the MBMS context related data, if the deactivation indicates an MBMS context. 

5.3.2.3
MBMS protocol configuration options

The MS and the GGSN may communicate parameters related to the MBMS bearer by means of the MBMS protocol configuration options information element when activating or deactivating an MBMS context. Such parameters can e.g be used to convey information from external protocols between the MS and the GGSN.

The MBMS protocol configuration options information element is transparent to the SGSN.

5.3.2.4
Multicast session management messages for deactivation

Editor’s Note: This section will describe the Layer 3 message formats and IE. Where ever possible, any IE types referenced here shall re-use existing IE formats from TS 24.008. If new IEs need to be defined, they must be included within this section. The text within this section should be readily transferable to Section 9 of TS 24.008.

5.3.2.4.1
Definition of new messages for MBMS multicast service deactivation


Editor’s Note: This section describes one solution for the MBMS multicast service deactivation messages. Another alternative is found in the subclause 5.3.2.4.2.

5.3.2.4.1.1
Deactivate MBMS context request

This message is sent by the network to the MS to request the deactivation of an active MBMS context.


Message type:
DEACTIVATE MBMS CONTEXT REQUEST

Significance:

global

Direction:


network to MS

Table 5.3.2.4.1.1 : DEActivate MBMS context request message content

	IEI
	Information Element
	Type/
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier


	M
	V
	1/2– 3/2

	
	Deactivate MBMS context request message identity
	Message type


	M
	V
	1

	
	SM cause
	SM cause
	M
	V
	1

	
	MBMS protocol configuration options
	MBMS protocol configuration options 5.4.3
	O
	TLV
	3 - 253


5.3.2.4.1.2
Deactivate MBMS context accept

This message is sent by the MS to the network to acknowledge deactivation of the MBMS context requested in the corresponding Deactivate MBMS context request message. See 5.3.2.4.1.1.


Message type:
DEactivate MBMS context accept
Significance:

global

Direction:


MS to network

Table 5.3.2.4.1.2 : DEActivate MBMS context Accept message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier


	M
	V
	1/2– 3/2

	
	Deactivate MBMS context accept message identity
	Message type


	M
	V
	1

	
	MBMS protocol configuration options
	MBMS protocol configuration options 5.4.3
	O
	TLV
	3 - 253


5.3.2.4.2
Reuse of PDP context deactivation messages for MBMS multicast service deactivation

Editor’s Note: This section describes one solution for the MBMS multicast service deactivation messages. Another alternative is found in the subclause 5.3.2.4.1.

5.3.2.4.2.1
Deactivate PDP context request

This message is sent to request deactivation of an active either PDP context or MBMS context.

Message type:
deactivate PDP context request
Significance:

global

Direction:


both

TABLE 5.3.2.4.2.1: deactivate PDP context request message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier
	 Transaction identifier


	M
	V
	1/2– 3/2

	
	Deactivate PDP context request message identity
	Message type


	M
	V
	1

	
	SM cause
	SM cause 


	M
	V
	1

	9-
	Tear down indicator
	Tear down indicator


	O
	TV
	1

	27
	Protocol configuration options
	Protocol configuration options


	O
	TLV
	3 – 253

	
	MBMS protocol configuration options
	MBMS protocol configuration options 5.4.3
	O
	TLV
	3 - 253


Note:
The Tear down indicator IE is not applicable to MBMS context. The Protocol configuration options IE is not applicable to MBMS context. The MBMS protocol configuration options IE is not applicable to a non-MBMS context.

5.3.2.4.2.2
Deactivate PDP context accept

This message is sent to acknowledge deactivation of either the PDP context requested in the corresponding Deactivate PDP context request message or the MBMS context requested in the corresponding Deactivate MBMS context request message. See 5.3.2.4.2.1.

Message type:
deactivate PDP context accept
Significance:

global

Direction:


both

TABLE 5.3.2.4.2.2: deactivate PDP context accept message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator


	M
	V
	1/2

	
	Transaction identifier
	 Transaction identifier


	M
	V
	1/2– 3/2

	
	Deactivate PDP context accept message identity
	Message type


	M
	V
	1

	27
	Protocol configuration options
	Protocol configuration options


	O
	TLV
	3 – 253

	
	MBMS protocol configuration options
	MBMS protocol configuration options 5.4.3
	O
	TLV
	3 - 253


Note:
The Protocol configuration options IE is not applicable to MBMS context. The MBMS protocol configuration options IE is not applicable to a non-MBMS context.


5.4
MBMS Session Management Information Elements

5.4.1
Temporary Mobile Group Identity (TMGI)

The purpose of the TMGI element is for group paging in MBMS.

The TMGI information element is a type 4 information element with a minimum length of 5 octets and a maximum length of 8 octets. If octet 6 is included, then octets 7 and 8 shall also be included.

The content of the TMGI element is shown in Figure 5.4.1/3GPP TR 29.846.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Temporary Mobile Group Identity IEI
	Octet 1

	Length of Temporary Mobile Group Identity contents
	Octet 2

	MBMS Service ID
	Octet 3

Octet 4

	
	Octet 5

	MCC digit 2 
	MCC digit 1
	Octet 6

	MNC digit 3
	MCC digit 3
	Octet 7

	MNC digit 2
	MNC digit 1
	Octet 8


Figure 5.4.1/3GPP TR 29.846: TMGI information element

Table 5.4.1/3GPP TR 29.846: TMGI information element

	MBMS Service ID (octet 3, 4 and 5)

In the MBMS Service ID field bit 8 of octet 3 is the most significant bit and bit 1 of octet 5 the least significant bit.

The coding of the MBMS Service ID is the responsibility of each administration. Coding using full hexadecimal representation may be used. The MBMS Service ID consists of 3 octets.

MCC, Mobile country code (octet 6, octet 7 bits 1 to 4)

The MCC field is coded as in ITU-T Rec. E.212, Annex A.

MNC, Mobile network code (octet 7 bits 5 to 8, octet 8)

The coding of this field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator decides to use only two digits in the MNC, bits 5 to 8 of octet 7 shall be coded as "1111".


5.4.2
MBMS bearer capabilities 

The purpose of the MBMS bearer capabilities information element is to indicate the maximum bit rate for downlink supported by the MS for an MBMS context.

NOTE: 
The information element indicates the static physical capabilities of the MS, independent of the radio access (UMTS or GSM), the radio conditions, or other CS or PS services possibly activated by the MS.   

The MBMS bearer capabilities is a type 4 information element with a maximum length of 4 octets.

The MBMS bearer capabilities information element is coded as shown in figure 5.4.2/3GPP TR 29.846.

	8
	7
	6
	5
	4
	3
	2
	1
	

	MBMS bearer capabilities IEI
	Octet 1

	Length of MBMS bearer capabilities IE
	Octet 2

	Maximum bit rate for downlink
	Octet 3

	Maximum bit rate for downlink (extended)
	Octet 4


Figure 5.4.2/3GPP TR 29.846: MBMS bearer capabilities information element

Table 5.4.2/3GPP TR 29.846: MBMS bearer capabilities information element

Maximum bit rate for downlink, octet 3 (see 3GPP TS 23.107)

The coding is identical to that of the maximum bit rate for downlink, octet 9, in the Quality of service information element (see subclause 10.5.6.5).

If the sending entity wants to indicate a maximum bit rate for downlink higher than 8640 kbps, it shall set octet 3 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the maximum bit rate in octet 4.

Maximum bit rate for downlink (extended), octet 4

The coding is identical to that of the maximum bit rate for downlink (extended), octet 15, in the Quality of service information element (see subclause 10.5.6.5).

5.4.3
MBMS protocol configuration options

The purpose of the MBMS protocol configuration options information element is to:

-
transfer external network protocol options associated with an MBMS context activation, and

-
transfer additional (protocol) data (e.g. configuration parameters, error codes or messages/events) associated with an external protocol or an application.

The MBMS protocol configuration options is a type 4 information element with a minimum length of 3 octets and a maximum length of 253 octets. 

The MBMS protocol configuration options information element is coded as shown in figure 5.4.3/3GPP TR 29.846 and table 5.4.3/3GPP TR 29.846.

	8
	7
	6
	5
	4
	3
	2
	1
	

	MBMS protocol configuration options IEI
	octet 1

	Length of MBMS protocol config. options contents
	octet 2

	1
ext
	0
	0
	0
	0
	0
	0
	0
	octet 3

	
	Spare
	


Figure 5.4.3/3GPP TR 29.846: MBMS Protocol configuration options information element 

Table 5.4.3/3GPP TR 29.846: MBMS protocol configuration options information element

	The format of the MBMS protocol configuration options will be defined later.

NOTE: The reason for defining the information element is to have a transparent mechanism in the SGSN available from the introduction of MBMS. This will ensure that MS – GGSN communication is possible when parameters are defined. 
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