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Introduction

It is our opinion that the user who creates the conference by using CPCP becomes a privileged user at the moment the conference is created. This means, that the user is not already a privileged user when he sends the request for conference creation. 

Furthermore, a privileged user is authorised to read, write or modify the conference policy document. As the conference policy document and the conference itself are created at the same point of time, it is not possible to base the decision whether a conference should be created or not on the verification whether the request was sent by a privileged user.

Proposal

7.3.1
Privileged user

7.3.1.1 
General

Editor's Note: draft-koskelainen-xcon-xcap-cpcp-usage [23] defines the privileged user as the creator of a conference and further states: "Defining privileges to modify certain parts of a conference policy is outside the scope of this document". For 3GPP IMS it needs to be investigated, whether conference users others than the conference creator should be allowed to modify the conference policy. If this is the case, either the definition of "privileged user" needs to be changed or the term "privileged user" may be replaced by another term.

7.3.1.2
Actions performed by the privileged user


A privileged user shall be able to perform the following actions, as described in draft-koskelainen-xcon-xcap-cpcp-usage [23]:

- 
adding new users to a conference;

-
modifying the privilege control list (PCL) of a conference;

- 
expelling a conference participant from a conference; and

- 
termination of a conference.

NOTE:
The user who creates the conference by means of CPCP, as described in subclause 7.3.2.2, becomes a privileged user when the conference is created.

Editor's Note: It needs to be investigated if further text is needed, that describes the usage of CPCP, XCAP and HTTP in this section.

Editor's Note: The above paragraph needs to indicate that the listed actions are in the same way optional to be supported by a privileged user as they are optional to be supported in described in draft-koskelainen-xcon-xcap-cpcp-usage [23].

Editor's Note: CPCP users and requests shall be authenticated and authorized by generic Ut interface procedures. This subclause must reference the related specification. Currently this functionality is defined for data manipulation related to the IMS presence service.  

7.3.2
Conference Policy Server (CPS)

Editor's Note: Further subclauses needed for e.g. blocking of a user and conference termination. 

7.3.2.1
Introduction

Editor's Note: CPCP users and requests shall be authenticated and authorized by generic Ut interface procedures. This subclause must reference the related specification. Currently this functionality is defined for data manipulation related to the IMS presence service.   

7.3.2.2
Conference creation
7.3.2.2.1
General

The conference policy document shall be created whenever the conference is created. If a conference is not created by means of CPCP, the CPS shall automatically create a conference policy document, as described in 7.3.2.2.3.
NOTE:
A conference can e.g. be created by SIP or via a web interface.




7.3.2.2.2
Conference policy creation by means of CPCP

When receiving a HTTP PUT request, including a CPCP XCAP document for conference creation, the CPS shall

-
authenticate the requestor and check whether the request can be authorized. The following actions shall only be performed if the request can be authorized;

Editor's Note: CPCP users and requests shall be authenticated and authorized by generic Ut interface procedures. This subclause must reference the related specification. Currently this functionality is defined for data manipulation related to the IMS presence service.   



- 
set the PCL, ACL and DL with the information included in the received CPCP XCAP document, in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23]; and
-
respond to the originator of the request with a HTTP 200 (OK) response in accordance with RFC 2616 [21] and draft-ietf-simple-xcap [22].

Editor's Note:
The CPS behaviour when receiving a CPCP SC (security control) element needs to be specified.

Editor's Note:
The CPS behaviour when receiving a CPCP media policy element needs to be specified.

Editor's Note:
The CPS behaviour when receiving a CPCP floor policy element needs to be specified.

7.3.2.2.3
Automatic conference policy creation

Upon conference creation by other means than CPCP, the CPS shall create a conference policy document for the conference, including: 

- 
a privilege control list (PCL) for the conference, which shall be set due to local policy, if not otherwise indicated by the conference creator;

-
an access control list (ACL) for the conference, which shall be empty if not otherwise indicated by the conference creator; and

-
a dial-out list (DL) for the conference, which shall be empty if not otherwise indicated by the conference creator.
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